SECTION 512 OF TITLE 17

HEARING
BEFORE THE
SUBCOMMITTEE ON
COURTS, INTELLECTUAL PROPERTY,
AND THE INTERNET
OF THE
COMMITTEE ON THE JUDICIARY
HOUSE OF REPRESENTATIVES
ONE HUNDRED THIRTEENTH CONGRESS
SECOND SESSION
MARCH 13, 2014
Serial No. 113–86
Printed for the use of the Committee on the Judiciary


U.S. GOVERNMENT PRINTING OFFICE
WASHINGTON : 2014
CONTENTS

MARCH 13, 2014

OPENING STATEMENTS

The Honorable Howard Coble, a Representative in Congress from the State of North Carolina, and Chairman, Subcommittee on Courts, Intellectual Property, and the Internet .......................................................... 1

The Honorable Jerrold Nadler, a Representative in Congress from the State of New York, and Ranking Member, Subcommittee on Courts, Intellectual Property, and the Internet .......................................................... 2

The Honorable Bob Goodlatte, a Representative in Congress from the State of Virginia, and Chairman, Committee on the Judiciary ............................................ 4

The Honorable John Conyers, Jr., a Representative in Congress from the State of Michigan, Ranking Member, Committee on the Judiciary, and Member, Subcommittee on Courts, Intellectual Property, and the Internet .................................................................. 5

WITNESSES

Sean M. O’Connor, Professor of Law and Founding Director, Entrepreneurial Law Clinic, University of Washington (Seattle)
Oral Testimony ..................................................................................................... 8
Prepared Statement ............................................................................................. 10

Annemarie Bridy, Alan G. Shepard Professor of Law, University of Idaho College of Law
Oral Testimony ..................................................................................................... 15
Prepared Statement ............................................................................................. 18

Paul F. Doda, Global Litigation Counsel, Elsevier Inc.
Oral Testimony ..................................................................................................... 31
Prepared Statement ............................................................................................. 33

Katherine Oyama, Sr. Copyright Policy Counsel, Google Inc.
Oral Testimony ..................................................................................................... 42
Prepared Statement ............................................................................................. 44

Maria Schneider, Grammy Award Winning Composer/Conductor/Producer, Member of the Board of Governors, New York Chapter of the Recording Academy
Oral Testimony ..................................................................................................... 54
Prepared Statement ............................................................................................. 56

Paul Sieminski, General Counsel, Automattic Inc.
Oral Testimony ..................................................................................................... 59
Prepared Statement ............................................................................................. 61

LETTERS, STATEMENTS, ETC., SUBMITTED FOR THE HEARING

Material submitted by the Honorable Judy Chu, a Representative in Congress from the State of California, and Member, Subcommittee on Courts, Intellectual Property, and the Internet ........................................................................ 78

Material submitted by the Honorable Ted Deutch, a Representative in Congress from the State of Florida, and Member, Subcommittee on Courts, Intellectual Property, and the Internet ............................................................................. 86
### APPENDIX

**Material Submitted for the Hearing Record**

| Material Submitted by Maria Schneider, Grammy Award Winning Composer/Conductor/Producer, Member of the Board of Governors, New York Chapter of the Recording Academy | 120 |
| Material submitted by the Honorable Darrell E. Issa, a Representative in Congress from the State of California, and Member, Subcommittee on Courts, Intellectual Property, and the Internet | 124 |
| Response to Questions for the Record from Sean M. O’Connor, Professor of Law and Founding Director, Entrepreneurial Law Clinic, University of Washington (Seattle) | 215 |
| Response to Questions for the Record from Annemarie Bridy, Alan G. Shepard Professor of Law, University of Idaho College of Law | 222 |
| Response to Questions for the Record from Paul F. Doda, Global Litigation Counsel, Elsevier Inc. | 233 |
| Response to Questions for the Record from Katherine Oyama, Sr. Copyright Policy Counsel, Google Inc. | 236 |
| Response to Questions for the Record from Maria Schneider, Grammy Award Winning Composer/Conductor/Producer, Member of the Board of Governors, New York Chapter of the Recording Academy | 239 |
| Response to Questions for the Record from Paul Sieminski, General Counsel, Automattic Inc. | 241 |
| Prepared Statement of the Library Copyright Alliance | 242 |
| Prepared Statement of Cary Sherman, Chairman and CEO, Recording Industry Association of America | 249 |
| Prepared Statement of the Association of American Publishers (AAP) | 254 |
| Prepared Statement of the Association of American Publishers (AAP) | 260 |
| Prepared Statement of the Computer & Communications Industry Association (CCIA) | 271 |
| Prepared Statement of the Future of Music Coalition | 276 |
The Subcommittee met, pursuant to call, at 9:31 a.m., in room 2141, Rayburn Office Building, the Honorable Howard Coble, (Chairman of the Subcommittee) presiding.

Present: Representatives Coble, Goodlatte, Marino, Smith of Texas, Chabot, Issa, Poe, Chaffetz, Farenthold, Collins, DeSantis, Smith of Missouri, Nadler, Conyers, Chu, Deutch, Richmond, DelBene, Jeffries, Cicilline, Lofgren, and Jackson Lee.

Staff Present: (Majority) Joe Keeley, Chief Counsel; Olivia Lee, Clerk; (Minority) Heather Sawyer, Minority Counsel; Jason Everett, Counsel; and Stephanie Moore, Counsel.

Mr. COBLE. The Subcommittee on Courts, Intellectual Property, and the Internet, and the Internet will come to order.

Without objection, the Chair is authorized to declare recesses of the Subcommittee at any time.

We welcome all of our witnesses today. Thank you all for appearing before the Subcommittee for this important part of our copyright system, the notice and takedown provisions of Section 512.

Online piracy continues to grow to scale, harming the ability of individual artists and companies to add to our Nation's economy. The notice and takedown provisions of Section 512 are designed to help copyright owners protect their works from online infringement while enabling good-faith ISPs to avoid potential liability for the actions of their users.

A review of the written testimony shows disagreement about the proper role and action of an ISP in independently identifying and responding to infringing content. While no one seems to be suggesting that the ISPs routinely seek out infringing files, it does seem unreasonable that once an ISP has received thousands of notices for the same content from the same copyright owner, it then acts at least somewhat differently than it would after receiving the first notice.

A growing flood of notices is not necessarily a sign of success either, except perhaps by pirates who deprive the copyright owners of any income for the work that they have produced.
In other legislation recently passed by the House, this Subcommittee has targeted those who have abused the patent system from their own ends. It appears that some are also abusing the notice and takedown system in order to remove speech from the Internet they don’t like or the website of a business with whom they compete. Actions such as these leaves a negative impact upon the copyright system as a whole, and it needs to be stopped, in my opinion.

I appreciate all your willingness to appear before our Subcommittee today, and I will now recognize—well, first of all, let me officially welcome the gentleman from New York, Mr. Nadler. Jerry has fulfilled the vacancy created when Congressman Watt re-signed.

It is good to have you as Ranking Member, Jerry, and I recognize you for your opening statement.

Mr. NADLER. Well, thank you, Mr. Chairman.

This is my first hearing as the new Ranking Member of this Subcommittee. I am honored to succeed our former colleague, Mel Watt, who is now serving as Director of the Federal Housing Finance Agency, and I look forward to working closely with you, Mr. Chairman, with the full Committee Chairman, Mr. Goodlatte, with Ranking Member Conyers and all of my colleagues as we continue the Subcommittee’s important work.

Today’s hearing is part of our comprehensive review of the Nation’s copyright laws to explore how our copyright system is faring in the digital age. Section 512 of the Digital Millennium Copyright Act is a critical piece of this puzzle.

Section 512 limits the liability of online service providers for copyright infringement by their users. Enacted in 1998 when YouTube, Facebook, Google Search, Bing, and many other platforms and applications that we enjoy today were still on the horizon, Section 512 sought to balance the concerns and interests of rights owners and online service providers by creating a collaborative framework for addressing online infringement.

The mechanism established by Section 512 was intended to provide meaningful protection to rights holders who, understandably concerned with the increasing ease and speed with which copyright works could be disseminated to thousands of users, would otherwise have been reluctant to make their creative works available over the Internet.

At the same time, Section 512 was also intended to address service providers’ concerns that misconduct by users might subject them to liability. To find shelter in Section 512, providers cannot know about infringing material or activity, cannot receive financial benefit from such infringement, and must implement procedures that allow them to “expeditiously” take down infringing content when they know about it or are notified by the need to do so by rights holders.

Although Section 512 does not condition protection on a provider affirmatively monitoring infringement, except to the extent consistent with standard technical measures, providers must, among other things, remove material when there is actual knowledge of infringement or when infringing activity is apparent—in other
words, when the provider has red-flagged knowledge of infringement.

More than 15 years have passed since the DMCA’s enactment, and new technologies have fundamentally changed the Internet, bringing many new benefits but also new problems that were not foreseen in 1998. Among other things, it is now possible for users to share vast amounts of high-quality content with thousands of others, and largely on their own terms. As a result of this and other innovations, online infringement has skyrocketed.

Last year, for example, Google received notices requesting removal of approximately 230 million items. This volume is staggering, even for large companies sending or receiving these notices. For smaller artists, musicians and businesses, it is a practical and financial nightmare.

Maria Schneider, a Grammy Award-winning musician and one of my constituents, who is here to testify today, has been unable to stop online infringement of her works. The resulting loss of income, combined with the cost of monitoring the Internet and sending takedown notices, threatens her ability to continue creating her award-winning music.

As we will hear today, when infringing activity is identified and the notice is sent, users simply too often re-post the material that has been taken down using a different URL. As in the arcade game Whack-a-Mole, the copyright holder succeeds in having the material taken down, only to have it pop back up almost immediately, requiring an endless stream of notifications relating to the same content.

To deal with this problem, Section 512(c)(3) allows the sending of a representative list of copyrighted works and information “reasonably sufficient provided to locate infringing material.” I am interested in hearing from our witnesses whether these statutory guidelines have proven sufficient and how best to address this key problem.

Some providers have also expressed concern about potential misuse of the notice process to take down non-infringing content. Such claims appear to be a small portion of the millions of infringement notices that are sent. For example, Google reports that it removed 97 percent of the search results specified in takedown requests between July and December 2011. Nonetheless, Congress sought to minimize the abuse by penalizing anyone who knowingly misrepresents that material is infringing, and Section 512(g) provides users with the opportunity to challenge the removal of content by filing a counter-notification. But are these protections proving sufficient?

These are examples of some of the challenges that have arisen under Section 512. I am also interested in hearing how courts have interpreted the statute and whether key stakeholders have come together to develop standard technical measures for identifying and protecting copyrighted works, as is required in Section 512(i).

As we undertake this review, however, we should also keep in mind that along with its challenges, there have been many Section 512 successes as well. The notice and takedown system has resulted in the quick removal of infringing content on countless occasions. Some stakeholders have come together to develop best practices and have entered into voluntary agreements to help identify
and address online infringement in a timely and effective manner, and Internet innovation has continued to thrive, allowing and inspiring greater collaboration and commerce.

Artists and musicians from superstars to startups now use various Internet technologies to make, market, and sell their creative works. Our goal now, just as it was in 1998, is to preserve incentives for service providers and copyright holders to work together to address online infringement in a manner that provides real protection for creators as the Internet continues to grow and thrive.

Our witnesses today provide a diversity of perspectives and a wide range of experience with Section 512, and I look forward to hearing from them. With that, I yield back the balance of my time.

Mr. COBLE. I thank the gentleman.

The Chair now recognizes the distinguished gentleman from Virginia, the Chairman of the full Committee, Mr. Goodlatte, for his opening statement.

Mr. GOODLATTE. Well, thank you, Mr. Chairman. It is a pleasure to be here, a pleasure to welcome this great panel of witnesses, and it is also a pleasure to welcome the gentleman from New York, Mr. Nadler, as the new Ranking Member on what I think is a great Subcommittee that I have had the opportunity to Chair in the past, and I look forward to our work together on issues related to intellectual property and our courts and the Internet.

Enacted in 1998 at a time when bulletin boards were still a popular destination for many Americans, Section 512 was designed to achieve two important policy goals that were crucial to the success of the Internet: first, enabling good-faith online service providers to operate without risk of liability for the actions of their users; and second, enabling copyright owners to quickly remove infringing online content without flooding the courts with litigation.

These two goals have mostly been met with the rapid growth of the online economy. However, like all legislation related to technology, issues have arisen that were not anticipated during the drafting and enactment of Section 512. These issues have posed challenges that have led some to call for updates to 512. As the Committee undertakes its review of copyright law, the time is right to consider these issues and proposed solutions to them.

Our witnesses today will mention issues of interest to them, and I am interested in delving into three issues in particular. The first is referred to as the whack-a-mole game by copyright owners. By most accounts, good-faith service providers have acted expeditiously in responding to Section 512 notices by removing or disabling links to infringing content.

However, copyright owners are increasingly facing a scenario that simply wasn’t anticipated during the enactment of 512, the need of copyright owners to send a voluminous amount of notices seeking removal of infringing content, followed by the almost immediate reappearance of the same infringing content. In an interesting twist, different groups point to the same statistics showing the mammoth amount of notices being sent today as proof of either the system working as designed or the system not working as designed.

A second issue that has been raised is the quality of the notices and the impact upon other important legal doctrines such as fair
use and the First Amendment. While there is little disagreement over the need to expeditiously remove clearly infringing content, how Section 512 intersects with these other legal doctrines is subject to court cases still underway.

Finally, some have begun to engage in behavior that abuses the rationale for Section 512 by sending outright fraudulent notices with little risk for penalties being imposed upon them for their actions. Although the number of such cases appears to be low percentage-wise, this Committee should consider ways to reduce such blatant abuse.

Section 512 was the product of balancing a number of interests to resolve various issues to improve the copyright system for all. As the Committee conducts its review of our copyright system, we should keep this consensus model in mind while examining challenges and potential solutions.

I appreciate the willingness of the witnesses to testify this morning and look forward to hearing from them.

Mr. COBLE. I thank the Chairman.

The Chair now recognizes the gentleman from Michigan, the Ranking Member of the full Committee, for his opening statement.

Mr. CONYERS. Thank you, Mr. Chairman.

I welcome the witnesses as well and congratulate Jerry Nadler for his long continuing interest in copyright law and suggest that the hearings today provide an important opportunity for us to examine online service provider liability and the effectiveness of Section 512 of Title 17 of the Code.

Section 512 creates a mechanism that immunizes certain service providers from liability as long as they don’t derive financial benefit from infringing activity and take down infringing material that they know about or are notified about by rights holders through a notice and takedown process. That process allows copyright owners, without having to go to court, to request that certain types of service providers remove infringing material.

So as we examine Section 512 today, there are several factors to be kept in mind. To begin with, although much has happened since 512 was enacted in 1998, part of the Digital Millennium Copyright Act, especially with respect to the Internet and the online landscape, many of the same concerns that led to the enactment of this law still remain.

Fifteen years ago, the Internet was in an early stage of development and extremely different from the way it is today. For example, there were very few blogs and search engines, and social media services such as Facebook and Twitter simply didn’t exist. Even then, however, copyright owners were legitimately worried that Internet users could spread near-perfect copies of copyrighted works instantly around the world without first securing permission to use the works.

At the same time, Internet service providers worried that they would be held liable for actions of their users even if the service providers themselves were not directly infringing.

In the 15 years since Section 512's enactment, advances in technology and the globalization of the Internet have presented numerous challenges for those seeking to apply Section 512 to the new and evolving digital distribution systems. So it is important today
that we assess how the law has kept up with the technology. I am concerned that some courts interpreting Section 512 have done so in a way that may be more restrictive than we intended when the statute was enacted. The law as interpreted by some of these courts imposes significant burdens on copyright owners to monitor the Internet and specifically identify sometimes millions of infringing files. At the same time, courts have narrowly interpreted the circumstances under which providers will be deemed to have sufficient red-flag knowledge of infringement to trigger the duty to take material down.

In addition, Section 512 has also generated a large amount of litigation, particularly with respect to issues presented by new technologies such as cyber lockers and peer-to-peer file sharing. These advances in particular have facilitated copyright infringement in a manner that we in Congress did not fully envision when we enacted the Section 512 safe harbors in 1998. And as a result, the statute has proven largely, frankly, ineffective in combatting the massive amounts of infringement that occurs using these technologies.

We must continue to work to decrease the amount of infringing content on the Internet. There continues to be an increase in the number of sites that provide access to infringing copies of movies, television shows, music, and other content. Further, we must consider how we can improve the process for identifying and handling repeat infringers.

When takedowns occur, copies of the same works often are put up immediately elsewhere, resulting in the whack-a-mole scenario that forces rights holders into a never-ending cycle of takedown requests. While some content owners use automatic systems to locate huge quantities of online infringement, this generally produces a large number of notices that may include repeat requests concerning the same infringing file.

We should also consider whether search engines can somehow prioritize results that don’t contain infringed material. In today’s environment, search engines have initiated practices to demote or alter search results in other contexts, for example, where users attempt to manipulate their rank or to address allegations that search results that prioritize a service provider’s own products over those of its rivals is anti-competitive. Today, however, there has been a resistance to do so for copyright holders. We here should explore whether these practices are suitable in this context as well.

So finally, I want to encourage all stakeholders to continue to develop voluntary initiatives to fulfill the DMCA’s goals to limit copyright infringement. Copyright owners, online service providers and users are in the best position to assess practices with respect to online copyright material, and to that end, the 2013 Copyright Alert System provides a useful model.

This system is an agreement between major media corporations and large Internet service providers to monitor peer-to-peer networks for copyright infringement and to target subscribers who may be infringing copyright materials. We are listening carefully for other suggestions that may come from you that may be helpful in this area and look forward to your testimony, and I join in con-
I yield back my time and apologize for taking more than should have been allotted me.

Mr. COBLE. I thank the gentleman from Michigan.

Without objection, opening statements from other Members will be made a part of the record.

Prior to introducing our distinguished panel of witnesses, I would like to swear them in, so I would ask you all to rise, please, and I will administer the oath to you.

[Witnesses sworn.]

Mr. COBLE. Let the record show all witnesses responded in the affirmative.

Professor O'Connor, I believe, Ms. DelBene, is your constituent, so I think you would like to introduce him to the Committee.

Ms. DELBENE. Thank you, Mr. Chairman. It is my pleasure to welcome a fellow Huskie to our hearing today. Sean O'Connor is Professor of Law and Founding Director of the Entrepreneurial Law Clinic at the University of Washington School of Law in Seattle, just outside of my district. His research focuses on how legal structures and strategies facilitate innovation, and his teaching and law practice specialize in transactions and the role of the general counsel in startup companies.

Professor O'Connor received his law degree from Stanford Law School, a Master's degree in Philosophy from Arizona State University, and a Bachelor's degree in History from the University of Massachusetts.

Prior to law school, he was a professional musician and a songwriter for 12 years, and I understand that he still performs now and then at IP conferences around the country in a rock band called Denovo. So we can hear about that more later, too, possibly.

Thank you very much for being here today.

And, Mr. Chair, I yield back.

Mr. COBLE. I thank the lady.

Professor O'Connor, do you also do bluegrass? I am a bluegrass advocate. [Laughter.]

Mr. O'CONNOR. I try to be very careful with that.

Mr. COBLE. Good to have you.

Mr. CONYERS. What about jazz? [Laughter.]

Mr. COBLE. Good to have a fellow Huskie with us.

When you mention Huskie, Ms. DelBene, my mind synonymously thinks of Norm Dicks, and we miss Norm. He was here for a long, long time. I hope he is doing well.

Ms. DELBENE. Yes, he will always be remembered as a Huskie.

Mr. COBLE. Pardon?

Ms. DELBENE. I said he will always be remembered as a Huskie.

Mr. COBLE. Oh, yes. Thank you.

I will be introducing the remaining panel.

Our second witness is Annemarie Bridy, Professor of Law at the University of Idaho College of Law. Professor Bridy teaches courses at the college's Intellectual Property and Technology Law Program. Professor Bridy received her J.D. from Temple University School of Law and her Ph.D. and M.A. from the University of California-Irvine, and B.A. from Boston University.
Professor, good to have you with us.

Our third witness is Mr. Paul Doda, Global Litigation Counsel at Elsevier, Inc. In his position, Mr. Doda is responsible for legislation and copyright enforcement. Mr. Doda received his J.D. from the Philadelphia University School of Law and his B.A. from Montclair State College.

Professor, good to have you with us.

If I appear to be reluctant as I am introducing you, I am having difficulty with my spectacles. I have to get them changed, but bear with me as I stumble along today.

Our fourth witness is Ms. Katherine Oyama, Senior Copyright Policy Counsel of Google, where she focuses on copyright, creativity and policy. From 2009 to 2011, she served as Associate Counsel and Deputy Counsel to Vice President Biden. Ms. Oyama is a graduate of Smith College and the University of California Berkeley School of Law.

Professor, good to have you with us, as well.

Ms. Schneider, good to see you again. I visited with you briefly yesterday.

Our fifth witness is Ms. Maria Schneider, an American composer and big-band leader.

No such luck it would be bluegrass, Ms. Schneider. I am not going to let this die. [Laughter.]

Mr. Coble. She is also a Grammy Award-winning composer and member of the Recording Academy's New York chapter. Ms. Schneider received her Master's in Music from the Eastman School of Music and studied music theory and composition at the University of Minnesota.

Ms. Schneider, good to have you with us.

Our sixth and final witness is Mr. Paul Sieminski, General Counsel for Automattic, Inc., best known as the company behind World Press. Mr. Sieminski received his J.D. from the University of Virginia School of Law and his B.S. from Georgetown University.

Professor, good to have you with us.

Folks, you will notice there are two timers on your desk. They go from green to amber to red. When the amber light appears, that indicates that you have a minute to go. So if you can wrap up your testimony in about 5 minutes, we would be appreciative to you. I will keep a sharp lookout on that. You won't be keel-hauled if you violate the agreement, but try to stay within that timeframe if you can.

Let’s start with the gentleman, the Huskie from the University of Washington.

Mr. O'Connor, good to have you with us.

TESTIMONY OF SEAN M. O’CONNOR, PROFESSOR OF LAW AND FOUNDING DIRECTOR, ENTREPRENEURIAL LAW CLINIC, UNIVERSITY OF WASHINGTON (SEATTLE)

Mr. O'Connor. Thank you, Chairman Goodlatte, Chairman Coble, Ranking Members Nadler and Conyers, Members of the Subcommittee. Thank you for having me in here today to speak about Section 512. I have already been introduced, so I will dispense with some of my remarks except to just make clear, of
course, that I am speaking on my own behalf and not on behalf of any of the organizations or clients that I represent.

I sit at the intersection of artists, copyright owners and technology entrepreneurs, and this is where Section 512 has really come to a peak of interest. For example, I have two clients I have represented over the years, Rhizome.org, which is a non-profit set up to foster digital arts around the world, and Kolidr.com, which is a social media platform that allows people to put together multimedia collages to express themselves using various content that they can put together.

The interesting thing about both of these companies is that they were started by artists who respect copyrights and want to help and make sure that those are respected among their fellow artists, but who also want to make content widely available. So they are sitting at the intersection, as I am.

So I would like to make one point, which is that we are often trying to divide the tech world from the content world, and at least where I am, working with smaller artists and startups, there is often quite a lot of overlap there.

Section 512 was an excellent solution to problems in the 1990's, and there was much mention already in the introductions of the problems today about what was being addressed at that point. But over time, it has had some unintended consequences, and I think it has accidentally helped to foster a culture of copyright contempt, oddly enough, even though that was not its intent.

Why? Well, because what I see, working with clients and the kind of advice that they are given when they are doing a website startup, is that they should not be monitoring for content for potential infringement. Why? Well, there is no upside for them. They can. Section 512 allows them to. But there is no upside. They get the safe harbor regardless of whether they monitor and check.

On the flip side, there are a lot of downsides for taking a look and trying to monitor. Why? Well, as was mentioned about the red flags, if they start looking at any of their content that their users are posting, then they may have actual knowledge of an infringing post, or they will have awareness. If they have either of those, they have to proactively take down the content even though there has not been a takedown notice submitted. So why should they look? That is not the intention of the law but, again, this is the unintended consequence.

I believe there is a lack of monitoring that has led to the situation we have now where, as was mentioned, there are takedown notices now filed on millions of posts every month. That is clearly unsustainable.

What I wanted to focus on is not trying to take care of the entire problem but taking care of what I call the relentless repostings of clearly infringing works. So these are not the potential transformative use cases. These are not remixes, mashups and things like that. These are situations where it is just the book, the movie, the song in its entirety put up with no pretense of there being a transformative use. That, I think, is a large chunk of the postings that we could try to reduce.

Since we don't enforce right now and people are told not to look, that has emboldened, I think, the bad actors. They know that they
can just repost this stuff and that the websites, even the ones that want to do the right thing, are encouraged to not look.

So what we would like to do is get the volume down. We won't eradicate it entirely. There will still be a fairly high volume of takedown notices. But if we can take care, again, of what has been described as the whack-a-mole problem for the infringing works that are not even attempting to be transformative, I think we can help out our startups and our artists.

Let's step back for a moment and talk about 512 and how it came about. It was summarized, but I want to home in again on the common carrier doctrine. The most pressing concern in the 1990's was that we wanted access to the Internet. We didn't want the digital divide to get worse, so we needed to be able to allow everyone, through the telecomm companies, to get access to the Internet. Those companies, quite rightly, were concerned that they would be liable for things being sent through their system.

Let me give a couple of proposals as I am running short of time. The first one is that there should be notice and stay-down. This would happen in two stages. First, it would be voluntary practices among the stakeholders to come together to come up with a system to stop the repostings, again for the clearly infringing works, and make some of these tools like Content ID available to the smaller OSPs that can't afford them. Google has done a fantastic job in getting a lot of web-based tools. On my own blog I use Google Analytics. So there could be a way, then, to help the smaller OSPs get those.

But stage two, if no agreement is reached in a reasonable time, we could amend the DMCA to add the duty to remove these reposted works or to lose the safe harbor. This would not be much different from terminating repeat infringer accounts.

The second proposal is to codify willful blindness. Just like the safe harbor in some ways, with Congress setting policy after the Netcomm case, Congress could step in and set policy around willful blindness that now is being set by the courts in a confused array, as many of you have mentioned. What would happen, then, is that a website that had policies against monitoring and had a high volume of notices would lose the safe harbor.

In conclusion, I think that these changes could reduce the volume of takedown notices to a manageable level, would relieve pressure on both artists and websites, and would help to change the culture of copyright contempt. No one wants a post-copyright world. OSPs and artists have valuable IP interests that they need to protect.

Thank you for your time.

[The prepared statement of Mr. O'Connor follows:]

Prepared Statement of Sean M. O'Connor, Professor of Law and Founding Director, Entrepreneurial Law Clinic, University of Washington (Seattle)

Chairman Goodlatte, Chairman Coble, Ranking Member Nadler, Members of the Subcommittee, thank you for the opportunity to testify today about the current state of notice and takedown provisions under the DMCA.

I am a law professor at the University of Washington in Seattle and the Founding Director of its Entrepreneurial Law Clinic. We deliver a full range of corporate, IP, and tax services, focusing on business planning and transactions, to start-ups, artists, and nonprofits. I have also served as Director of UW Law School's Law, Technology & Arts Group and its Law, Business & Entrepreneurship Program. I cur-
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The current litigation over the Innocence of Muslims video provides a timeliness to the hearing today, as the dispute started with a takedown notice from the actress, Cindy Garcia, to YouTube demanding that it remove the infamous video from its site.1 Putting aside the more complicated issues in that case, one of the defenses offered by Google (the owner of YouTube) was quite telling. Google asserted that taking down the video from YouTube would provide little relief to Ms. Garcia because it was so widely available on the Internet. Whatever the practical truth of this contention, Google’s claim that relief from infringing online content is essentially impossible reflects a common, disturbing narrative that we live in a post-copyright world where everything is available everywhere and there is nothing we can really do about it.

This attitude is both a cause and a result of the main failure of the notice and takedown system that I want to address today: the relentless reposting of blatantly infringing material. This is not material that the poster believes he has rights to, either by ownership, license, or transformative fair use. It is simply posted as an end run around copyright law for fun or profit. This end run is largely made possible by notice and takedown and the safe harbor for online service providers.

I. The Notice and Takedown system is not working for artists, copyright owners, or companies in the innovation and creative industries

The current notice and takedown system under § 512 of the Digital Millennium Copyright Act2 is not working for any of its intended beneficiaries: artists, copyright owners, or online service providers. For artists and copyright owners, the time-honored analogy of a whack-a-mole game sums up the situation. No sooner does an artist or owner get an infringing copy of their work taken down than other copies get reposted to the same site as well as other sites. It would be one thing if these were copies that at least purported to be transformative. And there are some of those. But holding them to the side, for many artists and owners the majority of postings are simply straight-on non-transformative copies seeking to evade copyright.3 This is the flagrant infringement facilitated by mirror sites and endless links. To give a sense of the scope, a recent report showed that mainstream copyright owners send takedown notices for more than 6.5 million infringing files to over 30,000 sites each month.4

If this infringement were restricted to “pirate” sites and others who are positioning themselves outside the legal system anyway, then this would be a different concern. That is a problem of combating piracy and not specifically a problem with notice and takedown. But many of the infringing posts I refer to are on legitimate online service provider websites. These sites at least nominally claim to want to be in compliance. And many of them are truly sincere in this. I have counseled web start-ups that very much want to do the right thing. But there are challenges presented by notice and takedown that make this difficult.

---

3 For example, one can find the original recording of pretty much any popular commercially released music title posted to SoundCloud (www.soundcloud.com). This is not SoundCloud’s doing or fault necessarily. SoundCloud is a legitimate and useful service for musicians looking to post their own material.
Entrepreneurs starting web businesses that allow user generated content are generally told two things by attorneys: i) put strong terms of service agreements and the § 512 copyright information page on your site,* and ii) do not monitor content. Those who know the details of § 512 may find the second piece of advice curious. There is nothing in the law that prevents a service provider from monitoring content for copyright infringement. Further, doing so will not push the service provider outside the crucial safe harbor provided for in § 512. But the start-up IP lawyer’s perspective is that there is no upside, and some serious potential downside, for the service provider to monitor content. Because the service provider is shielded from infringement liability regardless of whether it monitors, then there are only costs associated with monitoring and no extra benefits. But even worse, given the “red flag” provisions under § 512(c)(1)(A), any service provider who monitors may well have actual knowledge of infringement or an awareness of facts or circumstances from which infringing activity is apparent. When this occurs (and this may be hard to determine), the service provider must expeditiously remove or disable access to the relevant infringing material, or else lose the safe harbor. Monitoring content is a pretty sure way to get actual knowledge or awareness of facts and circumstances. And then the service provider must act, even without having received a takedown notice, to preserve the safe harbor. Thus, the advice is “don’t monitor,” and don’t even look. ∗

At the same time, websites that want to do the right thing fear the “chump” factor. If everyone else is playing fast and loose with copyright—and making money or getting attention for doing so—why should they walk the straight and narrow path (losing eyeballs and money along the way)? Further, in an environment glamorizing “piracy” and adhering to the updated credo “everything wants to be free,” ∗∗ then the copyright compliant website might look decidedly uncool.

Related to this, because copyright infringement is so rampant, and so many websites are facilitating it, entrepreneurs question their attorneys’ credibility on the law. I cannot tell you how many times a web entrepreneur has asked me and other internet attorneys I know “are you sure about that?” The follow-up to our affirmative answer on the point of copyright law is “but [famous company x] is doing it; their lawyers must think it is OK.” I am now old enough to remember this line of questioning from my start-up clients when “famous company x” was Napster, and then Grokster. And we all know how that ended.

Equally important is that web businesses want to focus on business, not mediating notice and counter notices. Many entrepreneurs are shocked when I put together the basic legal documents they need for their site. In particular, they chafe at the formality of the “DMCA copyright page” as we call it. They are also concerned about the flood of notices that will likely come their way if they host user generated content, and the requirement to register an agent with the Copyright Office. The natural response is to want to monitor the site, but this brings its own costs and downsides as mentioned earlier.

Accordingly, no one seems to be happy with notice and takedown. Service providers are certainly thankful for the safe harbor. But the burden it creates on them is significant, especially for small to medium service providers that cannot afford a compliance staff. At the same time, artists, content owners, and others in the creative industries are burdened with the seemingly impossible task of protecting their lifeblood works through endless takedown notices. Most problematic is the unintended consequences: the current state of safe harbors may be contributing to the free-for-all attitude among service providers as there is little downside for turning a blind eye and a lot of upside.

---

*And set up your registered agent with the Copyright Office. Privacy policies are recommended too, although this gets more complicated as to form and content.

*The exception is for offensive or obscene material (unless of course that is the point of the site).

*This is similar to a certain strain of advice from patent attorneys for patent applicants who want to do a “prior art” search to see what is out there that might affect the patentability of their invention. Because of the duty of candor to the U.S. Patent and Trademark Office (USPTO) for patentees and their patent agents/attorneys, the applicant must disclose to the USPTO any relevant prior art that it is aware of. But it is under no duty to undertake a prior art search. Thus, for some patent agents/attorneys, the less they and their clients know about the prior art, the better. There is no upside for disclosing, while there is significant downside risk that the very thing you disclose will be the art the examiner rejects your application on. The attitude is “let the examiner do the prior art search.”

*This is of course a play on the “information wants to be free” ethic.
2. Original purpose of the Safe Harbors versus current online service provider protections

For context and potential solutions, it is important to recall where this all started. The safe harbors were carefully negotiated compromises among different interest groups solving specific Internet issues of the 1990s. But, as Bruce Boyden notes, that makes them a “twentieth century solution to a twenty-first century problem.” In particular, there were two kinds of internet service providers that sought a safe harbor: telecommunications companies that provided access to the Internet, and websites that “distributed” content by hosting it on their servers. The former arguably had the stronger claim to a safe harbor. Both are discussed in the following sections.

A. The common carrier doctrine and Internet open access

In the earliest days of public access to the Internet, users’ access was somewhat limited. I remember having my first email and Internet access as a grad student in the early 1990s, which was a typical starting point for Internet users in those days. Those affiliated with universities, the military or government, and some large businesses, had reasonably easy (and free or low cost) access. Others had to find relatively obscure Internet service providers. Users were few, and the online community was small.

As commercial providers such as America Online became more widespread, however, there was a question of who they would, and should, accept as customers. The government started calling for open access (similar to requirements for access in the earlier telecommunications revolution of widespread telephone service). Indeed, open access to any paying member of the public seemed ideal for both business and the growth of the Internet. However, service providers balked at one implication of open access: If they could not choose their subscribers, they had limited avenues for ensuring good behavior online, and thus feared liability for that bad behavior.

The solution to this concern was an update on the common carrier doctrine that had served reasonably well in transportation and other regulated industries. If access to a carrier must be open to all, then the carrier should not have liability for the potential bad acts of those granted access. But this was generally held to apply only where the carrier was not directly involved in the activities and instead merely provided the conduit or vehicle.

This concept led to the safe harbors under the DMCA for Internet access providers under §§ 512 (a)-(b). These providers would not have material residing on their servers or on websites they hosted. Rather, they provided access to the pipeline through which subscribers would send and receive materials to/from other points on the Internet. Thus, the materials would be transitory through the providers’ servers, routers, and networks. The safe harbor for this activity is under § 512 (a). Caching of frequently sent/received materials at nodes could speed up access and functioning of the Internet, and so this kind of temporary storage of materials solely for the caching function also was granted a safe harbor under § 512 (b).

B. Online service providers and content distributors

The common carrier logic did not apply as well to those providing websites hosting other people’s content. First, there was no call for these firms or individuals to allow everyone to use their sites. In fact, from the earliest days until now there have been many limited access sites protected by passwords and/or firewalls. Second, the content on these sites was not just passing through on its way from Point A to Point B. It was staying there either directly visible through a browser or downloadable from an FTP directory.

Notwithstanding this, following the discussion of Internet bulletin board services’ liability for user’s postings in Religious Technology Center v. Netcom On-Line Communication Services, Inc., website operators who allowed users to post and download content argued that they were acting more as content distributors than publishers. Accordingly, even though they were not providing access to the Internet, they argued that they were still a kind of conduit on the Internet and should likewise enjoy a safe harbor. While this is a less compelling argument, in my opinion, a safe harbor was nonetheless included for service providers who stored content at users’ direction and did not participate in decisions to post the content. Given the far lower speeds on Internet connections and smaller capacity of storage on users’ computers, there was not much concern that users would be able to routinely post high quality digital images, much less audio or video back then. Therefore, it may have seemed a safer compromise from the artists’ and content owners’ perspective.

9 Boyden, supra Note 4.
to allow a safe harbor even for these online service providers who were not performing a critical Internet access function. Nonetheless, the common carrier rationale still did not apply, and so there was less of the quid pro quo that justified the safe harbors for access providers.

But the safe harbor for hosted materials was not a free pass to allow flagrant copyright infringement on one’s site just because a user had posted it without the operator’s participation. Instead, part and parcel with the safe harbor was the notice and takedown system so that copyright owners could let website operators know that infringing material had been posted. As the responsible party and ultimate controller of what could reside on the website, the operator was a natural party for such notice. Further, with the incidence of infringing posts assumed to be relatively low, this was not envisioned to be a frequently used procedure.

Today, by contrast, we have a number of tools to post large content files easily, whether we have rights to them or not. This has resulted in a mind-boggling array of posts. Within these exist millions of clearly infringing content items. Notice and takers to monitor for and remove content is a time-consuming task not made for this kind of volume of infringement. But the lesson we should learn from this problem is not that copyright is too expansive or that we should simply roll back notice and takedown to make service providers’ jobs easier. Instead, the lesson we should take is that we need to find a way to reduce the amount of infringing posts. We do not live in a post-copyright world, and such a world would not be beneficial to service providers. It is easy to dismiss the importance of someone else’s intellectual property, but one’s own is a different matter. Innovative Internet start-ups hold intellectual property as core assets just as much as do creative industries firms. Accordingly, a solution to the overwhelmed notice and takedown system is in everyone’s interest.

3. Proposed solutions

Radical solutions to the notice and takedown problem could include revisiting the whole safe harbor construct and/or eliminating notice and takedown altogether. However, those could have far-reaching and unintended consequences. Instead, we should focus on solutions that simply return some semblance of sanity to notice and takedown. I propose two solutions.

A. Proposal 1: “Notice and Stay-down”

The highest volume of notices seem to be for reposted works, i.e., ones that have already been taken down on notice, yet reappear within hours often on the same site. Further, many of these do not even purport to be transformative or non-infringing. They are not mash-ups, remixes, covers, etc. They are simply the original work reposted repeatedly by unauthorized persons. That the posters do not seem to believe they have any real rights to the works seems supported by the surprisingly low number of counter notices submitted (relative to the enormous number of take-down notices).

My first proposal has two stages. In the first stage, service providers should establish voluntary best practices to monitor for, and immediately remove, reposted works. We know that Content ID and other systems are reasonably effective at identifying copyright works generally. They could be even more effective when used to identify works that have been taken down under notice. The service provider knows what the work is now—because it has taken it down—and so it can add the work to the filter’s catalog. Such a system could then automate a “notice and stay down” regime. This would have benefits for all parties as it would likely result in a dramatic downturn in infringing postings and, concomitantly, in notices sent. The time and money savings for all parties could allow them to focus more on the difficult situations where arguably some transformative use has occurred and fair use might apply.

The second stage would take place if service providers cannot agree to or implement a meaningful private ordering notice and stay-down system. Congress should then consider amending the DMCA to add an affirmative duty for online service providers to monitor for, and remove, reposted works that they had already received notice on. In fact, there is already an analogy to this in the DMCA requiring termination of users’ accounts that have been repeat infringers under §512 (i)(1)(A). In other words, while we might allow more leeway for first time infringers, and first posts of infringing works, repeats should not require repeated notices from copyright owners. In its strongest version, the proposal would also have Congress amend the DMCA so that service providers who do not implement a system to remove reposted
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11 Note that the innovation that made YouTube famous was an easy to use solution to this exact problem. Users could effortlessly post relatively large video files that they could not before.

12 See Boyden, supra Note 4.
works would be taken outside the safe harbor for any reposting of already noticed works.

B. Proposal 2: Reassert or strengthen “red flag” provisions

The “don’t monitor” advice and glamorization of a piracy culture means that many websites are in fact turning a blind eye to extensive infringement on their sites. Courts have grappled with whether the common law concept of “willful blindness” as a kind of constructive knowledge is consistent with, or abrogated by, the DMCA red flag provisions. The Court of Appeals for the Second Circuit recently found that the DMCA limited, but did not abrogate, the applicability of willful blindness to online service providers. The district court on remand failed to find willful blindness or actual knowledge even where there was an extremely high volume of apparently infringing works on the defendant’s site (YouTube). Other courts have failed to find actual knowledge or awareness of facts and circumstances indicating infringing activity even in situations where significant infringement was occurring.

My second proposal, then, is that Congress consider amending the red flag provisions to codify a stronger version of willful blindness than courts are currently using. Willful blindness could be defined to include any institutionalized policy prohibiting monitoring of content or consistent discouraging of employee monitoring or investigation of content posts. Evidence could be internal memos, emails, or other communications establishing a de facto “do not look” culture or policy in the case where the service provider’s site has already significant takedown notices.

CONCLUSION

The notice and takedown system is not working for anyone—except possibly those who are posting flagrantly infringing works for their own purposes. Start-up online service providers are hit particularly hard as they cannot afford significant compliance staff. Similarly, independent artists cannot begin to keep up with the volume of takedown notices they would need to send to keep infringing versions of their work off the Internet. Returning to the origins of the DMCA safe harbors reminds us that a major initial justification was the common carrier doctrine: if we wanted open access to the Internet, then we had to immunize access providers from the bad actions of their subscribers. But this perfectly good notion does not stretch to online service providers who are not obligated to give open access to their sites, and at any rate are not providing access to the Internet itself. Accordingly, two solutions were recommended. First, notice and takedown should mean notice and stay-down in which service providers must take steps to limit the flagrant reposting of works already taken down under notice. Second, the red flag provisions should be strengthened by codifying a strong version of the willful blindness doctrine. Together, these solutions should reduce the enormous volume of takedown notices, while strengthening copyright enforcement. This could help reverse the “post-copyright” mentality permeating the innovation industry ecosystem and help artists earn the money they deserve for their works. The value of both our innovation and creative industries is too important to allow them to continue in conflict over a system neither of them support (in its current form). We can fix this, and we should.

Mr. COBLE. Thank you, Professor.
Professor Bridy?

TESTIMONY OF ANNE MARIE BRIDY, ALAN G. SHEPARD PROFESSOR OF LAW, UNIVERSITY OF IDAHO COLLEGE OF LAW

Ms. BRIDY. Mr. Chairman and Members of the Subcommittee, thank you for the opportunity to appear before you today. I appreciate the opportunity to address the effectiveness of Section 512 of Title 17. I would like to make two points about Section 512 that I believe are important to bear in mind as the Committee con-
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15 See, e.g., UMG Recordings, Inc. v. Shelter Capital Partners, LLC, 667 F.3d 1022 (9th Cir. 2011).
templates the scope and shape of what Register Pallante has called the Next Great Copyright Act.

My first point is that the balancing of interests struck in Section 512 is both sound copyright policy and sound innovation policy. Section 512 has three groups of beneficiaries: owners of copyrights in digital content, users of copyrighted digital content, and online intermediaries that act as conduits and repositories for that content. Over the years, all three groups have been well served by the nuanced enforcement framework embodied in Section 512.

The second point I will make and one that I think may not be shared by some in the room is that Section 512 has proven to be resilient in the face of the Internet’s evolving culture and technology. No one doubts that the scale of copyright infringement online is massive or that willful infringers online are adept evaders of enforcement. But perfect copyright enforcement online is a chimera. It is technically impossible and economically infeasible.

I think what Section 512 facilitates is not perfect enforcement but fair and workable enforcement. The notice and takedown regime in Section 512(c) has scaled well for enforcing copyrights in the voluminous content hosted by online service providers. Corporate copyright owners and OSPs have cooperated to automate the notice-and-takedown process to the greatest extent possible, thereby lowering the significant costs associated with enforcement for both groups.

For copyright owners who can’t afford automated systems, many of the larger online user-generated content platforms provide fillable forms that can be electronically submitted. I think it would be a good idea for this to be expanded beyond the larger online UGC platforms. It is true that Section 512 has scaled less well for enforcing copyrights over peer-to-peer networks. Statistics show recently, however, that usage of such networks has been declining as legal download and streaming services expand for both music and video.

Under the division of labor created in Section 512, copyright owners are responsible for investigating and identifying specific instances of infringement, and online service providers are responsible for removing or disabling access to infringing material when they know about it. The framework imposes significant costs and responsibilities on both parties, in recognition of the fact that online enforcement must be collaborative if it is to be effective.

The legislative history of the DMCA frames the statute as a means of ensuring the continued global growth of the Internet. If growth of the Internet is a metric by which we can gauge the success of Section 512, then Section 512 has been successful. Fifteen years after the DMCA’s enactment, there are over 2.4 billion Internet users worldwide, a growth rate of over 550 percent between 2000 and 2012.

As the Internet has grown and thrived, so too have the copyright industries, which have successfully adapted their business models to meet robust consumer demand for music and films distributed online at reasonable prices in digital formats.

According to the IFPI, global revenue from digital music sales was $5.8 billion in 2012, which represented growth of 8 percent
over the previous year. There were 4.3 billion paid downloads, a 12 percent global increase.

If the music industry stumbled in its initial transition to online distribution, it has since returned to a very secure footing. Thanks in no small part to the workable balancing of interests accomplished by Section 512, copyright owners, OSPs, and the American public are all sharing in the fruits of the Internet’s cultural and commercial flourishing.

Thank you.
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Committee Chairman Goodlatte, Subcommittee Chairman Coble, Ranking Member Conyers, and members of the subcommittee, thank you for the opportunity to appear before you today. I am Annemarie Bridy, the Alan G. Shepard Professor of Law at the University of Idaho College of Law. I have a doctorate in English literature and a law degree, and I have taught copyright and Internet law since entering the legal academy seven years ago.

I appreciate the opportunity to address the effectiveness of § 512 of Title 17, which was enacted as Title II of the Digital Millennium Copyright Act of 1998 (DMCA). I would like to make two points about Section 512 that I believe are important to bear in mind as the Committee contemplates the scope and shape of what Register Pallante has called the Next Great Copyright Act. The first point is that the balancing of interests struck in Section 512 remains both sound copyright policy and sound innovation policy. Section 512 has three groups of beneficiaries: owners of copyrights in digital content, users of copyrighted digital content, and online intermediaries that act as conduits and repositories for that content. Over the years, all three groups have been well served by the nuanced enforcement framework embodied in § 512.

The second point is that Section 512 has proven to be remarkably resilient in the face of the Internet’s evolving culture and technology. No one doubts that the scale of copyright infringement online is massive or that willful infringers online are adept evaders of enforcement. Perfect copyright enforcement online is a chimera, however; it is technically impossible and economically infeasible. What § 512 facilitates is not perfect enforcement but fair and workable enforcement. The notice-and-takedown regime in § 512(c) has scaled well for enforcing copyrights in the voluminous content hosted by online service providers (OSPs). Corporate copyright owners and OSPs have cooperated to automate the notice-and-takedown process to the greatest extent possible, thereby lowering the significant costs associated with enforcement for both groups. For copyright owners who cannot afford automated systems, many of the larger online user-generated content platforms provide fillable forms that can be electronically submitted. Section 512 has scaled less well for enforcing copyrights over peer-to-peer (P2P) networks, but usage of such networks has been declining significantly as legal download and streaming services expand for both music and video.

Under the division of labor created in § 512, copyright owners are responsible for investigating and identifying specific instances of infringement, and OSPs are responsible for removing or disabling access to infringing material when they receive notice of it. The

---

framework imposes significant costs and responsibilities on both parties, in recognition of the fact that online enforcement must be collaborative if it is to be effective. To the extent that the costs of enforcement fall more heavily on copyright owners, the allocation is a reasonable one, particularly when the OSPs in question are, as they very often are, startups with very limited resources. Imposing on Internet startups a larger share of the enforcement burden than § 512 now does would erect a potentially insurmountable barrier to entry.

The legislative history of the DMCA frames the statute as a means of ensuring the continued global growth of the Internet. If growth of the Internet is a metric by which we can gauge the success of § 512, then § 512 has been wildly successful. Fifteen years after the DMCA’s enactment, there are over 2.4 billion Internet users worldwide, a growth rate of over 550% between 2000 and 2012. As the Internet has grown and thrived, so, too, have the copyright industries, which have successfully adapted their business models to meet robust consumer demand for music and films distributed online in digital formats. According to the International Federation for the Phonographic Industry (IFPI), global revenue from digital music sales was $5.8 billion in 2012, which represented growth of 8% over the previous year.

There were 4.3 billion paid downloads, a 12% global increase. If the music industry stumbled in its initial transition to online distribution, it has since returned to a very sure footing. Thanks in no small part to the workable balancing of interests accomplished by § 512, copyright owners, OSPs, and the American public are all sharing in the fruits of the Internet’s cultural and commercial flourishing.

Discussion

1. **Section 512 Is Both Sound Copyright Policy and Sound Innovation Policy.**

   In the “Online Copyright Infringement Liability Limitation Act” (Title II of the Digital Millennium Copyright Act (the “DMCA”), now codified at 17 U.S.C. § 512), Congress attempted to strike a balance among the rights and obligations of three separate constituencies, each holding substantial, and often conflicting, interests in regard to the distribution of copyrighted works on the Internet. Copyright owners, fearing massive infringement of their protected works; OSPs, concerned with uncertain and potentially astronomical liability under ordinary principles of direct and secondary copyright infringement; and Internet users, seeking...
to participate in a growing Internet containing content “as diverse as human thought,” a rich array of entertainment, information, goods, services, and ideas that was becoming, as the Supreme Court described it at the time, “a unique and wholly new medium of worldwide human communication.”

Over the last fifteen years, the scheme that Congress implemented in the DMCA, as interpreted by the federal courts in a number of significant and high-profile cases, has been resoundingly successful at forging an equitable balance among these conflicting interests. OSPs have a clear and straightforward set of ground rules to follow, allowing them to conform their operations to the law and, thereby, to avoid the specter of potentially crushing liability. At the same time, copyright owners, through the notice-and-takedown process spelled out in § 512(c), have simple and cost-effective means to curtail large numbers of unauthorized and infringing uses of their protected expression.

The benefits that Internet users — i.e., the public — have reaped from this compromise have been profound. Along with its companion provision in federal law, 47 U.S.C. § 230, which similarly provides OSPs with a safe harbor from claims arising from their users’ activities, the DMCA has fueled extraordinary and unprecedented growth in innovative Internet services based entirely on user expression. This explosion of participatory (often referred to as “user-generated content,” or “Web 2.0”) online services has, in turn, fueled the growth and evolution of the Internet itself as a truly global communications platform, one that has become, as news headlines continue to remind us, a powerful tool for grass roots democratic movements around the world. Thousands of Internet businesses, many of which are now household names across the globe — e.g., Facebook, Twitter, YouTube, Blogger, Craigslist, Pinterest, Tumblr, Flickr, and many, many others — have emerged over the past fifteen years sharing one common characteristic: they provide virtually no content of their own (copyrightable or otherwise), but rely instead entirely on their users to make their sites valuable, engaging, and attractive for other users. Internet users have responded to the Web 2.0 phenomenon in truly breathtaking numbers.

9 Id. at 850.
10 47 U.S.C. § 230(c)(1) protects “provider[s] of interactive computer service[s]” against claims arising from “any information provided by another information content provider,” and has been applied to immunize service providers against a wide range of federal and state law claims. See, e.g., Zepron v. America Online, Inc., 129 F.3d 327 (4th Cir. 1997), Chicago Lawyers’ Committee for Civil Rights Under Law, Inc., v. Craigslist, Inc., 519 F.3d 666 (7th Cir. 2008). By its express terms, however, § 230 does not encompass any intellectual property claims, see 47 U.S.C. § 230(d)(2) — precisely the gap that Congress filled in 1998 in Title II of the DMCA.
12 For example, recent estimates put the volume of user uploads to the video-sharing site YouTube at 100 hours of video per minute. See YouTube Statistics, http://www.youtube.com/t/press/statistics.html. The photo-sharing site Flickr has an average of 3,000 photos uploaded by users per minute. See Statistic Brain, http://www.statisticbrain.com/social-networking-statistics. And Facebook users share 70 billion pieces of content per month. See at
It is difficult, if not impossible, to imagine this development in the absence of strong DMCA safe harbors. It is no coincidence that all of the service providers listed in the preceding paragraph are based in the United States, where Congress had the foresight in the early days of the Internet to understand that unlimited or uncertain service provider liability for third-party conduct would have drastic, negative consequences for the realization of the Internet’s full economic and cultural potential. Without the limitations on liability provided by the DMCA’s safe harbors, the legal exposure for a service provider relying upon legions of users freely sharing content with one another would be unmanageable; a business built on such a foundation could hardly have attracted financing in any rational marketplace, given the scope of the potential liability.

At the same time, the DMCA safe harbors provide copyright owners with a direct, efficient, and effective remedy against infringing conduct on the massive scale made possible by participatory media platforms. Through the notice-and-takedown procedures set forth in § 512(c), millions of infringing works have been quickly removed from circulation over the Internet through a process that avoids costly and time-consuming adjudication while simultaneously providing due consideration of the interests of all parties involved. The DMCA also protects Internet users, whose expressive rights could be compromised by over-enforcement. Sections 512(f) and (g) indicate deep Congressional concern with the implications of the notice-and-takedown system for ordinary Internet users, who could easily find themselves caught between overly-assertive copyright owners on the one hand and overly-risk-averse OSPs on the other. Section 512(g) protects OSPs against claims arising from their “good faith disabling of access to, or removal of, material or activity claimed to be infringing.”

In the case of removals pursuant to the notice-and-takedown procedures, this protection applies only if the OSP has both provided notice of the removal to the users responsible for posting the material and afforded those users an opportunity to provide a “counter notification” stating their “good faith belief that the material was removed or disabled as a result of mistake or misidentification.” If the OSP receives such a counter notification, it can invoke the safe harbor.
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13 See S. Rep. No. 105-190 (1998), at 49 (noting that the “liabilities of online service providers and Internet access providers for copyright infringements that take place in the online environment has been a controversial issue,” and that the Title II of the DMCA was designed to “provide[ ] greater certainty to service providers concerning their legal exposure for infringements that may occur in the course of their activities.”)

14 A copyright holder is entitled to “[a]n award of statutory damages for all infringements [of a work, ... in a sum of not less than $750 or more than $30,000 as the court determines just,” which can be increased at the court’s discretion to $150,000 in cases involving “willful infringement.” See 17 U.S.C. § 504(c)(1) and (2). At the scale and volume at which many user-generated content websites are operating, the potential infringement liability for even a day’s worth of activity can mount into the millions or billions of dollars.

15 See Viacom Int’l Inc. v. YouTube, Inc., 718 F. Supp. 2d 514, 524 (S.D.N.Y. 2010) (noting that “the present case shows that the DMCA notification regime works efficiently: when Viacom over a period of months accumulated some 300,000 videos and then sent one mass takedown notice on February 2, 2007, by the next business day YouTube had removed virtually all of them”); aff’d in part and vacated in part, 676 F. 3d 19 (2d Cir. 2012).

16 17 U.S.C. § 512(g)(1).
only if it (a) “promptly provides . . . a copy of the counter notification” to “the person who provided the [takedown] notification” (i.e., the copyright holder who initiated the takedown), and (b) “replaces the removed material and ceases disabling access to it not less than 10, nor more than 14, business days following receipt of the counter notice.” 23 Unless, in that intervening period, the copyright holder has informed the OSP that it has “filed an action seeking a court order to restrain the subscriber from engaging in infringing activity relating to the material on the service provider’s system or network.” 24 Finally, § 512(g) provides that OSPs that replace infringing material in compliance with the counter notice, like those that remove infringing material in compliance with the original takedown notice, are not liable for any claims arising from that action. 25

Section 512(f), for its part, helps to ensure that all of the information being provided in this complex notice-and-counter-notice scheme is accurate and reliable. It imposes liability on anyone who “knowingly materially misrepresents . . . that material or activity is infringing” (in the copyright holder’s takedown notice) or that “material or activity was removed or disabled by mistake or misidentification” (in the user’s counter-notice). 26

The scheme is carefully wrought and finely balanced. It contemplates a world in which copyright owners initiate infringement remediation through § 512(c)(1)(C) takedown notices, knowing that they will be responsible for any material misrepresentations contained therein. 27 OSPs, relying on the information provided in the takedown notice, may remove the material so identified and inform the users responsible for uploading the material that they have done so. If the OSP receives a counter-notice from a user (who is likewise subject to the § 512(f) prohibition on material misrepresentations) informing the OSP that the user has a good faith belief that the material is not infringing, the OSP informs the copyright holder of the counter-notice and restores the material in question, unless the copyright holder chooses to file suit to protect its rights. In that case, the OSP leaves the disputed material offline.

The goal Congress was pursuing in §§ 512(f) and (g) is clear: Infringing material should be rapidly and permanently removed, but non-infringing material should remain available and accessible. Users and copyright owners are charged with acting in good faith in declaring works to be in one category or the other. If OSPs respond to notices and counter-notices within the parameters laid out by the statute, they are effectively insulated from having to adjudicate what are, in the end, disputes between copyright owners and users. By carrying out their duties, OSPs

---

17 U.S.C. § 512(g)(2).  
23 Id.  
24 Id.  
25 See 17 U.S.C. § 512(g)(4) (a service provider’s compliance with the notification and counter-notification procedures set forth in § 512(g)(2) “shall not subject the service provider to liability for copyright infringement with respect to the material identified in the [takedown] notice provided under [§ 512(c)(1)(C)].”)  
26 17 U.S.C. § 512(h).  
can be assured of protection against claims that they are infringing copyright (when they replace material that has been removed) and against claims that they are violating the contractual rights of their users (when they remove material at the direction of copyright owners).

Section 512 thus balances the competing interests of copyright owners, users, and OSPs in a nuanced enforcement regime that requires each group to make a proportional investment of time and resources to ensure that unlawful content is removed from circulation and lawful content remains available online. While § 512 does not guarantee perfect enforcement, it has successfully protected the interests of copyright owners through their difficult transition from brick-and-mortar to online distribution, and it has successfully protected user-generated content platforms in the early stages of their development, when success is uncertain and resources are scarce.

2. **Section 512 Has Been Resilient in the Face of an Evolving Internet.**

To facilitate the goal of ensuring the continued growth of the Internet, the DMCA was crafted to minimize obstacles to growth for both copyright owners, who would not expand the digital distribution of their works without assurances that they would be protected from “massive piracy,” and OSPs, who would not expand their sites and networks without assurances that they would be protected from massive liability for copyright infringement. In light of the legislative history’s focus on promoting Internet growth, the DMCA can be understood as a mechanism for simultaneously scaling up online copyright enforcement and scaling back online copyright liability—a unified solution designed to give rights owners the security necessary to expand content distribution and OSPs the security necessary to expand applications and network infrastructure.

The DMCA scales up enforcement while scaling back liability through provisions in Title I that prohibit circumvention of technological protection measures and provisions in Title II that create safe harbors for service providers, conditioned on their assisting rights owners in the expeditious resolution of online copyright infringement disputes. There are two provisions from Title II on which copyright owners have relied heavily in their efforts to make enforcement scale...

---

23 In the statute, the term “service provider” is defined broadly to include both providers of Internet access (ISPs) and providers of online services. See 17 U.S.C. § 512(k).
24 See S. Rep. No. 105-190, at 8 (“Due to the ease with which digital works can be copied and distributed worldwide virtually instantaneously, copyright owners will hesitate to make their works readily available on the Internet without reasonable assurance that they will be protected against massive piracy. . . . At the same time, without clarification of their liability, service providers may hesitate to make the necessary investment in the expansion of the speed and capacity of the Internet.”).
26 See 17 U.S.C. § 512(a)-(d). As Edward Lee has noted, Title I expands copyright liability, while Title II contracts it. Edward Lee, Overriding the DMCA Safe Harbors, 32 Colum. J.L. & Arts 233, 235 (2009).
for the digital environment: § 512(c), which establishes the notice-and-takedown framework,\(^2\) and § 512(h), which allows rights owners to serve subpoenas on service providers outside of litigation to obtain the identities of alleged infringers.\(^2\) Tacitly premised on the reality that litigation is not an efficient means of resolving the voluminous infringement claims that arise in the context of online services, § 512(c) and § 512(h) require service providers to act cooperatively with rights owners, without intervention from a court, to remove allegedly infringing content from their services and to identify those ostensibly responsible for its distribution.

Despite initial resistance from both groups, OSPs and rights owners have adapted quite well over the last fifteen years to doing business within the parameters defined by the DMCA’s notice-and-takedown system.\(^1\) On YouTube, for example, the § 512(c) notice process can be initiated with the click of a mouse following completion of a simple, fillable online form.\(^2\) Facebook, Scribd, and Pinterest also offer standardized online notice forms that can be submitted electronically.\(^2\) The forms are structured to comply with the requirements of § 512(c)(3)(A), so that even copyright owners lacking counsel or legal sophistication can easily seek redress. On the Internet’s most popular content-sharing sites, the notice-and-takedown system has come to operate as a well-oiled, always-on copyright enforcement machine.

Notwithstanding this fact, corporate rights owners have argued since the DMCA’s enactment, and more loudly since the dawn of Web 2.0, that the notice-and-takedown machinery in the DMCA is inadequate to protect their rights.\(^3\) Viacom, for example, has pressed this argument in ongoing litigation against YouTube, now on appeal for the second time in the Second Circuit.\(^4\) In its initial opinion granting YouTube’s motion for summary judgment based

---


\(^{3}\) See 17 U.S.C. § 512(h) (“A copyright owner or a person authorized to act on the owner’s behalf may request the clerk of any United States district court to issue a subpoena to a service provider for identification of an alleged infringer . . . . The request may be made by filing with the clerk . . . . a copy of a notification described in subsection (c)(3)(A); a proposed subpoena; and a sworn declaration to the effect that the purpose for which the subpoena is sought is to obtain the identity of an alleged infringer and that such information will only be used for the purpose of protecting rights under this title.”).

\(^{4}\) See Jerome H. Reichman, Gune Kim, & Pamela Samuelson, *Reverse Notice and Takedown Regime to Facilitate Public Interest Uses of Technically Protected Copyrighted Works*, 22 BERKELEY TECH. L.J. 981, 994 (2007) (concluding that “the past decade of experience with the DMCA notice and takedown regime suggests that a relatively balanced and workable solution to this particular dual-use technology problem has been found”).

\(^{5}\) See *YouTube Copyright Infringement Notification*, (https://www.youtube.com/copyright_complaint_form).

\(^{6}\) See, e.g., *Piratex v. Internet Copyright Infringement Notification*, (http://www.piratex.com/about/copy_right_dmca).

\(^{7}\) See, e.g., *Anthony Bruno, RIAA to Google: Help Us Fight Piracy*, BILLBOARD.BIZ, Aug. 19, 2010, http://www.billboard.biz/bbidx/content_display/industry/office/fid/3262587 (reproducing the text of a letter from the RIAA and other industry groups to Google CEO Eric Schmidt, in which the entities state that “[t]he current legal and regulatory regime is not working for America’s creators”).


\(^{9}\) See *Viacom*, 540 F. Supp. 2d 110, 113 (S.D.N.Y. 2008) (granting summary judgment to YouTube on remand from the Second Circuit). In its complaint, Viacom accused Google of “shifting the burden entirely onto copyright
on the company’s consistent compliance with the terms of the DMCA’s safe harbor provisions, the district court rejected Viacom’s contention that the notice-and-takedown system is an enforcement failure. On the contrary, the court concluded, evidence in the record suggested that the system is both functional and efficient. “Indeed, the present case shows that the DMCA notification regime works efficiently. When Viacom over a period of months accumulated some 100,000 videos and then sent one mass take-down notice on February 2, 2007, by the next business day YouTube had removed virtually all of them.”

Viacom’s power to eliminate 100,000 instances of alleged infringement overnight, with a single notice, is a testament to the DMCA’s success in making online enforcement scalable without creating growth-inhibiting burdens for online services whose business models are founded on content sharing. Although copyright owners continue to advocate interpretations of the DMCA that would require OSPs to be more proactive in their efforts to enforce third-party copyrights, the DMCA is quite clear that active monitoring for infringing content is not a burden that Congress saw fit to allocate to service providers when it balanced the need to make the Internet safe for copyright owners against the need to promote growth and innovation in online services. That allocative choice was reasonable in 1998, and it remains reasonable in 2014.

It is not the end of the story, however, to say that the DMCA’s enforcement machinery has proven to be scalable with respect to service providers that host content for users. The DMCA has not scaled well for enforcing copyrights infringed by means of P2P file-sharing networks, because the statute was designed primarily to address infringements that occur when users upload copyrighted material to a provider’s servers or link to infringing content posted by others. When it enacted the DMCA, Congress did not anticipate the distributed nature of P2P networks or the correspondingly distributed nature of the infringement they would enable. High-volume infringement is relatively easy to detect and combat when the content in question is fixed on the servers of easily identifiable intermediaries with duly designated DMCA agents; it becomes much harder to detect and combat when that content is in transit across a distributed network whose membership is anonymous and dynamic.

owners to monitor the YouTube site on a daily or hourly basis to detect infringing videos and send notices to YouTube demanding that it ‘take down’ the infringing works.” Complaint for Declaratory and Injunctive Relief and Damages at ¶ 6, Viacom, 718 F. Supp. 2d 314 (No. 1:07CV02107). In reality, the law places that burden squarely on rights owners like Viacom; the DMCA expressly does not condition eligibility for safe harbor on a service provider’s monitoring its service for infringing content. See 17 U.S.C. § 512(n)(1)(B) (2006). “Nothing in this section shall be construed to condition the applicability of subsections (a) through (d) on a service provider monitoring its service or affirmatively seeking facts indicating infringing activity . . . .

Viacom, 718 F. Supp. 2d at 324.

See Niva Eisen-Koren, Making Technology Visible: Liability of Internet Service Providers for Peer-to-Peer Traffic, 9 N.Y.U. J. Int’l L. & Bus. 13, 41 (2006). “[T]he DMCA was designed to address a mainly centralized architecture . . . . Peer-to-peer architecture, by contrast, is decentralized and allows users to search for files stored in the libraries of other users.”

The safe harbor provisions of § 512 cover four types of service provider functions: transitory digital network communications (i.e., routing and transmission), system caching, storage on behalf of users, and information location. Service providers performing each of these functions, with the significant exception of routing and transmission, are required to comply with the notice-and-takedown framework in § 512(c). The DMCA’s primary focus on user-uploaded material residing on the systems of OSPs reflects the then-current state of the art in network architecture. Before P2P file-sharing applications came onto the scene, the most copyright-relevant function an online service provider performed was storage on behalf of users—the function covered by the safe harbor in § 512(c). In P2P networks, however, files are not uploaded to a provider’s server; they remain instead on the users’ own systems, from which other users directly retrieve them. In this architecture, the most copyright-relevant functions a service provider performs are routing and transmission—the functions covered by the safe harbor in § 512(a). Because the DMCA was designed to deal with providers serving a centralized file-storage function, it has proven a poor fit in cases involving P2P, where the service provider functions only as a pass-through or conduit for the transfer of infringing material.

The DMCA’s exemption of providers of routing and transmission services (a.k.a. “more conduits”) from the notice-and-takedown requirements in § 512(c) is entirely consistent with the fact that such providers do not store or control user content. Nevertheless, the exemption has operated in the context of P2P file-sharing to negate the scalable enforcement mechanism that notice and takedown provides. Inasmuch as P2P file-sharing shifts the locus of infringing activity from the storage function to the transmission function, it places such activity beyond the knowledge and control of the OSP and thus beyond the reach of the enforcement scheme created by § 512(c).

---

4 See id. § 512(a)(4).
5 For providers of system caching, the requirement is found at § 512(b)(2)(E). For providers of storage on behalf of users, the requirement is found at § 512(c)(1)(C). For providers of information location tools, the requirement is found at § 512(d)(3). There is no corresponding requirement for providers of routing and transmission services.
6 See Elkin-Koren, supra note 38, at 41.
8 Id.
9 Id.
10 See Recording Indus. Assoc. of Am. v. Charter Commun., Inc., 395 F.3d 771, 776 (9th Cir. 2005) (explaining that the absence of the notification and removal-or-disable-accesstion provisions from § 512(a) “make sense where an ISP merely acts as a conduit for infringing material . . . because the ISP has no ability to remove the infringing material from its system or disable access to the infringing material”).
11 Although in-network filtering and blocking technologies have greatly evolved since the passage of the DMCA, and broadband providers actively manage network traffic in ways that were not then possible, the statute presupposes a passive transit model; § 512(a) requires that material be transmitted through the qualifying provider’s system “through an automatic technical process and without selection of the material by the service provider.” 17 U.S.C. § 512(a)(2).
As a consequence of the exemption of conduit providers from the notice and takedown requirements of § 512(c), the expedited subpoena provision in the DMCA—§ 512(h)—has also been held inapplicable to these providers. This is because the application for a subpoena under § 512(h) must include a copy of the notice described in § 512(c)(3)(A). The notice described in § 512(c)(3)(A) must identify, among other things, “the material that is claimed to be infringing . . . and that is to be removed or access to which is to be disabled” by the service provider. In reaching the conclusion that the subpoena power in § 512(h) cannot be held to extend to providers covered by § 512(a), the Courts of Appeals for the D.C. and Eighth Circuits found it dispositive that § 512(c)’s notice-and-takedown requirements do not apply on the face of the statute to providers that act simply as conduits for information. After all, how can § 512(h), which expressly requires an applicant to submit a copy of a notice compliant with § 512(c), apply to providers that are not subject to § 512(c) in the first place? It makes more sense to conclude, as these Circuits did, that the references to § 512(c) in § 512(h) restrict the applicability of § 512(h) to providers that are able to remove or disable access to specific material. In short, courts have held, there is an assumption underlying § 512(h) that a subpoena recipient will actually be in a position to take down material identified as infringing.

It is possible, perhaps even probable, that § 512(h) would have been drafted differently if P2P technology had existed at the time. In light of that possibility, rights owners have persuaded some judges that the subpoena provision should be held to apply to service providers covered by § 512(a), despite the assumption underlying § 512(h) that subpoena recipients can remove or disable access to specific material. In the face of unanticipated technological developments, these judges look past the letter of the DMCA to make it scale for P2P file-sharing. Such recuperative acts are plainly beyond the judiciary’s competence, however, as the D.C. Circuit said in Recording Industry Association of America, Inc. v. Verizon Internet Services:}

---

38 See Charter Commc’s, Inc., 393 F.3d at 777; Recording Indus. Ass’n of Am., Inc. v. Verizon Internet Servs., 351 F.3d 1229, 1238 (D.C. Cir. 2003).
41 See Charter Commc’s, Inc., 393 F.3d at 776 (explaining that each safe harbor that covers a function allowing the ISP to remove or disable access to infringing material (i.e., storage, system caching, or linking) contains a remove-or-disable access provision); Verizon Internet Servs., Inc., 351 F.3d at 1236–37 (“We agree that the presence in § 512(b) of three separate references to § 512(c) and the absence of any reference to § 512(a) suggests the subpoena power of § 512(h) applies only to ISPs engaged in storing copyrighted material and not to those engaged solely in transmitting it on behalf of others.”).
42 Verizon Internet Servs., Inc., 351 F.3d at 1236–37. I have argued elsewhere that judicial interpretations of § 512—especially the DMCA’s repeat infringer provision, which applies to all types of providers seeking safe harbor under § 512—have potentially created a “back door” requirement for conduit providers to have in place a system for receiving and responding to notices of infringement sent by rights owners. See infra note 13, at 98.
44 See Verizon Internet Servs., 351 F.3d at 1238 (“Had the Congress been aware of P2P technology, or anticipated its development, § 512(b) might have been drafted more generally.”).
45 See Charter Commc’s, Inc., 393 F.3d at 778 (Murphy, J., dissenting) (noting that § 512(b) should apply to conduit providers); Recording Indus. Ass’n of Am. v. Verizon Internet Servs., 240 F. Supp. 2d 24, 30 (D.D.C. 2003) (holding that § 512(b) applies to conduit providers seeking safe harbor under § 512(a)), rev’d, 351 F.3d 1229.
It is not the province of the courts... to rewrite the DMCA in order to make it fit a new and unforeseen [Internet] architecture, no matter how damaging that development has been to the music industry or threatening to the motion picture and software industries. The plight of copyright holders must be addressed in the first instance by the Congress...57

In the absence of Congressional action to bring P2P file-sharing and the providers whose networks are used for it within the scope of §§ 512(c) and (h) of the DMCA, rights owners have been unable to avail themselves of the statute’s mechanisms for making online copyright enforcement scalable by allowing it to operate outside of litigation.58

Fortunately, however, effective non-statutory mechanisms have been created to fill the vacuum in the P2P context. Conduit OSPs – § 512(a) providers of broadband Internet access – have cooperated with copyright owners outside the express framework of § 512. One solution they have jointly embraced is the Copyright Alert System (CAS).59 In CAS, monitoring agents working for copyright owners identify and report in bulk to broadband providers the Internet Protocol addresses of alleged P2P file-sharers. The broadband providers then match the flagged addresses to customer accounts and send notices (“copyright alerts”) to the account owners. If repeated notices prompt no change in behavior, the broadband provider eventually imposes a sanction. On many college and university campus networks, a similar, scalable solution has been implemented; information technology personnel have adopted the Automated Content Notification System (ACNS), which was developed by NBC Universal and Universal Music Group to facilitate and expedite the handling of P2P copyright infringement notices.60 CAS and ACNS represent non-statutory solutions to the problem of infringement over P2P networks. Although Congress in § 512(h) did not anticipate (and, indeed, could not have anticipated) P2P technology, copyright owners and OSPs have collaborated in the broader spirit of § 512 to work around the limitation. Moreover, as usage of P2P networks for illegal file-sharing recedes in favor of legal download and streaming services, the file-sharing problem is also receding.

It is virtually impossible for any law, no matter how well crafted, to keep pace with rapid changes in computer and telecommunications technology. The growth of the Internet has disrupted the copyright system in ways that are still being revealed. Time has shown, however, that the equitable balancing of interests established in § 512 remains viable. Copyright owners,

57 Verizon Internet Servs., 351 F.3d at 1238; see also Recording Indus. Ass’n of Am. v. Univ. of N.C. at Chapel Hill, 367 F. Supp. 2d 945, 953 (M.D.N.C. 2005) (“While the RIAA’s argument at first blush is tempting, the Court rejects it because it would necessarily amount to the rewriting of the statute.”

58 See Amorena Brind, Is Online Copyright Enforcement Scalable? 13 Vand. J. Ent. & Tech. L. 695, 719-25 (2011) (explaining that some copyright owners fell back on mass John Doe litigation to try to identify and seek settlements from alleged P2P infringers)

59 See ACNS, ACNS Specifications, http://www.acns.net/spec.html (stating that “ACNS can be used to deliver notices for various environments, including P2P, cyberlockers, UGC sites, link sites, Usenet, and other environments”).
OSPs, and users continue to evolve in their attitudes and practices with respect to online copyrighted content. Online piracy is waning with the expansion of innovative service offerings from copyright owners, who have come to embrace online distribution as a revenue opportunity instead of fearing it as an existential threat. Section 512 has provided a crucial foundation for the growth of the Internet and the development of innovative services for Internet users. It has allowed Web 2.0 startups to flourish, and it has spurred incumbent corporate copyright owners to imagine new ways of reaching audiences that are willing to pay in ever-increasing numbers for lawful, professionally developed content.
Mr. COBLE. Thank you, Professor Bridy.
Mr. Doda?
Mr. Doda, I think your mic is not activated.

TESTIMONY OF PAUL F. DODA, GLOBAL LITIGATION COUNSEL, ELSEVIER INC.

Mr. DODA. Thank you, Chairman Goodlatte, Chairman Coble, Ranking Member Conyers, Ranking Member Nadler, and Members of the Subcommittee. I appreciate this opportunity to address the Committee on Elsevier’s behalf.

Elsevier is a 130-year-old publisher of books and journals. We also create technology-driven products that allow researchers to leverage massive amounts of data to pursue science and medical breakthroughs.

I have been a lawyer for 23 years, the past 7 at Elsevier. During that time, I have become familiar with the challenges that Elsevier faces addressing online infringements under the DMCA. There are many challenges for a company like Elsevier. With global content and a large portfolio of works to cover, we can’t possibly search for all of our content all over the Internet. We focus on sites with the most Elsevier content.

The main challenges we face with these sites are a growing volume despite having issued notices for years, the need to repeatedly send notices for the same infringing works, and the speed at which infringing copies are re-uploaded. It has truly become impossible for Elsevier to keep pace.

Elsevier issued over 240,000 takedown notices for book infringements in 2013, with zero counter-notifications. That is because we take our DMCA responsibilities seriously. We take three steps to verify that entire copies of our books are being offered before issuing notices, but there is a cost for playing by the rules. It makes it more difficult to keep pace with the infringements.

Here are some examples from 2013. The main sites that comply with takedowns continue to have 500 to 1,000 infringements monthly without any significant drop-off. Many of these infringements are for the same books re-uploaded to the same sites. On a site called 4shared, we found a book re-uploaded 571 times, and another book 384 times. On a site called Uploaded, we found a book re-uploaded 231 times and another book 112 times. It takes, on average, seven to 9 days to have books taken down. During that time, the books are exposed to millions of users for download.

I have one final example beyond book piracy. It shows the damaging ripple effect that can occur from piracy. Elsevier publishes confidential exams used to prepare nursing students for national licensing requirements. In some instances, the exams have been stolen from schools and offered on the Internet. We have issued takedown notices to certain sites with little effect. We have not been able to prevent the stolen exams from being sold by the same sellers because takedowns have not been uniformly honored and repeat infringer policies have not been adequately enforced.

When stolen nursing exams are shared freely, it hurts not only Elsevier; it undermines the academic process itself. It also affects the quality of nurses trusted with patient care.
We think these examples show that the system is out of balance and breaking down. But the question, of course, is how can we make improvements to address these challenges without going too far, without stifling creativity and freedom of expression. We think the answer is in reasonable technical measures like filtering, which is not a new idea but one that we think should be revisited urgently by all good-faith stakeholders.

The most successful filtering solutions have resulted from collaboration between rights holders and sites with significant user-uploaded content. In the book publishing industry, we think the website Scribd is a good example of how targeted filtering can be applied in good faith and work in a fair and effective manner. Scribd uses fingerprinting that involves the creation of a digital reference database containing unique characteristics of copyrighted books. User uploads are checked for matches against the reference database. The fingerprint system uses best practices that we endorse. It only catches matches, and users are promptly notified so that they can dispute the rejection of their uploaded content.

But while Scribd is a good example of what works, we need more examples of collaboration in the publishing industry. That is why we would urge Congress to help bring together all relevant stakeholders to work on standard measures to reduce online infringement. Without that intervention and oversight, there are not sufficient incentives for the parties to come together in a timely way.

Elsevier remains concerned, however, that notwithstanding a government-mandated process to create voluntary measures, some sites that need them the most will drag their feet. If these sites refuse to consider reasonable measures that peer companies are adopting, it may be necessary for Congress and the courts to step in to provide remedies to copyright owners.

Today, Elsevier sends hundreds of notices to the same sites for the same books year after year. It does so in good faith in compliance with the DMCA as it exists today. If these sites will not meet us halfway, in fairness, we should not be left without a remedy.

Thank you for the opportunity to testify today.

[The prepared statement of Mr. Doda follows:]
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By Paul F. Doda
Global Litigation Counsel
Elsevier Inc.

Hearing on "Section 512 of Title 17"
March 13, 2014

United States House of Representatives
Committee on the Judiciary
Subcommittee on Courts, Intellectual Property, and the Internet
Thank you Chairman Goodlatte, Chairman Coble, Ranking Member Conyers, Ranking Member Nadler and members of the Committee. My name is Paul Doda. I am the Global Litigation Counsel at Elsevier Inc. With our parent company, we have almost 15,000 employees and Elsevier has major offices in New York, Pennsylvania, Missouri, California and Massachusetts. I appreciate this opportunity to provide the Committee with the perspective of a company that is both a 130-year old publisher of copyrighted content and a company that embraces the power of technology to fuel innovation. In addition to creating and publishing world class medical books, reference works and journals, Elsevier uses technology to create products that allow researchers and clinicians to leverage massive amounts of information to pursue science and medical breakthroughs.

Elsevier’s statement will provide examples of the challenges it faces in relying on DMCA Section 512 to address the unauthorized distribution of its copyrighted works online and will urge actions under the current statute that can improve copyright protection without unreasonably burdening legitimate web sites, service providers and internet users.

Introduction

Since Congress enacted the Digital Millennium Copyright Act (“DMCA”) in 1998, major technological advances – like the ability to connect billions of people around the world to information on the internet at increasingly faster speeds -- have had a positive impact on society and have opened a world of future possibilities for the internet. Technology has paved the way for new sites and service providers that did not exist fifteen plus years ago, many of them crucial to how we live today.

An unfortunate byproduct of these positive developments is that the unauthorized sharing of copyrighted works has grown exponentially. The notice and takedown system has become overtaxed by an explosion of sites and services globally and the increased speeds and methods by which they can allow copyrighted works to be shared. As a consequence, companies like Elsevier must send more notices to more sites globally, for the same infringing files, the same infringing works, and the same infringing users, in what has become a largely futile attempt to keep pace. The system is imposing increasing costs in time, resources and money for both conscientious “senders” and “receivers” of notices alike, but resulting in little to no effective protection of copyrighted works.

The problem is made worse by certain sites that do, in effect, harbor infringement. Some sites exploit weaknesses in the takedown system to profit from persistently uploaded and re-uploaded infringements. They rely on desirable copyrighted content to draw users to their sites (to whom they serve ads or charge premiums for faster downloads), with takedowns at best only temporary disruptions before unauthorized copyrighted works reappear or get replaced by other infringing material. As to these sites, copyright owners like Elsevier often provide notices concerning a particular work only to see a new unauthorized copy or link to the same work reappear on the same site right after it is taken down.
Elsevier’s Specific Experiences with DMCA Takedowns

Specific details and examples from Elsevier’s 2013 takedown program for infringing copies of books illustrate these challenges.

- Like most large publishers and other global distributors of copyrighted works, Elsevier employs a third party specialist to search for infringements and issue its takedown notices. In 2013, Elsevier issued an average of 20,537 takedown notices a month, a total of 246,441 notices. While this is a relatively large volume for a publisher, it is likely only a fraction of the infringements of Elsevier’s works available on the Internet because not all sites can be readily searched and there are limits to Elsevier’s and its vendor’s resources. It is also just a fraction of the tens of millions of notices sent sites and service providers each month.1

- Month over month, the same sites with high volumes of Elsevier works that respond to takedowns have 500 to 1,000 infringements, suggesting that takedown notices, even when honored, have little to no effect on the steady overall volume of infringing works on the sites.

- The same books are repeatedly re-uploaded on the same sites hundreds of times after being taken down, such as
  
  - a Genetics book 571 times on www.4shared.com;
  - a Human Anatomy book 384 times from on www.4shared.com;
  - an Ophthalmology book 298 times on www.4shared.com;
  - a Physiology book 281 times on www.4shared.com;
  - an Embryology book 245 times on www.4shared.com;
  - a Psychiatry book 231 times on www.uploaded.net;
  - a Neurology book 112 times on www.uploaded.net;
  - a Psychiatry book 373 times on www.share-online.biz; and
  
  6 other book titles removed over 100 times each from many other sites.

- Even the sites that are the most responsive to takedowns take on average 7 days to remove works, with all others taking on average 9 days, and this does not account for the time it takes Elsevier’s agent to discover and verify the infringements. During this time, the books can be and are being downloaded by millions of users, again raising the question of whether takedowns have any meaningful remedial effect at all.

1 Google alone receives over 20,000,000 takedown notices a month. See http://www.google.com/transparencysreport/removals/copyright/.
• Over a 3-month period in early 2013, one site removed 6,195 infringing links in response to takedown notices, but later re-enabled 6,024 of the links that were previously removed (without cause or valid counter-notice) (www.nakido.com).

• Another site with among the highest volume of infringements simply did not respond to approximately 8,500 notices sent to the site in 2013 (www.rus.ec).

• Finally, Elsevier publishes confidential nursing exams for proctored use by professional nursing schools to prepare students for national licensing requirements. Despite notifying several sites that such exams can never be offered for sale legally and that offers for them should be removed, many sites have not complied or have not invoked their repeat infringer policies, allowing the same anonymous sellers to continue to offer the stolen exams. This problem not only hurts Elsevier and other publishers of confidential exams that are meant to be administered and used strictly by educators, but also subverts the academic process itself and the quality and qualifications of students later entrusted with providing health care to patients.

An enormous number of takedown notices are sent every day by companies in the content industries and independently by authors, artists and musicians, but mistakenly issued notices are very rare. Elsevier received no counter notices for its book infringement takedown program in 2013.

We take great care to ensure that our takedown notices are only issued in clear instances of infringement. Elsevier's vendor uses both automated and manual procedures to make sure that it accurately identifies infringing content. It first searches for book “metadata” to identify infringements, then uses two manual reviews by trained staff to verify that a full copy of the work is involved. This process is followed for every instance of potential infringement to guard against “false positives.” The time and resources it takes for this commitment to accuracy make it even more difficult to keep up with the constant wave of infringements. Moreover, not all publishers have the same resources as Elsevier, making it still more difficult for them to identify infringements or to address constant re-uploads of copyrighted works.

Despite the hundreds of thousands of notices Elsevier sends in good faith each year, Elsevier must unfortunately “compete” against thousands of sites that enable unauthorized access to free copies of virtually any of its copyrighted works, at any time. For Elsevier and other global distributors of copyrighted works, the infringements are simply becoming too widespread, too continuous, and too persistent to locate and efficiently address them, let alone to do so in a cost-effective manner with any lasting effect.

Reasonable Technical Measures

While the views of content providers and online service providers may differ radically regarding which parties should bear certain burdens in addressing large scale piracy, there should be no dispute that all parties who participate in the takedown system fairly and in good faith would benefit from reducing the volume of notices that must be sent and acted upon.
Elsevier believes the best way to accomplish that goal, and to address the constant reappearance of the same unauthorized works, is through the use of reasonable technical measures. Section 512(i) of the DMCA suggests that in 1998 Congress expected copyright owners and service providers to develop “standard technical measures” to identify and protect copyrighted works and envisioned a “multi-industry standards process” to develop a “broad consensus” on appropriate measures.

Congress’ vision of the interested parties voluntarily coming together to collaborate on infringement issues in the digital age was a worthy goal, but the stakeholders have not made substantial progress toward devising or implementing reasonable technical measures in the past 15 years. To spur progress, Congress should direct that there be a broadly inclusive, multi-stakeholder, standards-setting process to recommend voluntary technical measures that can reduce online infringements without materially impeding the legitimate functionality of sites or unreasonably preventing legal uses of copyrighted works. We favor bringing all relevant stakeholders (including content owners, site and service providers, user advocacy groups and technology companies) together for this purpose under the guidance of an expert governmental agency with relevant technological expertise.2

**Common Principles for Filtering**

Elsevier believes that a good starting point for establishing standard technical measures are the Principles for User Generated Content Services (UGC Principles) developed several years ago by major technology companies and global distributors of copyrighted video and audio content for filtering of that content.3 We think that, while more details need to be considered, the principles can apply equally or be adapted to address text-based content. Among those principles are:

- That matching copies of a copyrighted work are proper subjects for automatic content filtering on upload;
- That care must be taken to ensure that automatic content filtering only limits uploads that substantially match a copyrighted work; 4
- That care must be taken to ensure that users are promptly notified and have an opportunity to dispute the filtering of content;
- That as meaningfully enhanced filtering technologies become available on reasonable terms they should be adopted; and

---

2 Digital rights advocates have also suggested that Congress could enlist expert advisory bodies like the former Office of Technology Assessment to guide copyright reforms in response to challenges presented by new technologies. See Pamela Samuelson, Is Copyright Reform Possible, 126 Harv. L. Rev. 740, 765-66 (2013).
4 See Fair Use Principles for User Generated Video Content at https://www.eff.org/pages/fair-use-principles-user-generated-video-content, para. 2, suggesting that, for filtering purposes, only matching copies where “nearly the entirety (e.g., 90% or more)” of the challenged content is comprised of a single copyrighted work should be prevented or removed.
That infringement claims should not be brought against sites that adopt filtering technologies in good faith for any copyrighted content that remains on the site despite good faith efforts.

"Fingerprinting" systems seem to be an appropriate and effective method to ensure that only copies that are complete or a substantially complete copy of a copyrighted work are prevented or removed by sites. Elsevier agrees with the goal of carefully ensuring that technical measures only prevent or remove clear infringements. That is essentially the same standard Elsevier and other publishers use to verify infringements for purposes of accurately issuing takedown notices.¹

If well-intentioned sites and service providers have legitimate concerns that implementing certain technical measures would be unduly costly or would materially impact the legitimate functionality of their site or service, these concerns can and should be addressed in the multi-stakeholder standards-setting process. It is likely that the process will not yield a "one size fits all" approach. Rather, a range of recommended measures, including various filtering technologies, can likely be developed, taking into account the variety of sites at issue and their capabilities and functions.

Different measures may apply to different sites and the recommended measures will not apply to all sites. For example, not all sites are structured, intended or used for uploading or downloading content on a large scale. Technical measures may be unnecessary, impractical or unreasonable for such sites, and other approaches, like manual reviews of uploaded content, may even be preferred by low volume sites. The adoption of measures by these sites should be voluntary and they may appropriately choose to continue to primarily rely on notices and takedowns to address infringements.

There Should Be Incentives for the Adoption of Voluntary Technical Measures

Where technical measures are appropriate, adoption of them can dramatically reduce the challenges presented by large scale infringement. There are already successful examples like www.scribd.com, which has successfully used filtering mechanisms to reduce unauthorized uploads and re-uploads of infringing books, with good results: a sharp reduction of infringements without harm to the site's legitimate functionality, and reduced burdens and costs related to takedown notices.² Google's Content ID is another example, where one of the world's largest service providers created powerful and precise filtering technology that can readily distinguish between complete copies of works and partial copies or clips.

Stakeholders should discuss meaningful incentives for the implementation of technical measures to address constantly recurring infringements of the same works. As it stands now, there are possibly "pervasive incentives" against adoption, such as the fear that using technical

¹ Automated content filtering systems do not currently seem suitable to address uploaded copies of works that might require more detailed infringement analysis or "Fair Use" analysis.
² Scribd uses a "fingerprint" system. "Fingerprinting" for books involves the creation of digital reference files by extracting unique characteristics from the digital content, which can be stored in a database and queried as content is uploaded to detect whether the content is infringing.
measures could create “red flag” knowledge of infringement that would expose a site to liability, or that adopting technical measures while competitors do not adopt them will be a competitive disadvantage. One way to incent standard technical measures is for copyright holders to adhere to the UGC Principle that infringement claims should not be brought against sites that adopt reasonable technical measures in good faith. Other means to create incentives should be explored by all relevant stakeholders.

**Congress May Have to Incentivize the Adoption of Standard Technical Measures**

On the other hand, as noted in Elsevier’s examples, some sites are plagued by serial re-uploads of the same copyrighted works hundreds of times. Some form of “notice and stay down” for these works through the use of filtering mechanisms like www.Scribd.com would address this issue. If sites that need technical measures the most “drag their feet” or refuse to consider reasonable technical measures at all — regardless of the precision of the tools, their cost-effectiveness, or recommendations by peer companies through a standards-setting process — it may be necessary for Congress or the courts to step in and provide remedies to copyright owners.

One potential means for Congress to do that is through DMCA Section 512(j). Congress could make the adoption of standard technical measures a requirement for DMCA safe harbor protection for certain sites that have substantial serial re-uploading. Like the standard-setting process itself, we think this recommendation is consistent with Congress’ intent in 1998 to deny safe harbor protection to sites that refused to accommodate standard technical measures relevant to that era, updated to treat today’s non-compliant sites the same way if they refuse to adopt filtering while being overrun by the constant re-uploading of copyrighted works.

Another way for Congress to encourage the adoption of needed technical measures by these sites is to amend DMCA 512(j) to clarify that injunctive relief is available to prevent the reappearance of the same specific works on the sites. If repeated notices and takedowns do not prevent the same infringing works (for example, the 571 reappearances of Elsevier’s Genetics book on www.4shared.com) from appearing on a site that refuses simple measures to address the problem, courts should not be handcuffed by the safe harbor from providing any relief whatsoever to the copyright owner.7

**Sites that Refuse Takedowns and all other Measures**

There are sites that simply refuse to comply with takedown notices or any statutory or judicial requirements, many times because they successfully hide their operator’s identities and locations or are essentially beyond the reach of reasonable rights holder enforcement capabilities. The large scale infringement on these non-compliant sites cannot be addressed at all through notice and takedown measures, or through voluntary (or even court-ordered) reasonable technical measures. For these non-compliant sites, it is essential that copyright

---

7 Cases in Germany against www.rapidshare.com decided under the EU safe harbor (as adopted in Germany) provide a model for this recommendation. In Germany, sites with business models and practices that in effect encourage infringement can be subject to injunctive relief imposing increased obligations to prevent recurring infringements of specific works in suit. After injunctions were imposed in those cases, Rapidshare terminated its “rewards” program and adopted a filter to limit infringements.
owners and the legitimate third-party services used by these non-compliant sites cooperate to address large scale infringements.

Elsevier is encouraged by efforts by certain groups of stakeholders to enter private agreements and to create "best practices" to prevent support for parties and sites engaged in piracy and counterfeiting, including voluntary efforts involving payment processors and advertising services. These agreements and best practices, however, are not currently well suited to efficiently prevent support for large-scale piracy sites.

Elsevier believes that where a US court with jurisdiction over a site finds that the site is non-responsive and liable for copyright infringement for which no DMCA safe harbor is afforded, the court should have authority to enter orders requiring third parties located in the US that provide services to the site to suspend those services.

Improvements to Notice and Takedown and Repeat Infringer Practices

While Elsevier’s primary focus is on the increasingly urgent need for technical measures to address large scale infringement and the consequences that should result for the bad faith refusal to adopt such measures or otherwise comply with legal requirements, there clearly is a continued role for the notice and takedown system. Among other purposes, the notice and takedown system will continue to address uploaded material not appropriate for filtering systems because they do not meet “matching” requirements and for sites with little or no third party uploading or downloading activities that may continue to rely on notices and takedowns.

Elsevier agrees with the recommendations of the Association of American Publishers to improve the notice and takedown system, which were made in its Comments on the Department of Commerce “Green Paper.” Those recommendations include efforts to standardize and streamline notices and submission processes to eliminate technically non-compliant notices and to prevent barriers to automated submissions of notices to sites. In addition, we agree with AAP’s recommendations on improvements to DMCA repeat infringer requirements and practices, including specifically the need to require sites to properly identify and track the number of repeat infringements by users and to adhere to policies calling for termination of repeat infringers in appropriate circumstances.

Conclusion

Elsevier’s experience demonstrates that the volume of necessary takedowns for its copyrighted works is growing, but that its good faith notices are having little, if any, impact on the problem. One contributing factor is the constant re-uploading of the same works to the same sites. Elsevier believes that standard technical measures like filtering could help address the problem and advocates a government-guided, multi-stakeholder, process to establish voluntary measures. Elsevier also advocates that if sites that need such measures the most because of large scale serial re-uploading on their sites unreasonably refuse to adopt such measures, the court should have authority to enter orders requiring third parties located in the US that provide services to the site to suspend those services.

---

8 The International Anti-Counterfeiting Coalition, composed of payment processors and content and product owners, has created a “Payment Processor Portal” to prevent financial support for parties engaged in counterfeiting and piracy. The Interactive Advertising Bureau and ad networks have introduced “Best Practices Guidelines to Address Piracy and Counterfeiting.”
measures, it may be necessary for Congress and the courts to create and impose legislative and legal remedies. For sites that currently fail to fulfill the requirements for safe harbor protection, Elsevier would like to see further development and compliance with best practices whereby third parties that support infringing sites would terminate support, and would welcome court-ordered remedies for the same purpose. Finally, Elsevier agrees with recommendations made by AAP to improve existing DMCA notice and takedown processes and repeat infringer policies and practices.

Thank you for allowing Elsevier to submit this written statement and for the opportunity to provide testimony. We look forward to responding to any questions or requests for further information you may have.

Respectfully submitted,

Paul F. Doda,
Elsevier Inc.
Mr. COBLE. Thank you, Mr. Doda.
Ms. Oyama?

TESTIMONY OF KATHERINE OYAMA,
SR. COPYRIGHT POLICY COUNSEL, GOOGLE INC.

Ms. OYAMA. Thank you, Chairman Coble, Ranking Member Nadler, Chairman Goodlatte, Ranking Member Conyers, for inviting me to testify today. It has never been a more exciting time for creativity on the Internet. With the Internet as a global distribution platform, more musicians, filmmakers and artists are creating more content than ever before. And with that in mind, I just want to emphasize two points today.

First, the technology sector has been the engine of U.S. economic growth and job creation. Online services have created new markets and generate billions of dollars for the content industry, and this has only been made possible because of the legal foundation that is provided by the DMCA.

And second, Google’s experience shows that the DMCA’s notice and takedown system of shared responsibilities strikes the right balance in promoting innovation and protecting creators’ rights online.

The DMCA’s key principle, that Internet platforms are not held liable for every comment, post or tweet by their users, is an essential feature on which every Internet company today relies. Before the DMCA became law in 1998, companies like Yahoo, Google, eBay, they faced the prospect of crushing statutory damages for providing their services. And today on YouTube, more than 1 million creators are earning revenue from their videos. And in the last several years, Google has sent more than $1 billion to the music industry alone, including new revenue streams for user-generated content. Companies like Netflix who use Spotify and Pandora have transformed the ability of creators to grow new audiences, and this is just the beginning. With more than 5 billion users coming online in the next decade, the market for digital entertainment is expanding rapidly.

The foresight Congress showed in crafting the DMCA has helped enable this economic success. The notice and takedown process creates legal certainty to incentivize venture capital investment and new services, and it protects rights holders. Only copyright owners know what material they own and where they want their works to appear, and when they send takedown notices, online platforms disable access to infringing content in response. This cooperative process allows for innovation and encourages investment, and hugely popular platforms like Facebook, Twitter, Pinterest would not be possible without these.

As for Google, we take our responsibilities under the DMCA very seriously. We have made our takedown process faster and easier for rights holders to use than any other online platform. And despite a dramatic increase in the volume of DMCA takedown notices that we receive, our average turnaround time for removing content from search results has actually decreased to less than 6 hours. And even now, the notices that we receive cover far less than 1 percent of all of the content that we index.
There are, unfortunately, abuses of the system, and we work hard to detect and reject them. Attempts to use the DMCA to censor criticism, attack a business competitor, or gain political advantage are relatively rare but are very important to guard against.

The legal certainty provided by the DMCA has allowed companies like Google to develop innovative systems that generate new revenue for rights holders. For example, YouTube’s Content ID system enables rights holders to choose in advance whether they want to track, monetize, or remove user-uploaded videos that match their content. All of the major record labels and movie studios use Content ID, and most of our partners are choosing to monetize their content rather than having it all come down.

We are also devising new ways to highlight legal content in order to make it easier to find. When you Google a TV show like “Game of Thrones,” or a film like “12 Years a Slave,” we provide a prominent link on the right-hand panel for you to buy that show or movie instantly through services like Amazon and Google Play. If you search for a film playing in theaters, the first result you will likely see is going to include local show times, a link to purchase tickets, and other things like trailers.

We recognize that despite all these steps, piracy remains a serious problem. The most effective way to combat rogue sites is to attack their sources of revenue. For our part, we have expelled over 73,000 rogue sites from our advertising services over the past 2 years, mostly based on our own detection efforts.

In conclusion, I urge the Committee to preserve the current DMCA framework to ensure that the U.S. Internet industry remains at the forefront of the global economy, and we should incorporate DMCA-like safe harbors in our trade agreements to encourage the innovation and growth in other countries that the DMCA has enabled in the United States.

Thank you.

[The prepared statement of Ms. Oyama follows:]
Testimony of Katherine Oyama, Sr. Copyright Policy Counsel, Google Inc.
House Judiciary Subcommittee on Courts, Intellectual Property, and the Internet
Hearing on "Section 512 of Title 17"
March 13, 2014

Chairman Coble, Ranking Member Nadler, and Members of the Subcommittee:

Thank you for the opportunity to testify today regarding Title II of the Digital Millennium Copyright Act of 1998 ("DMCA"), codified in Section 512 of title 17 of the U.S. Code.

The DMCA’s ‘safe harbors’ for online service providers are one of the foundations of the modern Internet, which have allowed for an explosion of creativity and free expression. Today, the Internet enables more than $8 trillion in e-commerce every year. The ‘safe harbors’ have been crucial not only to Google’s many online products and services, but also to those of nearly every other Internet company.

The media landscape has evolved since the DMCA was enacted over 15 years ago. The traditional entertainment industries have begun to harness the power of the Internet to drive revenue for creators and develop new audiences. Digital platforms have quickly become a dominant form of distribution for music, movies, books, and all forms of creative media.

Music is a great example: in 2012, digital music grew to 39% of total industry revenues.1 Music streaming services, such as Spotify, Pandora, or Google Play Music All Access, are seeing explosive growth around the world. Nielsen and Billboard reported that on-demand audio streams rose 183% in 2013, and they now factor in the popularity of music on YouTube when determining the ranking for songs on their charts.2

At the same time, more music, video, text, software, and all kinds of media are being created by more people than ever before. Every kind of creative endeavor, both amateur and professional, is

---

being transformed by the new opportunities and lower costs made possible by digital tools and online distribution. Online platforms are enabling new creators and new voices to connect with a global audience directly, without the traditional middlemen.4

Google and YouTube are now major contributors in this new ecosystem. Over the past few years, YouTube has generated over a billion dollars for the music industry alone. There are over a million partners making money from YouTube. And we now have partnerships with every major record label and movie studio to sell or stream music and movies on Google Play. We’ve made tremendous progress over the past several years and will continue to partner with the entertainment industry and creators of all kinds to bring entertainment and culture to the world.

The DMCA Has Enabled Economic Opportunities

These opportunities for creators are the direct result of the DMCA safe harbors. Congress rightly understood in 1998 that by establishing clearer copyright “rules of the road” for service providers, it could encourage investment in online services, while also providing copyright owners with new enforcement options online. The DMCA therefore established copyright “safe harbors” for four functions at the heart of the internet: providing internet access, providing caching services, hosting content on behalf of users, and linking.5 In order to qualify for these safe harbors, online service providers are required to meet a number of requirements, including responding expeditiously when notified by copyright owners of infringing materials or activity on their networks.

In order to facilitate cooperation between copyright owners and service providers, Congress established a set of responsibilities to be shared between them. Congress put a notice-and-takedown process at the heart of the safe harbor structure. That process describes in detail what information a copyright owner or its representative must provide to a service provider when sending a takedown notice. In response, a service provider must expeditiously disable access to the infringing activity or material, or else forfeit the safe harbor. Service providers are also obligated, as a condition of the safe harbor, to terminate subscribers who are proven to be repeatedly using the service to infringe. Congress also included a number of safeguards intended to protect Internet users from abusive or unbounded copyright allegations.

The DMCA’s shared responsibility approach works. Copyright holders identify infringement and, if they choose, request its removal. Upon notification, online service providers remove or disable access to the infringing material. This approach makes sense, as only copyright holders know what material they own, what they have licensed, and where they want their works to appear.

---


5 17 U.S.C. § 512(a)-(d).
online. Service providers cannot by themselves determine whether a given use is infringing. A text, song, image, or video can infringe copyright in the context of one site but be legal on another, through license or in the context of criticism, political speech, or other legally protected use.

And increasingly, copyright owners welcome certain kinds of fair-driven uses, even if formally unauthorized, as an important part of viral marketing and promotional efforts. Accordingly, courts have repeatedly found that the initial responsibility of identifying infringing works online and notifying service providers properly falls on the copyright owner. After being notified, the DMCA shifts the burden to the service provider to disable access to the material promptly.

The careful balance struck by the DMCA safe harbors created the legal infrastructure for the Internet we know today, making possible online platforms like eBay, Amazon, YouTube, Facebook, and Twitter, which in turn have unleashed new sources of creativity, economic development, and jobs. Today, more than 66,000 service providers have registered DMCA copyright agents with the Copyright Office, providing a catalog of the diversity of the online activities protected by the safe harbors. At the same time, the courts have made it clear that the DMCA safe harbors provide no shelter for illegitimate sites seeking to shirk their responsibilities.

Google's Experience with the DMCA Safe Harbors

Google relies on all four of the safe harbors established in Section 512. Google Fiber, which we hope will ultimately deliver gigabit residential broadband access in dozens of cities around the United States, relies on the 512(a) safe harbor for conduit functions necessary to provide internet access to subscribers. Google’s Web Cache relies on the 512(b) safe harbor for its caching functions. There are a broad array of Google services that rely on 512(c)’s safe harbor for hosting content on behalf of users, including YouTube, Gmail, Drive, and Google Plus. And, finally, Google Search relies on the 512(d) safe harbor that applies to linking and information location tools generally. None of these services could exist in their current form without the DMCA safe harbors. Courts have repeatedly upheld the applicability of the safe harbors to Google services, recognizing that Google lives up to its obligations as a service provider under the statute.⁷

Google's experience with the DMCA's notice-and-takedown provisions dates back to 2002. In

March of that year, we received our first takedown notice for Search, sent by the Church of Scientology, seeking to remove links to documents posted as part of criticism of the church. In the years since, Google has seen the volume of DMCA takedown notices increase dramatically.

For example, in 2010, copyright owners asked us to disable access to approximately 3 million items across all of our products. In 2013, in contrast, we received takedown notices for approximately 230 million items. In other words, today we receive takedown notices for more items every week than we received in all of 2010. Despite the rapidly increasing volumes, Google has managed to reduce the average time to process takedown notices, which is a testament to the efforts Google has made to improve and scale its procedures. Today, for example, when we receive a copyright removal request for Search, our average turnaround time is less than 6 hours.

As far as we can ascertain, there are two forces behind the rapid increase in takedown notices. First, over the past 3 years, Google has made substantial investments in making the process more efficient. As the process has become more efficient, copyright owners have been increasingly willing to use it. It has sometimes been a challenge to meet the rising demand, and hundreds of Google employees are involved in the effort. Nevertheless, Google remains committed to making the DMCA process work smoothly, quickly, efficiently, and at no charge for copyright owners.

Second, volumes have increased because copyright owners and enforcement vendors have steadily upgraded their ability to detect copyright infringements online. Over the past three years, we have seen the emergence of a robust, competitive market aimed at providing enforcement services to copyright owners. Today, firms like Markely, MarkMonitor, and Dogan offer their detection services to copyright owners and their industry associations. This has made it cheaper and easier for copyright owners both large and small to send notices to service providers.

The increasing volume of takedown notices demonstrates the continued relevance and effectiveness of the DMCA’s notice-and-takedown regime. Copyright owners are using the process ever more intensively, suggesting that they continue to find it valuable. As copyright owners and enforcement vendors continue to deploy new technologies to identify uses of their works online, we expect the cost per notice to continue to drop, and takedown volumes to concomitantly increase. This suggests that the notice-and-takedown aspect of the DMCA’s safe harbors will continue to be a vital part of the efforts to battle infringement online.

Google has also made extensive efforts to make it easy to submit takedown notices, whether on behalf of a multinational entertainment company or an individual artist. So, for example, Google maintains a public web form in multiple languages where anyone may submit DMCA takedown notices 24 hours a day by answering a simple set of interactive questions. This is supplemented by
“trusted submitter” programs to accommodate the needs of rightsholders and enforcement vendors who use automated means to submit large numbers of notices for products like Search, YouTube, Blogger, and Picasa. And, of course, Google has never charged copyright owners, whether large or small, to submit or process a DMCA takedown notice. As a result of these efforts to make the process easy to use for as many copyright owners as possible, during 2013, Google received DMCA notices from thousands of different submitters, from nearly every country on the globe, in 70 different languages.

Unfortunately, Google also has experience with abuses of the DMCA’s notice-and-takedown system. Here are just a few examples:

- A poet sent repeated takedown notices targeting criticism and commentary relating to the poet’s online copyright enforcement efforts.
- A physician claiming a copyright in his signature sent a takedown notice aimed at a document related to the suspension of his license to practice medicine.
- Major broadcast news networks sent takedown notices targeting videos from the McCain-Palin campaign that included brief excerpts from news footage, just weeks before the 2008 presidential election.
- A major soft drink company sent a takedown notice targeting a YouTube news channel for including excerpts from a commercial in its critical coverage of that commercial.

These are only a sample of the troubling takedown notices that Google receives, often repeatedly from the same vexatious submitters.

In enacting the DMCA safe harbors, Congress included provisions intended to deter abuse, including a “counternotice” process whereby a user could contest a takedown directed at his or her content and an affirmative cause of action against those who include misrepresentations in their notices. While these provisions are valuable, they have not proven sufficient to deter those who try to use DMCA notices, not to protect copyright interests, but instead as a pretext for censorship or to interfere with legitimate competitors.

As the volume of removal notices continues to rise, detecting inaccurate or abusive notices continues to pose a challenge. Google invests continuously in engineering and machine learning solutions to address this challenge. Our inclusion of data regarding the DMCA notices we receive in our Transparency Report has also proven useful in detecting abusive notices, enabling journalists, webmasters, and other interested members of the public to identify and respond to ungrounded takedowns.

Beyond the DMCA Safe Harbors
While the DMCA safe harbors have proven themselves to be effective and valuable for service providers and copyright owners alike, they are not, by themselves, a complete solution to the problem of copyright infringement online. Piracy has been a challenge online, and Google takes that challenge seriously. Accordingly, Google has invested in many measures that go beyond the requirements of the DMCA.

For example, Google has invested more than $60 million to date on the development of Content ID on YouTube. With this system, rights holders are able to identify user-uploaded videos that are entirely or partially their content, and choose, in advance, what they want to happen when those videos are found.

This is how it works: Rights holders deliver to YouTube reference files (audio-only or video) of content they own, metadata describing that content, and policies describing what they want YouTube to do when it finds a match. YouTube compares videos uploaded to the site against those reference files. Our technology automatically identifies the content and applies the rights holder's preferred policy: mask, monetize, or block. Copyright owners have “claimed” more than 200 million videos on YouTube with the help of Content ID.

Thanks to the options that Content ID affords to copyright owners, it’s not just an anti-piracy solution, but also a new business model for copyright owners and YouTube alike. The vast majority of the more than 4,000 partners using Content ID choose to monetize their claims, rather than block their content from appearing. Content ID is good for users as well. When copyright owners choose to monetize or track user-submitted videos, it allows users to remix and upload a wide variety of new creations using existing works.

While Google is proud to have developed and deployed Content ID, it is important to note that Content ID is not a one-size-fits-all solution for every sort of service or all kinds of service providers. So, for example, YouTube could never have launched as a small start-up in 2005 if it had been required by law to first build a system like Content ID. Nor does such a system work for a service provider that offers information location tools (like search engines and social networks) but does not possess copies of all the audio and video files that it links to. And, of course, Content ID is not perfect, sometimes mistakenly attributing ownership to the wrong content and sometimes failing to detect a match in a video.

The DMCA safe harbors have succeeded precisely because they do not attempt to impose detailed technology mandates on the rapidly evolving world of online technologies and service providers. Instead, they provide a floor of legal certainty for service providers large and small, upon which content owners and service providers can build further voluntary measures.
For Search, Google is proud that, for the vast majority of media-related queries typed by users each day, our search results point to authorized content. This is a significant achievement considering that we receive more than a billion queries each day, in dozens of languages, and 15% of those queries have never been searched on Google before.

This nevertheless leaves the tiny proportion of infrequently typed queries where there is still more work to be done. As described above, the DMCA's notice-and-takedown procedure is one important element in the effort to address these remaining results. It is only with the help of copyright owners that we can identify which results are infringing and remove them.

In addition to removing pages from search results when notified by copyright owners, Google also factors in the number of valid copyright removal notices we receive for any given site as one signal among the hundreds that we take into account when ranking search results. As a result, sites with a relatively high number of valid removal notices may appear lower in search results. Google is the only search engine that has implemented such a demotion signal in its ranking algorithm, and we believe that this ranking change should help users find legitimate, quality sources of content more easily.

Our experience with the demotion signal, however, has taught us that it will only succeed if there are better, legitimate results to show above those that have been demoted. There is work to be done on this score, and we have been actively engaged with the motion picture and music industries to explore how we can encourage legitimate sites to take the necessary "search engine optimization" (SEO) steps to that will allow those sites to appear in search results above unauthorized sources. We look forward to continuing our work, in collaboration with other stakeholders, to further evolve and enhance the demotion signal.

We also believe that there are more effective ways to strike at the root causes of piracy online, in hopes of getting ahead of the whack-a-mole problem.

The best way to battle piracy is with better, more convenient, legitimate alternatives to piracy, as services ranging from Netflix to Spotify to iTunes have demonstrated. The right combination of price, convenience, and inventory will do far more to reduce piracy than enforcement can.

The music industry has demonstrated the effectiveness of this approach by licensing a variety of music services including free, advertising-supported streaming services (like Spotify and Pandora), download stores (like iTunes), and on-demand subscription products (like Google Play Music All Access). A survey recently released by the Swedish music industry shows that since 2009, the number of people who download music illegally in Sweden decreased by more than 25


The best strategy for reducing the demand for unauthorized versions of movie content still in theaters is to provide consumers with authorized online movies for rent or purchase.

Google is not just waiting for others to do the work. Across our product line, we are also heavily invested in bringing new, authorized sources of content to consumers. Whether it is music videos and video rentals on YouTube, movie and TV downloads on the Google Play store, or unlimited on-demand streaming music on Google Play Music All Access, Google is racing to be part of the mix of compelling services that are luring consumers away from unauthorized alternatives.

Until these compelling legitimate alternatives have fully displaced pirate sites, however, there is more that needs to be done. We have long said that the most effective way to combat rogue sites that specialize in online piracy is to attack their sources of revenue. These sites are almost exclusively for-profit enterprises, and so long as there is money to be made by their operators, other anti-piracy strategies will be far less effective.

As a global leader in online advertising, Google is committed to rooting out and ejecting rogue sites from our advertising services. Google continues its efforts, both proactive and reactive, to detect and act against advertisers and web publishers who violate our policies against copyright infringement. Since 2012, we have ejected more than 13,000 sites from our Adsense program, the vast majority of those caught by our own proactive screens.

In April 2011, Google was among the first companies to certify compliance in the Interactive Advertising Bureau’s (IAB’s) Quality Assurance Certification program, through which participating advertising companies will take steps to enhance buyer control over the placement and context of advertising and build brand safety. This program will help ensure that advertisers and their agents are able to control where their ads appear across the web.

In July 2013, Google worked with the White House’s Office of the U.S. Intellectual Property Enforcement Coordinator (IPEC) and other leading ad networks to participate in Best Practices and Guidelines for Ad Networks to Address Piracy and Counterfeiting. Under these best practices, ad networks will maintain and post policies prohibiting websites that are principally dedicated to engaging in copyright piracy from participating in the ad network’s advertising programs. By working across the industry, these best practices should help reduce the financial incentives for pirate sites by cutting off their revenue supply while maintaining a healthy Internet and promoting innovation.

Conclusion

The DMCA safe harbors are now more than 15 years old. While they are not perfect, they have proven to be a remarkable success at their stated aim — to encourage investment in internet technologies by reducing the uncertainties created by copyright law, while also giving copyright owners new tools to address infringement online.

There is also a new context. The entertainment and culture industries have begun to adapt to the digital environment and are partnering with technology companies to sell and distribute their media. Services like YouTube, iTunes, Netflix, Google Play, Amazon, Hulu, and hundreds other are making content available legally online. This would not have been possible if Internet platforms, the very companies helping drive digital revenue to the creative industries, had faced existential threats from copyright litigation.

In short, the balance struck by the DMCA is working: the legitimate online platforms made possible by the DMCA safe harbors are today driving billions of new dollars to the entertainment industries every year. There is every reason to think that this virtuous cycle will only be reinforced as today’s fledgling internet startups become tomorrow’s global online platforms.

Google, like many other service providers, has built additional voluntary measures to combat piracy on top of the requirements set down by the DMCA safe harbors. This combination of “rules of the road” and evolving voluntary initiatives has proven itself to be an engine of economic growth and technology innovation for more than 15 years, while simultaneously
affording rightsholders new ways to combat infringement online.

Today, we have an opportunity to build on the model that has allowed the U.S. digital economy to flourish. As Congress considers trade treaties and other agreements with countries across the world, it should advocate for provisions reflecting the safe harbors that have become a pillar of U.S. law. Continued commitment to the principles set out in the DMCA provisions are a key part of keeping the American internet industry at the forefront of the global economy in the 21st century.

Thank you for your attention and the opportunity to contribute our views.
Mr. COBLE. Thank you, Ms. Oyama.
Ms. Schneider?

TESTIMONY OF MARIA SCHNEIDER, GRAMMY AWARD WINNING COMPOSER/CONDUCTOR/PRODUCER, MEMBER OF THE BOARD OF GOVERNORS, NEW YORK CHAPTER OF THE RECORDING ACADEMY

Ms. SCHNEIDER. Chairman Goodlatte, Chairman Coble, Ranking Members Conyers and Nadler, and Members of the Subcommittee, my name is Maria Schneider. I am a composer, bandleader, and conductor based in New York City, a three-time Grammy-winner in the jazz and classical genres, and a board member of the Recording Academy’s New York Chapter. The Recording Academy is the trade association representing individual music creators. I am deeply honored to speak with you this morning about my personal experiences with the notice and takedown provisions of the DMCA.

I come here as an independent musician in the prime of my career, grateful for a steadily growing fan base and critical acclaim. But my livelihood is threatened by illegal distribution of my work, and I cannot rein it in.

The DMCA creates an upside-down world in which people can illegally upload my music in a matter of seconds, but I must spend countless hours trying to take it down, mostly unsuccessfully.

It as a world where the burden is not on those breaking the law, but on those trying to enforce their rights. It is a world with no consequences for big data businesses that profit from unauthorized content, but with real-world financial harm for creators.

Like most artists, I love technology. I became a pioneer in online distribution when my release “Concert In the Garden” became the first Internet-only album to win a Grammy, and it also heralded the age of fan funding.

Yet today, I struggle against an endless number of Internet sites offering my music illegally. After I released my most recent album, I found it available on numerous file-sharing sites. I am an independent artist, and I put $200,000 of my own savings on the line and years of work for this release, so you can imagine my devastation.

Taking my music down from these sites is a frustrating and depressing process. The DMCA makes it my responsibility to police the entire Internet on a daily basis. As fast as I take my music down, it reappears again on the same site, like an endless whack-a-mole game.

The system is in desperate need of a fix, and I would like to propose three commonsense solutions.

First, creators of content should be able to prevent unauthorized uploading before infringement occurs. We know it is technologically possible for companies to block unauthorized works, as YouTube already does this through its Content ID program. But every artist should be entitled to this service, to register their music once and for all. Just like the successful “do not call” list, creators should be able to say “do not upload.” If filtering technology can be used to monetize content, it can also be used to protect it.

Second, the takedown procedure should be more balanced. Most of my fans who upload my music probably have no intention of...
harming me. But to upload my music, one simply has to click a box. On the other end of the transaction, I must jump through a series of hoops, preparing a notice for each site, certifying documents under penalty of perjury, and spending hours learning the sites’ unique rules for serving the notice. Creators should have a more streamlined, consistent process to take content down.

Internet services should be required to put consumers through a series of educational steps to help them understand what content can be lawfully uploaded. If consumers had to go through a more robust process to upload others’ content, the system would be more efficient for everyone.

Third, takedown should mean stay-down. Once a service has been notified of an infringement, there is simply no excuse for the same work to show up again and again on the same site.

Mr. Chairman, my fellow creators and I have an important job. We create art, the fabric of life for our citizens. It is our greatest ambassador to the world. Our Founding Fathers gave authors the right to copy and distribute their own work in order to incentivize creation. It is such a powerful concept that it is in our Constitution.

But I must tell you that the current environment does not fulfill that constitutional mandate. The majority of my time is now spent simply trying to protect my work online. Only a small fraction of my time is now available for the creation of music. So instead of the Copyright Act providing an incentive to create, it provides a disincentive. The simple changes I have outlined would make great strides in fixing a broken system.

Mr. Chairman, our Founding Fathers showed great wisdom in seeking to protect creators. I have hope that you and your colleagues will also show great wisdom in ensuring that this protection will soon apply to the digital age.

Thank you.
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Chairman Goodlatte, Chairman Coble, Ranking Members Conyers and Nadler, and Members of the Subcommittee. My name is Maria Schneider. I’m a composer, bandleader, and conductor based in New York, a three-time GRAMMY-winner in the jazz and classical genres, and a board member of the Recording Academy’s New York Chapter. The Recording Academy is the trade association representing individual music creators. I’m very honored to speak with you this morning about my personal experiences with the notice and takedown provisions of the Digital Millennium Copyright Act, or the DMCA.

I come here as an independent musician in the prime of my career, grateful for a steadily growing fan base and critical acclaim. But my livelihood is being threatened by illegal distribution of my work that I cannot rein in.

The DMCA creates an upside down world in which people can illegally upload my music in a matter of seconds. But I, on the other hand, must spend countless hours trying to take it down, mostly unsuccessfully.

It’s a world where the burden is not on those breaking the law, but on those trying to enforce their rights.

It’s a world with no consequences for big data businesses that profit handsomely from unauthorized content, but with real-world financial harm for me and my fellow creators.

Like most artists, I love technology. I became a pioneer in online distribution when my release Concert In the Garden became the first Internet-only album to win a GRAMMY, and it also heralded the age of fan funding.

But I’m now struggling against endless Internet sites offering my music illegally. After I released my most recent album, Winter Morning Walks, I soon found it on numerous file sharing websites. Please understand, I’m an independent artist, and I put $200,000 of my own savings on the line and years of work for this release, so you can imagine my devastation.

Taking my music down from these sites is a frustrating and depressing process. The DMCA makes it my responsibility to police the entire Internet on a daily basis. As fast as I take my music down, it reappears again on the same site—an endless whac-a-mole game.

The system is in desperate need of a fix, and I would like to propose three common-sense solutions:

**First:** Creators of content should be able to prevent unauthorized uploading **before** infringement occurs. We know it’s technically possible for companies to block unauthorized works, as YouTube already does this through its Content ID program. But *every* artist should be entitled to this service, to register their music once and for all, with no strings attached. Just like the successful “do not call” list, creators of content should
be able to say, “do not upload.” If filtering technology can be used to monetize content, it can also be used to protect it.

Second: The takedown procedure should be more balanced. I am certain that most of my fans who upload my music have no intention of harming me – and probably no knowledge that they are doing so. But to upload my music on most sites, one simply has to click a box saying they acknowledge the rules. On the other end of the transaction, I, the harmed party, must jump through a series of hoops, preparing a notice for each site, certifying documents under penalty of perjury, and spending hours learning the sites’ unique rules for serving the notice. Owners should have a more streamlined and consistent process to take content down.

But balance means Internet services have a responsibility too. They should better educate consumers who upload content, more clearly informing them that it is a violation of law to upload content they do not own. If consumers had to go through a more robust process to upload others’ content, the system would be more balanced and fair.

Third: Take-down should mean “stay-down.” Once a service has been notified of an infringing work, there is simply no excuse for the same work to show up again on the same site.

Mr. Chairman, my fellow creators and I have an important job – we create art that becomes the fabric of life for our own citizens and for people the world over. American music has become the world’s music. Our founders had the foresight to give us the exclusive rights to our works in order to “promote the progress of science and useful arts.” Authors were given the right to copy and distribute their own work in order to incentivize creation.

But I must tell you that the current environment does not fulfill that constitutional mandate. The majority of my time is now spent on activities that allow me some chance of protecting my work online. Only a fraction of my time is now available for the creation of music. So instead of the Copyright Act providing an incentive to create, it provides a disincentive. The simple changes I have outlined would make great strides in fixing this broken system.

Mr. Chairman, our founders showed great wisdom in seeking to protect creators. I have hope and confidence that you and your colleagues will also show great wisdom in ensuring this protection will continue in the digital age.

Thank you.
Mr. COBLE. Thank you, Ms. Schneider.
Mr. Sieminski?

TESTIMONY OF PAUL SIEMINSKI, GENERAL COUNSEL, AUTOMATTIC INC.

Mr. SIEMINSKI. Thank you, Mr. Chairman, Members of the Committee. I am General Counsel of Automattic and appreciate the opportunity to testify to you today about our experiences with the DMCA notice and takedown process. In particular, I would like to talk about ways that we have seen the DMCA process misused and how this misuse can harm companies like us, our users, and especially freedom of expression on the Internet.

Automattic is a small company that has a big impact on the Internet. We operate the popular WordPress.com publishing platform where anyone can create and publish a website for free in minutes. WordPress powers some of the largest media properties in the world, as well as millions of small business websites, law firm homepages, and family blogs that are used to share updates with friends and family. We host more than 48 million websites that receive over 13 billion page views a month, and we reach this huge audience with only 232 employees and one lawyer. That is me.

The DMCA’s safe harbor provisions provide important legal protections to us as a small and growing company, and its systems work reasonably well overall. However, we have recently seen a troubling rise in the misuse of the DMCA takedown process.

The most egregious cases we have seen are notices from those who fraudulently misrepresent that they own a copyright at all in order to strike content from the Internet that they simply don’t agree with. Other examples include DMCA notices sent by companies to remove articles that are critical of their products or copyright holders who send overly broad blanket DMCA notices to take down content even though it is being legally and fairly used.

At Automattic, we do our best to review and weed out abusive DMCA notices, and given our limited manpower, these efforts, on top of the time we spend processing our volume of legitimate notices, take resources away from other important pieces of our business. More importantly, DMCA abuse suppresses legitimate free expression and erodes trust in our system of copyright enforcement overall.

We certainly appreciate the frustrations that rights holders voice about the DMCA system. Piracy is a real issue on the Internet, but we see abuses by those who submit takedown notices as well.

The DMCA gives copyright holders a powerful and very easy-to-use weapon, the unilateral right to issue a takedown notice that a website operator like us must honor or risk legal liability. Under the DMCA safe harbors, the safe thing for an Internet service provider to do is to comply with the notices it receives with no questions asked. Unfortunately, this puts the full burden of defending content on users of Internet platforms who themselves are often small, independent artists, musicians, and amateur publishers. Very often, these individuals don’t have the resources or the sophistication to fight back.

To make matters worse, unlike the large statutory damages that exist for copyright infringement, there are no real deterrents under
the law for misusing the DMCA. So most instances of abuse result in successful takedown of targeted content and on repercussions to the abuser.

The only counter-measure available is an action for misrepresentation under Section 512(f) of the DMCA. We recently joined with some of our users who were victimized by abuses in filing two such lawsuits. These suits were expensive to bring, time-consuming to prosecute, and we expect very little compensation in return. Still, they are the only resource available under the current statute, and the only deterrent that we saw to prevent future abuse.

In closing, the DMCA has succeeded in its goal of fostering a vibrant social Internet on a scale that no one could have imagined. Today you can create a Facebook page, Twitter account, or your very own WordPress website for free. These innovative tools allow anyone to publish a cooking blog, build a business as an independent publisher, or even organize a democratic, grassroots overthrow of an oppressive regime in the Middle East.

The Internet's communication and sharing tools are used by literally billions of people, and all of them grew up under the DMCA. For the most part, the statute has worked to encourage the growth of innovative platforms and businesses like ours, but we should be mindful of the ways that the law doesn't work for everyone and can be abused to suppress the freedom of expression that it has been so successful in fostering.

Automattic is very focused on trying to correct the issues we see in our own corner of the Internet, and I would urge the Committee to keep companies like us and our community of creators in mind as we think about the laws governing copyright on the modern Internet.

I thank you again for the opportunity to talk to you today and I look forward to your questions.

[The prepared statement of Mr. Sieminski follows:]
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Mr. Chairman and members of the Committee, I am General Counsel of Automattic and I appreciate the opportunity to speak with you today about our experience with the notice and takedown provisions of the DMCA. From our point of view, the DMCA process works well overall, but we have also seen first hand how some shortcomings of the current system burden important rights of free expression online and create real costs for companies like Automattic.

About Automattic

Automattic is a small company that has a big impact on the internet. We’re best known as the company behind WordPress, the most popular and fastest growing publishing platform on the internet. Our WordPress.com service allows anyone to create a website, for free, in minutes. It has proved very popular: Automattic now hosts more than 48 million websites on WordPress.com, which range from some of the largest media properties in the world to small personal and family blogs. Our sites attract approximately 400 million visitors and 13.1 billion page views each month. Automattic is able to reach this huge audience with only 231 employees (including only one lawyer), all of whom work in a distributed environment; Automattic employees live in more than 25 US states and almost 30 countries around the world. We work, collaborate and socialize in an online office that’s busy 24 hours a day.

Automattic and the DMCA

Our users publish a massive amount of content to the websites on our network. The vast, vast majority of this content is original work and not subject to any copyright infringement claims. Let me illustrate with some recent data. Last month (February 2014) WordPress.com users created more than 740,000 new websites, made almost 39 million posts to their blogs and websites, and uploaded more than 22 million individual files (which include photos, videos, songs) in the process. In that same month, we received 825 individual DMCA takedown notices - or about one DMCA notice for every 46,000 posts made to a WordPress website.

Though we don’t see large scale copyright infringement on our platform, we fully appreciate and support the rights of copyright creators online. We’re especially attuned to the rights of small, independent creators who make up the bulk of our user base and create troves of their own, original copyrighted content on WordPress.com everyday. As such, we devote a considerable amount of resources to addressing the copyright infringement claims that we do receive, and take great care to comply with our obligations under the DMCA’s notice and takedown system.

From our perspective, the DMCA’s notice and takedown system generally works in practice. The safe harbor provisions of the law are very important to us, and we, like hundreds of other internet service providers, rely on them in publishing the huge amount of online content that our users create. The DMCA provides important certainty that our hosting of user generated content will not lead to costly and crippling copyright infringement lawsuits.

To comply with our notice and takedown obligations, we have a team of seven people who focus on DMCA and copyright issues as part of their jobs. We aim to respond to all inbound DMCA requests within 48 hours, be fully transparent with all parties about the actions we’re taking, and make the process of submitting DMCA notices and counter notices as simple and straightforward as possible.

\(^1\) Further statistics on the usage of the WordPress publishing platform may be found at http://wordpress.com/stats
Having one in house lawyer (me) and this small team to address copyright issues puts us miles ahead of the majority of internet startups who are much smaller than Automattic, but who are also subject to the same DMCA regulations. I'd like to stress that a portion of the resources we put towards our DMCA program are aimed at combating the shortcomings of the notice and takedown system. For example, we spend significant effort reviewing and trying to weed out overbroad and abusive DMCA takedown notices, so that our users' speech isn't needlessly censored. This is a real cost to us, and diverts resources from more productive uses, like improving the products and services we offer our customers.

Though the system generally works in practice, we see, first hand, several shortcomings with the DMCA's copyright enforcement system.

In particular, the DMCA doesn't adequately protect important fair uses of content online and doesn't provide a level playing field for individuals who want to counter takedown notices they receive against their content. Importantly, the system fails to penalize abusive and fraudulent DMCA takedown requests. I can attest to how these flaws in the DMCA system place real burdens on us as an internet service provider, and more importantly, on the free expression rights of the many individuals who trust our services to help them run businesses, publish journalism or express their voices to the world.

DMCA Abuse

At Automattic, we've seen an increasing amount of abuse of the DMCA's takedown process. The DMCA's takedown process provides what can be an easy avenue for censorship: simply send in a DMCA notice claiming copyrights in a piece of content that you don't agree with. Regardless of whether you own the copyright, the service provider that hosts the content must take it down or risk being out of compliance with the DMCA.

Recent cases of abuse have been well documented. For example, we recently filed an amicus brief in support of Stephanie Lenz's lawsuit against Universal Music Group. In that case, Ms. Lenz posted a home video of her young child dancing in their family kitchen to a song by the artist Prince. Soon after posting, Universal Music (Prince's record label) sent a DMCA takedown notice to remove the video, claiming it infringed on their copyright in the music playing in the background.

In our amicus brief, we, along with the internet companies who joined us, outlined many other recent examples of misuse of the DMCA that we've seen on our respective platforms. For example:

- A medical transcription training service using forged customer testimonials on their website submitted a takedown for screenshots of the fake testimonials in a blog post exposing the scam.

- A physician demanded removal of newspaper excerpts posted to a blog critical of the physician, by submitting a DMCA notice in which he falsely claimed to be a representative of the newspaper.

- A model involved in a contract dispute with a photographer submitted a series of DMCA notices seeking removal of images of the model for which the photographer was the rights holder.

- An international corporation submitted DMCA notices seeking removal of images of company

2 Full text of our amicus brief available at https://www.eff.org/files/2013/12/13/osp_lenz_amicus_brief.pdf
documents posted by a whistleblower.

- A frequent submitter of DMCA notices submitted a DMCA notice seeking removal of a screenshot of an online discussion criticizing him for submitting overreaching DMCA notices.

But it was two recent cases of on WordPress.com that really opened our eyes to the issue of abuse.

First: Ivan Oransky and Adam Marcus are experienced science journalists who operate Retraction Watch (retractionwatch.com), a WordPress.com site that highlights and tracks situations where published scientific papers may not be everything they seem. One reader apparently disagreed with a critique published on Retraction Watch - so he copied portions of the Retraction Watch site, claimed the work as his own (by backdating his site to make it appear to be the original publisher) and issued a DMCA takedown notice against the true authors. Relying on the representations of copyright ownership in the DMCA notice, we processed the notice and disabled Retraction Watch’s original content. Retraction Watch promptly filed a counter notice, but their content stayed down for a period of 10 days: the time period mandated by the DMCA, even after the legitimate publisher submits a valid counter notice.

Second: Oliver Hotham is a student journalist living in the UK. Oliver publishes investigative articles on his WordPress.com blog (oliverhotham.wordpress.com). The subject of one of his articles apparently had second thoughts about a press statement he gave to Oliver - so he turned to copyright law to censor Oliver’s site. He submitted a DMCA notice to Automattic claiming copyrights in the press statement that he issued. We processed the DMCA notice and Oliver’s post was removed. Oliver did not feel comfortable submitting to the jurisdiction of a US court and so the post remains disabled today.

These abuses inspired us to join with our users to take action. In November, 2013, Automattic, along with Oliver, Ivan, and Adam filed two lawsuits for damages under Section 512(f) of the DMCA, which allows for suits against those who “knowingly materially misrepresent” a case of copyright infringement.

While there are statutory damages for copyright infringement (even if very minor) there are no similar damages, or clear penalties of any kind, for submitting a fraudulent DMCA notice. The lawsuits that we filed represent the only recourse for abuse of the DMCA takedown process. The lawsuits were expensive to bring, time consuming to prosecute, and promise very little in the way of compensation in return. We brought these lawsuits, alongside our users, to protect their important free speech rights and send the message that abuse of the DMCA process has consequences (at least on WordPress.com). Cases like these are extremely rare, and I’m confident in saying that the users would not have the time, resources or sophistication to bring the suits on their own.

The DMCA system gives copyright holders a powerful and easy-to-use weapon: the unilateral right to issue a takedown notice that a website operator (like Automattic) must honor or risk legal liability. The system works so long as copyright owners use this power in good faith. But too often they don’t, and there should be clear legal consequences for those who choose to abuse the system. I’d urge the

Committee to add such penalties to the DMCA to deter and punish these types of abuses.

Fair Use

Another shortcoming we see in the current takedown regime is an inadequate protection for fair use of copyrighted materials.

The fair use doctrine allows for limited use of another's copyrighted works and underlies a significant amount of the content that's posted to WordPress.com, and across today's social internet. Anytime a blogger uses a portion of a copyrighted book in a book review, or incorporates a screenshot of a company's website in a criticism of that company's products, fair use is at play. This happens thousands of time across the internet and on WordPress.com each day. Fair use is fundamental to the sharing we see on WordPress.com and across the modern, social internet. Anyone has the ability to be a creator and creation on the internet often starts with fair use of another copyrighted work. Without fair use, sharing, creativity and conversation on the internet would be much less interesting and robust.

Unfortunately, fair uses are often the target of DMCA takedown notices. Many times, fair uses are unintentionally targeted by copyright holders (or their third party agents) who simply scan the internet for copyrighted images or text, and issue bulk takedown notices against files that match the database of materials, without regard to how those materials are used. Without adequate, human reviews, to determine if a copyrighted file is being legitimately and fairly used, such bulk notices can create significant collateral damage to freedom of expression. Even more concerning are companies who issue DMCA notices specifically against content that makes use of their copyrighted material as part of a criticism or negative review - which is classic fair use.

The damage done by takedown notices that target fair use is exacerbated by the fact that the counter notice system doesn't work for most internet users (more on that issue below). The end result is that there isn't an effective way, under the current system, for a user on the receiving end of a faulty notice to challenge the removal of their content and have it reinstated.

The DMCA's notice and takedown system should do a better job of taking account of fair use rights. There should be real requirements for copyright holders to consider fair use and meaningful penalties for those who abuse the DMCA takedown process by targeting fair uses of their works.

Counter Notices

To fight back against the faulty, overbroad, or fraudulent DMCA notices I described above, the DMCA provides that a user may challenge the removal of content by filing a counter notice. In our experience, however, this happens very rarely. In February 2013, we received 825 DMCA notices and only 4 counter notices. Other online services report similar statistics.\(^4\)

One key deterrent to contesting a takedown notice is the prospect of statutory damages for infringement. Statutory damages mean that plaintiffs in copyright cases don't have to present any

\(^4\) Twitter, for example, reported receiving more than 5,500 takedown notices over a six month period from January-June 2013. But in that time, it received only six counter notices challenging removal of content. https://transparency.twitter.com/copyright-notices/2013/jan-jun
evidence that they were harmed in order to receive a damages award. This makes damages for infringement highly unpredictable, and in many cases, far out of proportion to the damages caused by an innocent, non-commercial infringement of copyright. Statutory damages represent a deterrent to creativity on the internet, and prevent many internet users from contesting takedown notices against copyrighted content that they had every right to use and publish.

Another deterrent is that the counter notice form itself is complicated and legalistic - many users need to consult a lawyer before completing and submitting the form, and most don't have the time or resources to do that.

Additionally, in the process of submitting a counter notice, users are required to reveal their personal identity and address and agree to be sued in federal court. This doesn't work for the many anonymous bloggers that we host on WordPress.com, who speak out on sensitive issues like corporate or government corruption.

All these factors make filing a counter notice an uphill and potentially very expensive battle. The unfortunate result of this takedown notice process differential is that a massive amount of content is being permanently removed from the internet, even though much of it is lawfully and fairly used.

To address these issues, we should re-examine statutory damages in light of how copyrighted content is being used and shared by individual users on today's internet. Also, the counter notice process can be streamlined and improved.

Conclusion

When the DMCA originally passed in 1998, it wasn't possible to create a Facebook page, Twitter account or your own website, for free, in minutes like you can do on WordPress.com. These innovative tools allow anyone to communicate their vacation photos to the world, build a business as an independent publisher, or even organize a democratic, grass roots overthrow of an oppressive regime in the Middle East. The internet's communication and sharing tools are used by millions of people, and all grew up under the DMCA. For the most part, the statute has worked to encourage the growth of innovative platforms and businesses. The United States is now home to the most thriving and advanced internet companies in the world.

At the same time, there are some important flaws in the DMCA takedown process. Particularly, the DMCA doesn't adequately protect fair use rights that are a key driver of the growth of the modern social internet. Also, the DMCA doesn't provide average internet users or service providers adequate protections against abuse of the notice and takedown system - though copyright law does impose draconian statutory damages for even minor infringements.

From the point of view of the service provider, the safe thing to do is to process all DMCA takedown notices that we receive, without reviewing them for abuse or attempting to do a fair use defenses. The DMCA provides an attractive legal safe harbor for service providers if we follow the takedown process to the letter. Unfortunately, this process puts the full onus on the user to assert their legal rights to content and very often, they choose not to do so because of the risks and expense involved. At Automattic, we do our best to review the takedown notices we receive and in some cases, question and push back on takedown demands that we see as outright abuse or clearly targeting a fair use of copyrighted content. The problem is that each time we question a DMCA notice, or delay our
processing of it to investigate further, we risk stepping outside of the DMCA’s safe harbors and subjecting ourselves to a possible infringement claim.

In short, the copyright problem we see on WordPress.com isn’t that too little copyrighted content is being removed from the internet, instead, the huge amount of legitimate, user generated, original content we see on our platform has led to instances of overbroad copyright enforcement, as well as outright abuse of the DMCA. These flaws and abuses have the effect of limiting freedom of expression and we should all do our best to try to correct and prevent them.

Our users are small, independent creators, amateur journalists and publishers of all types. A large and growing number of them are located outside of the United States. Many of these individuals do not enjoy freedom of expression in their home countries, but they’re able to find it on WordPress.com and on hundreds of other US based services on the internet - all of which are subject to the provisions of the DMCA. We’re very proud of the platform that we’ve created, and of the creators who are able to express their voice through our services. I’d urge the Committee to keep Automattic and our community of creators in mind as we think about the laws governing copyright on the modern internet.

Thank you again to the Committee for the opportunity to share my views on these important issues and I look forward to your questions.

* * * * *

Paul Sieminski is General Counsel for Automattic Inc., the company behind WordPress.com. As General Counsel, Paul oversees Automattic’s global legal affairs, including copyright and intellectual property enforcement and policy. Paul received his B.S. in Business Administration from Georgetown University and law degree from the University of Virginia School of Law.
Mr. COBLE. I thank all of the witnesses for your contribution today. I commend you that you did not abuse the 5-minute rule, and for that we are appreciative. We will try not to abuse it on our end, as well.

I will start with Professor O'Connor. Professor, your testimony suggests several changes to Title 17 to modernize its impact. To the extent that changes are warranted, should such changes be written in detail or left to broad parameters in order to account for the future technological changes?

Mr. O'CONNOR. Yes, thank you for your question, Chairman Coble. I am always a little nervous about getting too detailed in a statute because, as you mentioned, technology will change. That is why in the first stage of my first proposal I suggested again that we have a voluntary stakeholder process to try to come up with it, and only if that doesn't happen to then move on to some changes. I know that the USPTO and the Copyright Office are both trying to work through some of these voluntary arrangements. It could very well be that Congress could do a change to the statute that would then authorize the Copyright Office to then do some regulations around it.

Mr. COBLE. I thank you, Professor.

Mr. Doda, should there be a numerical threshold of notices or other measures above which ISPs are required to undertake more action related to online infringement and below which ISPs' obligations should be more limited?

Mr. DODA. Thank you, Chairman Coble.

Mr. COBLE. Pull that mic a little closer to you, Mr. Doda, if you will.

Mr. DODA. We do not think there should be limits on the number of notices so long as, of course, the notices are issued in good faith and there is sufficient vetting that the copies are infringing. We would not support limits on the number of notices.

Mr. COBLE. I thank you, sir.

Mr. Sieminski, do you think that the provisions currently in Section 512(f), which create liability for damages, costs and attorney fees in the case of misrepresentations, is notice to adequately protect against the likelihood of abusive takedown notifications? How have courts interpreted this provision?

Mr. SIEMINSKI. Thank you for the question, Mr. Chairman. And I think the answer is we don't really know, and I think the reason is the volume of cases that have been brought under 512(f) have been so low. The reason for that is there is just a great imbalance of power between, I think, those that are sending the notices and those that are receiving them. By that I mean the companies that are sending takedown notices are often big corporations. The people on the receiving end are often individual users. So in order to bring a case, we have only seen a few of them, and I think we, as I mentioned in my testimony, brought a couple recently alongside our users. Without, I think, our intervention, those cases would not have been brought.

So I think the number of cases that we have seen and the amount of case law we have on 512(f) is just very small, so it is very hard to say.

Mr. COBLE. Thank you, sir.
Professor Bridy, should Congress create incentives for voluntary systems to be created to address infringement? And if so, what types of incentives would be most appropriate?

Ms. BRIDY. Thank you, Chairman. I think that the market has created sufficient incentives as evidenced by the fact that we have seen some really meaningful voluntary agreements entered into recently. I think also, at the behest of the Office of Intellectual Property Enforcement Coordinator, which has taken a role in trying to encourage these voluntary best practices agreements. One, as I think you may have mentioned, is the Copyright Alert System between copyright owners and ISPs, Internet access providers. We have also seen some voluntary best practices agreements with ad networks, as Ms. Oyama discussed. (Google has entered into that voluntary best practices agreement.) And also payment processors, online pharmacies.

So I think that the industries have been working together cooperatively without statutory incentives to do so. So I am not sure they would be necessary. Thank you.

Mr. COBLE. Thank you, Professor.

Ms. Schneider, are there other areas besides technical measures that Congress could create incentives to reduce infringement?

Ms. SCHNEIDER. I think that all I have come up with, my ideas, are the three points that I have put forth here, and I think those kind of measures, maybe lawyers are better equipped—we have five of them here—to come up with that. I don’t know.

Mr. COBLE. Does anybody else want to weigh in on that?

[No response.]

Mr. COBLE. If so, I see the red light has been illuminated, so I will recognize the gentleman from New York, Mr. Nadler.

Mr. NADLER. Thank you, Mr. Chairman.

Ms. Oyama, we have heard that one of the biggest problems, maybe the biggest, certainly from the content provider’s point of view, is the whack-a-mole problem. You serve notice on an infringing thing, it gets taken down, it reappears instantly, and this can go on over and over and over again, and you never catch up.

Professor O’Connor suggested a notice and stay-down procedure. Would you comment on that proposal as a solution or a possible solution to the whack-a-mole problem?

Ms. OYAMA. Yes, thank you. I think all service providers are also very sensitive to this issue because the service providers haven’t done anything wrong, and we are also working extremely hard to rid our systems of any of this type of bad content. And I understand why the notion of a stay-down notice and stay-down might be attractive.

I think you really have to look across the products. I think Congress got it right. When they created the DMCA, they did not impose these types of pre-filtering and pre-monitoring obligations on service providers. So companies like Facebook, Twitter, Google, we can allow our users to post content in real time without having to filter every comment and tweet.

I also think we have to think about the scale of the entire Internet. So there are something like 60 trillion web addresses, and almost anything on the Internet can be copyrighted.
Mr. NADLER. Let me focus in a bit more. Ms. Schneider writes a song. That song is improperly posted. She sends you a takedown notice. You take it down. Somebody else immediately re-posts the exact same song. Is there the technology so that, having received a takedown notice on that song or that nursing exam or whatever and taken it down, that the moment someone re-posts exactly the same thing it can be automatically taken down again? That is what I take it you mean by “stay-down.”

Ms. OYAMA. The notice and takedown system is the best system for that because the copyright owners themselves are the ones—they know what they own, not the service providers. They know where it is authorized and where it is not.

Mr. NADLER. They have notified you, somebody has notified you that this song is unauthorized. You have taken it down. The exact same song gets re-posted. You don’t need a second notice. Is the technology available, and is it easy to use or terribly hard to use, so that you could say that the moment something that has already been taken down gets posted in exactly the same thing, it automatically doesn't go up or it gets taken down automatically without the necessity of a second takedown notice? Is that practical?

Ms. OYAMA. It depends on the platform. It is not practical as a technical mandate on all service providers because if somebody says this is my song and it can only be on two sites, everything else has to stay down, that does not account for fair uses in U.S. law. Members have content of news clips that go up on their websites. There is a lot of different uses for content, and the intermediaries in the middle don’t actually know who are the rights owners and where is the content allowed to be.

So this notice of the cooperative approach, where we get a notice and it comes out as the right way, I think there have been some great models in the private sector. On YouTube, because we have Content ID, because these are hosted platforms, we have copies of all of the files that are uploaded, we have copies of reference files, businesses can build on top of that and build new systems.

In our hosted platforms, there is a way rights holders in advance can give us their files and tell us before anything goes up what they want to have happen.

Mr. NADLER. Okay. Thank you. Thank you very much.

Professor O'Connor, Congress also did allow for red-flag knowledge triggering obligations. So at what point should repeat notices trigger some obligation on providers’ part? And in answering that question also, if you feel it is advisable, you might want to comment on Ms. Oyama’s answer to my question about your proposal.

Mr. O'CONNOR. Thank you, thank you. The issue on the red flags is the way the courts have been addressing it is to use this doctrine of willful blindness, but willful blindness is not in the statute. So we are seeing quite a division among the courts. So I think that what would be very helpful is for Congress to decide on policy, on what willful blindness should mean, and then put it into the statute.

I would also then respond respectfully to Google about the situation with identifying content with my own anecdote, which is that I had videos where I was demonstrating copyright, about how songwriters should think about copyright, using my own guitar, al-
though not playing bluegrass but playing ZZ Top songs. I had posted it on YouTube, and very quickly it was taken down.

I was impressed. First I thought that it was because of my rendition of ZZ Top’s La Grange the electronic algorithm picked it up, but I think it was because I also played a little recorded snippet.

So again, the important thing is that those kinds of fair use transformative uses, those are a different category. I think the technology—as I am not at Google, so I certainly can’t speak for them. But I believe, from my experience, the technology is strong enough to recognize that here is the entire song. So again, if it has been already noticed and taken down, then that could stay down.

Mr. NADLER. Thank you.

Mr. COBLE. The gentleman’s time has expired.

Mr. GOODLATTE. Mr. Chairman?

Mr. COBLE. Chairman Goodlatte?

Mr. GOODLATTE. Thank you, Mr. Chairman, and I want to thank everyone on this panel. It is an excellent panel of witnesses and excellent presentation of a number of ideas.

About 16 or 17 years ago, then-chairman of the Judiciary Committee, Henry Hyde, asked a relatively junior Member of the Committee to sit in a very hot hearing room—it is no longer a hearing room; I think staff has to use that room now—with about 30 representatives of various interests on this issue, content community representatives and Internet service provider and technology community representatives, and some with a foot in both camps. I was that junior member, and I had literally no idea what I was getting into.

But my job was not to figure out how to solve this problem of getting great content onto the Internet in a digital format but to keep everyone in that room until we succeeded. All of these representatives succeeded in coming up with the notice and takedown provisions and the safe harbor, which were incorporated into the DMCA.

So now, nearly two decades later, how does one measure the success of Section 512? Is it by, as some might suggest, the number of notices sent, or is it, as some others might suggest, by the amount of infringing content that not only is taken down but stays down, or by some other measure?

Let me start with you, Professor O'Connor.

Mr. O'CONNOR. Thank you, Chairman Goodlatte. And again, I want to make very clear that we all very much appreciate the work that was done to put Section 512 in place in the first place. It has on many counts for many years been very successful.

Mr. GOODLATTE. I have a very limited amount of time, so can you get to the question? What is the best measure of success?

Mr. O'CONNOR. Okay. I think the best measure of success is whether it is a balance between the parties, whether you have artists feeling like they can, in fact, get their material taken down and it stays down and that they don’t have to engage in the whack-a-mole.

Mr. GOODLATTE. Professor Bridy?

Ms. BRIDY. Thank you. I think the best measure of success is in terms of empirical numbers about the growth of the Internet and
... abuse of the current notice and takedown system is very rare and the issue is used as a distraction from the real issue of rampant online infringement. Congress should focus its efforts in this area of the law on making the notice and takedown process meaningful and effective for creators and copyrights owners.

Mr. Goodlatte. Ms. Oyama, I want to come at the issue that the gentleman from New York was asking about but from a different perspective. Should ISPs be required to respond differently to a takedown notice when it is the 50th or the 50,000th notice of the same content?

Ms. Oyama. I think generally you want to have a consistent set of obligations. So we have YouTube. We have over 100 hours of content that is uploaded in an hour, a vast amount of content. We need to know each time whether the use is appropriate or not. So just looking at the specific quantity wouldn’t be enough.

Mr. Goodlatte. Mr. Doda?

Mr. Doda. Certainly in some circumstances. I think the key is that one size does not fit all, and I think my written statement and Google’s written statement share that sentiment. Where sufficient matching can occur, I think it is appropriate for stay-down. So Google provides, as I understand it, flexibility through the Content ID system, that when sufficient matches occur, they can either be monetized or the rights holder can direct that they be taken down. So I think it is a question of collaboration and coordination in order to achieve that goal.

Mr. Goodlatte. All right. And the last question I want to ask I will let all of you answer, and that is on this whole issue of whether appropriate penalties exist for those who abuse the notice and takedown system. So I will start with you, Mr. Sieminski. Do you think appropriate penalties exist? And if not, what should the penalties be?

Mr. Sieminski. I would say, from our standpoint, I would say no, just because of the volume of these abusive notices that we are seeing and really just the fact that——

Mr. Goodlatte. Do you have a solution? Because I am down to a minute, and I have five more people to answer.

Mr. Sieminski. No. I mean, I think we have statutory damages for copyright infringement. We should have——

Mr. Goodlatte. Something like that.

Ms. Schneider?

Ms. Schneider. I think that if the proper things are in place to keep improper uploading, once it is up and I say it is down and it goes down, we don’t have to worry about punishing people because there are stops to bad Internet behavior.

Mr. Goodlatte. But you would say there are not adequate penalties now?

Ms. Schneider. Absolutely not, because——

Mr. Goodlatte. Ms. Oyama?

Ms. Oyama. I think we want to incentivize transparency. We have Google’s copyright transparency report by showing actually which sites are targeted and who is sending them. That has helped, I think, everybody in the system figure out who are the best ven-

---

*The witness inserts the following text to complete her response:

... abuse of the current notice and takedown system is very rare and the issue is used as a distraction from the real issue of rampant online infringement. Congress should focus its efforts in this area of the law on making the notice and takedown process meaningful and effective for creators and copyrights owners.
dors here, how does automation help, and then who are the bad actors. News reporters have looked at this, as well. That constantly improves the system to make it more efficient and more accurate.

Mr. GOODLATTE. Mr. Doda?

Mr. DODA. First I think that it has to be placed into context. The number of abuses and mistaken notices are exceedingly, exceedingly rare.

Second, I think the statute itself, as I understand it through the counter-notification process, already provides that if a response to the counter-notification is not made, that in fact the content can be put back up.

In terms of 512(f), we are certainly in support of a level playing field in terms of abuses being addressed, whether it is in the nature of an abuse of a notice or an abuse of a counter-notice.

Mr. GOODLATTE. Mr. Chairman, I know my time has expired, but if we could allow Professor Bridy and Professor O'Connor, I would like to hear them.

Mr. COBLE. Without objection.

Ms. BRIDY. I think the remedies that currently exist are not adequate, and I think statutory damages or some enhanced measure of damages might be appropriate.

Mr. O'CONNOR. I think that they are adequate now for the abusive notices, as we have seen in some of these cases where services have denied actually taking down things.

Mr. GOODLATTE. Thank you very much.

Thank you, Mr. Chairman.

Mr. COBLE. The gentleman’s time has expired.

The distinguished gentleman from Michigan, Mr. Conyers.

Mr. CONYERS. Thank you, Mr. Chairman.

I congratulate all of the witnesses on their testimony. It has been very important.

But since I don’t question Grammy winners too often, I would like to ask Ms. Schneider and attorney Doda about 512 that places primary burden of finding online infringement on rights holders, and because of the rapid increase and availability of infringing material we have gone through some changes, and I noticed that we got two recommendations from Professor O’Connor, and then we had two more recommendations from Professor Bridy, and then we got three recommendations from Ms. Schneider.

What do you think of these? How do we ensure, especially for the smaller artists and musicians and businesses? Because those are the ones I am mostly concerned with, because the big corporations are going to usually take care of themselves. But give me any views that you have on this kind of an approach, and then I will open it up for everyone else.

Ms. SCHNEIDER. I would like to share with you what I encounter on the Internet when I find an abuse.

Mr. CONYERS. Please do.

Ms. SCHNEIDER. This is what it takes and what typically you see when you upload material. [Witness holds up poster.]

Now, you probably can’t read it, and actually you can barely read it when you are on a computer either. It has a little thing you can click talking about Terms of Use or something. But basically, it says nothing about accountability whatsoever.
Now, when I find the abuse, this is what I am given. [Witness holds up poster.]
It is in larger print from the same site. I have not enlarged the print. This is telling me all the hoops I must jump through in order to take it down.

Mr. CONYERS. Quite a few?
Ms. SCHNEIDER. Yes, I will say so. It is pretty frustrating.
Now, I will say, I want to congratulate YouTube because the takedown procedure is such a relief now. It is just so much better, but there is one issue. I took down something the other day, and now this is what the link sends to you. [Witness holds up poster.]
Can you read it? It says, “This video is no longer available due to a copyright claim by Maria Schneider,” and then there is a sad face. Now, I find that that is designed to turn animosity toward me. That is, you know, when you put something up on YouTube, all you have to do is put a user name. I don't know who the person is. And now suddenly I have been exposed as the meanie. I think this should absolutely be changed. But otherwise, I like their take-down procedure. It is much better. I think they need work when people upload. It needs to be very robust.

Mr. CONYERS. Attorney Doda? Thank you.
Mr. DODA. Thank you, Mr. Conyers. We accept that the onus is on the rights holder at the outset. I think one way to reconcile the relative burdens when you are dealing with a large corporation with resources or an individual creator obviously diverted from their creative endeavors if they have too much of a burden is, again, through the filtering process, and I would endorse what Ms. Schneider suggested, which is a contribution appropriately verifying that she owns a work, a contribution to a referential database, for example.
I think another factor would be if a notice is sent and there are no counter-notices or objections and it is deemed valid, that her work should stay down. In terms of the difficulties that individuals have in navigating the notice requirements and the shame, if you will, I think those types of issues are properly addressed in a process like the PTO, as I understand, is undertaking to discuss the nuts and bolts, if you will, of the takedown system and improvements that can be made.

Mr. CONYERS. Well, do you think, in closing, that the smaller artists, the non-Grammy winners, the musicians and businesses, aren't they even in a more restricted position than other more successful people in the field, Professor O'Connor?
Mr. O'CONNOR. Yes, I think they are. If you are a smaller artist, you are a small web startup, you don't have the compliance staff to try to get in the middle of the notice and takedown ping-pong match. That is why I do think that if we could have tools made available at reasonable cost to help them, again to stay-down the really infringing stuff, it would take down the volume and they wouldn't have to have a compliance staff of that magnitude.

Mr. CONYERS. That is where I am going to put my emphasis, out of all of the things that I have heard in this hearing, and I thank all of the witnesses.
I thank the Chairman.
Mr. COBLE. Thank you, Mr. Conyers. Your time has expired.
The gentleman from Ohio, Mr. Chabot, is recognized for 5 minutes.

Mr. CHABOT. Thank you very much, Mr. Chairman. I thank you for holding this hearing. I think it has been very good so far, and I want to applaud, first of all, the efforts of Google and other online service providers, what they have done to address the copyright infringement by voluntarily working with content providers. The development of the content idea in similar systems is a testament to a free-market solution, protecting the interests of copyright owners, certainly not perfect, and businesses alike.

This is a step in the right direction, but there is obviously still a lot more to be done, as we have heard here this morning. Only a collaborative effort between the content service providers, payment processors, and advertisers will ensure the development of a more finely-tuned technical system. It is my belief that the best solutions to this problem will be developed not by the government but rather by free-market collaboration.

Clearly, copyright infringement takes an economic toll on both content and service providers alike. For example, Ms. Oyama, you mentioned that YouTube could never even have launched as a startup back in 2005 if it had been required to implement a Content ID system. In what ways and methods has this negatively impacted your businesses and other startup-type companies, and how has copyright infringement stunted growth and development for other online startups? And finally, what collaborations do you hope to see as you move toward a technological solution in addressing copyright infringement?

Ms. OYAMA. Thank you. It is something that all providers face, as well as a challenge. It is something at Google we spend tens of millions of dollars investing systems to root out infringers and eject them from our services. But I think the overall picture is extremely positive, and the DMCA has provided a foundation of legal certainty that has allowed online services to thrive, and then it has also created an incentive to innovate, and we have a lot of mutual business incentives.

So today on YouTube, we have licenses with all the major labels and all of the studios, and we have worked together to build a system of Content ID where rights holders now, when a user uploads content, rights holders can decide what to do. So they can remove it or they can monetize it. Actually, more often than not, the majority will actually now choose to leave the content up and share in the revenue. So they get the majority of the revenue as the rights holder, and then the user gets to keep their content up, and the platforms are also doing well and able to share this.

So I think incentivizing those kind of business partnerships and collaborations so that everyone can kind of grow this pie together and get more content out there with users is the right way to go.

Mr. CHABOT. Let me ask you another question. You had mentioned that you had identified and gotten rid of 73,000 rogue sites. Over what time period was that again?

Ms. OYAMA. Those were in the last 2 years, ejected from our advertising programs.
Mr. CHABOT. The last 2 years? How many of those would you estimate were outside the U.S., originated outside the U.S. versus in the U.S.?

Ms. OYAMA. A large, large number are internationally based.

Mr. CHABOT. Okay, so outside the U.S.

Ms. OYAMA. It’s a mixture.

Mr. CHABOT. The vast majority would you say?

Ms. OYAMA. I would have to go back and check on the percentage.

Mr. CHABOT. Okay, if you wouldn’t mind at some point, I would be interested in seeing that.

Ms. OYAMA. Sure.

Mr. CHABOT. Ms. Schneider, let me ask you, if I can, I understand and sympathize very much with what you are saying. I think there are a lot of other people out there, maybe college students, maybe younger people, and older people as well, who sort of look like a lot of people in your position as being, well, they are really wealthy and they ride around in limos, and I am just a poor college student and I am really not hurting anybody, and this may be an opportunity for you—and you have, I think, quite eloquently thus far, but is there any message that you would like to say on the other hand, that there is another side to this?

Ms. SCHNEIDER. You mean about the young college student? First of all, I am not driving a limo, you know. I am still $100,000 in debt, and that three-time Grammy-winning album that I made that should have long paid for itself if it wasn’t being pirated all over the Internet. And I do talk to young students all the time when I teach in business conferences at colleges. They ask how can I have what you have, and a lot of the conclusions that young musicians are coming to now is what is hurting us is that we are so diluted by being splashed all over the Internet.

So we are slowly, as a community, coming to the conclusion that all this exposure is not coming to us in money. What it is really doing is diluting us, and once somebody sees us all over YouTube in a dozen different performances, they aren’t coming to our website and buying the record, and this is what people are finding, and they are hurting. Young people are really, really scared. I am telling you, I hear from them all the time. They ask me what can I do, and you know what I say? I say get educated, start advocating, and write to your congressman.

Mr. CHABOT. Thank you very much.

I yield back.

Mr. COBLE. I thank the gentleman, the gentleman from Ohio.

The gentle lady from California, Ms. Chu.

Ms. CHU. Thank you, Mr. Chair. Before I begin my questioning, I would like to submit two items into the record. First is the op-ed that was co-authored by myself and Congress Member Marino, a member of the Creative Rights Caucus, about the notice and takedown notice under DMCA.

This editorial came out in today’s editorial section in The Hill, and it essentially talks about how our digital copyright system is not working for smaller and independent creators who are ultimately victims of theft but have to fight tooth and nail to protect their property and how we need to take a closer look to improve the notice and takedown notice under DMCA.
The second item I would like to submit is Chris Castle’s article in The Trichordist that talks about how the safe harbor is not a loophole and documents five things that we could do right now to make notice and takedown work better for individual artists and creators.

Mr. COBLE. Without objection.

[The information referred to follows:]
Victims of IP theft need better protection

Chantelle O’Brien is a graphic designer and background vocals for the popular band, Angels. She is a perfect model, and she also enjoys all of her free time in her home — instead, she is stuck in the bed with a severe case of cancer.

Though Ms. O’Brien has been unable to attend in-person shows, she shares the same pain with this band’s fans. Christine’s daughter, Sinead, has been diagnosed with cancer, and she also enjoys all of her free time in her home. While she is stuck in bed, she is fighting against “digital piracy theft.”
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Safe Harbor Not Loophole: Five Things We Could Do Right Now to Make the DMCA Notice and Takedown Work Better

By Chris Castle

There has been considerable discussion about how the DMCA notice and takedown procedures are “broken.” We don’t think that this is quite true—the procedures are manipulated, misunderstood and abused on a grand scale. That doesn’t mean that the notice and takedown procedure is “broken” any more than the laws against burglary, theft and tax evasion are “broken.” No statute can control unethical behavior by those who use the law as a flimsy excuse to get away with bad behavior.

Many Internet companies have interpreted the DMCA to permit bad behavior until the victim of the bad behavior notified the bad actor that they were behaving badly—each time they behaved badly. This “catch me if you can” interpretation of the DMCA was not at all what the Congress had in mind. We would go further and suggest that not only was it not what the Congress had in mind, it also wasn’t what the participants in the discussions and negotiations and drafting of the statute had in mind, either.

A review of the history suggests that the true purpose of the DMCA notice and takedown procedure was to provide a little latitude to reasonable actors acting reasonably. There is nothing—nothing—in the legislative history that suggested that key legislative leaders were ever thinking that any one company would receive a million notices in a year, much less a million notices in a week, week after week after week. (Google recently announced that it receives a million notices a week for search alone.) [Editor’s note: Since we first published this post in 2012, Google now receives more like FIVE MILLION NOTICES A WEEK.]

What is in the history is that the purpose of the DMCA was to provide a relatively low cost alternative to litigation for both creators and Internet companies when creators spot an

---

unauthorized use of their work which should be a rare occurrence—and we think *should* be accorded a little latitude if reasonable people are acting reasonably. That’s what a safe harbor is for—and the DMCA was intended to create a safe harbor, not a loophole.

There is also a threshold qualification to getting the safe harbor in the first place: The site operators shouldn’t actually know or have reason to know that there is infringement occurring on their premises. If they find that some users are repeat infringers, the site needs to take them off. Sounds fair, right?

Actual knowledge is the kind of thing that was documented in the *Viacom v. YouTube* and Isometrix discovery. Having reason to know is called “red flag” knowledge, that you have so many indications that infringement is going on that it’s like someone is waiving a red flag in your face that anyone could see. Like if you got a million notices a week that infringing was going on.

Another problem is that we have heard that some companies take the position that in countries where there is no safe harbor, they “deem” US law to apply. Aside from the obvious cultural arrogance, if you ask the local courts and lawmakers, we seriously doubt they would be so accepting of US law, so let’s not deem that US law applies. Also known as “pretending” that US law applies.

With this in mind, here are five things that could be done today to preserve the good in the DMCA without having to open up the legislation in a negotiation between artists and Big Tech—a process we think would lead to an extraordinarily mismatched negotiation given the tens—soon to be hundreds—of millions that Big Tech is spending on lobbying in the US alone. These would apply as appropriate to any of the various companies that take advantage of the DMCA safe harbors.

1. **Stop Playing Games with Red Flag Knowledge.** If you receive a million DMCA notices a week, you look pretty stupid if you deny you have actual knowledge, and you seem incapable of sequential thought if you deny you have red flag knowledge that infringing is occurring. A more plausible explanation of this extraordinary burden that such a system places on the economy is that the system is defective, like an exploding gas tank.

   Just like a car with an exploding gas tank, the car may do a lot of good and may be useful to consumers. But not with that gas tank. That gas tank has to go. And one reason it has to go is that the car with the exploding gas tank creates an unacceptable level of risk and harm to innocent people who randomly come in its path.

   What search companies should do when they consistently receive thousands of notices for a particular site is block that site from search results, not just push them down in search results and continue referring customers to them. The burden would then shift to that blocked site to prove that all those millions of DMCA notices were wrong—even though Google has acknowledged that 97% are accurate.

   The reality is that these sites will slither off into the Internet to find something else to do.
2. Block the File, not the Link to the File. The point of the DMCA was to stop the infringement, that is, block the infringing material, not to stop one link to the infringement. It has been interpreted by many, if not all, offending sites or search engines to require a link by link notice, or to require that artists litigate each link to a final nonappealable judgment before the link can be disabled, much less the file can be deleted.

This is a ridiculous interpretation of the law and is solely designed to allow the site to profit from infringement for as long as possible in the hopes that the less-well heeded will simply give up.

Google is particularly well-suited to discover blocked files due to its ContentID system on YouTube. This is not a burdensome task.

3. Don’t Treat Sites that Haven’t Registered a DMCA Agent as Though They are Entitled to the Safe Harbor. You don’t get DMCA protection if you haven’t registered a DMCA agent with the Copyright Office. This costs about $150. Other countries have similar laws. Don’t act as if a site that hasn’t even registered an agent (as a threshold step to claiming the safe harbor) is the same as one that has. If search engines and ISPs act as if sites like Hotfile are entitled to the safe harbor without going through the required steps, this only protects the bad guys and trivializes the proper safe harbor protection for legitimate actors (like those same search engines and ISPs).

4. Don’t Support Automatic Reposting. Don’t support automatic reposting of links you disabled under a DMCA notice. This turns the entire process on its head because as soon as an artist goes through the expense of taking down an infringing link, the web site allows the link to be reposted automatically and then requires the artist to send the notice all over again. This is not only outside the intent of the law, it is sadistic. Another reason why major offenders need to be blocked from search results by search engines that want to be in the business mainstream.

5. Issue Google-Style Public Transparency Reports. Google’s “transparency report” is commendable and provides useful information as far as it goes. Note that the millions of notices Google reports it has received are just from the “premium” web tools it provides to heavy users. Imagine what the numbers would look like if it included notices that were sent manually and included all Google properties.

If each major search engine prepared these public transparency reports, it would be possible to prepare a list of websites that were major offenders based on the number of accurate DMCA notices received. That way, the Department of Justice could have better information on which to determine where to allocate its prosecutorial resources.

Since Google is so interested in letting the world know about the DMCA notices it receives by releasing them through Chilling Effects, surely Google will not object to organizing this part of the world’s information as well.
Ms. CHU. Okay. Thank you so much.

Well, MPAA did a study which showed that search engines are the main means by which people get pirated content, so I would like to ask Ms. Oyama some questions about this.

We felt that it was such a positive step in 2012 when you changed your algorithm by taking into account the number of take-down notices for any given site in the ranking system for search. This change could have resulted—it should have resulted, that is, in sites with high numbers of removal notices, takedown notices, appearing lower in the Google search results, therefore helping users find legitimate, quality sources of content more easily.

Yet, several months later, studies show that the sites for which Google received hundreds of thousands of infringement notices are still appearing at the top of search returns. Actually, while we were sitting here and I was listening to your testimony, I decided to see for myself whether I could watch “12 Years a Slave” for free, or “Frozen” for free. So I had my iPad here, and I just input into it on the Google search, and I input “watch 12,” and I only got to “12” before something popped up that said “Watch 12 Years a Slave online free.” So that was the number-two search term that came up.

And then I wanted to see if I could watch “Frozen” for free, and so I input “watch Frozen” and clicked that one on, and the number-one site that comes up is “Mega Share Info Watch Frozen Online Free,” and the number-two site is “Watch Frozen Online, Watch Movies Online, Full Movies.”

So there seems to be no real improvement in this algorithm change. Why do we continue to see your search engine ranking the illegitimate sites high?

Ms. OYAMA. Thank you for the question. I think there has been a lot of improvement. When we started working on this problem, what we heard from rights holders was they were concerned, when they were searching for movies and music content, that there were certain results that they were unhappy with. The vast, vast majority of users who are using Google search, they search for movie titles, they search for artists’ names, they search for artists’ song titles.

So if you go to Google Search Trends—it is a public, open database—you can actually type in the terms and you can see relatively how popular are certain queries. So if you go in and you type “12 Years a Slave,” that is going to be a very highly, highly frequented query, and the results there, because of these signals and other things, working with rights holders, they are clean. They are to movie trailers. There are links to purchase, information about the film or its website.

You can also type into the Search Trends “12 Years a Slave, watch free.” You can add those other terms that we are talking about. And I just want to make sure that we are informing this conversation with data and being very clear that there are still conversations happening about those very specific queries that end in “free” and “stream” and “watch” and “download.” I think there is a lot of collaboration there. It involves a lot of technical steps about optimizing things that are legitimate, and part of that is working with retailers to make sure that the pages there have words like “stream” and “free” and “download” so that those will also surface.
But if you look at actually what users are looking for, the vast majority are looking for artists and songs. They are looking for the types of queries that you can go to Google today, look at those results, they are clean. We are talking about a very relatively small set of queries that we are still working on together.

For those queries, we need something legitimate to surface. So if a film is not available online, it is hard for us. We also lose money if someone goes to pirate sites. We have Google Play, where we would love to rent and——

Ms. CHU. Okay. I wanted to make this point. I didn’t put the word “free” in any of my search terms. I just said “watch Frozen,” or “watch 12 Years a Slave.” So the “free” wasn’t in there at all, and yet it came up as number one or two in the search results.

Ms. OYAMA. But the search engine will show what people actually look for, regardless of what you see in the auto-complete.

Ms. CHU. Okay. Well, then I would like to follow with this, which is what I understand your algorithm to be, which is that the take-down notices must exceed 5 percent of the total transactions on that site or there is no algorithm change. And that means that an infringing company could, say, have 500,000 movies uploaded for free. Five percent equals 25,000. So if the number of the takedown notices is less than that—say, 20,000 takedown notices—then it doesn’t qualify for an algorithm change. And yet, to me, 20,000 takedown notices is a lot, and it would seem that it could qualify to at least go down on the search.

So my question is, does such a policy exist? And if so, how do smaller and independent creators with limited resources expect to have any impact when sending notices with regard to the search rankings?

Ms. OYAMA. There is no minimum threshold to trigger that part of data. So we are using as a constant feed the copyright removal notices that we get kind of into the algorithms. So there is no baseline threshold of a 5 percent. I think when we are talking about those smaller set of queries, we are actually talking about piracy, which is something we all want to prevent against. We are heartened to see more creativity online. We are heartened to see revenues for these industries increasing and for creators to be using the web tools.

But we also have to realize if we are actually talking about truly bad actors, if we are talking about sites that are popping up that are dedicated to illegal content, we also need to be targeting them at their source, and I think that is where some of the “follow the money” strategies and other things to get them off the web are really going to be more effective. So targeting the problems, and then making sure we are all working together to direct consumers as much as we can to great content that they are happy to pay for.

Ms. CHU. Thank you. I yield back.

Mr. COBLE. The gentle lady’s time has expired.

The gentleman from Texas, Mr. Farenthold.

Mr. FARENTHOLD. Thank you, Mr. Chairman.

I would like to start with Ms. Schneider. I appreciate that you own some songs and some rights. Let’s say I want to put up a video of my cat and put some music behind it. How easy is it for me to get a license to put your music, or somebody else’s music, under my
cat video? I mean, how many hoops are there to jump through on that?

Ms. SCHNEIDER. You know, anybody who wants to use my music for something, all they have to do is ask me for permission, and that is up to me to give you permission.

Mr. FARENTHOLD. Okay. So I then have to go Google your name, find out who you are. Then I have to go Google the performer and find out who they are. I mean, this is a very complicated process.

Ms. SCHNEIDER. Not really. Why don’t you just go to MariaSchneider.com, my ArtistShare website? You can contact me there.

Mr. FARENTHOLD. I guess the point I am trying to make is we saw a dramatic drop—we actually saw Napster and some of these peer-to-peer really drop when legitimate music became much more viable available. Isn’t there an opportunity for your industry and some of your artist groups to come up with a way to make it easier for innovators or somebody who wants to create derivative works to license your content and do it legally?

Ms. SCHNEIDER. That is legalese to figure out how to do it. But I am telling you that if my music is used in many different ways without my permission, that is violating my copyright.

Mr. FARENTHOLD. And I appreciate that, and I want to respect your copyright, but I might also want some music on my cat video.

Let me go to——

Ms. SCHNEIDER. Public domain.

Mr. FARENTHOLD.—Ms. Oyama. I am sorry if I got your name wrong.

I am a little bit concerned that search engines, not Google in particular but any search engine, is an enabler for copyright infringement, and I am wondering if your industry might be better served to take a lesson from the MPAA, the content creators. When Congress was threatening to go in and regulate movie content, they created the rating system voluntarily. Isn’t a good corporate citizen something that maybe your industry should work together on and finding a way, especially on this whack-a-mole? I can get Shazam in a noisy room and identify a song. It seems like large companies like you guys and Bing, the big companies ought to have the technology to do something more about that and maybe not be required to but do it on a voluntary basis.

Ms. OYAMA. I think there is a lot of ways that we are always working to address this. One of the biggest things that we have done for search is use automation to improve this process so that rights holders can, as easily as possible, let us know. So we have very simple-to-use web-based complaint forms across all of our products.

For search, we are actually processing public information on the transparency page, more than 20 million notices per month, so that is every 30 days.

Mr. FARENTHOLD. I am just curious about the other side of that. Of that 20 million takedown notices you get, how many do you get a counter-notice on?

Ms. OYAMA. Small. We say on the transparency report that we process about 99 percent. So the remaining 1 percent were rejected
because they were either erroneous or because there was a counter-notice.

One more thing just on the search?
Mr. FARENTHOLD. Sure.

Ms. OYAMA. We absolutely agree with you on wanting to direct users to legitimate content. So if you look for something like “Frozen,” you may also see at the top a very new feature that we have added, which would be some advertising services to direct people on one click to go purchase it. There are also the knowledge panels on the right, which is authorized content.

I just wanted to be clear, we do not want infringing links in search, and as much as possible we are always trying to direct them to YouTube or Play and platforms that make money for everybody involved.

Mr. FARENTHOLD. And I think we have to be careful as we draft regulations on this. Expecting something of a large company like Google is very different from expecting something from a small, independent website owner or even smaller ISP. On your YouTube platform you will have the technology and expertise to do this screening, but if I have a bulletin board up and somebody uploads a copyrighted photo, I don’t think I would have the resources to go check to see whether or not that was copyrighted or not. I could easily deal with a takedown notice.

So again, I encourage the industry to cooperate with the artist to find a way to end that.

I am out of time. I had plenty more questions, but in respect for the 5-minute rule, I will yield back.

Mr. COBLE. I thank the gentleman from Texas.

The gentleman from Florida, Mr. Deutch, is recognized for 5 minutes.

Mr. DEUTCH. Thank you, Mr. Chairman. Mr. Chairman, I would like to request that a letter from the Copyright Alliance be submitted for the record.

Mr. COBLE. Without objection.

[The information referred to follows:]
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The Copyright Alliance is a nonprofit, nonpartisan membership organization dedicated to promoting and protecting the ability of creative professionals to earn a living from their creativity. It represents the interests of individual authors and small businesses across a diverse range of creative industries — including, for example, writers, musical composers and recording artists, journalists, documentarians and filmmakers, graphic artists and illustrators, photographers and software developers, as well as artist membership organizations, guilds and unions and corporations and organizations that support and invest in the work of these creative professionals.

The Copyright Alliance and its members embrace all of the new technologies that enable their work to be appreciated by the public in new and innovative ways, including those some may consider “disruptive” of traditional business models. We submit these comments to help the Subcommittee understand the challenges faced by the creative community when relying on the Digital Millennium Act (DMCA) to ensure vibrant and thriving outlets for our creative endeavors.

It is incontrovertible that roughly fifteen years after its passage, the DMCA is not working as intended either for the authors and owners of copyrighted works who rely on its notice and takedown and repeat infringer provisions to reduce infringement of their works, nor for the website operators who must respond to the notices sent. When authors are forced to send upwards of 20 million notices a month to a single company—often concerning the same works and the same infringers—something is amiss.³

Academics who have studied Section 512 notices conclude that they are “largely ineffective for most works. Even for the largest media companies with the most resources at their disposal, attempting to purge a site of even a fraction of the highest-value content is like trying to bail out an oil tanker with a thimble.”²

---

¹ As of February 2014, Google stated it removes over 24 million URLs a month from its search engine as a result of DMCA takedown notices. https://www.google.com/transparencyreport/removals/copyright/.
³
For the hundreds of thousands of independent authors who lack the resources of corporate copyright owners, the situation is even more dire. These entrepreneurs cannot dream of the robust enforcement programs that larger companies can afford. Instead, they pursue issuing takedown notices themselves, taking time away from their creative pursuits, or give up enforcement efforts entirely.

Examples of this are well documented. Kathy Wolfe, owner of a small independent U.S. film-distribution company called Wolfe Video “found more than 903,000 links to unauthorized versions of her films” in a single year—this corresponds to an estimated loss of over $3 million in revenue in 2012 from her top 15 titles alone. In addition to her lost revenues, Ms. Wolfe “spends over $30,000 a year—a small fraction of her profit—just to send out takedown notices for her titles.” This “very damaging trend” has forced her to halve her marketing budget, cut her employees’ pay, and discontinue her own salary.

Sadly, Ms. Wolfe’s story is not an uncommon one.

Tor Hansen, co-president and co-founder of YepRoc Records/Redeye Distribution and board member of the American Association of Independent Music (“A2IM”), pointedly summarized this predicament for this Subcommittee earlier in this series of hearings:

Unfortunately due to the ever-shrinking overall music market revenue base, [independent] music labels like mine as [small- and medium-sized music enterprises] simply do not have the financial means or resources to engage in widespread copyright monitoring on the Internet. The time and capital investment required for our community of like-minded, but proudly independent small business people to monitor the web for usage and take subsequent legal action simply does not exist. [Independent] music labels do not have the financial means or resources to house a stable of systems people and lawyers to monitor the Internet and bombard users with DMCA takedown notices for seemingly endless illegal links to our musical copyrights. [We] have limited budgets and whatever revenues and profits [we] can eke out are directed toward [our] primary goals, music creation by our music label’s artists and then the marketing and promotion of this music to the American public so they are able to continue this creation process.

---

4 Id.
5 Id.
The situation is even worse for individual authors and artists. Any time spent fighting infringement of their works takes away from the time they would spend on creating new works for the public to enjoy, and the money needed to enforce must come out of their personal income or savings. As artist Lorene Leftwich-Sisk noted in a letter to the Copyright Office, in order to prevent online infringements of her artwork, she either stops selling her art on the Internet, or she ends up sending 50 DMCA takedown notices per year; and in her words, “[I] don’t have time to waste [on] all these infringements.”

Independent authors often find themselves in a never-ending battle with unscrupulous website operators who pay mere lip-service to obligations of the DMCA while enjoying its safe harbors. Author and publisher Morris Rosenthal testified in a submission to the Copyright Office that file-sharing networks “hide behind the DMCA and links to pirated books are often reposted on the same site within hours of processing a DMCA complaint.” He observed that “content farm” websites that post stolen content claim DMCA safe harbor protection while at the same time “syndicate the plagiarized material to hundreds or thousands of other sites, all of whom claim DMCA protection, making it impossible for an author to have all of the infringements removed.” In one instance, he “found [his] book . . . online illegally within a day of it being posted [for sale], and not only were there already a thousand downloads, there were over fifty comments posted by different people thanking the individual who posted the file.” Mr. Rosenthal told the Copyright Office that, as a result of the efforts required to fight the tsunami, he has “dropped all attempts at writing new books in an attempt to fight copyright infringements and preserve the core of [his] publishing business.”

Artist and designer Christine Filipak has had similar experiences. As the de facto copyright enforcer for popular gothic rock duo Nox Arcana, she has collected over five gigabytes of screenshots and unanswered DMCA notices over the past several years, showing hundreds of commercial websites where the band’s music is copied and distributed illegally. Her experience demonstrates that the DMCA process has become far more difficult than it need be.

From these examples it is clear that the volume of infringement individual authors and small businesses must manage online is having a chilling effect on artistic expression. To make matters worse, many recipients of takedown notices, supported by organizations

---
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such as the Electronic Frontier Foundation, attempt to intimidate and bully those artists who do stand up for their rights. The site Chillingeffects.org, for example, bills itself as a “clearinghouse” for DMCA notices. It publishes notices forwarded to the site by recipients such as Google, leaving intact information that directs readers to the infringing URLs. Until recently the site also publicized the names and personal information of any artist sending a notice to seek the removal of an infringing URL.

The activities of chillingeffects.org are repugnant to the purposes of Section 512. Data collected by high-volume recipients of DMCA notices such as Google, and senders of DMCA notices such as trade associations representing the film and music industries demonstrate that the overwhelming majority of DMCA notices sent are legitimate, yet the site unfairly maligns artists and creators using the legal process created by Section 512 as proponents of censorship. Moreover, by publishing the personal contact information of the creators sending notices (a practice which Chilling Effects only recently discontinued), it subjects creators to harassment and personal attacks for seeking to exercise their legal rights. Finally, because the site does not redact information about the infringing URLs identified in the notices, it has effectively become the largest repository of URLs hosting infringing content on the internet.

Several steps could be taken to improve the situation. First, stakeholders, including representatives of search engines, online service providers, website operators, vendors that issue DMCA notices on behalf of rightsholders, and rightsholders of all varieties (including representatives of individual artists and small businesses) should be required to confer with the encouragement of Congress or an expert agency with the goal of identifying technologically reasonable steps that can be taken to minimize the occurrence and recurrence of infringements online. These discussions should also include means of streamlining the sending and receipt of Section 512 notices so that the burden is reduced on both issuers and recipients of notices. The stakeholder consultation process the United States Patent and Trademark Office has announced it will begin next week offers a promising opportunity for having such discussions.

Second, these same entities should work cooperatively to elaborate repeat infringer policies. Some useful progress has already been made in this regard by multi-stakeholder groups such as the Center for Copyright Information. Such efforts should be expanded to include other stakeholders and additional categories of creative works.

\[32\] MPAA, for example, reports that its companies sent a total of 25,235,151 notices regarding infringing URLs to site operators and search engines in the time period between March 2013 and August 2013. In response, they received a grand total of 8 counter notices. Bruce Boyden, *The Failure of the DMCA Notice and Takedown System: A Twentieth Century Solution to a Twenty-First Century Problem*, December 2013, available at http://cip.gmu.edu/2013/12/05/the-failure-of-the-dmca-notice-and-takedown-system-2/.
Finally, Congress should question the motives of groups such as those that back Chilling Effects and attempt to shift focus away from the flood of takedown notices going to service providers to little effect and toward the rare and isolated notice sent in error or bad faith. Members of the Copyright Alliance and other good faith participants in the internet ecosystem want to minimize the need to send DMCA notices. No creator wishes to devote time directing notices at the wrong targets, especially when, as detailed above, they don’t have enough time to go after all the right targets. The DMCA already provides relief for bad-faith takedowns.\footnote{17 U.S. Code § 512(f).} There is simply no evidence that such takedowns warrant placing additional burdens on already overburdened creators.

The DMCA’s goal of encouraging “service providers and copyright owners to cooperate to detect and deal with copyright infringements that take place in the digital networked environment” remains a vital one. The Copyright Alliance appreciates the efforts of this Subcommittee to ensure that the tools created by Section 512 can be used effectively, without fear of retaliation, and without imposing undue burdens either on those who send or those who receive such notices. We stand ready to assist in any stakeholder effort the Subcommittee or an expert agency may convene in this regard.
Mr. Deutch. Thank you. I think this letter highlights some of the problems that creators have with the way that the DMCA is currently working. As we look at the strengths and weaknesses of the current system, it is important to keep in mind, as I think so much of this hearing has done, the experience of artists and creators, especially independent artists, Ms. Schneider, who rarely have access to the resources and infrastructure that are needed to keep up with this Internet piracy whack-a-mole. That is the difficulty that you face.

I agree with, I think, most of the witnesses that the balance struck by the DMCA to encourage cooperation and to preserve protections for technology companies acting in good faith is the right one. As many have already said today, without the DMCA protections, it would be hard to imagine the growth of the Internet and other digital services that we have seen over the past decade.

This hearing and the Committee’s subsequent work examining copyright law will be a much needed opportunity to ensure that the current balance of the DMCA is working for creators and technology providers without imposing undue burdens on either side for takedown notices, and it is this balance that I am concerned about. I think the letter of the law was clear that the DMCA was designed to protect good-faith actors from liability but not to protect people who were benefitting financially from pirated content. But the reasonable division seems to have become obscured as courts have looked at it.

Ms. Oyama, I just wanted to ask you about that. It is my understanding—and I would like to give you the opportunity to help me understand how we are coming at this issue—that Google has intervened as a friend of the court in a number of cases, including those against infringing file-sharing and cyber locker sites, to press the view that the DMCA is available as a defense not only for innocent service providers but also for those who are actively inducing copyright infringement, which is surprising to me. As the Supreme Court defined inducement, it applies specifically to people who act with, and I quote, “an unlawful objective to promote infringement, and premises liability on purposeful, culpable expression and conduct.”

In one of these cases, the district court described inducement liability and the safe harbor as inherently contradictory and how there is no such safe harbor for such conduct. But my understanding is that Google has strongly rejected that view, arguing instead that the DMCA protects qualifying service providers against all claims of infringement, including inducement. So something would seem to be wrong if the safe harbor offers liability protection to people who are engaged in purposeful, culpable expression and conduct with an unlawful objective to promote infringement. I would like to hear your views on that. Help me understand where you are coming from to clarify the issue.

Ms. Oyama. I am not aware of the specific briefs there, but I think the DMCA, the critical purpose there was to incentivize providers to participate in this cooperative process to give them legal certainty so that they can grow their services, and today we are seeing tremendous boost to the creative industries based on these platforms.
The case law that I am aware of has been very good in distinguishing bad actors, sites where they have been found to be committed to engaging in piracy, things like the Hot Files, from legitimate services like YouTube and Google. We have also been targeted by these types of lawsuits. We have had to spend a lot of money defending ourselves, and today these are the platforms that are helping more than a million different creators earn revenue, sending more than a billion dollars just back to the music industry.

Mr. DEUTCH. So the law shouldn't be used to shield those engaged in copyright infringement and inducement from liability. That is not the purpose of the law, is it?

Ms. OYAMA. No. The law should be—if you are a good actor and you are abiding by the DMCA in your responsibilities, I think you don't want to be the target of litigation. If you are not, there are bad sites that don't operate within the DMCA, they are pursuing——

Mr. DEUTCH. I just want to be clear, though. It is not a question of operating within the DMCA. It is whether the purpose of the site is to induce infringement of copyright. Then that site and those site operators shouldn't be entitled to the safe harbor provisions of the DMCA whether they are technically falling within them or not.

Ms. OYAMA. That sounds reasonable. Sometimes in amicus briefs there are many different issues that come up. I would be happy to follow up with you on that.

Mr. DEUTCH. In the last few seconds I have, if others on the panel have thoughts on this? Professor?

Mr. O'CONNOR. Well, I think one thing that should be clear here is that there are mechanisms, then, to allow content to be legitimately licensed. So I think the issue is that we should not be using the safe harbor to shield people who are just putting up clearly, blatantly infringing material. There are easy ways to get at it legally.

Mr. DEUTCH. Thank you.

Thank you, Mr. Chairman. I yield back.

Mr. COBLE. I thank the gentleman. The gentleman's time has expired.

The distinguished gentleman from Pennsylvania, Mr. Marino.

Mr. MARINO. Thank you, Chairman, and thank the panel members for being here.

I hear dozens and dozens of war stories from creators who have come to personally see me and they have shared their nightmares with me, almost exactly the way Ms. Schneider has genuinely and eloquently stated what she has been going through. So with that in mind, Mr. Sieminski, I see that you mentioned in your statement that you have seven people that are devoted to addressing the notice and takedown requests full time. So pursuant to that, if you receive hundreds of notices and takedown requests for content posted by the same user on your site, is there a process of how you can interact with that user? Number one.

Number two, do you put a hold on their account? Number two.

And number three, do you relay some sort of warning against posting more content in the future?

And if you need me to repeat any of those, just tell me.
Mr. SIEMINSKI. Thank you for the question. To answer your question, yes, as required by the law, we have a repeat infringer policy, as most websites do, and if a user does receive over a certain amount of notices for their site, their account is suspended permanently. So the answer is yes.

Mr. MARINO. All right. Thank you.

Ms. Oyama, you and I had the opportunity a couple of weeks ago to talk about many issues, this being one of them, and it was very enlightening. I mean, you showed me a lot of what was being done. I guess I am looking at this from a proactive approach. We talked about the red light/green light system a little bit by which a provider would denote in a search result those sites which may have been tagged as likely to contain infringing content with a yellow or red light or some explanation.

Would you be willing to create with the providers that you can work with, or you at Google create a method to implement this type of system? And further, would you be willing to move these authorized, legitimate results to the top of the page?

Ms. OYAMA. I think we always want to have authorized, legitimate results appear. We have done a lot of great work, especially using the signal and other things, working with rights holders to make sure that for the vast majority of queries that are related to media and entertainment content, the ones that I discussed earlier about looking for films, that the legitimate results are surfacing.

I think the red light/green light concept that we talked about was in the context of kind of flagging for users that sites might be good or they might be bad. I think we just have to remember that DMCA applies to all service providers. There are 66,000 or more.

Mr. MARINO. I understand that, but I am really one that does not want the Federal Government to get involved in what it is involved in now. I am a states’ rights guy, and I want to see less Federal Government in my life. But we need to ramp this up a little bit, and I am looking toward the industry. I am having some faith, for the time being, in the industry and the providers to come up with methods. I mean, Google, you are a smart operation over there. I am very impressed. But I am looking to you to create a system whereby people like Ms. Schneider are not damaged as they are.

For example, when someone types in a “movie free,” can you not do something? I can’t believe you cannot. I think we can. If we can put a man on the moon and we can transplant a heart, we certainly can say that when someone shows up “free,” do something about that. Help me out. Give me some suggestions, please.

Ms. OYAMA. Yes, okay. So I think we cannot strike the word “free” from search. There is a lot of legitimate free music and movies, and that is good for everybody. It is good for consumers. Some artists, the first thing they want is they want people to know about who they are. They want to get their name recognition out, and from there they use popularity. Songs go viral. They go number one on iTunes. They travel the world. These are good things to have the Internet available to have distribution of music.

I think the key place here that we all can continue to work together is how do we surface legitimate content. So if we want to fight piracy, we need to increase the availability of legitimate offerings.
Mr. MARINO. Let me stop you there for a moment. I mean, there has got to be a process by which, when certain words come up—"free," "I don't want to have to pay for it"—that that can be flagged.

Ms. OYAMA. Right, yes.

Mr. MARINO. My 18-year-old daughter, my 14-year-old son make these little programs to do some things that I just can't believe they are doing.

Ms. OYAMA. One of the places we have had some good conversations with folks about is if you want legitimate pages to surface for a query for "free," the pages should have the word "free." So you could say "free music sample," anything with that word "free" that would help it surface.

We are also trying to use additional space in search on the knowledge panel and the advertising to get customers to purchase.

Mr. MARINO. Let me get to another question concerning mobile apps. Malicious and——

Mr. COBLE. Very briefly. The gentleman's time has expired, but one more question would be fine.

Mr. MARINO. The mobile app.

Thank you, Chairman.

There have been quite a few high-risk Android apps and growing, from 6,000 in the first quarter of 2012 to 1,100,000 in 2013. Malware in apps is a huge concern. What can we do about it?

Ms. OYAMA. Apps is a tremendous space. We have Google Play. As folks move to mobile, being able to purchase legitimate content, we are really hopeful that is going to grow opportunities for artists, from independent creators to the biggest companies. We are super, super excited about the direction of mobile.

For apps, the biggest thing there I can just tell you in terms of DMCA, we have notice and takedown procedures. We kicked out about 20,000, 25,000 apps last year under this notice and takedown system.

Mr. MARINO. Chairman, thank you.

Mr. COBLE. You are welcome. The gentleman's time has expired.

For the information of all the Members, we will have 5 additional days for the Members to submit appropriate questions and for the witnesses as well to respond, so nobody is being cut off.

The gentleman from Louisiana, Mr. Richmond.

Mr. RICHMOND. Thank you, Mr. Chairman.

Let me just say that, especially in my time in the state legislature, sometimes we are forced to act, and I acknowledge that we are probably not the best people to act on this because technology changes so fast. But if we are forced to act, I don't think anybody is going to like what we do because it wouldn't be a comprehensive solution. So I would suggest that stakeholders get together and figure it out.

But let me just start with you, Ms. Oyama. You mentioned the auto-complete. I guess my question is can you all manipulate or manage the auto-complete? Because someone who is just going to Google about "12 Years a Slave," once you get to "12 Years" and you see all of them come up, and one says "free" or "watch for free," then you are pushing them to that space even if they didn't want to go there.
I am thinking of my mother, who is probably not an Internet sophisticated person. So if I can get her to go Google “12 Years a Slave,” and she sees “free,” you kind of are enticing her to go that way. So can you all manipulate auto-complete at all?

Ms. OYAMA. I just want to be clear on the interaction between auto-complete and search results. You can go into Google Search Trends today and you can actually see what real users are actually typing in, and you can see that it is the movies and artists. You can go into Google, type those queries, and there are clean results. On any links that are a problem, we will take them out. We take out more than 23 million——

Mr. RICHMOND. No, no, I understand the results. But I am strictly speaking of the auto-complete.

Ms. OYAMA. The policy that we have, actually, it has been a good ongoing conversation with rights holders. So our policy is we will accept terms. If rights holders are concerned that these terms are closely associated with piracy, we have accepted them. We have actually accepted almost every term we have received.

But a word like “free,” you can’t strike. A word like “music,” things like that, there is actually a lot of legitimate content offerings. But if they pass that threshold, there has been a good amount of coverage on this. There are definitely terms and words, services that have been removed, and it is not a finished conversation. So if there are more words that are concerning to folks, that should be an open conversation. There are always new services popping up or new bad actors, and we want to make sure that that does stay updated in real time.

Mr. RICHMOND. Well, let me ask your opinion on something. I represent New Orleans, which is a hotbed of creativity, whether it is independent filmmakers, whether it is musicians, and whether it is small authors who self-publish. What advice would you give them in terms of protecting their copyright, considering they are probably not a big corporation and they are just someone who loves music and would like to earn a living singing, whatever they are singing about?

Ms. OYAMA. Yes. You know, some of the advice I actually get from them, which is how excited they are about the web and how important it is for them to be looking at new distribution models. So I think 5 years ago if we were having this conversation, everyone, probably even in the industry, was very focused on takedown, things we don’t want on the web, or we want total control, and today we are seeing tremendous opportunities. When users are getting excited about music, that is awesome for the original creator, and they are, in turn, being able to monetize that, get revenue, grow their audience.

So I would really encourage them to stay focused on the enforcement, and different people are more focused on that than others, but to also think about the other ways that they can use the Internet to enable their businesses. There was an op-ed that I read this morning by Jo Dee Messina, a really well-known country artist, and it was titled “How the Internet Saved My Career.” It is about how she used things like analytics that would show her where users are based who are watching her videos or listening to her music, and you can actually add those to your tours. So for the cre-
ators that you are working with there, they may not even realize that there was a population of fans in Canada, and they could add that city to their tour, things like that, things about collaboration.

So different artists working together on the web and joining different fan bases together, figuring out I think pretty quickly what it is you want as your monetization strategy. So for YouTube, we have the ability to run advertising around the content so that the rights holder gets the majority.

Mr. RICHMOND. Right. But I would just ask that you use your legal mind and pretend that the artist is your client and think about how you would advise them in protecting their copyright and making sure that others are not making money off of something that they shouldn’t, especially when you look at the investment sometimes that people put out in life savings. We don’t want others to just come in and take it.

Ms. OYAMA. Absolutely.

Mr. RICHMOND. So it is a delicate balance, and I would just ask that everybody look at it from the other person’s side so that we can get to a good place here where everybody is maybe not happy but content and pleased that we are understanding each other.

With that, Mr. Chairman, I yield back.

Mr. COBLE. I thank the gentleman.

The gentleman from Missouri, Mr. Smith.

Mr. SMITH OF MISSOURI. Thank you, Mr. Chairman.

Mr. Chairman, I want to express my thanks again for holding these copyright hearings. It has been very beneficial and helpful to get down to the point.

And I also want to thank all the stakeholders for working together to help solve this problem outside of this room, and I think you can do a lot of that upon your own work.

But my question is for Mr. Doda. In your written testimony, you mention the need for the private entities to enter into voluntary agreements to help combat infringement in some sense, and I definitely agree with you, as I mentioned earlier. I tend to be a fan of less government involvement in most of our way of life, but we have already seen some of these agreements, and for that I applaud the parties involved in those agreements.

But I would like for you to briefly elaborate on some of the key components of what you think these agreements should look like.

Mr. DODA. Thank you for the opportunity, Congressman. We are encouraged at Elsevier by some of the voluntary private agreements, particularly with respect to ad services and payment providers. The difficulty we see with some of those agreements are that they, in effect, are a bit cumbersome to accomplish their task. I could follow up in more detail, but my recollection of the voluntary agreement with respect to ad services, for example, essentially imposes another layer of notifications. So that would be one issue.

The voluntary measure that I am aware of in the payment sector is one that unfortunately is not well suited to a problem that we experienced with these host sites that are overrun with user-uploaded content. That mechanism, by virtue of the way that pro-
gram operates, would not, in fact, we think, adequately capture
those types of sites in terms of stopping the payment processing.

Mr. Smith of Missouri. All right. Thank you.

Ms. Oyama?

Ms. Oyama. Yes.

Mr. Smith of Missouri. We heard a lot today about Google’s
Content ID program. Could you briefly highlight for us how and
why this tool was able to be produced, and do you think there are
ways of improving on it?

Ms. Oyama. Yes, thank you. I think the DMCA played a big role
in providing the foundation for companies like YouTube to develop
really great tools like Content ID. So YouTube is a well-known
brand today, but it did start also as a couple of guys in their ga-
rage with a great idea, and what the DMCA does is it provides this
playing field, it provides a system that if you are a new company
and you are launching your service, you are launching your start-
up, you can be clear on what the rules of the road are. You can
get investment and you can start to build, and then over time
maybe your business gets bigger and maybe you become more well
known, it becomes more sophisticated. When YouTube became a
part of Google, we really injected a huge amount of effort, so more
than $60 million, more than 50,000 engineering hours went into
building this system.

What it does today is it allows us to get fingerprint files from
rights holders. So they will give us the technical fingerprint of their
film or their song, and then that allows us, when users are
uploading their content, we scan more than 15 million fingerprints,
and if there is a match we go back to the rights holder and we ask
them what they would like to do. They can take it down if they
want, they can track and use analytics, or they could monetize. The
vast majority actually choose to monetize.

We sent more than a billion dollars just back to the music indus-
try alone in the last couple of years. But many more independent
creators are also making easily six figures on this through those
channels. This is the way that they grow their audience, the way
that they reach new fans, and actually how they get revenue.

So from people like songwriters to artists to filmmakers alike,
they are using this system extremely well.

Mr. Smith of Missouri. All right. Thank you.

Thank you, Mr. Chairman.

Mr. Coble. I thank you, sir.

The gentle lady from Washington.

Ms. DelBene. Thank you, Mr. Chair.

And thanks to all of you for being here today.

One thing we haven’t quite talked about as much yet is that
there are really no borders on the Internet, and we know that as
we discuss what we do here domestically, we still are going to be
impacted and content will be impacted internationally.

So I wanted to get feedback from all of you on what you think
might be doing well in other places, what issues we should be
aware of as we look at the impact we are going to have from inter-
national laws, international content or people, international
websites and how they deal with content.
So I just wanted to start with you, Ms. Oyama, since you deal with this already, on how you see what the challenges we face or what we need to keep in mind.

Ms. OYAMA. Thank you. So on the enforcement side, a couple of places. One is when we know that sites are based in foreign countries, sometimes they are with countries where we don't have very good diplomatic relationships. Other times we actually do. They could be an allied country. So I think figuring out how to better apply and coordinate some international diplomatic pressure to target bad actors would be a good place. We have also endorsed “follow the money” strategies, that if we can actually get to those foreign sites, drying up any U.S. ties or any incentives to help them with their revenue is super smart. We are really happy to have the ad networks best practices in place.

There are actually hundreds of other ad networks in the ecosystem. So although the leading ones have now stepped up, we love to see that spread further so that the real financial incentives of those business models isn't just to get a new ad network but actually to have no advertising.

The third thing I would add on the foreign policy side is I think there is an increasing awareness that there are tremendous amounts of the U.S. economy that are economically reliant on these other parts of U.S. law. So the exclusive rights have been extremely important for creators. We want to continue to press on them. But things like fair use and these safe harbors, many U.S. companies, every Internet company relies on these to exist. So if we see those safe harbors threatened or eroded in foreign countries, that means we wouldn't be able to deliver our services like Play or YouTube into those countries. That wouldn't be good for the creators for making revenue or for the American companies.

So I think having that ongoing conversation with new companies that are starting to build up their Internet policy frameworks would be fantastic.

Ms. DELBENE. Ms. Schneider, how about you in terms of I don't know if you have had any interaction there.

Ms. SCHNEIDER. Well, one thing I would say is that sometimes I hear people say, oh, we don't have to do anything really because the whole world is such a mess, and I just feel like we should set the bar as an example to the world about how to go ahead protecting artists. I mean, a company that is making billions on their own patents, thousands of patents, and on artists' intellectual property, now look at me and my community and what we represent. We are hemorrhaging red ink on our intellectual property. There has to be something that brings these two sides together and makes it sustainable.

I want to feel good about this whole world. I want it to benefit me. I don't want it just to benefit the big players. And like Ms. Oyama said, there was somebody on YouTube that did so great and had millions of views. That is like going into a poor neighborhood and finding one person that won the lottery and saying, wow, look, you won the lottery, while everybody else is suffering. So that is my view.

Ms. DELBENE. Thank you.
Professor O'Connor, you talked about the kind of blurriness between what we think of as content creators and providers. So as we look around the world, do you have feedback on what we need to do and what we need to keep in mind and not have just pure categories of industry players who are either just content creators or are just service providers?

Mr. O'CONNOR. Yes, thank you for that question. As Ms. Oyama was saying, there are a lot of exciting platforms now for artists to try to promote their careers, so more and more artists are stepping over into being entrepreneurs themselves. So what we need to do, though, is to allow them an environment in which they do know that they can do the right thing, respect rights, and not be taken advantage of by people who then will just relentlessly repost.

So, in other words, if we don't give them the right space and tools to be able to do the right thing, then they will have to start acting like the other side that just relentlessly infringes.

Ms. DELBENE. Thank you.
My time has expired. I yield back, Mr. Chair.

Mr. COBLE. I thank the gentle lady.
The gentleman from Georgia, Mr. Collins.

Mr. COLLINS. Well, thank you, Mr. Chairman.

You know, we are talking about songs and your deep love of bluegrass. I am from the north Georgia mountains, and also remember that you helped a gentleman named Earl Scruggs. Here you go, Mr. Chairman, here is some bluegrass.

[Music.]

Mr. COBLE. Pardon my immodesty, but I was invited to present Earl Scruggs with his Grammy Award, oh, I guess five or 6 years ago, and I will never forget. He reached over and touched my shoulder. He said, “Thank you, man, for coming out here.” Thank you for that.

Mr. COLLINS. I wanted to bring back good memories for you, Mr. Chairman.

As many of you know, I try to bring it back to what the bottom line is. That is the user and that is the person, that is the creator, that is the formats. And again, that is just from our Chairman’s perspective, but we all have those memories.

Ms. Bridy, I have a question for you. In your written testimony you say that it is reasonable for cost of enforcement to fall more heavily on content owners. But what about the individual songwriters and the independent filmmakers? They often have limited or no technical expertise or software at their disposal to ease some of these costs to make enforcement meaningful.

We met with the Directors Guild, 15,000 independent directors, true creative incubators. These are small players who can’t afford to absorb those costs with those practical mechanisms to operate within the DMCA framework.

How do you address the small creator issue?

Ms. BRIDY. I think it is a great question, and I think it really is important to remember on all sides of this issue that the different actors are differently situated, right? There are large corporate rights owners and small creators; there are also large Internet service providers—online platforms like Google, and then also very much smaller ones.
So I think that one key would be to make it easier for people like Ms. Schneider to navigate the takedown process by having fillable forms like Google does. I think it is probably not that expensive for most smaller Internet companies to just have a fillable form for DMCA compliance so that there can be electronic submission of takedown notices. I think that is probably a fairly easy place to start.

But I think it is also important to remember that companies like Google have the money to be able to make the investments to have these really sophisticated tools. We also have to be careful to think about the startups that don't have that money and to be careful when we are imposing burdens to make sure that they are not going to be felt disproportionately by small Internet companies.

Mr. Collins. And I appreciate that because that is a concern.

Ms. Oyama, we have talked before, and I am glad you are here, and these are interesting issues. But in a follow-up to that discussion, again concerned about the smaller creator in this, you mentioned just a few moments ago that YouTube was once a small startup; Google was as well. Now it has grown to the point where my folks in northeast Georgia have the world literally at their fingertips as far as access not only to your platform but others.

Because of your success, we need your continued help with the Internet ecosystem. The small creator needs your help, and I don't want Congress to have to legislate. It has been talked about that this is something that we can work on. I want the industry to be able to use voluntary agreements to effectively fight online piracy, and you guys are doing a pretty good job at that. But I am afraid the volunteer agreements may not be taking into account the quieter voices of some of the smaller creators.

Is there anything that Google can do to help navigate Section 512? And I have a follow-up to that, as well.

Ms. Oyama. Sure. I actually really very much agree with what Professor Bridy said. So making this process as simple and automated and low cost as possible for everyone I think is a place where automation can play a big role, so the web forms that we have across our products.

The second piece would be there is actually a very thriving vendor market in this space, so people that are becoming very specialized in sending these notices. So no one is touching keyboards. It is automated on one side, it is automated on the other side, and many different people can use those services. Those folks that have specialties in this area are getting smarter and faster about it because it is their expertise.

So if we can also bring them into the conversation, if they have tips and tools about how to find piracy and how to quickly send so it is quickly removed.

Mr. Collins. And very quickly, most of your requests are taken down within a matter of hours, but there is a small percentage that do not get taken down quickly, and one of the reasons given is you need additional information. While we are talking about this, what is the additional information? And if we are looking at making changes here, how could we incorporate that into the discussion here? Why is there an additional information lag?
Ms. OYAMA. I think the web forms have a pretty simple place to fill those out. So if they are rejected because of a lack of information, it would be a deficiency that someone hasn't filled in the basic requirements of the form. So one example could be if you were unclear about who was the owner of the copyright.

So the notice and takedown regime I think rightly, as Congress set it up, gives rights holders, the creators, the owners of the work the ability to send, but you wouldn't want somebody else in the public saying what to do with Ms. Schneider's work.

So if it is not clear, you are not saying you are the authorized person——

Mr. COLLINS. And we are just trying to figure out how can we help make it clear to say this is what you need to do. But I appreciate it.

Thank you, panel.

Mr. Chairman, I yield back, Earl Scruggs and everything.

Mr. COBLE. I want to say to the gentleman from Georgia, thank you for that intro.

And for the benefit of the uninformed, the late Earl Scruggs, the late North Carolinian Earl Scruggs was generally recognized as the world's premier five-string banjoist.

Thank you again, sir.

The gentleman from New York.

Mr. JEFFRIES. Thank you, Mr. Chairman.

Let me thank the witnesses for what I think has been a very informative discussion.

Let me begin with Professor Bridy. The Supreme Court in the 1975 decision—I believe it was written by Potter Stewart—20th Century Music Corporation v. Akin, made the statement, “The immediate effect of our copyright law is to secure a fair return for an author's creative labor. But the ultimate aim by this incentive is to stimulate artistic creativity for the general good,” a statement made by the Supreme Court about the underpinnings of our copyright law.

Would you agree with the sentiment that was expressed by the Court in this opinion?

Ms. BRIDY. I do very much agree with that. I think that it is very important to secure to creators a return on their investment so that they are incentivized to create more creative content for the public, but that ultimately the system is designed to deliver creative works to the public. So I very much agree with that statement, and I think that the DMCA has really worked a good balance to try to help that policy objective to thrive in the digital environment.

Mr. JEFFRIES. Now, I agree with your observation that the DMCA should be or is correctly about promoting a balance between sound copyright policy on the one hand and sound innovation policy on the other. And in the context of sound innovation policy, is it fair to say that a robust safe harbor provision is important to allowing for innovation to continue to flourish in the digital age?

Ms. BRIDY. I think it is crucial. I think there is no question.

Mr. JEFFRIES. Now, as it relates to the applicability of the safe harbor provision to Internet companies, it is my understanding that if there is either actual knowledge or red-flag knowledge of in-
fringement activity, then that safe harbor provision is no longer applicable; correct?

Ms. Bridy. That is right. It puts them outside the safe harbor.

Mr. Jeffries. Now, in the context of how courts have defined red-flag knowledge, could you provide for us some clarity as to what the current state of the law is in this area?

Ms. Bridy. Sure. I think we are going to get some more guidance in not very long from the Second Circuit on this issue because the Viacom v. YouTube case is on appeal for the second time in the Second Circuit, and one of the issues that is live before the Circuit now is what the interaction is between red-flag knowledge and this doctrine of willful blindness about which Professor O'Connor spoke earlier.

So I think that most of the courts that have decided this issue have said that red-flag knowledge is knowledge of facts or circumstances from which infringing activity is apparent and that the knowledge in question can't just be generalized knowledge. It has to be red-flag knowledge of specific instances of infringement on a service provider's system.

Mr. Jeffries. Thanks.

Now, Professor O'Connor, in your view, have the courts provided either sufficient guidance as it relates to red-flag knowledge? And, as they have defined this area, has it been sufficiently robust to make this particular provision meaningful?

Mr. O'Connor. Thank you, Representative Jeffries. Respectfully, I don't think they have adequately taken care of the doctrine. I think that, as Professor Bridy is saying, they really are limiting it. Well, she might not be saying that, but to where you have actual knowledge of that particular work. So it gets narrowed and narrowed, so that even if you have a sense that there is lots of infringement going on, you can still essentially turn a blind eye to it, and I don't think that was the intent.

So I do again suggest respectfully that Congress could consider setting the policy on what willful blindness should be. If you are aware there is infringement going on on your site, you should take some steps to mitigate it.

Mr. Jeffries. Now, I would note that in other areas of the law, you have a commonly understood principle of either actual knowledge or constructive knowledge. The term “constructive knowledge” doesn't appear in the DMCA, but presumably that is part of what Congress had intended in terms of bringing this particular provision to life.

But, Ms. Oyama, I would also note that perhaps there is a reasonable argument that the Internet context is different. In the fraud instance, for instance, constructive knowledge requires a duty of inquiry which it appears the DMCA explicitly did not impose in this particular instance.

What are your views as it relates to whether red-flag knowledge should be more broadly defined?

Ms. Oyama. I think, actually, the Internet context makes the requirement of knowledge of specific infringing acts even more important because of the diversity and the ecosystem and the different ways that creators are engaging with content.
So just because—imagine we were even able to say this is a song and this is all the places that it appears. Artists have very different standards on where they want it to appear, who they are authorizing, who is not allowed, who is allowed, and so that is why we need that cooperative process where they specifically tell us this one is okay, this one is not okay, this one I didn’t know about but actually that is really cool, that one can stay up.

I think you want to make sure that we are not giving the wrong incentives to online services and platforms to build and innovate in this space. So if you narrow the safe harbors and you make it more risky for providers to be innovating in this space or building on their own above the law, filtering and monitoring and things like Content ID, you are going to make everybody very fearful that they are going to hit up against this legal liability. So I think creating a very clear and certain platform that then allows people to experiment and build better systems so that all of the businesses can be licensing and earning revenue from the content is the right direction to go.

You don’t want to inject a lot of fear and confusion into the ecosystem, especially with small companies that are trying to get investment. They don’t want to get sued out of existence. If you start to impute more things of you might be taking actions and this will show you are willfully blind, no one understands what those standards are. They are very vague. That is going to be the wrong incentive, because they are not going to be trying to fix these problems voluntarily.

Mr. JEFFRIES. Mr. Chair, if I could just ask one brief follow-up question.

At the beginning of my remarks I referenced the Supreme Court decision that notice and principles, laws that can be boiled down to fair return and stimulating artistic creativity as underpinnings of our copyright law. Would you agree that those still remain, even in the Internet context?

Ms. OYAMA. Absolutely.

Mr. JEFFRIES. The value of the innovation economy is a strong thing for us to consider?

Ms. OYAMA. Yes. I think incentivizing creativity is the place that we should all be looking toward and kind of working backwards from in terms of policies that we would support. It is an exciting time. There are more creators that are able to gain access to the tools of creation, to distribution, and to monetization. These industries are changing, but I think that is an exciting thing. There is more creativity out there than ever before.

Mr. JEFFRIES. Thank you, Mr. Chair.

Mr. MARINO [presiding]. You are welcome.

The Chair recognizes the Congressman from Texas, Judge Poe.

Mr. POE. I thank the Chairman.

Thank you all for being here.

As a former judge, I don’t like stealing, sneaking around and taking somebody else’s property. It is just bad, especially car thieves. My Jeep was stolen, and I was mad until they found the outlaw who stole it. But that is what we are dealing with in this whole thing, Internet thievery, piracy, if you will. It is a little different than most crimes in that generally in criminal situations you have
law enforcement involved. Here, we are trying to solve this problem through the private sector. I think that is the biggest difference. And hopefully we can move down the road so people quit stealing from Ms. Schneider and Willie Nelson and everybody else.

I have some questions for all of you. I will just see how far I can go before he gavels me.

I want to thank Ms. Oyama and Google for what you have done on Internet trafficking issues and what you have done on the sites and helping stop this scourge, especially of child trafficking. Google and others are to be commended for this because it is just dastardly, and I hope we can solve that issue and catch those folks.

Going to a specific thing while we are here, apparently we have all been on our iPhones looking up things on the Internet while this has been going on. I preferred to go to “House of Cards” to see, fantasy House of Cards. How does Google rank people who are—

I think I am a typical person that uses the Internet. You go to one of the first three sites, you don’t even have to go to the second page, and it seems to me like the first, maybe the first one was valid, but the second two I was kind of suspicious.

Is there a way you can do this with your algorithms to make sure that the bad guys aren’t at the top of the page when you look up House of Cards?

Ms. Oyama. Yes. I think the system that Congress set in place, the notice and takedown system, is extremely well suited for that, because as soon as we are alerted, link 2 and 3 were bad, those are gone. So our average turnaround time is——

Mr. Poe. How did they get to be 2 and 3 to begin with? That is my question.

Ms. Oyama. Well, I think “House of Cards” is a great example. It feeds into the conversation we were talking about, what types of results are showing up. So if you Google “House of Cards,” take a look at what is there, it is going to be legitimate stuff. It is going to be the show’s website and hopefully the knowledge panel and things about the actors.

Just in terms of kind of feeding back into the Search Trends conversation——

Mr. Poe. Just a second. Let me interrupt, because you have already lost me. I pull up “House of Cards.” I think I see the valid “House of Cards,” but I think I see some thievery going on, like the 2nd and 3rd, maybe the 4th one. How does that happen? Is there a way to prevent that from ever getting to be in those places without having to take them down? That is my question.

Ms. Oyama. You could attack the people that are putting that up at their source. So sometimes it is a mistake, and I think the notice and takedown process is a good place there.

Mr. Poe. Okay. I am a thief. I am stealing “House of Cards.” How do I get it to be number 2 when you pull up “House of Cards?” That is my question.

Ms. Oyama. It is not number 2.

Mr. Poe. Okay, 3, 4, right up near the top.

Ms. Oyama. It is not near the top for “House of Cards.”

Mr. Poe. Those are all legitimate sites.

Ms. Oyama. They are going to be legitimate results, and “House of Cards” is something like 121 times more popular than “Watch
House of Cards.” So my point is the users are searching for “House of Cards.” Those are the types of shows they look for, and then you can look in Google search results. Those are legitimate, clean sites because they are popular and we have done a lot of strong work there.

If it is a really bad actor, so if it is a company that is dedicated to spreading this kind of content and that is what has appeared, there is a role for intermediaries, and we are always working on building better and faster tools so that those will be removed. All we need to know is know that there is a problem, there is a link, we will take that out very quickly, 6 hours or less. You don't have to go to a court. It is a very special power.

But if there is really a rogue actor out there that is determined to just keep resurfacing these, we have to figure out how to also direct our strategy to the source of the problem so that all of the service providers aren’t in the same situation as the rights holders. We are all here together trying to scrub this stuff out. You have to disincentivize them and strike their business model or use civil law enforcement.

Mr. Poe. I am going to reclaim my time. I have two more questions.

Seventy-three thousand takedowns in 2 years; is that right?

Ms. Oyama. Just out of the advertising system. Total, it is about 230 million last year.

Mr. Poe. Okay. How much does that cost? How much does that cost? Make it so I can understand it.

Ms. Oyama. It is pretty much unquantifiable because we have hundreds of folks that work on it. We have invested tens of millions of dollars into these systems. It is a huge burden.

Mr. Poe. So you don't know.

Ms. Oyama. A total number, no. It is lots of people and lots of——

Mr. Poe. Okay. Take 6 hours to take down one site. How many people do you have reviewing those sites to take them down within 6 hours?

Ms. Oyama. That is a great question. So for the most part at this point, because of the engineering effort that we have invested in, the tools, the bulk submission tools, trusted users, where we realize 95 percent of the requests that we were getting are actually from a fairly limited number, like 50 major rights holders, we have developed faster tools to do that better.

Across the company we have hundreds of people that work on these things, from engineering to legal, developing our policies, making them really clear. We prohibit infringement on our products. We don't want that. We have the same incentive as the content industry and the rights holders in that we are building businesses like Google Play and YouTube that are licensed. They are licensed with the studios, the labels. Independent creators can use these. We share revenue if creators are getting revenue. No one is making any money if somebody clicks on something in search and they are going to a bad place. So we are all losing money there.

Mr. Poe. You don't know how many people, just hundreds of people?

Ms. Oyama. Hundreds of folks, yes.
Mr. Poe. Okay. Well, I hope you all can figure out a way to solve the problem without really getting a whole lot of government involved in this. Sometimes the government makes it worse, not better, no examples to be used. So I understand the problems and I hope we can figure out a way to solve this so people like Ms. Schneider stay in business and the thieves quit stealing.

And I will yield back to the Chairman, who has let me go over. I appreciate it. Thank you.

Mr. Marino. Thank you.

The Chair now recognizes the gentleman from Rhode Island, Congressman Cicilline.

Mr. Cicilline. Thank you, Mr. Chairman, and thank you to the witnesses.

I think that protecting the creative products of artists and creators and the long-term success of the Internet and technology are more closely aligned than maybe we all realize. So navigating through these issues I think is particularly important. I am new to this Committee, so this hearing was very useful to me.

But one thing I wondered is, in the very creation of Section 512, I mean, I have seen in the past safe harbor provisions that are created often after an actor is required to try to do something and has tried in good faith but has been unsuccessful, and so they are offered safe harbor. Section 512 doesn't require that at all.

So I guess one remedy would be to add a section that says the service provider has engaged in a good-faith or reasonable effort to prevent infringement of copyright. I think the reason that that was included—and I wasn't here—was we wanted to protect the certainty and the growth of the Internet and not put that burden on the service provider, and I think for all good reasons.

But in light of what we have seen over the last several hours of testimony and what we know, it seems as if this kind of re-posting problem has made the notice and takedown provision a bit of a mockery. While there has been a lot of conversation about how we have improved it to make it easier to file it and quicker to respond to it, if you can just re-post it instantaneously, that is all well and good but it is not really having the effect we would want.

So I suppose one other remedy we could provide is in this Sub-section C where it says “obtaining such knowledge or awareness, acts expeditiously to remove or disable access to the material,” and we could add “and prevent its re-posting.” So that is another mechanism that would seem to me an obvious solution.

I recognize that it is much better if the industry figures this out, and I hear that from artists, and I hear that from creators, and I hear that obviously from technology entrepreneurs. But it does seem to me that if the technology exists when notice is provided that this is a copyright infringement, that we ought to have the ability not only to have it taken down but to prevent it from reoccurring. That doesn't solve all the problems, but I think it is what Professor O'Connor spoke about, Mr. Doda spoke about. But isn't that the responsibility of the industry to figure out how you, as Judge Poe said, not put all of this burden on the victim of the crime? And isn't it at least saying once you go through the burden of identifying it, notifying us, we will at least honor your request by not requiring you to do that non-stop all day?
I don’t know who wants to respond to that, but it seems to me like a pretty obvious solution.

Ms. SCHNEIDER. May I again make these points? Okay, I think what could really solve and save companies like YouTube a lot of takedown is just to have for the person uploading some educational steps that they go through, not just clicking one box but asking them certain—are you sure? Is this something you wrote? Okay, if not, et cetera. Who knows? I mean, that has to be worked out.

Mr. CICILLINE. Right.

Ms. SCHNEIDER. And then the streamlined, I applaud definitely the streamlined takedown. But, you know, the other thing is the Content ID, stopping it before it is there, like they do. I mean, if you didn’t have Content ID for those big companies, I can’t even imagine how big your takedown numbers would be. They would be insane. So imagine if Content ID worked for everybody and if we all then could find other ways to either stop or monetize.

Mr. CICILLINE. Thanks.

Mr. Doda?

Mr. DODA. Thank you, Congressman. I think hand in hand with what you identified is that many times the re-uploaders are repeat infringers. So another way that we can attack the problem is to have strengthened repeat infringer policies, clearer policies, clearer parameters around tracking repeat infringers and ensuring that those actors are kept out, because they contribute substantially to the re-upload problem.

Mr. CICILLINE. Professor O’Connor?

Mr. O’CONNOR. I want to follow up on Ms. Schneider’s comment and make it clear, too, that one of the educations that could be done would be directing people who want to upload things to copyright clearance centers, licenses. There are a number of mechanisms that, as Representative Farenthold was curious about before, is it hard? Do they have to contact Ms. Schneider directly? There are many mechanisms to do this legally to put up the content you want.

Mr. CICILLINE. Ms. Oyama, I just want to say thank you for all the work that Google has done in this area. I know that there is—while you are not the only one, there are obviously thousands and thousands of providers and search engines, but certainly the leadership of Google matters a lot, and I hope this is an issue that you will take on and lead to really figure out how we prevent this sort of re-posting and protect the creative products of artists and musicians and writers in a more effective way, and this sort of re-posting problem, which has really been identified as a serious one, I hope Google will help be part of the leadership that solves this problem.

Ms. OYAMA. Thank you. I think the education points you made are really well taken. It is something we worked really hard on. We have a YouTube Copyright School. If you get a strike against you, we send you to Copyright School to kind of learn some of the basics and earn your strike off. We have a very strong repeat infringer policy where if you are a repeat infringer you get ejected.

I just do want to flag, I think some of the language that you read in the beginning, I can understand why that would sound attractive to impose on all service providers this requirement to prevent
re-posting, but those service providers, they don’t know if it is infringing or not if they don’t hear from the rights holder. So that kind of duty, if it was enacted into legislation, it would require a service provider who has linking or comments or tweets on their system to somehow, before that user is able to add a link and a comment, somehow filter that out, know who was the rights holder, who was authorized. It would really chill the same services that are sending hundreds of thousands and hundreds of millions of dollars back into the content industry.

So I just think we need to be careful when we are thinking about what those types of words would do on innovation.

Mr. Cicilline. No, I think that is exactly right, which is why I think all of us are very hopeful that the industry will come together with all the stakeholders and develop good standards and good, responsible actions so that we don’t attempt to try to solve this problem, because I think you are right, we may do more harm than good in the end.

I thank all the witnesses and yield back.

Mr. Marino. The Chair recognizes the gentle lady from California, Congresswoman Lofgren.

Ms. Lofgren. Thank you very much, Mr. Chairman. I think this has been an instructive morning. I am thinking back to when we crafted the DMCA, and clearly, without safe harbor notice and takedown, there would not be an Internet. It wouldn’t exist. So I think it is important that we recognize that and, as with the doctors, first do no harm.

Thinking about what Google has done with YouTube, it is really impressive to spend that amount of money, $60 million, 50,000 hours of engineering time, so that you can actually give a tool to artists to protect themselves. I want to commend you for that. Not all the artists know about that. So there may be some efforts that you might want to make to further publicize the opportunity, because sometimes I meet artists and they don’t know.

But the other thing that I think is interesting is that you own the data. I mean, you own YouTube, and you can take the fingerprint, and you can match it against your files, and that is entirely different than search and information that is out there. So as I am thinking about Content ID, I mean, it is a trivial matter to make a minor change to encryption or something else on re-posting. There is no way technologically that you could use the Content ID system to automatically scan on re-posting, is there, Ms. Oyama?

Ms. Oyama. In a context like search, no, because the basic differences between the hosted platforms and something like search, the hosted platforms, we have two sets of data. So we have the reference files from the rights holders.

Ms. Lofgren. Right.

Ms. Oyama. We have the user-uploaded content. For search, we don’t have either of those. We definitely don’t have the content of every website. We might have some text. We might be able to copy text on the pages, but we don’t have the embedded videos or other content. So there is no match on that side.

And then without the cooperation of the rights holders, we wouldn’t know what the rights are in this setting.
Ms. LOFGREN. But let’s say you get a notice and takedown and you have the technological information on the file. You could just re-encrypt and upload and that would defeat the information that you were provided. Isn’t that correct?

Ms. OYAMA. Yes, and that is why on the notice and takedown system it is important to continue to work on how to make that easier, more simple, faster, better for everyone. But that cooperative, kind of shared risk/responsibility piece, it is a delicate balance and incorporates a lot of different equities and has been the foundation for the Internet economy.

Ms. LOFGREN. Well, I remember when we went into the SOPA battle. One of the things that it is important for us to keep in mind is to not suggest things that are technologically impossible and that might actually destroy the inner workings of the Internet, some of which have been discussed here today.

I want to talk also about Google is a big company with lots of money. You spend a lot of money to deal with piracy. I thank you for that. I think you are probably going to do more. I thank you for that, as well.

On the other hand, WordPress has 48 million websites. I think, according to your testimony, in the month of February, 740,000——

Mr. SIEMINSKI. New sites.

Ms. LOFGREN [continuing]. New sites were established. The idea that you could provide the same kind of scrutiny—I mean, each post, it could be part of a poem, it could be a link to—I mean, how would you possibly accomplish what YouTube has done with millions and millions of people who are also creators? They are creating websites, commentaries, poems and the like. How would you address that?

Mr. SIEMINSKI. That is a great question. Thank you. I think, number one, it is important to point out that YouTube, as you said, did great work in developing Content ID with $60 million and with hundreds of engineers, which is many times the size of our entire company. So what they can do technologically I think is very different than what we can do technologically, and there are thousands of companies that are much smaller than us that are also subject to the DMCA.

But to your second point, I think that is a very important one, because even if we could develop technology to identify a file as copyrighted or what-have-you, that doesn’t answer the question of fair use or other rights that someone may have to post that to your website. You can’t answer that question with technology.

Ms. LOFGREN. Let me just do a final question because there was testimony both from Ms. Oyama and also you, sir, about abuse of notice and takedown. When we wrote the DMCA, that was an issue that I talked about publicly because if you are the ISP and you get a notice and takedown, you don’t have an incentive to stand up for the First Amendment rights of the people whose stuff you are taking down. Your entire incentive is just to take it down and not cause a problem. I saw from your testimony that you have seen cases where, for example, someone criticized a poem, and the poet who didn’t like the criticism did a notice and takedown which was improper.
What percentage are you seeing of those kind of improper uses, both Ms. Oyama and yourself, and do you think that some kind of—I mean, there is a disincentive that is financial for someone who flouts the notice and takedown. Should there be the same kind of financial disincentive for somebody who blatantly abuses it from a fair use point of view?

Mr. SIEMINSKI. Yes. I think the answer is yes to your second question. As I mentioned, there is statutory damages for copyright infringement, but there is no penalty at all for the other side of that equation. So, yes, I think there should be those penalties.

We do see—it is not by any means the majority of the notices we get. It is a small handful. But even a little bit of censorship isn't okay in our opinion, and I think that relative to the kind of whack-a-mole problem or the other large-scale, the other types of issues we have been hearing about on the panel today, we don't see any of that on our platform because we are not a filing-sharing platform. We are like most other sites on the Internet where we are providing a platform for people to post original content, and in that context the problem that we see is these abusive notices. It is not the majority of them, but it is the majority of the issues that we see.

Ms. LOFGREN. Thank you, Mr. Chairman.

Mr. MARINO. The Chair recognizes the gentleman from California, Congressman Issa.

Mr. ISSA. Thank you, Mr. Chairman. This is an important hearing, and sometimes these hearings are déjà vu all over again. We have been here before, and I am sure we are going to be here again. But let me go through a couple of questions that I think will help make at least this moment in time accurate to the status quo.

Professor O'Connor, happy St. Patrick's Day.

Mr. O'CONNOR. Thank you.

Mr. ISSA. But more importantly, you are a law professor. I assume you went through law school or to undergraduate school in the 1980's or 1990's? When was it?

Mr. O'CONNOR. Eighties.

Mr. ISSA. Eighties. So at that time, there was no Google, right?

Mr. O'CONNOR. Correct.

Mr. ISSA. Well, let's just bring ourselves up to date a little bit.
Ms. Oyama, if today in the online world the equivalent is occurring—in other words, somebody is using it in an online class, they are posting it on a website, et cetera—and let’s just say that the professor here now wants to find out if somebody is doing the right or wrong thing, isn’t to a great extent what Google provides to the copyright community a virtually unlimited instantaneous ability to find copyright or potential copyright violations or abuses in the open web?

Ms. OYAMA. I think that is right. Actually, there is this vibrant market that is growing of vendors that specialize in this. Sometimes I think they use these same tools to find where the problem is so they can then go on and attack them.

Mr. Issa. Well, Ms. Schneider, obviously as a composer, I would sort of do the same thing, a composer, writer, producer. You are much younger, of course, than the professor, but three or four decades ago you wouldn’t have known that somebody was ripping off your music unless somebody happened to report because they could photograph it, photocopy it. I can remember that the Catholic Church and other churches finally got called on using sheet music by simply mimeographing it and handing it out, but for generations they had not been held accountable to pay, and it wasn’t fair use but they would have implied that giving everyone in the choir a copy of somebody’s sheet music was okay. Do you remember hearing about that?

Ms. Schneider. Do I remember hearing about that?

Mr. Issa. Yes.

Ms. Schneider. Yes.

Mr. Issa. So a vast amount of this was going on, and for the most part it was impossible to track. Do you agree that today one of the disadvantages that leads to takedown is that it is fairly inexpensive for people to put things on the Internet? But isn’t one of the advantages the fact that you now can quickly, you or a service can quickly find infringers on the Internet where you couldn’t have found them, they were just copying for church on Sunday in Tuscaloosa?

Ms. Schneider. You know, the digital age opened it up to such an expansive point. And I would like to point out that you were saying three or four decades ago. I mean, I don’t know, maybe we were talking about cassettes at a certain point, which weren’t very good quality, and then——

Mr. Issa. I want you to know I was selling 8-tracks in college, so please do not lecture me on how bad they were. [Laughter.]

But they were great in trucks when you couldn’t hear anyway.

But the point is you are arguing that somehow this new opportunity, which is, of course, creating a huge amount of sales—the majority of songs soon will, if they are not already, be sold online. Aren’t we dealing with a balance of takedown allows for somebody to be essentially tried and convicted by an accuser? That is the current law, that you accuse. I am the copyright holder, I want to take him down. You get an immediate adjudication, effectively, and takedown, and yet I am being asked periodically to do more. SOPA and PIPA obviously was a discussion about doing more, having the Justice Department go out and criminalize this and do the work for copyright owners and so on.
Isn’t it today, unlike 10 years ago, 20 years ago, 30 years ago, the fact that you now can find and instantaneously, even automated, find and potentially accuse infringers and cause takedown notice? Isn’t that the status quo? I just want to establish not right or wrong, not whether there could be more done, but isn’t that really the status quo, that when the professor was in school, nobody knew whether his professor was making copies under fair use or not? It just wasn’t available. The music, those 8-tracks, the bootleg 8-track industry, nobody knew how many were sold and whether a truck stop had legal or not legal.

You know, or at least have the ability to know, don’t you?

Ms. SCHNEIDER. I can tell you that—I am just going to take a little step back.

Mr. ISSA. But the only thing I want you to do is——

Ms. SCHNEIDER. The answer is no, it is not good, because there is so much of my music out there now compared to 8-track cassettes.

Mr. ISSA. Ma’am, I only wanted you to answer the question, and then you can talk as long as the Chairman lets you.

Ms. SCHNEIDER. Okay.

Mr. ISSA. Isn’t it true you now can find that out, where you couldn’t have when the 8-track was being sold at Pop’s Truck Stop 30 or 40 years ago?

Ms. SCHNEIDER. Of course that is true. I can find it now.

Mr. ISSA. Okay.

Ms. SCHNEIDER. But the quantity that is out there is just so vast. Now, I will tell you, in 2003 when this thing started, I happened to be—I consider myself the most well-equipped musician I know in the age of the Internet because I just happened to get on-board as the first artist with this company called ArtistShare. The whole idea was that we are going to connect directly with our fans. I am going to make a record, fan funding, and I am going to share my process.

So I am a very insulated artist compared to most artists because I have established these questions. But even amidst this, with all these sites, there is so much of my content out there. The other night, in 20 minutes, I found 11 sites with just endless songs of mine that popped up again and again and again.

So the ease and the scope at which people can do things now, it is impossible to rein it in, and it is so financially damaging to us. One point I want to make about this is that the vast, vast majority of artists now are paying for their own records. In the age of recording companies, the good part of recording companies is that when they invest, they took on the financial risk of a record. Now we are taking on the financial risk. All the record companies are done, and we are trying to pay back our loans, our mortgages on our houses, whatever we are doing to make these records in an age when everybody is stealing. It is really—I can’t tell you how impossible it is to negotiate this.

Something has to change, and I am asking, please, Congress, do something to change this.

Mr. ISSA. Mr. Chairman, if I could ask Ms. Oyama if she had anything to comment on, on the ability, the speed of takedown and the automation, if she has an answer to that.
Mr. Marino. The Chair recognizes her for 30 seconds.

Ms. Oyama. I think we are seeing the volumes of takedowns going up because the World Wide Web is expanding, but the takedowns are going down. The turn-around times are going down, and that is the place where you want to incentivize more folks to do the right thing when they can develop automation and things like that.

Mr. Issa. Thank you, Mr. Chairman.

Mr. Marino. The Chair now recognizes the gentle lady from Texas, Congresswoman Lee.

Ms. Jackson Lee. Again, I would like to as well acknowledge this hearing as a very important hearing.

Ms. Schneider, let me thank you for framing a very large issue for not only yourself but so many talented artists. Those of us who have served on this Committee for a period of time, we can recollect traveling to places such as Italy and Spain and China with then-Chairman Hyde on the issue of the question of intellectual property, and at that time it was in films and music.

So I think this panel is very good because we have an appropriate balance and we have contributors to a solution to what you have just assessed. I want to find a solution.

We are blessed to be in a new age, and I think I have heard quite a bit of compliments for Google. I will add mine because we need the continued technological inquiry to be able to keep moving and to find ways to address the respect for intellectual property, as well as for the new technology that we have.

And that is why I want to go to Professor O'Connor and have him lay out for us, in Stage 2 of your first proposed solution that was in your testimony, you would have Congress add an affirmative duty to monitor for and remove re-posted works. Can you expound on that solution for a moment?

I want to come back to Ms. Oyama again for a very exciting—I would just like to hear how it would work. The monetizing thing is a very exciting concept. Will it grow? Will you look for new technology to make it even more refined and more accessible? Because as I listen to the sophistication of Ms. Schneider, she is indicating that there may be rooms full of individuals that are not that sophisticated.

But, Professor O'Connor, if I could.

And I have a question for you, Mr. Sieminski, as well.

Yes, Professor O'Connor?

Mr. O'Connor. Thank you, Representative Jackson Lee. I appreciate this opportunity. I want to point out a couple of things. One is that we live in a digital world now, and so the content can be reproduced so much more quickly that simple mimeographs, as Representative Issa was talking about, really is not the world we live in now. So the reason why I want to have the red-flag provisions strengthened is because I believe that for the things that are the entire work and they are just being flagrantly re-posted, and because we do have Content ID, but as I mentioned before, it picked up even my song when I was playing a small snippet of a ZZ Top song, that is impressive technology.

So I believe that we can do this. Again, let's just target the flagrantly infringing material and try to get that taken down, lower the volume of takedown notices.
Ms. JACKSON LEE. And who are you going against when you do that? Because we have to be sympathetic to the providers versus those who have content. Where is that going to be focused?

Mr. O’CONNOR. So I think everyone would agree that we really want to get the people who are posting in the first place. But at the same time, why I focus on strengthening willful blindness is because we can’t have this culture of copyright contempt where even startups are saying, look, I guess this is the game. The game is that I have to just turn a blind eye and let everyone post whatever they will. I can’t monitor or I will get myself into trouble. I think we have set up the incentives exactly backwards.

Ms. JACKSON LEE. So I think what we would want is a really intense discussion listening from both sides of that.

Ms. Oyama, you have made—well, let me just say, you all have looked for answers, as we understand it. So how far can we take that monetized approach that you are using, which I think is very interesting? I like the billion-dollar number. I like the partnership. How far can we take that?

Ms. Oyama. I think the sky is the limit. We are seeing a really big uptick in the number of consumers globally, so not just in U.S. consumers but globally that are trending toward mobile and other devices. So as markets expand, as there are more users, more consumers of music, movies, other types of content, the question I think we are all grappling with is how do you direct legitimate content to those users. So one of the things that we have really always believed is the best way to fight piracy is to increase the availability of legitimate offerings.

So there are data that show in markets where Spotify has entered the market, rates of piracy have dropped like 25 percent. So those are the kind of things that we want to harness, how do we figure out our services. But there are also great innovations in the TV and film space that are getting into the home entertainment as well. How do we encourage rights holders to be comfortable getting their content into the digital space? How do we make consumers aware of it in compelling ways? And how do we all grow the pieces together?

I think the one, just bringing it back to the safe harbors, these services are providing new and really tremendous opportunities for the industries. Their revenue continues to grow, as well as creators who can now access these types of tools that they wouldn’t have been able to independently. They can now do that on their own at lower cost.

So we have to think broadly about what kind of policies stimulate more services like that, more license services that will be paying rights holders, that will be feeding revenue back to the content industry. The safe harbors there, they have been critical for every U.S. Internet company that exists. And in other countries, places like Europe, they don’t have the startup economy that we have. Southeast Asia, same thing. Silicon Valley is a precious part of the U.S. economy because of Congress’ foresight in the DMCA.

So I would just urge folks to be very careful when we think about whether or not we would want to start tinkering with that very careful balance.
Ms. JACKSON LEE. Mr. Sieminski, if I might, you indicated that your company received in the neighborhood of 825 takedown notices last month. How many counter-notices did you receive as a result of that?

Mr. SIEMINSKI. We received four last month on those 825.

Ms. JACKSON LEE. How do you assess that?

Mr. SIEMINSKI. I think——

Ms. JACKSON LEE. Because you are here to solve a problem.

Mr. SIEMINSKI. Yes. I think the counter-notice system has many of the same problems that we see with the notice system. I think the counter-notice procedures are very difficult to navigate, especially for the average user, and I think a big problem with it is even if you receive a notice for content that you legally have the right to post, if a website takes that down, and even if you go through the counter-notice process, there is a 10-day period when that content is down for good under the statute.

So the notice process provides for content to be taken down for at least 10 days, and then there is a complicated process for counter-noticing that most people can’t navigate.

Ms. JACKSON LEE. I have just a follow-up question, Mr. Chairman, for Professor O’Connor, if I might, and I will conclude with Ms. Schneider on a yes-or-no answer.

I wanted Mr. Sieminski to speak because he indicated that there are no damages available for those who misuse the notice process. While there may not be statutory language in 512(c), the statute does provide for damages and fees if someone is found to have abused the process.

Mr. O’CONNOR. Courts can craft remedies, yes.

Ms. JACKSON LEE. So is there a damage process, or do we need to make that more clear? Or do you believe there should be one, or believe there is one?

Mr. O’CONNOR. I think it is not clear enough, and I think we should make sure that we can take care of the abuses if they are happening, although they should be happening on a relatively small scale.

Ms. JACKSON LEE. I just want to read this and conclude with Ms. Schneider. I think it is important. You may have said this, Ms. Oyama, but this sort of crafts the difficulty that we are in.

This is really, really a good one in terms of the experience of notice and takedown. A physician claiming a copyright in his signature sent a takedown notice aimed at a document related to the suspension of his license to practice medicine. So I wanted to leave us on that note because this is in your testimony about takedown notices, that sometimes it can get really off center.

But I want to agree with Ms. Schneider and simply say as you listen here to the testimony around the table, monetize, talking about trying to find a balance, are you seeing that as being helpful to you by looking at a way to balance these issues?

Ms. SCHNEIDER. The takedown notices?

Ms. JACKSON LEE. No, not the takedown notices, just the idea of the utilization of your intellectual property monetized as a technology, looking at clarifying the law. Is that going to be helpful to you?
Ms. SCHNEIDER. No, because it is such small quantities of money for so many views, advertising on Google and various things. I mean, the thing that is frustrating from a musical standpoint is that if you imagined music here with this much volume of money that was coming in, we refer to it now as content, and the content is being used by a number of companies on the Internet to draw people, to draw eyeballs, and the more eyeballs they get, the more data they collect, the higher paying the advertising is.

Ms. JACKSON LEE. So your answer is what? Your final answer is what, to the solution?

Ms. SCHNEIDER. For me, the solution is that DMCA has to have a more robust upload, stay-down means takedown, and there should be a Content ID for every company so that everything is filtered, so that at least I can control what is being illegally uploaded out there.

Ms. JACKSON LEE. Mr. Chairman, thank you for your indulgence and courtesies, and to the Ranking Member as well. I do think there is a call for us to work together.

I yield back.

Mr. MARINO. This concludes this hearing. I want to thank all our witnesses for attending. I want to thank our guests in the gallery for being here.

Without objection, all Members will have 5 legislative days to submit additional written questions for the witnesses or additional materials for the record.

This hearing is now adjourned. Thank you.

[Whereupon, at 12:29 p.m., the Subcommittee was adjourned.]
APPENDIX

MATERIAL SUBMITTED FOR THE HEARING RECORD
What the uploader sees:

Important: By sharing, you confirm that your sounds comply with our Terms of Use and don’t infringe anyone else’s rights. If in doubt, check our Copyright Information pages and FAQs before uploading.
What the creator sees:

Procedure for Reporting Copyright and other Infringements for Rights Owners in the United States

1. SOUNDCLOUD encourages USER to notify SOUNDCLOUD of any Content that USER believes to be in violation of copyright, trademark, any other intellectual property rights, or any other applicable law, or of any Content that contains undesirable texts or images of, or links or references to, pornography, violence, racism, or content that is otherwise discriminatory or objectionable.

2. If you are a copyright owner or an agent of a copyright owner and believe that any USER Content or other content that has been made available on or through the Website infringes upon your copyright, you may send a written notice of claimed copyright infringement ("Notice") to our Copyright Agent via email or postal mail with the following information:

   1. a statement that you have identified material on the Website which infringes your copyright or the copyright of a third party on whose behalf you are entitled to act;
   2. a description of the copyrighted work that you claim has been infringed;
   3. a description specifying the material that you claim is infringing and the location of the material on our (including, for example, a URL and/or screen shot);
   4. your full name, telephone number and email address on which you can be contacted;
   5. a statement by you that you have a good faith belief that the disputed use of the material is not authorized by the copyright owner, its agent, or the law;
   6. a statement by you that the information in the Notice is accurate, and under penalty of perjury, that you are authorized to act on behalf of the owner of the exclusive right that is allegedly infringed; and
   7. an electronic or physical signature (which may be a scanned copy) of a person authorized to act on behalf of owner of the work that is allegedly infringed.

3. Counter-Notice. If you believe that the content you uploaded and that was removed (or to which access was disabled) is not infringing, or that you have the authorization from the copyright owner, the copyright owner's agent, or pursuant to the law, to post and use the Content you uploaded on our Website, you may send a counter-notice containing the following information to our Copyright Agent:

   1. Your physical or electronic signature;
   2. Identification of the content that has been removed or to which access has been disabled and the location at which the content appeared before it was removed or disabled;
   3. A statement that you have a good faith belief that the content was removed or disabled as a result of mistake or a misidentification of the content; and
   4. Your name, user name, address, telephone number, and email address.
include a statement that you consent to the jurisdiction of the federal court in Los Angeles, California, and a statement that you will accept service of process from the person who provided notification of the alleged infringement.

Please contact us at copyrightagent@souncloud.com if you have questions regarding the location of the claimant against your Content.

If a counter-notice is received by the Copyright Agent, SOUNDCLOUD may send a copy of the counter-notice to the original complaining party informing that person that it may replace the removed content or cease disabling it in ten (10) business days. Unless the copyright owner files an action seeking a court order against the content provider, member or user, the removed content may be replaced, or access to it restored, in ten (10) to fourteen (14) business days or more after receipt of the counter-notice, at SOUNDCLOUD's sole discretion.

SOUNDCLOUD's Copyright Agent for notice of claims of copyright infringement can be reached at the following address:

By postal mail:
Copyright Agent SoundCloud Ltd.
Roseenthaler Str. 13
10119 Berlin
Germany

Attention: William E. Colitis, Esq. c/o Music Reports, Inc.
21122 Erwin Street
Woodland Hills, CA 91370
USA

T: 818 558 1400
F: 818 558 3848

By email: copyrightagent@souncloud.com

Please only send infringement notices to the Copyright Agent; any other communications, e.g., feedback, comments, requests for technical support should be sent to SOUNDCLOUD's customer service at http://help.souncloud.com.

Date: June 30, 2010
"Maria Schneider Orchestra..." This video is no longer available due to a copyright claim by Maria Schneider.

Sorry about that.
Material submitted by the Honorable Darrell E. Issa, a Representative in Congress from the State of California, and Member, Subcommittee on Courts, Intellectual Property, and the Internet

May 30, 2013

Hon. Philip Gunn
Speaker of the House
Mississippi House of Representatives
PO Box 1018
Jackson, MS 39235

Hon. Jim Hood
Attorney General
State of Mississippi
P.O. Box 220
Jackson, MS 39205

Dear Speaker Gunn and Attorney General Hood:

I am pleased to enclose for your consideration a George Washington USB Thumb Drive containing a scanned version of the Mississippi Code as well as XML-encoded versions of the code. Our purpose in making these statutes available is to promote access to the law by citizens and to promote innovation in ways the statutes are made available so that public servants, members of the bar, citizens, and members of the business community have ready access to the laws that govern them.

Access to the law is a fundamental aspect of our system of democracy, an essential element of due process, equal protection, and access to justice. The Supreme Court of the United States has repeatedly reaffirmed this principle, stating for example in Banks v. Manchester (128 U.S. 244, 1888) that "the authentic exposition and interpretation of the law, which binding every citizen, is free for publication to all, whether it is a declaration of unwritten law, or an interpretation of a constitution or a statute."

The fact that there is no copyright in the law has been affirmed as a statement of policy by the United States Copyright Office which stated "Edicts of government, such as judicial opinions, administrative rulings, legislative enactments, public ordinances, and similar official legal documents are not copyrightable for reasons of public policy. This applies to such works whether they are Federal, State, or local as well as to those of foreign governments."

I would be pleased to answer any questions you may have and look forward to better access to the law by the citizens of Mississippi.

Sincerely yours,

Carl Malamud
Public.Resource.Org
October 7, 2013

Carl Malamud  
Public.Resource.Org  
1005 Gravenstein Highway North  
Sebastopol, CA 95472


Dear Mr. Malamud:

The Legislature of the State of Mississippi, and specifically the Joint Legislative Committee on Compilation, Revision, and Publication of Legislation ("Committee"), has received your material and correspondence of May 30, 2013 addressed to the Hon. Philip Gunn and the Hon. Jim Hood. The Committee has requested the Office of the Attorney General to respond and to take all appropriate actions. I am intellectual property counsel for and represent the Attorney General and have been specifically requested to respond.

The State of Mississippi appreciates your interest and efforts to provide access to the law for all citizens, including those of Mississippi. Its purpose has been and is always to make the state’s statutes available so that the public has the unlettered ability to study, utilize, and access the law at any time.

To that end, the Legislature has for years contractually agreed with LexisNexis, the publisher of the Mississippi Code of 1972 Annotated, as amended, modified, and revised from time to time ("Code"), to have the latter publish an unannotated version of the Code on the publisher’s Internet website at no cost to the Committee, the State, or the public. The Code is a compilation of the public statutory laws of the State of Mississippi organized by specific chapters, sections, and titles. Mississippi provides the published unannotated version of its Code through the LexisNexis website and accessible links to the site from the websites of the Mississippi Legislature, the Attorney General, the Mississippi Secretary of State, and the Mississippi Supreme Court, all at no cost to the public.
The Committee is cognizant of U.S. copyright law as it applies to the Code and operates within the guidelines set out within the law and expects all citizens to do the same. The Code includes annotations including, but not limited to, source and reference annotations, editor's notes and amendments, and administrative and judicial decision annotations, all of which are original works of authorship that include synopses, interpretations, and analyses of research references and cross references, Attorney General opinions, and administrative and judicial decisions.

The annotations are created for the Committee contractually by LexisNexis and by others employed with the Mississippi Legislature and/or the Committee. The annotations are produced over time and through significant creative efforts. These annotations are original works of the creators that are entitled to protection under U.S. copyright law. The unannotated version of the Code published by LexisNexis does not include the annotations and original works of authorship created by the publisher and by others. LexisNexis timely provides updates of the unannotated version of the Code on its website. The annotated Code is likewise always available to the public at the State Law Library and any public facility that maintains an updated set of Code volumes.

With respect to publication of the unannotated version of the Code, the Committee subscribes to the 2007 Open Government Working Group's 8 Principles of Open Government Data that promulgate that government data should be complete, primary, timely, accessible, machine processable, and license-free; that access to such data be non-discriminatory; that formats of such data be non-proprietary; and that compliance with such principles be reviewable. The Committee has been and is always available to address any matters relevant to the published unannotated version of the Code.

The published unannotated version of the Code is a complete, current, and official version of the law itself and does not include copyright-protected material which does not comprise the law. The Mississippi Legislature enacts only the law itself, not the annotations, summaries, and analyses. Moreover, it publishes only the law itself in the unannotated version (no cost basis) and publishes both the law itself and the annotations, summaries, and analyses in the annotated version (cost basis). Thus, the Mississippi Code of 1972 Annotated is also a complete, current, and official version of the law of the State and includes the law itself and copyright-protected material. The annotated version of the Code is the product and result of an independent commercial effort by the publisher to (1) copy the state statutes, i.e., the law itself, and (2) compile the law, on a for-profit basis, with additional copyright-protected annotations, summaries, and analyses that belong to the State under U.S. copyright law. Copyright in materials can reside with the State and the copyright to such annotations, summaries, and analyses is owned and will be enforced by the State. Although published with the law, such annotations, summaries, and analyses within the annotated version of the
Code are not the law. As mentioned, absolutely no restriction exists on the use of or access to the current law itself.

The Committee is of the opinion and believes in good faith that the annotated version of the Code involves original works entitled to the rights of copyright protection and has requested the Attorney General, by statute, to take any and all actions necessary to enforce such rights. The contractual agreement between the Committee and LexisNexis, or any publisher, provides the State of Mississippi and the Legislature the practical ability to provide and maintain a quality and accurate Code at a reasonable cost to the taxpayers. The Committee is committed to ensuring full and complete copyright protection of the Code.

The Committee is likewise committed to providing accurate and publicly accessible statutory law and has provided ample assurance that such is and will continue to be timely updated and published. The Committee's position is that the annotated Code that you have copied and published is comprised of copyright-protected material. The Committee therefore requests that you immediately remove the annotated version of the Mississippi Code of 1972 Annotated from any and all of your website(s) and from all sites and all types of written and electronic media over which you have control. The Committee further requests that you respond in writing to me within five (5) days of the receipt of this letter that such action has been taken and include written assurance that the annotated version of the Code will not be published or provided to any individual or entity in any format in the future by you and will not be published on any such website(s) or provided by you through written, electronic, or any type of media whatsoever.

Thank you for your prompt attention to this matter. All correspondence should be directed to me at the Office of the Attorney General via the address shown below.

Sincerely,

Larry A. Schemmel
Special Assistant Attorney General
State of Mississippi

c: Ronny Frith, Co-Counsel, Joint Legislative Code Committee
Bubba Neely, Co-Counsel, Joint Legislative Code Committee
Anders Gaertner, Senior Director Government Content Acquisition, LexisNexis
Larry A. Scheehmel
Special Assistant Attorney General
Office of the Attorney General
State of Mississippi
Post Office Box 1850
Jackson, Mississippi 39215-1850

Dear Mr. Scheehmel,

I am in receipt of your letter of October 7 regarding your request that we "immediately remove the annotated version of the Mississippi Code of 1972 Annotated from any and all websites and from all sites and all types of written and electronic media." We respectfully decline to comply with this request for the reasons stated herein.

First, let me thank you for thoughtful letter. I especially appreciate your support for the 8 Principles of Open Government Data, which I helped draft with 30 of my colleagues in 2007. If I may take the liberty of paraphrasing your letter, it seems like you are making two main points:

- You state that the State of Mississippi makes the unannotated version of the Code available and that this is complete, current, and official. (Emphasis in the original letter.)
- You state that the annotated version of the Code is also an "official version of the law of the State and includes the law itself and copyright-protected material." (Emphasis in the original letter.)

Let me begin by addressing the question of availability of the unannotated version of the Code via your vendor’s web site. As you know, the 8 Principles of Government Data require that access to government data—particularly public domain data such as we both agree includes the unannotated Code—should be license-free and machine processable.

As you will see in Exhibit A, access to the site is initially blocked by a popup which requires the user to agree the Terms and Conditions. Those Terms and Conditions, which are attached in Exhibit B, consists of an extensive license agreement spanning 5 pages of exceedingly technical language in fine print.

Some of the highlights of the agreement include fairly draconian prohibitions against effective use, including a prohibition against the ability to "copy, modify, reproduce, republish, distribute, display, or transmit for commercial, non-profit or public purposes all or any portion of this Web Site."
The terms of use, in turn, refer to the Copyright Statement from your vendor, which states:

No part of the materials including graphics or logos, available in this Web site may be copied, photocopied, reproduced, translated or reduced to any electronic medium or machine-readable form, in whole or in part, without specific permission to request permission to use materials, continue to our permission request form. All information for commercial purposes is prohibited.

Source: http://www.lexisnexis.com/terms/copyright.aspx
Last Revised: October 10, 2013

If the user has the courage to click through, they are presented with a navigational interface based on frames and an extensive amount of clicking by the user before they can view the section they are looking for (See Exhibit C). Finally, the user is presented with a section of the Code, for example Exhibit D, shows § 1–1–8.

The user interface your vendor presents is full of links to various proprietary products, but there is a little print icon, which presents a semi-clean version of the text, as shown in Exhibit E. However, there is a huge flaw in the user interface, in that the URL that is presented does not allow a user to share what they are looking at with other users. If you mail the URL to a friend, you don’t get the section of the Code, you get a screen from your vendor hawking proprietary products as shown in Exhibit F.

The lack of permanent URLs and a modern user interface are just the beginning of problems with this web site.

- As you can see from Exhibit G, the site is replete with HTML errors, errors which prevent the text from properly working on modern standards-based browsers (I have included only the first 10 pages of the 39 page error report).
- In addition, as shown in Exhibit H, the site is replete with CSS errors, as shown in Exhibit I, making the site work improperly in browsers (again, I have included only the first 10 pages of the 165 error report, which is a test of only one of several of the CSS files used).
- In addition, as shown in Exhibit I, the site does not meet the Section 508 accessibility requirements of the U.S. Rehabilitation Act, which makes information available to people with disabilities.
- Finally, as shown in Exhibit J, your vendor does not permit search engines to crawl their site, making the most common discovery method for users unavailable in the case of the Mississippi Code. People should be able to easily discover what the law is.

Perhaps the biggest issue is that the public access that is provided does not allow bulk access to the data. This means that other sites, which might provide better formatting or accessibility, are prohibited from providing this service by the terms of use. There is no requirement that the State or your vendor provide a good web site, but prohibiting others from doing so is a significant barrier to the rule of law and our rights to read, know, and speak the laws which we must all obey.

Let me turn briefly now to the issue of the Annotated Official Code. Exhibit K contains the marketing literature provided by your vendor. As you can see, any citizen and...
certainly any lawyer would feel totally remiss in not using the official annotated version of the Code. The marketing literature stresses that.

Be sure that the law you read is the law indeed. Official isn't just a word, it's a process. The Mississippi Joint Legislative Committee on Compilation, Revision and Publication of Legislation maintains careful editorial control over the publication of the official code. From the moment LexisNexis receives the acts to the final galley proofs of the finished product, their strict supervision ensures that the published code and its supplements contain no errors in content, conform carefully to the numbering scheme, and publish in a timely manner.

Cite the code that's guaranteed to be right. Because it's official, you can rely on LexisNexis' Mississippi Code of 1972.

Annotated for the correct statement of the law...

As you can see, it is very clear that the Code is the official statement of the law as promulgated by the State. This is not some independent commercial endeavor, this is an official process under the direction of the State.

I have attached as Exhibit I the same section earlier attached from Exhibit C, this one being the annotated version. As you can see by comparing the two, the Annotated Code includes important cross references, research references, and Editor's Notes. The Editor's notes are not simply creative work; they are important materials. For example, the note to § 1-1-11 is a reference to a statement adopted by the Joint Legislative Committee on Compilation, Revision and Publication of Legislation. Statements such as these are part and parcel of the law, statements of the codifiers that add important information to the original statutes.

I appreciate the efforts you have taken to reach out to me and the informative nature of your letter. It is clear you have given the matter careful consideration. However, we believe that the Official Code as promulgated by the Joint Legislative Committee and bearing the official authorship of the Committee falls squarely in the category of the law, official in it's word, just as a process. The citizens have the right to read, know and speak.

We therefore respectfully decline to remove the materials. However, I would be more than happy to discuss the matter including traveling to Mississippi to discuss the technical points which I have raised with you and others.

Sincerely yours,

[Signature]

Carl Malamud

[Name]

[Address]

[Phone]

[Email]

[Date: 2013-10-11 05:38:41]

[File: 07007]
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"IF A LAW ISN'T PUBLIC, IT ISN'T A LAW. JUSTICE STEPHEN BREYER"
EXHIBIT B
6. At any time and for any reason, Provider may terminate your Service, and Provider may do so immediately without notice. Provider may also prohibit or limit access to the Service if Provider suspects that you have violated these Terms or if Provider is unable to verify the accuracy of any information you have provided. Provider is not responsible for any information you may upload, whether or not such information may be offensive or inaccurate. Provider reserves the right to restrict or block any advertisement or in any other manner to prohibit you from using the Service or any portion thereof at any time.

7. No Sale of Information. Provider shall not sell or otherwise disclose information you provide to Provider or any other person or entity, unless required by law.

8. Limitation of Liability. You agree that you are solely responsible for any content that you upload or otherwise transmit through the Service. You agree to indemnify and hold Provider harmless from any loss or liability that Provider may incur with respect to any content that you upload or otherwise transmit through the Service.

9. Termination. These Terms will automatically terminate upon the occurrence of any of the events described above. Notwithstanding the foregoing, if you violate these Terms, Provider may take immediate action to terminate your access to the Service and to block your use of the Service at any time.

10. No Waiver. Provider’s failure to enforce these Terms will not be deemed a waiver of any term or condition of these Terms.

11. Governing Law. These Terms and any matters relating to it shall be governed by and construed under the laws of the State of Ohio without giving effect to any conflict of laws principles that would result in the application of the law of any other jurisdiction.

12. Miscellaneous. These Terms constitute the entire agreement between you and Provider regarding the Service and supersede all prior or contemporaneous agreements or understandings, whether oral or written, regarding the subject matter of these Terms.
§ 1-1-6. Official code; recognition as evidence of public statute laws; restrictions on use of certain words or names in title of codes other than official version.

(1) The Mississippi Code of 1972 Annotated, as amended, modified and revised from time to time, that is published by the company with which the Joint Legislative Committee on Compilation, Revision and Publication of Legislation has contracted under Section 1-1-107(a), shall be the official code of the public statute laws of the State of Mississippi, and shall be recognized as evidence of the public statute laws of the State of Mississippi, in all courts of the State and by all public officers, offices, departments and agencies of the State and its political subdivisions, and in all other places or instances where the public statute laws of the State may come into question. However, if there is any conflict between the language of any statute as it appears in the Mississippi Code of 1972 Annotated and in the General Laws of Mississippi, the language in the General Laws shall control; and if there is any conflict between the language of any statute as it appears in the General Laws of Mississippi and in the original enrolled bills enacted by the Legislature, the language in the enrolled bills shall control.

(2) No publisher of a code of the public statute laws of the State of Mississippi, other than the publishing company with which the Joint Legislative Committee on Compilation, Revision and Publication of Legislation has contracted under Section 1-1-107(a), shall be authorized to use as the name, title or designation of the code that is published, the words "Mississippi Code of 1972," "Mississippi Code 1972," "Mississippi Code of 1972 Annotated," "Mississippi Code 1972 Annotated," "Annotated Mississippi Code of 1972," "Annotated Mississippi Code 1972," or any other combination of words containing "Code of 1972," "Code 1972" or "1972 Code." The joint committee may seek injunctive relief, or authorize the publisher of the official code to seek injunctive relief on behalf of the joint committee, against any person or entity to enforce the provisions of this subsection.

HISTORY: Sources: Laws, 1995, ch. 310, § 2, eff from and after passage (approved Mar. 8, 1995)
EXHIBIT E

Miss. Code Ann. § 1-1-8

MISSISSIPPI CODE OF 1972
**Current through the 2013 Regular Session and 1st and 2nd Extraordinary Sessions***

TITLE 1. LAWS AND STATUTES
CHAPTER 1. CODE OF 1972
IN GENERAL


§ 1-1-8. Official code; recognition as evidence of public statute laws; restrictions on use of certain words or names in title of codes other than official version

1. The Mississippi Code of 1972 Annotated, as amended, modified and revised from time to time, that is published by the company with which the Joint Legislative Committee on Compilation, Revision and Publication of Legislation is contracted under Section 1-1-107(a):

(a) Is the official code of the public statute laws of the State of Mississippi that are enacted by the Legislature; and

(b) Shall be used, received, recognized and referred to as the official code of the public statute laws of the State of Mississippi, and shall be considered as evidence of the public statute laws of the State of Mississippi, in all courts of the State and by all public officers, offices, departments and agencies of the state and its political subdivisions, and in all other places or instances where the public statute laws of the State may come into question. However, if there is any conflict between the language of any statute as it appears in the Mississippi Code of 1972 Annotated and in the General Laws of Mississippi, the language in the General Laws shall control; and if there is any conflict between the language of any statute as it appears in the General Laws of Mississippi and in the original enrolled bills enacted by the Legislature, the language in the enrolled bills shall control.


HISTORY: SOURCES: Laws, 1959, ch. 310, § 2, eff from and after passage (approved Mar. 9, 1959)
Lexis® Total Research System

Welcome.

Lexis® Total Research System provides the most extensive collection of legal content and tools to help you research and resolve legal issues more efficiently. It includes all the features of Lexis Advance® and much more. With the Lexis® Total Research System, you can easily find all the information you need. Spend less time searching, and more time developing your strategies with confidence.
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EXHIBIT G

W3C Markup Validation Service

Jump To: Notes and Potential Issues Validation Output

Errors found while checking this document as HTML 4.01 Transitional

Result: 83 Errors, 34 warning(s)

html>
<head>
<meta name="viewport" content="width=device-width, initial-scale=1.0, maximum-scale=1.0"/>
<link rel="stylesheet" type="text/css" href="/rl/newUglolb05-0CT-2013.css"></link>
<link rel="stylesheet" type="text/css" href="/rl/stepreg05-0CT-2013.css"></link>
<link rel="stylesheet" type="text/css" href="/rl/d01pmp05-0CT-2013.css"></link>

Encoding: utf-8
Doctype: HTML 4.01 Transitional
Root Element: html

Try now the W3C Validator Suite™ premium service that checks your entire website and evaluates its conformance with W3C open standards to quickly identify those portions of your website that need your attention.

The W3C validators are developed with assistance from the Mozilla Foundation, and supported by community donations.
Donate and help us build better tools for a better web.

Options
Notes and Potential Issues

The following notes and warnings highlight missing or conflicting information which caused the validator to perform some guesswork prior to validation, or other things affecting the output below. If the guess or fallback is incorrect, it could make validation results entirely inconherent. It is highly recommended to check these potential issues, and, if necessary, fix them and re-validate the document.

1. Unable to Determine Parse Mode

The validator can process documents either as XML (for document types such as XHTML, SVG, etc.) or SGML (for HTML 4.01 and prior versions). For this document, the information available was not sufficient to determine the parsing mode unambiguously, because:

- In Direct Input mode, no MIME Media Type is served to the validator
- No known Document Type could be detected
- No XML declaration (e.g. `<html version="1.0">`) could be found at the beginning of the document
- No XML namespace (e.g. `xmlns:xml=http://www.w3.org/1999/xhtml`) could be found at the root of the document.

As a default, the validator is falling back to SGML mode.

2. No doctype found! Checking with default HTML 4.01 Transitional Document Type.

No DOCTYPE Declaration could be found or recognized in this document. This generally means that the document is not declaring its Document Type at the top. It can also mean that the DOCTYPE declaration contains a spelling error, or that it is not using the correct syntax.
The document was checked using a default "fallback" Document Type Definition that closely resembles "HTML 4.01 Transitional".

Learn how to add a doctype to your document from our FAQ.

No Character encoding declared at document level

No character encoding information was found within the document, either in an HTML not an XML declaration. It is often recommended to declare the character encoding in the document itself, especially if there is a chance that the document will be read from or saved to disk, CD, etc.

See this tutorial on character encoding for techniques and explanations.

Using Direct Input mode; UTF-8 character encoding assumed

Unlike the "by URI" and "by File Upload" modes, the "Direct Input" mode of the validator provides validated content in the form of characters pasted or typed in the validator's form field. This will automatically make the data UTF-8, and therefore the validator does not need to determine the character encoding of your document, and will ignore any charset information specified.

If you notice a discrepancy in detected character encoding between the "Direct Input" mode and other validator modes, this is likely to be the reason. It is neither a bug in the validator, nor in your document.

Validation Output: 83 Errors

Line 2, Column 1: no document type declaration; implying "<!DOCTYPE HTML SYSTEM>"

The checked page did not contain a document type ("DOCTYPE") declaration. The Validator has tried to validate with a fallback DTD, but this is quite likely to be incorrect and will generate a large number of incorrect error messages. It is highly recommended that you insert the
proper DOCTYPE declaration in your document — instructions for doing this are given above — and it is necessary to have this declaration before the page can be declared to be valid.

Line 4, Column 91: NET-enabling start-tag requires SHORTTAG YES

For the current document, the validator interprets strings like src="" as a way of passing values around instructions from the validator. This interpretation is triggered by HTML 4 documents or other SGML-based HTML documents. To avoid the messages, simply remove the "" character in such contexts. N.B. If you expect "" to be interpreted as an XML-compatible ""self-closing"" tag, then you need to use XHTML or HTML 4.

This warning and related errors may also be caused by an unquoted attribute value containing one or more "". Example: va=port http://www.w3.org/1999/xhtml. In such cases, the solution is to put quotation marks around the value.

Line 4, Column 92: character data is not allowed here

You have used character data somewhere it is not permitted to appear. Mistakes that can cause this error include:

- putting text directly in the body of the document without wrapping it in a container element (such as a <p> or <span>), or
- forgetting to quote an attribute value (where characters such as "'" and """" are common, but cannot appear without surrounding quotes), or
- using XHTML style self-closing tags such as <meta ... /> in HTML 4.01 or earlier. To fix, remove the extra slash (/) character. For more information about the reasons for this, see <http://www.w3.org/TR/REC-html40>.

Line 5, Column 86: end tag for element "LINK" which is not open

The validator found an end tag for the above element, but that element is not currently open. This is often caused by a leftover end tag from an element that was removed during editing, or by an implicitly closed element (if you have an error related to an element being used where it is not allowed, this is almost certainly the case). In the latter case this error will disappear as soon as you fix the original problem.

If this error occurred in a script section of your document, you should probably read this too.

http://validator.w3.org/
The attribute given above is required for an element that you've used, but you have omitted it.
For instance, in most HTML and XHTML document types the "type" attribute is required on the
"script" element and the "alt" attribute is required for the "img" element.

Typical values for type are "text/css" for styles and "text/javascript" for
scripts.
150

Line 13, Column 362: required attribute "TYPE" not specified

The attribute given above is required for an element that you've used, but you've omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for type are type=text/xsl for stylesheet and type=text/javascript for script.

Line 13, Column 435: required attribute "TYPE" not specified

The attribute given above is required for an element that you've used, but you've omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for type are type=text/xsl for stylesheet and type=text/javascript for script.

Line 13, Column 509: required attribute "TYPE" not specified

The attribute given above is required for an element that you've used, but you've omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for type are type=text/xsl for stylesheet and type=text/javascript for script.

Line 13, Column 586: required attribute "TYPE" not specified

The attribute given above is required for an element that you've used, but you've omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for type are type=text/xsl for stylesheet and type=text/javascript for script.
Line 13, Column 658: required attribute "TYPE" not specified

```
<SCRIPT src="/index.php?REQUEST=theme_content" language="JavaScript"></SCRIPT>
```

The attribute given above is required for an element that you've used, but you have omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for "type" are `text/css` for `<style>` and `text/javascript` for `<script>`.

Line 13, Column 733: required attribute "TYPE" not specified

```
<SCRIPT src="/index.php?REQUEST=theme_content" language="JavaScript"></SCRIPT>
```

The attribute given above is required for an element that you've used, but you have omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for "type" are `text/css` for `<style>` and `text/javascript` for `<script>`.

Line 13, Column 809: required attribute "TYPE" not specified

```
<SCRIPT src="/index.php?REQUEST=theme_content" language="JavaScript"></SCRIPT>
```

The attribute given above is required for an element that you've used, but you have omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for "type" are `text/css` for `<style>` and `text/javascript` for `<script>`.

Line 15, Column 32: required attribute "TYPE" not specified

```
<SCRIPT language="JavaScript"></SCRIPT>
```

The attribute given above is required for an element that you've used, but you have omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "alt" attribute is required for the "img" element.

Typical values for "type" are `text/css` for `<style>` and `text/javascript` for `<script>`.
Line 127, Column 8: required attribute "TYPE" not specified

The attribute given above is required for an element that you've used, but you have omitted it. For instance, in most HTML and XHTML document types the "type" attribute is required on the "script" element and the "all" attribute is required for the "lang" element.

Typical values for type are "text/css" for styles and "text/javascript" for scripts.

Line 132, Column 35: there is no attribute "TOPMARGIN"

You have used the attribute named above in your document, but the document type you are using does not support that attribute for this element. This error is often caused by incorrect use of the "strict" document type with a document that uses frames (e.g. you must use the "Transitional" document type to get the "target" attribute), or by using vendor proprietary extensions such as "marginheight" (this is usually fixed by using CSS to achieve the desired effect instead).

This error may also result if the element itself is not supported in the document type you are using, as an undefined element will have no supported attributes; in this case, see the element-undefined error message for further information.

How to fix: check the spelling and case of the element and attribute. (Remember: HTML is all lower-case) and check that they are both allowed in the chosen document type, and/or use CSS instead of this attribute. If you received this error when using the <embed> element to incorporate Flash media in a Web page, see the FAQ item on void Flash.

Line 132, Column 48: there is no attribute "LEFTMARGIN"

You have used the attribute named above in your document, but the document type you are using does not support that attribute for this element. This error is often caused by incorrect use of the "strict" document type with a document that uses frames (e.g. you must use the "Transitional" document type to get the "target" attribute), or by using vendor proprietary extensions such as "marginheight" (this is usually fixed by using CSS to achieve the desired effect instead).

This error may also result if the element itself is not supported in the document type you are using, as an undefined element will have no supported attributes; in this case, see the element-undefined error message for further information.

How to fix: check the spelling and case of the element and attribute. (Remember: XHTML is all lower-case)
lower-case) and/or check that they are both allowed in the chosen document type, and/or use CSS instead of this attribute. If you received this error when using the `<embed>` element to incorporate Flash media in a Web page, see the FAQ item on valid Flash.

**Line 132, Column 62: there is no attribute "RIGHTMARGIN"**

You have used the attribute named above in your document, but the document type you are using does not support that attribute for this element. This error is often caused by incorrect use of the "strict" document type with a document that uses frames (e.g. you must use the "Transitional" document type to get the "target" attribute), or by using vendor proprietary extensions such as "marginheight" (this is usually fixed by using CSS to achieve the desired effect instead).

This error may also result if the element itself is not supported in the document type you are using, as an undefined element will have no supported attributes; in this case, see the element-undefined error message for further information.

How to fix: check the spelling and case of the element and attribute. (Remember XHTML is all lower-case) and/or check that they are both allowed in the chosen document type, and/or use CSS instead of this attribute. If you received this error when using the `<embed>` element to incorporate Flash media in a Web page, see the FAQ item on valid Flash.

**Line 133, Column 14: there is no attribute "MARGINHEIGHT"**

You have used the attribute named above in your document, but the document type you are using does not support that attribute for this element. This error is often caused by incorrect use of the "strict" document type with a document that uses frames (e.g. you must use the "Transitional" document type to get the "target" attribute), or by using vendor proprietary extensions such as "marginheight" (this is usually fixed by using CSS to achieve the desired effect instead).

This error may also result if the element itself is not supported in the document type you are using, as an undefined element will have no supported attributes; in this case, see the element-undefined error message for further information.

How to fix: check the spelling and case of the element and attribute. (Remember XHTML is all lower-case) and/or check that they are both allowed in the chosen document type, and/or use CSS instead of this attribute. If you received this error when using the `<embed>` element to incorporate Flash media in a Web page, see the FAQ item on valid Flash.

**Line 133, Column 28: there is no attribute "MARGINWIDTH"**
You have used the attribute named above in your document, but the document type you are using does not support that attribute for this element. This error is often caused by incorrect use of the "Strict" document type with a document that uses frames (e.g. you must use the "Transitional" document type to get the "target" attribute), or by using vendor proprietary extensions such as "marginheight" (this is usually fixed by using CSS to achieve the desired effect instead).

This error may also result if the element itself is not supported in the document type you are using, as an undefined element will have no supported attributes; in this case, see the element-undefined error message for further information.

Here to fix, check the spelling and case of the element and attribute. (Remember XHTML is all lower-case) and/or check that they are both allowed in the chosen document type, and/or use CSS instead of this attribute. If you received this error when using the <embed> element to incorporate Flash media in a Web page, see the FAQ item on valid Flash.

**Line 133, Column 40; there is no attribute "ONRESIZE"**

You have used the attribute named above in your document, but the document type you are using does not support that attribute for this element. This error is often caused by incorrect use of the "Strict" document type with a document that uses frames (e.g. you must use the "Transitional" document type to get the "target" attribute), or by using vendor proprietary extensions such as "marginheight" (this is usually fixed by using CSS to achieve the desired effect instead).

This error may also result if the element itself is not supported in the document type you are using, as an undefined element will have no supported attributes; in this case, see the element-undefined error message for further information.

Here to fix, check the spelling and case of the element and attribute. (Remember XHTML is all lower-case) and/or check that they are both allowed in the chosen document type, and/or use CSS instead of this attribute. If you received this error when using the <embed> element to incorporate Flash media in a Web page, see the FAQ item on valid Flash.

**Line 133, Column 95; document type does not allow element "BODY" here**

The element named above was found in a context where it is not allowed. This could mean that you have incorrectly nested elements - such as a "style" element in the "body" section instead of (inside "head") - or two elements that overlap (which is not allowed).

One common cause for this error is the use of XHTML syntax in HTML documents. Due to HTML's rules of implicitly closed elements, this error can create cascading effects. For instance, using XHTML's "self-closing" tags for "meta" and "link" in the "head" section of a
<table>
<thead>
<tr>
<th>URI</th>
<th>Error Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>119</td>
<td>Line 119: Value Error: <code>cursor</code> hand is not a cursor value: hand</td>
</tr>
<tr>
<td>119</td>
<td>Line 119: Value Error: <code>visibility</code> hide is not a visibility value: hide</td>
</tr>
<tr>
<td>120</td>
<td>Line 120: Value Error: <code>visibility</code> hide is not a visibility value: hide</td>
</tr>
<tr>
<td>140 helpL1N</td>
<td>Property z-index doesn't exist: 1</td>
</tr>
<tr>
<td>141 helpL1N</td>
<td>Property z-index doesn't exist: 1</td>
</tr>
<tr>
<td>142 helpL2N</td>
<td>Property z-index doesn't exist: 3</td>
</tr>
<tr>
<td>143 helpL3N</td>
<td>Property z-index doesn't exist: 4</td>
</tr>
<tr>
<td>145</td>
<td>Value Error: <code>visibility</code> hide is not a visibility value: hide</td>
</tr>
<tr>
<td>147</td>
<td>Value Error: <code>visibility</code> hide is not a visibility value: hide</td>
</tr>
<tr>
<td>148</td>
<td>Value Error: <code>visibility</code> show is not a visibility value: show</td>
</tr>
<tr>
<td>149</td>
<td>Value Error: <code>visibility</code> show is not a visibility value: show</td>
</tr>
<tr>
<td>150</td>
<td>Value Error: <code>visibility</code> show is not a visibility value: show</td>
</tr>
<tr>
<td>155</td>
<td>Value Error: <code>visibility</code> hide is not a visibility value: hide</td>
</tr>
</tbody>
</table>
| 158      | Property background-color doesn't exist: #FFFFFF
<table>
<thead>
<tr>
<th>Line</th>
<th>Class</th>
<th>Error Message</th>
</tr>
</thead>
<tbody>
<tr>
<td>174</td>
<td>.tocposNS</td>
<td>Value Error: visibility hide is not a visibility value: hide</td>
</tr>
<tr>
<td>175</td>
<td>.tocposShowNS</td>
<td>Value Error: visibility show is not a visibility value: show</td>
</tr>
<tr>
<td>182</td>
<td>.tocexpandIE</td>
<td>Property layer-background-color doesn't exist: #FFFFCC</td>
</tr>
<tr>
<td>191</td>
<td>.CALyr</td>
<td>Property layer-background-color doesn't exist: #FFFFCC</td>
</tr>
<tr>
<td>207</td>
<td>.tocScrollDiv</td>
<td>Value Error: height only 0 can be a length. You must put a unit after your number: 100</td>
</tr>
<tr>
<td>216</td>
<td>.tocScrollDiv</td>
<td>Value Error: width only 0 can be a length. You must put a unit after your number: 380</td>
</tr>
<tr>
<td>227</td>
<td>.tocScrollDivNS</td>
<td>Value Error: height only 0 can be a length. You must put a unit after your number: 100</td>
</tr>
<tr>
<td>228</td>
<td>.tocScrollDivNS</td>
<td>Value Error: width only 0 can be a length. You must put a unit after your number: 380</td>
</tr>
<tr>
<td>296</td>
<td>.hpOpt</td>
<td>Value Error: width &quot;162px&quot; is not a width value: &quot;162px&quot;</td>
</tr>
<tr>
<td>320</td>
<td>.fpMenuCell</td>
<td>Value Error: cursor normal is not a cursor value: normal</td>
</tr>
<tr>
<td>327</td>
<td>.fpMenuCellHover</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>373</td>
<td>.tabActive, .tabInactive</td>
<td>hand is not a cursor value: hand</td>
</tr>
<tr>
<td>406</td>
<td>.menu_acvisited</td>
<td>Value Error: color 0 is not a color value: 0</td>
</tr>
<tr>
<td>410</td>
<td>.menu_a:hover</td>
<td>Value Error: color 0 is not a color value: 0</td>
</tr>
<tr>
<td>415</td>
<td>.td menu</td>
<td>Value Error: color 0 is not a color value: 0</td>
</tr>
<tr>
<td>445</td>
<td>.td_disabled</td>
<td>Value Error: color 999965 is not a color value: 999966</td>
</tr>
<tr>
<td>450</td>
<td>.td_disabled</td>
<td>Property font-color doesn't exist: 999966</td>
</tr>
<tr>
<td>469</td>
<td>.anPopupStyle</td>
<td>Property layer-background-color doesn't exist: #DFDFDF</td>
</tr>
<tr>
<td>462</td>
<td>.CRNTrailStyle</td>
<td>Property layer-background-color doesn't exist: #DFDFDF</td>
</tr>
<tr>
<td>574</td>
<td>.aMenuitem:hover</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>608</td>
<td>.b.r:Active</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>620</td>
<td>.spanimgimgactive</td>
<td>Property background-image doesn't exist: url(narrow_black.gif)</td>
</tr>
<tr>
<td>831</td>
<td>img.medDot:hand</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>707</td>
<td>a:onclick:link</td>
<td>Value Error: color Unknown dimension 3300cc</td>
</tr>
<tr>
<td>Rule ID</td>
<td>Warning</td>
<td>Description</td>
</tr>
<tr>
<td>--------</td>
<td>---------</td>
<td>-------------</td>
</tr>
<tr>
<td>888</td>
<td>.hpTopLi2</td>
<td>hand is not a cursor value: hand</td>
</tr>
<tr>
<td>932</td>
<td>.smallSans</td>
<td>Value Error: font-family Parse Error: Arial, Helvetica, sans-serif</td>
</tr>
<tr>
<td>943</td>
<td>.trGNSMActive</td>
<td>Value Error: font-family Parse Error: Arial, Helvetica, sans-serif</td>
</tr>
<tr>
<td>953</td>
<td>.trGNSMInactive</td>
<td>Value Error: font-family Parse Error: Arial, Helvetica, sans-serif</td>
</tr>
<tr>
<td>960</td>
<td>.table, .tableMenu</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>963</td>
<td>.span, .disabledLink</td>
<td>Value Error: color: 999999 is not a color value: 999999</td>
</tr>
<tr>
<td>1035</td>
<td>.trStrActiveClass</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>1073</td>
<td>.searchDocSel</td>
<td>Value Error: width only 0 can be a length. You must put a unit after your number: 205</td>
</tr>
<tr>
<td>1077</td>
<td>.searchDocSel</td>
<td>Value Error: border Unknown dimension 2pixinset</td>
</tr>
<tr>
<td>1104</td>
<td>.toppopup, .close</td>
<td>Value Error: cursor hand is not a cursor value: hand</td>
</tr>
<tr>
<td>1140</td>
<td>.toppopup</td>
<td>Parse Error: duration=1</td>
</tr>
<tr>
<td>1176</td>
<td>.scBlackTerm</td>
<td>Value Error: color: #black is not a valid color 3 or 6 hexadecimal numbers: #black</td>
</tr>
<tr>
<td>1183</td>
<td>.spellCheckFakeCivIE</td>
<td>none is not a overflow-x value: none</td>
</tr>
<tr>
<td>1298</td>
<td>.SS_popupmenu</td>
<td>Parse Error: HEIGHT: 1.1em</td>
</tr>
<tr>
<td>1340</td>
<td>.SS_popupmenu, A</td>
<td>hand is not a cursor value: hand</td>
</tr>
<tr>
<td>1438</td>
<td>.trSS_headerblack td</td>
<td>Value Error: padding only 0 can be a length. You must put a unit after your number: 3 3 3</td>
</tr>
<tr>
<td>1445</td>
<td>.trSS_subheaderdarkgray td</td>
<td>Value Error: padding only 0 can be a length. You must put a unit after your number: 3 3 3 3</td>
</tr>
<tr>
<td>1451</td>
<td>.trSS_noheadwhite td</td>
<td>Value Error: padding only 0 can be a length. You must put a unit after your number: 3 3 3 3</td>
</tr>
<tr>
<td>1469</td>
<td>.table, .SS_tableborder</td>
<td>Value Error: width only 0 can be a length. You must put a unit after your number: 750</td>
</tr>
<tr>
<td>1473</td>
<td>.table, .SS_tableborder</td>
<td>Value Error: width only 0 can be a length. You must put a unit after your number: 750</td>
</tr>
</tbody>
</table>
EXHIBIT I
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- A method shall be provided that permits users to stop repetitive navigation links.

These checkpoints may require implementation:

- [ ] Page has no links.

Total: 7
EXHIBIT J
EXHIBIT K
§ 1-1-8. Official code; recognition as evidence of public statute laws; restrictions on use of certain words or names in title of codes other than official version.

(1) The Mississippi Code of 1972 Annotated, as amended, modified and revised from time to time, that is published by the company with which the Joint Legislative Committee on Compilation, Revision and Publication of Legislation has contracted under Section 1-1-107(a):

(a) Is the official code of the public statute laws of the State of Mississippi that are enacted by the Legislature; and

(b) Shall be used, received, recognized and referred to as the official code of the public statute laws of the State of Mississippi, and shall be considered as evidence of the public statute laws of the State of Mississippi, in all courts of the State and by all public officers, offices, departments and agencies of the state and its political subdivisions, and in all other places or instances where the public statute laws of the State may come into question. However, if there is any conflict between the language of any statute as it appears in the Mississippi Code of 1972 Annotated and in the General Laws of Mississippi, the language in the General Laws shall control; and if there is any conflict between the language of any statute as it appears in the General Laws of Mississippi and in the original enrolled bills enacted by the Legislature, the language in the enrolled bills shall control.

(2) No publisher of a code of the public statute laws of the State of Mississippi, other than the publishing company with which the Joint Legislative Committee on Compilation, Revision and Publication of Legislation has contracted under Section 1-1-107(a), shall be authorized to use as the name, title or designation of the code that is published, the words "Mississippi Code of 1972," "Mississippi Code 1972," "Mississippi Code of 1972 Annotated," "Mississippi Code 1972 Annotated," "Annotated Mississippi Code of 1972," "Annotated Mississippi Code 1972," or any other combination of words containing "Code of 1972," "Code 1972" or "1972 Code." The joint committee may seek injunctive relief, or authorize the publisher of the official code to seek injunctive relief on behalf of the joint committee, against any person or entity to enforce the provisions of this subsection.

SOURCES: Laws, 1999, ch. 310, § 2, eff from and after passage (approved Mar. 8, 1996)

Cross References — Revised manuscript for Mississippi Code of 1972 declared to be official code of the State of Mississippi, see § 1-1-35.

Advance sheets; contract for publication; distribution; provision of information to publisher, see § 1-1-68.

General power and duties of Joint Legislative Committee on Compilation, Revision and Publication of Legislation, see § 1-1-107.
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Authority of Joint Legislative Committee on Compilation, Revision, and Publication of legislative acts for publication, see § 1-1-100. Approval by Joint Legislative Committee on Compilation, Revision and Publication of Legislation of manuscripts of supplements and replacement volumes prepared by publishing company, see § 1-1-111.

RESEARCH REFERENCES


§ 1-1-9. Copyright; use of code material.

(1) Copyrights of the Mississippi Code of 1972 and the notes, annotations, and indexes thereof, shall be taken by and in the name of the publishers of the compilation who shall thereafter promptly assign the same to the State of Mississippi and be owned by it.

(2) All parts of any act passed by the Mississippi Legislature, or of any code published or authorized to be published by the Joint Committee on Compilation, Revision and Publication of Legislation, including, without limitation, catchlines or frontal analyses; numbers assigned to sections, articles, chapters and titles; historical citations or source lines; editor's notes; amendment notes; cross references; annotations; and summaries of judicial decisions and Attorney General's opinions, shall become and remain the exclusive property of the State of Mississippi, to be used only as the joint committee may direct.

(3)(a) If any person or entity uses any part of any act passed by the Mississippi Legislature, or any part of any code published or authorized to be published by the joint committee, in any manner other than as authorized by the committee, the person or entity shall be subject to a civil penalty of not less than One Thousand Dollars ($1,000.00) for each violation, and each day upon which a violation occurs shall be deemed a separate and additional violation.

(b) If the joint committee suspects that any person or entity is violating or has violated this section, the Attorney General shall investigate the matter upon the request of the joint committee. If the Attorney General determines, after investigation, that the person or entity is violating or has violated this section, the Attorney General shall institute an action to impose a civil penalty against the person or entity, or seek injunctive relief against the person or entity to prevent further violations of this section, or both, as requested by the joint committee.

(c) Civil penalties may be recovered in a civil action brought by the Attorney General in the Chancery Court of the First Judicial District of Hinds County, Mississippi, or in the chancery court of the county of residence of the person or entity against whom the penalty is sought. If the person or entity is a nonresident of the State of Mississippi, the action shall be brought in the Chancery Court of the First Judicial District of Hinds County, Mississippi.
(d) All civil penalties recovered shall be deposited into the State General Fund.


Editor's Note — At its meeting on May 20, 1998, the Joint Legislative Committee on Compilation, Revision and Publication of Legislation adopted the following statement:

"It is not the intent of Section 1-1-9(2) to prohibit any person from citing or referring to Code section numbers, articles, chapters or titles, or to require any person to obtain permission of the joint committee before citing or referring to Code section numbers, articles, chapters or titles. If there is any concern that Section 1-1-9(2) does require such advance permission of the committee, the committee hereby authorizes any person to cite or refer to any Code section number, article, chapter or title at any time after June 30, 1998, without specific permission of the committee being required for such usage."

RESEARCH REFERENCES

CJS. C.J.S. Copyrights and Intellectual Property §§ 20, 27, 93.


(1) Except as provided in subsection (2) of this section, the Joint Committee on Compilation, Revision and Publication of Legislation shall distribute or provide for the distribution of the sets of the compilation of the Mississippi Code of 1972 purchased by the state as follows:

Fifty-seven (57) sets to the Mississippi House of Representatives and forty (40) sets to the Mississippi Senate for the use of the Legislative Reference Bureau, Legislative Services Offices, staffs and committees thereof.

Ten (10) sets to the Governor's Office; nine (9) sets to the Secretary of State; and twenty (20) sets to the Auditor's Office.

One (1) set to each of the following: the Lieutenant Governor; each member of the Legislature; the Treasurer; each district attorney; each county attorney; each judge of the Court of Appeals and each judge of the Supreme, circuit, chancery, county, family, justice and municipal courts; each Mississippi Senator and Mississippi Representative in Congress; State Superintendent of Education; Director of the Department of Finance and Administration; six (6) sets to the Performance Evaluation and Expenditure Review (PEER) Committee; three (3) sets to the Director of the Legislative Budget Office; the Commissioner of Agriculture and Commerce; each Mississippi Transportation Commissioner; six (6) sets to the Department of Corrections; the Insurance Commissioner; the Clerk of the Supreme Court; the State Board of Health; each circuit clerk; each chancery clerk in the State for the use of the chancery clerk and the board of supervisors; each sheriff in the State for the use of his office and the county officers; and each county for the county library (and an additional set shall be given to each circuit clerk, chancery clerk, sheriff and county library in counties having two (2) judicial districts).

Two (2) sets to the Department of Archives and History; two (2) sets to the State Soil and Water Conservation Commission; sixty-eight (68) sets to the
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Attorney General's Office; six (6) sets to the Public Service Commission; four (4) sets to the Public Utilities Staff; thirty-six (36) sets to the State Tax Commission; two (2) sets to the State Personnel Board; six (6) sets to the State Law Library; one (1) set to the Library of Congress; ten (10) sets to the University of Mississippi Law School; one (1) set each to the Mississippi School for the Deaf and the Mississippi School for the Blind; one (1) set each to the University of Mississippi, Mississippi State University, Mississippi University for Women, University of Southern Mississippi, Delta State University, Alcorn State University, Jackson State University, Mississippi Valley State University, and the Board of Trustees of State Institutions of Higher Learning; and one (1) set to the Supreme Court judges' conference room. In furtherance of the State Library's reciprocal program of code exchange with libraries of the several states, the joint committee shall, at the direction and only upon the written request of the State Librarian, distribute or provide for the distribution of sets of the code to such libraries.

One (1) set to each state junior or community college; three (3) sets to the Department of Wildlife, Fisheries and Parks; two (2) sets to the Department of Environmental Quality; two (2) sets to the Department of Marine Resources; two (2) sets to the Mississippi Ethics Commission; six (6) sets to the Mississippi Workers' Compensation Commission; four (4) sets to the State Department of Rehabilitation Services; and seven (7) sets to the Department of Human Services. One (1) set to each of the following: State Textbook Procurement Commission; University Medical Center; State Library Commission; Department of Agriculture and Commerce; Forestry Commission; and seventeen (17) sets to the Department of Public Safety. Also, one (1) set to each of the following: Adjutant General, Department of Economic and Community Development, Department of Banking and Consumer Finance, Bureau of Building, Grounds and Real Property Management, the State Educational Finance Commission, the Mississippi Board of Vocational and Technical Education, Division of Medicaid, State Board of Mental Health, and Department of Youth Services.

The joint committee is authorized to distribute or provide for the distribution of additional sets of the Mississippi Code, not to exceed three (3) sets, to the office of each district attorney for the use of his assistants.

The joint committee shall provide to the Mississippi House of Representatives and the Mississippi Senate the annual supplements to the Mississippi Code of 1972 for each set of the code maintained by the House and Senate.

The set of the Mississippi Code of 1972 to be provided to each member of the Legislature shall be provided unless specifically waived by such legislator in writing.

An elected or appointed officeholder in the State of Mississippi, except for a member of the Legislature, shall deliver to his successor in office, or to the joint committee if there is no successor, the set of the Mississippi Code of 1972 provided the officeholder under this section.

Before the joint committee delivers or provides for delivery of a copy of the Mississippi Code of 1972 to an individual officeholder, the joint committee shall
prepare and submit a written agreement to the officeholder. The agreement shall, among other provisions, state that the code is the property of the State of Mississippi, that it shall be transferred to the officeholder’s successor in office, that the officeholder has an obligation to make such transfer and that the officeholder shall be responsible for the failure to deliver the code and for any damage or destruction to the code, normal wear and tear excepted. The joint committee shall execute the agreement and forward it to the officeholder for execution. The joint committee shall not deliver or provide for delivery of the code to the officeholder until the executed agreement is received by the committee. The joint committee may include in the agreement such other provisions as it may deem reasonable and necessary. In addition to damages or any other remedy for not transferring a set of the code to his successor, an officeholder who does not transfer his set of the code shall be guilty of a misdemeanor and shall, upon conviction, pay a fine of One Thousand Dollars ($1,000.00). Upon request of the joint committee, the Attorney General shall assist the joint committee in taking such actions as necessary to require an officeholder to transfer the set of code provided under this section to his successor, or to the joint committee if there is no successor, and to recover reimbursement or damages from any officeholder for the loss of or damage or destruction to any volumes of the set of the code provided under this section, other than normal wear and tear.

Replacement of missing, damaged or destroyed sets or volumes of the code provided by this chapter may be obtained from the code publisher through the joint committee at the established state cost, the cost to be borne by the recipient.

No more than one (1) set of the Mississippi Code of 1972 shall be furnished to any one (1) individual, regardless of the office or offices he may hold.

(2) The joint committee, in its discretion, may determine whether electronic access to the Mississippi Code of 1972 is available and a sufficient substitute for actual bound volumes of the code and, if so, may omit furnishing any one or more sets otherwise required by this section.


Editor's Note — Section 7-7-2 provides that the words “State Auditor of Public Accounts,” “State Auditor,” and “Auditor” appearing in the laws of this state in connection with the performance of Auditor's functions shall mean the State Fiscal Officer.

Section 27-104-6 provides that whenever the term “State Fiscal Officer” appears in any law it shall mean "Executive Director of the Department of Finance and Administration".
§ 1-1-12

LAWS AND STATUTES

Section 37-43-2 provides that the State Board of Education shall assume all power, authority, duties and functions of the State Textbook Procurement Commission.

Section 37-43-3 provides that the State Educational Finance Commission shall be abolished and functions and duties transferred to the State Board of Education. Section 37-45-3 further provides that all references in laws of the state to "State Educational Finance Commission" or "commission", when referring to the Educational Finance Commission, shall be construed to mean the State Department of Education.

Laws, 1993, ch. 518, § 45, provides as follows:
"Section 32 of this act shall take effect and be in force from and after its passage and the remainder of this act shall take effect and be in force from and after July 2, 1993, or the date it is effectuated under Section 5 of the Voting Rights Act of 1965, as amended and extended, whichever is later."


Section 1 of ch. 325 Laws, 1988, effective from and after July 1, 1988 (approved March 12, 1988), amended this section. Section 3 of ch. 546, Laws, 1988, effective July 1, 1988 (approved April 1, 1988), also amended this section. As set out above, this section reflects the language of Section 3 of ch. 546, Laws, 1988, pursuant to Section 1-3-79 which provides that whenever the same section of law is amended by different bills during the same legislative session, and the effective dates of the amendments are the same, the amendment with the latest approval date shall supersede all other amendments to the same section approved on an earlier date.

Amendment Notes — The 2003 amendment substituted "three (3) sets" for "two (2) sets" preceding "to the Director of the Legislative Budget Office" in the fourth paragraph of (1).

Cross References — Purchase and distribution of pocket part supplements and replacement bound volumes by Secretary of State, see § 1-1-57.

Imposition of standard state assessment in addition to all court imposed fines or other penalties for any misdemeanor violation, see § 39-19-73.


The sets of the Mississippi Code of 1972 purchased by the State to be distributed by the joint committee according to the designation in Section 1-1-11 shall be bound in a different color binding from that used in binding sets offered for sale to private purchasers. In addition to the distinctive color, the binding of each volume shall have stamped thereon in a contrasting color the words "Property of the State of Mississippi." Each of such sets of the Code as distributed shall be for use of the official in his official business and shall be returned to the state when the official vacates the office or when the office is abolished, as provided in Section 1-1-11. However, none of the provisions of this section shall apply to those sets to be distributed to members of the Legislature.


The Mississippi Code of 1972, except as expressly provided, shall take effect on the first day of November, one thousand nine hundred and seventy-three, and from that day it shall be received in use, and shall supersede all prior statutes and clauses therein revised, and hereby repealed.

SOURCES: Codes, 1867, ch. 1, art. 2; 1871, § 8; 1880, § 2; 1892, § 2; Laws, 1906, § 2; Laws, 1930, § 2, Laws, 1942, § 13.

JUDICIAL DECISIONS

1. In general.
Former statute making it an offense to keep, have in possession, sell or give away intoxicating liquor, and providing for gradation of punishment for repeating offenders, notwithstanding repeal under this section, must be considered by way of aid to a proper construction or interpretation of the revised abridgment which took its place. Millwood v. State, 190 Miss. 750, 1 So. 2d 582 (1941), aff'd, 6 So. 2d 619 (Miss. 1942).

Words omitted in the publication of the code, and which are contained in the copy on file in the office of the secretary of state, must control in the construction of the statute. Nugent v. Mayor of Jackson, 72 Miss. 1040, 18 So. 493 (1895).

A purely local act, devised to meet the needs of a single community, was not repealed by a similar provision (Code of 1892). Jones v. Melbour, 71 Miss. 115, 13 So. 857 (1893); Adams v. Dandy, 82 Miss. 135, 33 So. 843 (1903).

RESEARCH REFERENCES

Am Jur. 73 Am. Jur. 2d, Statutes
§§ 252 et seq.
CJS, C.J.S. Statutes §§ 388, 389.

§ 1-1-15. Repealed.

[Codes, 1857, ch. 1, art. 13: 1871, § 12; 1880, § 9; 1892, § 9; Laws 1906, § 9; Laws 1930, § 9; Laws 1942, §§ 9, 20; Laws, 1942, ch. 315]

Editor’s Note — Former § 1-1-15 provided that the Mississippi Code of 1972, when published pursuant to the contract authorized by § 1-1-1, was evidence of the statute laws of this State. For present provisions, see § 1-1-8.

§ 1-1-17. Appropriations.

The cost of the recodification of the laws of Mississippi will be provided by appropriations to implement the purposes of Sections 1-1-1, 1-1-3 and 1-1-5.


Editor’s Note — Section 1-1-1 referred to in this section was repealed by Laws, 1996, ch. 502, § 21, eff from and after passage (approved April 11, 1996).

Cross References — For another section derived from same 1942 code section, see § 1-1-7.
§ 1-1-19. Repeal of former statutes — Effect of Code of 1972 upon laws enacted at same session or before Code takes effect.

From and after the effective date of the Mississippi Code of 1972, subject to any express provisions relating thereto which may be found in the Mississippi Code of 1972, all acts or parts of acts, all sections or parts of sections of the Mississippi Code of 1930, and all sections or parts of sections of the Mississippi Code of 1942. Recompiled, the subjects whereof are revised, consolidated and re-enacted in the Mississippi Code of 1972, or repugnant to the provisions contained therein, shall be, and the same are hereby, repealed, but with respect to statutes brought forward in the Mississippi Code of 1972, that code shall be deemed to be a continuation and not a new enactment. It is especially provided, however, that no curative or validation statute, of any nature or kind whatsoever, shall be affected by the adoption of the Mississippi Code of 1972, in so far as the curative or validation provisions or portions of any such statute are concerned.

Notwithstanding the provisions of the first paragraph of this section, no section or provision of the Mississippi Code of 1972 shall supersede or repeal by implication any law passed at the same session of the legislature at which the Mississippi Code of 1972 is adopted, or passed after the adoption of the Mississippi Code of 1972 but before it shall have taken effect; and an amendatory law passed at such session or at any subsequent session before the Mississippi Code of 1972 takes effect shall not be deemed repealed, unless the contrary intent clearly appears.

Any amendment to any section or sections of the Mississippi Code of 1942, Recompiled, or to any part or parts of acts, the subjects of which are revised, consolidated and enacted in the Mississippi Code of 1972, passed at the same session at which the Mississippi Code of 1972 is adopted, or passed after the adoption of the Mississippi Code of 1972 but before it shall take effect, shall be deemed to amend the corresponding section or sections of the Mississippi Code of 1972.

SOURCES: Codes, 1857, ch. 1, art. 3; 1871, § 9; 1880, § 3; 1892, § 3; Laws, 1906, § 3; Laws, 1930, § 3; Laws, 1942, § 14.

JUDICIAL DECISIONS

1. In general.

Where statute, authorizing circuit judge to determine, in vacation, appeals from county court, was omitted, because considered unconstitutional, from Code taking effect subsequent to statute, though statute and Act adopting Code were approved by Governor on same day, statute held not in force after effective date of Code. Rackley v. State, 168 Miss. 287, 146 So. 459 (1933).

Laws in force at the time of the adoption of the Code of 1892, having been revised, consolidated and re-enacted in that code, are repealed. State v. Jenkins, 78 Miss. 523, 19 So. 206 (1895); Nugent v. Mayor of Jackson, 72 Miss. 1040, 18 So. 493 (1895).

Under § 3 Code of 1892, which repeals the acts and parts of acts, “subjects” whereof are revised, consolidated and re-enacted in said code, the subject matter is to be determined with reference to the
May 30, 2013

Hon. David Ralston
Speaker of the House
Georgia House of Representatives
332 State Capitol
Atlanta, GA 30334

Mr. Wayne R. Allen, Legislative Counsel
Office of Legislative Counsel
Georgia General Assembly
3021 State Capitol
Atlanta, GA 30334

Dear Speaker Ralston and Mr. Allen,

I am pleased to enclose for your consideration a George Washington USB Thumb Drive containing a scanned version of the Official Code of Georgia Annotated as well as XML-encoded versions of the code. Our purpose in making these statutes available is to promote access to the law by citizens and to promote innovation in ways the statutes are made available so that public servants, members of the bar, citizens, and members of the business community have ready access to the laws that govern them.

Access to the law is a fundamental aspect of our system of democracy, an essential element of due process, equal protection, and access to justice. The Supreme Court of the United States has repeatedly reaffirmed this principle, stating for example in Banks v. Manchester (128 U.S. 244, 1888) that "the authentic exposition and interpretation of the law, which, binding every citizen, is free for publication to all, whether it is a declaration of unwritten law, or an interpretation of a constitution or a statute."

The fact that there is no copyright in the law has been affirmed as a statement of policy by the United States Copyright Office which stated "Edicts of government, such as judicial opinions, administrative rulings, legislative enactments, public ordinances, and similar official legal documents are not copyrightable for reasons of public policy. This applies to such works whether they are Federal, State, or local as well as to those of foreign governments."

I would be pleased to answer any questions you may have and look forward to better access to the law by the citizens of Georgia.

Sincerely yours,

Carl Malamud
Public.Resource.Org
The General Assembly
Atlanta, Georgia 30334

July 25, 2013

Carl Malamud
Public.Resource.Org
1005 Gravenstein Highway North
Sebastopol, California 95472

VIA CERTIFIED MAIL

Dear Mr. Malamud:

On behalf of the Georgia Code Revision Commission, we are writing to notify you that your unlawful copying of the Official Code of Georgia Annotated infringes upon the exclusive copyright of the State of Georgia. Accordingly, you are hereby directed to

CEASE AND DESIST ALL COPYRIGHT INFRINGEMENT.

The State of Georgia, acting through the Georgia Code Revision Commission, is the owner of a copyright in various aspects of the Official Code of Georgia Annotated. Under United States copyright law, the State of Georgia's copyright has been in effect since the original date of creation of such official Code in 1983. All copyrightable aspects of the Official Code of Georgia Annotated are copyrighted under United States copyright law. The state asserts no copyright in the statutory text itself or in the numbering of the Code sections.

We received your letter dated May 30, 2013, to Honorable David Ralston, Speaker of the House of Representatives of Georgia, and Mr. Wayne Allen, Legislative Counsel for the Georgia General Assembly, containing notice that you have scanned the Official Code of Georgia Annotated, as evidenced by the USB Thumb Drive which was enclosed with the letter. It has also come to our attention that such files can be freely accessed from the internet (https://law.resource.org/pub/ga/code/ga/georgia.scan.2012) with no restrictions to its access.

Therefore, we demand that you immediately: (a) cease and desist your unlawful copying of the Official Code of Georgia Annotated; (b) remove any and all files containing the Official Code of Georgia Annotated from the internet; (c) destroy any and all files containing the Official Code of Georgia Annotated from the internet; and (d) provide us with prompt written assurance within 10 days of receiving this letter that all such steps have been taken and that you will cease and desist from any further infringement of the copyrighted Official Code of Georgia Annotated.
Mr. Carl Malamud  
July 25, 2013  
Page 2

If you do not comply with this cease and desist demand within this time period, the State of Georgia, through the Georgia Code Revision Commission, is entitled to use your failure to comply as evidence of willful infringement and seek monetary damages and equitable relief for your copyright infringement.

For your information, the unannotated Georgia Code, including Code section designations and headings, is available to the public at no charge at www.legs.ga.gov.

If you are represented by legal counsel, please direct this letter to your attorney immediately and have your attorney notify us of such representation.

Sincerely,

[Signature]
Chairman Josh McKoon
Georgia Code Revision Commission

cc: Code Commission members
The General Assembly
Atlanta, Georgia 30334

August 15, 2013

Carl Malamud
Public.Resource.Org
1005 Gravenstein Highway North
Sebastopol, California 95472

VIA CERTIFIED MAIL.

Dear Mr. Malamud:

We have received your response dated July 30, 2013, refusing to comply with the cease and desist letter sent on behalf of the Georgia Code Revision Commission on July 25, 2013, regarding your unlawful copying of the Official Code of Georgia Annotated. The response received was unacceptable.

Your response includes a misstatement or misunderstanding of federal copyright law. As indicated in the prior letter, the State of Georgia already makes the entire body of statutory law in Georgia available to the public at no charge at www.legis.ga.gov. This is wholly different from the product produced by Lexis, the state's publisher, which includes additional value-added material which is subject to copyright protection.

Therefore, we again demand that you immediately: (a) cease and desist your unlawful copying of the Official Code of Georgia Annotated; (b) remove any and all files containing the Official Code of Georgia Annotated from the internet; (c) destroy any and all files containing the Official Code of Georgia Annotated from the internet; and (d) provide us with prompt written assurance within 3 days of receiving this letter that all such steps have been taken and that you will cease and desist from any further infringement of the copyrighted Official Code of Georgia Annotated.

If you fail to comply with this letter, the Georgia Code Revision Commission intends to pursue all available remedies, including but not limited to, preliminary and permanent injunctions, damages, and costs and attorney's fees associated with defending the state's rights for copyright violation under the Copyright Act of 1976.

Sincerely,

[Signature]
Chairman Josh Mckoon
Georgia Code Revision Commission

cc: Code Commission members
July 12, 2013

Via Facsimile to: (707) 829-8104 and
Via Email to: carl@media.org and
Via U.S. Mail, Certified, Return Receipt
Requested

Carl Malamud, President
1005 Gravenstein Hwy. N
Sebastopol, CA 95472

RE: DMCA Notice of Copyright Infringement at Public.Resource.Org

Dear Mr. Malamud,

We act as intellectual property counsel to the State of Idaho, its agency the Idaho Code
Commission and the Secretary of State, a constitutional executive officer of the State of Idaho
(collectively, "Idaho") and write to you relative to acts of copyright infringement on a website
that is either on your servers, in your network, or within your control. This letter is directed to
you as the ensample Digital Millennium Copyright Act ("DMCA") Designated Agent for sites
located under the domain name resource.org, based on filings here:
http://www.copyright.gov/complaints/agents/publishers.pdf and information here:
https://public-resource.org/copyright_policy.html. This is, accordingly, a Take-Down Notice
issued pursuant to 17 U.S.C. Section 512(c)(3), which is part of the DMCA.

By way of background, Idaho owns the copyright in and to certain statutory compilations and the
associated and accompanying analyses, summaries and reference materials (collectively, the
"Idaho Code"). We discovered that unauthorized PDFs containing scans of the Idaho Code

1 Our discovery was admittedly aided by your May 30, 2013, letter, a copy of which is here:
appear, inter alia, in directories located at
https://law.resource.org/pub/id/nocode/idaho_scan_2012/ A specific example of one such scan
may be found at
illustration, selected pages from that file are enclosed herewith as Exhibit One.

You will note that certain specific sections in Exhibit One are enclosed within red boxes; the rest
are not. The portions within red boxes illustrate the underlying, native statutory content that
Idaho acknowledges may be used under license. The other content not within red boxes and
similar content located in each corollary file contained in the directory at
https://law.resource.org/pub/id/nocode/idaho_scan_2012/ constitute the analyses, summaries and
reference materials mentioned above. To be clear, Idaho claims copyright in both the native
statutory content and the analyses, summaries and reference materials contained in the linked
directories (defined above as the Idaho Code) and as to which Exhibit One acts as an exemplar,
and both are subject to this Notice.3

Accordingly, pursuant to the DMCA, we hereby provide Resource org as the DMCA Service
Provider and you as the DMCA Designated Agent with the following notification:

(1) Certain infringing content residing on your server or within your network
has infringed and continues to infringe copyrighted works, specifically, the
above-defined Idaho Code, to which Idaho owns the exclusive right to reproduce,
adapt, display and distribute;

(2) Exact scans of the Idaho Code are currently reproduced, adapted,
displayed and distributed through the public resource org site as set forth above,
all of which are literal or substantially similar copies of works to which Idaho
owns exclusive rights to reproduce, adapt, display and distribute;

(3) We believe in good faith that: (a) the material described in subparagraph
(2) above infringes the copyrights in the materials described in subparagraph (1)
above, and that (b) neither your nor public resource org’s reproduction,
adaptation, display and distribution of the materials described in subparagraph
(1) above is authorized by Idaho, its agents or the law;

2 We understand your position to be that such is not subject to copyright protection at all.

3 To the extent similar content is contained in the xml files located in the directories here:
https://law.resource.org/pub/id/nocode/idaho_xml_2012/ and here:
https://law.resource.org/pub/id/nocode/idaho_xml_2012/ such content is also covered by this Notice.
(4) The undersigned states that the information in this notification is accurate, and under penalty of perjury, that the undersigned is authorized to act on behalf of Idaho, who owns the exclusive rights to reproduce, adapt, display and distribute the infringed material described in subparagraph (2) above, and

(5) You may contact me at the address stated above.

Pursuant to the DMCA, your expeditious removal of or prevention of access to the Idaho Code, as defined, may result in limiting your liability for your possible direct involvement in and/or contribution to the above-described acts of copyright infringement. We look forward to your compliance herewith by expeditiously suspending or disabling access to the Idaho Code, as required by the DMCA. Please provide your response to me (if anything other than the required "expeditious" removal action) within five (5) business days of the date of this letter.

Please know that we would grant a royalty-free copyright license to Resourcerc to reproduce and display the native, underlying statutory code content such as that which is found here: http://legislature.idaho.gov/idoc/TOC/03SummarizedTOC.html and that which is within the red boxes in Exhibit One, and we can provide the electronic files to permit you to post that code. Having said that, the continuing reproduction and display of the Idaho Code as defined here, including the analyses, summaries and reference material, will not be tolerated, and Idaho reserves its rights to seek redress in federal court against the recipients of this letter to protect its intellectual property rights. In any such action, Idaho may seek to recover actual or statutory damages, attorney’s fees and injunctive relief.

Sincerely,
HAWLEY TROXELL ENNIS & HAWLEY LLP
/S/ BRADLEE R FRAZER ELECTRONIC SIGNATURE FOR EMAIL PDF COPY

Bradlee R. Frazer

BRF/MM
cc: Client

Enclosures
Publisher's Note

Amendments to laws and new laws enacted since the publication of the bound volumes three to six including the 2013 regular session are compiled in this supplement and will be found under their appropriate section numbers.

This publication contains annotations taken from decisions of the Idaho Supreme Court and the Court of Appeals and the appropriate federal courts. These cases will be printed in the following reports:

 Idaho Reports
 Utah Reporter, 2nd Series
 Federal Supplement, 2nd Series
 Federal Reporter, 2nd Series
 Idaho Supreme Court Reports, Lawyers' Edition, 2nd Series

Title and chapter analyses, in these supplements, carry only laws that have been amended or new laws, and sections that have nothing but annotations are not included in the analyses.

Following is an explanation of the abbreviations of the Court Rules used throughout the Idaho Code:

 I.R.C.P. Idaho Rules of Civil Procedure
 I.R.E. Idaho Rules of Evidence
 I.R.C. Idaho Criminal Rules
 M.C.R. Miscellaneous Criminal Rules
 I.R.R. Idaho Rules of Evidence
 I.D.R. Idaho Juvenile Rules
 I.C.A.R. Idaho Court Administrative Rules
 I.A.R. Idaho Appellate Rules

If you have any questions or suggestions concerning the Idaho Code, please write or call toll free 1-800-805-0884, fax toll free at 1-800-643-1280, or email us at customer.support@wedeke.com.

Visit our website at http://www.weslowellsale.com for an online bookstore, technical support, customer service, and other company information.

Legal Note:

Attn: Customer Service
1275 Broadway
Albany, NY 12204-5084

ALWAYS CONSULT THE LATEST SUPPLEMENT IN CONJUNCTION WITH THE PERMANENT VOLUME.
TITLE 7
SPECIAL PROCEEDINGS

CHAPTER 4
WRITS OF PROHIBITION

7-492. When and how issued.

JUDICIAL DECISIONS

Adapted from Oklahoma Revised Statutes

Chapter 4, Title 7 - Special Proceedings

CHAPTER 6
CONTEMPTS

7-602. Reentry of dispossession proceedings when the

property is an unimproved tract of land.

property - Procedure upon conviction.

PROCEDURE UPON CONVICTION

Every person dispossessed or ejected therefrom or out of any real property by the judgment or process of any court of competent jurisdiction, and who, not having right to so do, remains in or upon, or takes possession of, any such real property, or induces, procures, or promotes any person not having right so to do, to aid or abet him therein, is guilty of a contempt of the court by which such judgment was rendered, or from which such process issued. Upon a conviction for such contempt the court shall immediately issue an alterna process directed to the proper officers, and requiring him to remove the party entitled to the possession of such property under the original judgment or process, to such possession.

HISTORY

§ 3156 C.S.; § 7260 C.C.A.; § 4207, am.

C.C.P. 1893, § 251; T.R. 5.C., & C.L.

1932, ch. 32; § 7, p. 86

STATUTORY NOTES

Amendments:
The 1932 amendment by the 79th legislature, added the words "shall immediately" for the words "in the discretion of the court," and the period before the words "shall remove the party entitled to the possession of such property under the original judgment or process, to such possession."
CHAPTER 7
EMINENT DOMAIN

7-701. Uses for which authorized.

RESEARCH REFERENCES

A.L.R. — Validity of eminent domain condemnation by municipality 44 A.L.R. 2d 539

7-702. Resolution subject to taking.

RESEARCH REFERENCES

A.L.R. — Validity of eminent domain condemnation by municipality 44 A.L.R. 2d 539

7-711. Assessment of damages.

RESEARCH REFERENCES


7-717. Possession by plaintiff — Payment of damages — Appointment of commissioners.

JUDICIAL DECISIONS

Appeals
Appeals may be taken under captions stating that the appellate court must determine the correctness of the judgment, and may be taken from the judgment as well as from the order in the absence of a provision in the order for appeal. If a judgment is entered, no appeal will lie to the superior court unless the party adverse to the judgment shall have appealed from a judgment of the superior court.
CHAPTER 5
ATTACHMENTS AND GARNISHMENTS

8-307C. Forms.—The notice of garnishment, instructions to debtors and third parties, and the form of complaint shall be in a form substantially similar to the form hereinafter provided. The forms shall be made available in English and Spanish language translations to all counties in which the sheriff so orders. Notice, written in Spanish, of the availability of these documents in Spanish translation shall be set forth in the notice of garnishment.

IMPORTANT LEGAL NOTICE/NOTICIA LEGAL

MONOPERSONAL PROPERTY BELONGING TO YOU MAY HAVE BEEN TAKEN OR HELD IN ODDS TO SATISFY A COURT JUDGMENT. YOU MAY BE ABLE TO GET YOUR MONEY/PROPERTY BACK BY READING THIS NOTICE CAREFULLY.

SI SOLAMENTE HABLAS ESPANOL, PUEDE OBTENER UNA FORMA EN ESPANOL. EN EL OFICIO DEL JURADO.

The enclosed Notice of garnishment under notice of garnishment has directed the sheriff to take custody by levying on your money and/or personal property in order to satisfy a court judgment.

The sheriff has levied on your money and/or personal property. You have...
July 15, 2013

Hon. Ben Ysura
Secretary of State
State of Idaho
PO Box 83720
Boise ID 83720-0080

Hon. Brent Hill
President Pro Tempore of the Senate
Idaho State Legislature
1010 South 2nd East
Rexburg, Idaho 83440

Hon. Scott Bedke
Speaker of the House
Idaho State Legislature
P.O. Box 89
Oakley, ID 83340

Idaho Code Commission
P.O. Box 385
Boise, ID 83701

Dear Secretary Ysura, President Pro Tempore Hill, Speaker Bedke, and Members of the Idaho Code Commission

Public.Resource.Org is in receipt of the communication of July 12, 2013 from Mr. Bradlee R. Frazier of Hawley Troxell Ennis & Hawley LLP concerning your notice under 17 U.S.C. § 512(c)(3), the Digital Millennium Copyright Act. Your notice claims copyright infringement for the publication of the Idaho Code without having secured from you first a “royalty-free copyright license . . . to reproduce and display the native, underlying statutory code content.” In addition, your letter claims additional rights, for which you apparently will not grant any license, for all text which falls outside of the red boxes you drew on the Idaho Code, constituting what you describe as “analyses, summaries and reference materials.”

We respectfully decline to remove the Idaho Code and respectfully reject the distinction between “native” code and additional materials, as both are integral part and parcel of the only official Idaho Code, such material constituting the official laws of Idaho as published by the state.
It is a long-held tenet of American law that there is no copyright in the law. This is because the law belongs to the people and in our system of democracy we have the right to read, know, and speak the laws by which we choose to govern ourselves. Requiring a license before allowing citizens to speak the law would be a violation of deeply-held principles in our system that the laws apply equally to all.

This principle was strongly set out by the U.S. Supreme Court under Chief Justice John Marshall when they stated "the Court is unanimously of opinion that no report has or can have any copyright in the written opinions delivered by this Court, and that the judges thereof cannot confer on any reporter any such right." Wheaton v. Peters, 33 U.S. (8 Pet.) 591 (1834). The Supreme Court specifically extended that principle to state law, such as the Idaho Code, in Banks v. Manchester (128 U.S. 244, 1888) where it stated that "the authentic exposition and interpretation of the law, which, binding every citizen, is free for publication to all, whether it is a declaration of unwritten law, or an interpretation of a constitution or a statute."

This principle has become embedded clearly throughout our country. The Court of Appeals for the Sixth Circuit has stated that "any person desiring to publish the statutes of a state may use any copies of such statutes to be found in any printed book, whether such book be the property of the state or the property of an individual." Howell v. Miller, 91 F. 129, 137 (6th Cir. 1898) (Harlan, J.).

These strong precedents are reflected in the official policy statement of the U.S. Copyright Office:

"Edicts of government, such as judicial opinions, administrative rulings, legislative enactments, public ordinances, and similar official legal documents are not copyrightable for reasons of public policy. This applies to such works whether they are Federal, State, or local as well as to those of foreign governments."

U.S. Copyright Office, Compendium II: Copyright Office Practices § 206.01 (1984)

The principle that there is no copyright in the law, and that no license is therefore needed, has been fundamental to the evolution of our legal system. West Law could never have built that magnificent edifice of American jurisprudence, the Federal Reporter, if each court had required a license to publish. If citizens are not able to obtain a license before repeating the law, does that not strike at the very heart of our rights of free speech under the First Amendment? If ignorance of the law is no excuse, how can we restrict the use of those laws?

The distinction between "native" content ("the law") and additional materials perhaps would have some bearing if the publication in question were the independent commercial endeavor of a publication firm. If such a firm were to copy the state statutes and compile that information with additional analyses and summaries and were to do so as a strictly commercial endeavor, we understand and respect that material would be their private property.

However, the publication in question is not by some independent endeavor, it is by the Idaho Code Commission and the document is clearly labeled as the official Idaho Code. Your vendor states in its marketing materials that this document is "the only official..."
source" for Idaho law. The Idaho Code is a publication of the State and it is the
definitive statement by the State of the law. Any lawyer would ignore this publication
any of its components at his or her peril. Any citizen wishing to read the Official Idaho
Code would have trouble distinguishing between the material you outlined in red and
those materials outside the box. No matter how you slice that cheese, it all looks the
same. The Official Idaho Code, every component of it, is the law.

A similar situation occurred in the great state of Oregon when we received a Cease and
Desist notice on April 7, 2006 for publishing online the Oregon Revised Statutes. As
with the present situation, lawyers for that state demanded licenses as a condition to
publication and attempted to make a distinction between the law and the additional
organization of that material by the Legislative Counsel of Oregon.

I am pleased to tell you that the State of Oregon decided that this was an issue that
should be decided by the people of Oregon and their elected officials. The Speaker of
the House and the Senate President called a hearing of the Legislative Counsel
Committee, listened to citizens and to their own legislative counsel, kindly invited us
to speak, and at the end of the day unanimously waived any assertion of copyright in
the Oregon Revised Statutes.

Not only was copyright waived, something very special happened. With the restrictions
on use of the Oregon Revised Statutes lifted, a law student at the Lewis & Clark Law
School was able to take this material and develop a vastly better version of the Oregon
Revised Statutes for the people of his state to use. Restricting use of the codes restricts
innovation, making it harder to use the materials. Restrictions on the Idaho Code hurts
democracy and the citizens of Idaho by making their laws less accessible.

In Oregon, the assertion of copyright dated back to the 1940s and the state had
carried that policy forward. When the people of Oregon looked at the issue in the light
of our modern era, the decision was very clear. Let us not forget that Section 73-210
of the Idaho Code, asserting copyright in the Idaho Code, was added in 1949 and this
right was authorized and empowered in the Session Laws of 1947. Is it not time, in
light of developments such as the Internet, to revisit those restrictions?

Our publication of the Idaho Code should be encouraged, not threatened. Our
publication of the Idaho Code is the clean potato, not one that should be prosecuted
by expensive law firms in federal courts. I would be more than happy to come to Idaho
to discuss the matter with you, and I would strongly encourage you to discuss the issue
with the people of Idaho.

Sincerely yours,

Carl Malamud
Public.Resource.Org
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Standard Test Methods for Foot Protection

INTRODUCTION

For more than sixty years, the predecessor to these ten methods, ANSI Z41, established the performance criteria for a wide range of footwear to protect from the hazards that affected the personal safety of workers. The value of these standards was recognized early in the history of the Occupational Safety and Health Administration (OSHA) and incorporated as a reference standard in the Code of Federal Regulations (CFR) Section 1910.132.

These test methods describe test protocols developed in conjunction with ANSI Z41 as well as other ASTM standards that are used to evaluate the performance of footwear when exposed to a variety of hazards: (a) impact resistance for the toe area of footwear; (b) compression resistance for the toe area of footwear; (c) puncture resistance for the toe area of footwear; (d) water resistant materials that reduce hazards that may result from water in electrical equipment; (e) insulation properties of materials to protect against electrical hazards; (f) resistance to abrasion; (g) electrical shock resistant materials; (h) abrasion resistant materials; and (i) other related hazards.

This standard does not purport to address all of the hazards associated with footwear. It is the responsibility of the user of this standard to establish appropriate safety and health practices and determine the applicability of regulatory limitations prior to use.

1. Scope

1.1 These test methods measure the resistance of footwear to a variety of hazards that can potentially result in injury.

1.2 These test methods are not for compliance to performance requirements established in safety standards.

1.3 By agreement between the purchaser and the supplier, or as required by established safety standards, these test methods can be used to determine any one or all of the following: (a) impact resistance, (b) compression resistance, (c) puncture resistance, (d) resistance to electrical hazards, (e) resistance to abrasion, and (f) other related characteristics.

1.4 The values stated in SI units are to be regarded as the standard. The values given in parentheses are for information only.

1.5 This standard does not purport to address all of the hazards associated with footwear. It is the responsibility of the user of this standard to establish appropriate safety and health practices and determine the applicability of regulatory limitations prior to use.

2. Referenced Documents

2.1 ASTM Standards:

F 117 Practice for Operating Soft Spray (Reg) Apparatus

F 118 Test Method for Determining Finger Strength of Protective Footwear

F 448 Test Method for Measurement of Cap Resistance to Chairs of Foot Protective Devices

F 474 Test Method for Determining Finger Strength of Protective Footwear

3. Terminology

3.1 Definitions

3.1.1 Puncture, a—causing a perforation of the foot such as shoes, hoses, dippers, or overboots, excluding footwear.

3.1.1.1 Subsection—This term can refer to either left or right foot units or pairs.

Copyright © ASTM International, 100 Barr Harbor Drive, PO Box C70, West Conshohocken, PA 19428-2959. United States.
3.2 insert, a forced normally made of a non-conducting material such as rubber or plastic, and is designed to prevent the entry of conductive materials into the equipment. The term "insert" is used to describe the portion of the footwear that covers the toe of the foot and is inserted into the insole of the shoe.

3.3 insert, a — the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.4 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.5 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.6 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.7 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.8 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.9 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.10 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.11 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

3.12 insert, a — the term used to describe the portion of the footwear that extends from the top of the toe to the base of the heel. The term "insert" is used to describe the portion of the footwear that covers the foot and is inserted into the insole of the shoe.

4.2.4 The effectiveness of shock resistant footwear to safely reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

4.2.5 The effectiveness of shock resistant footwear to reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

4.2.6 The effectiveness of shock resistant footwear to reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

4.2.7 The effectiveness of shock resistant footwear to reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

4.2.8 The effectiveness of shock resistant footwear to reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

4.2.9 The effectiveness of shock resistant footwear to reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

4.2.10 The effectiveness of shock resistant footwear to reduce the impact of static electricity from shoes in general to the reduction of the probability of ignition of explosives and volatile chemicals.

5. Impact Resistance

5.1.1 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.2 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.3 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.4 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.5 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.6 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.7 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.8 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.9 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.

5.1.10 The impact resistance of footwear is determined by using a specific grade, the American National Standard for Shock Absorption of footwear.
5.5.1 These full-size test specimens shall include both left and right footwear, of each product category, prepared from the new manufactured footwear randomly selected from stock inventory.

5.5.1.1 Men's footwear specimens are prepared from size 9D, medium width.

5.5.1.2 Women's footwear specimens are prepared from size 5.5, medium width.

5.5.2 The specimens shall be obtained by completely removing the toe portion of the footwear. This is done by cutting across the width of the footwear 25.4 mm (1 in.) behind the toe edge of the protective toe cap as shown in Fig. 2.

5.6 Specimen Mounting:

5.6.1 Specimens are to be placed on the test apparatus base plate so that the sole is parallel with the base.
5.4.1.1 The specimen is positioned so that the longitudinal center of the axis of the impactor strikes the approximate center of the specimen toe cap at a point that is 1.7 ± 0.6 mm (0.067 ± 0.024 in.) in front of the reference line from the back edge of the protective toe cap (see Fig. 3).

5.4.2 The specimen is held in position during test by use of a clamping device as shown in Fig. 4.

5.4.2.1 The subsurface flat clamp device rests on the insert and can be adjusted by means of a screw.

5.4.2.2 The adjustment ensures the specimen parallel to the base plate and prevents movement when the impactor strikes the specimen.

5.4.2.3 Charging screw shall be tightened using a force less than 28 Nm (25 in. lb).

5.5 Procedure:

5.5.1 Prior to impact testing, a lump of modelling clay formed as a vertical cylinder is positioned beside the specimen directly under the point of impact (see Fig. 5).

5.5.1.1 The clay shall be shaped so that the cylinder simultaneously makes contact with the insole, the front edge of the footbed and the side of the protective toe cap.

Note 1—A small point of wax paper or adhesive tape can be placed on either the insole side or top side of the cylinder to prevent clay from adhering to the meshback liner or floor.

5.5.1.2 The diameter of the cylinder shall not exceed 23.4 mm (1 in.).

5.5.2.1 After impacts, carefully remove the clay cylinder from inside the specimen and measure the height of the cylinder at its lowest point using a measuring device capable of measuring to the nearest 0.1 mm (0.004 in.).

5.5.2.2 This value is reported as the impact minimum elastic height clearance for the specimen.

5.5.2.3 To measure Class 75 vertical cylinder footbed, the impactor is dropped from a height that results in an impact velocity of 2.95 ± 0.2 m/s (113 ± 0.8 ft/s), causing a force of 103 ± 1 lbf (75 ± 0.5 lb).

Note 2—In a variant, the distance would be 45.7 cm (18 in.). Due to reduction in time, the height used for the test is a conservative grace.

5.5.4 To measure Class 50 vertical cylinder footbed, the impactor is dropped from a height that results in an impact velocity of 2.25 ± 0.18 m/s (88.3 ± 71.4 ft/s), causing a force of 67.5 ± 5 (50 ± 3) lb.

Note 3—In a variant, the distance would be 30.5 cm (12 in.). Due to reduction in time, the height used for the test is a conservative grace.

FIG. 2 Specimen Prepared for Compression Testing

FIG. 3 Specimen Prepared for Impact Testing
6.1.1 For those with a protective toe cap is exposed to a compressive force.

6.1.2 During application of the compressive force, the inside width of the toe cap is measured using a clay cylinder.

6.2 Appearance:

6.3.1 Compression testing equipment that is equipped with smooth steel compression test surface.
6.2.1 Test surfaces must remain parallel during application of force up to 44,000 lbf (200 kN).  
6.2.2 The specimen shall be impacted under a constant load of 10,000 lbf (44,400 N) and a bed plate with a minimum width of 123.4 mm (5 in) by 123.4 mm (5 in).  
6.2.3 Specimens shall be mounted in a fixture so as to measure compressive force between 22.2 N (5 lb) to 44,000 N (10,000 lb).  
6.2.4 Sampling:  
6.2.4.1 A set of three half pair specimens which shall include both left and right footwear of each product category, are prepared from new manufactured footwear randomly selected from stock inventory.  
6.2.4.2 Male footwear specimens are prepared from size 90, medium width.  
6.2.4.3 Women’s footwear specimens are prepared from size 80, medium width.  
6.2.4.4 The specimens shall be prepared by completely removing the toe portion of the footwear. This is done by cutting across the width of the footwear 25.4 mm (1 in) below the back edge of the protective toe cap as shown in Fig. 2.  
6.2.5 Specimen Mounting:  
6.2.5.1 The specimen is positioned on the bed plate of the test apparatus so that the highest point of the protective toe cap is perpendicular to the direction of force.  
6.2.5.2 The specimen is fixed by means of a screw as shown in Fig. 4.  
6.2.5.3 This adjustment ensures the specimen parallel to the bed plate and prevents movement.  
6.2.5.4 Chucking screw shall be tightened using a torque less than 28 N·m (20 in-lb).  
6.3 Procedure:  
6.3.1 Prior to compression testing, the top or moulding clay or a milled or cutting clay is applied to the specimen directly under the center of the protective toe cap as shown in Fig. 3.  
6.3.2 The clay shall be shaped to form the cylinder simultaneously create a mold for the impression of the footwear and the shape of the protective toe cap (see Note 1).  
6.3.3 The diameter of the cylinder shall not exceed 25.4 mm (1 in).  
6.3.4 A compression form is applied to the specimen at an approximate rate of 25.4 mm (1 in).  
6.3.5 Compression forces are applied to the specimen until the protective toe cap is completely compressed to the maximum 0.1 in (2.54 mm) measured height of the cylinder at its lowest point, without exceeding a force of 10,000 lbf (44,400 N) by the back edge of the protective toe cap.  
6.4 Test Results:  
6.4.1 Report the minimum absolute height clearance for the specimen to the nearest 0.1 in (2.54 mm), without exceeding a force of 10,000 lbf (44,400 N) by the back edge of the protective toe cap.  
6.4.2 The test results shall completely fill the protective toe cap cavity and extend toward the margins of the test area approximately 76.2 mm (3 in) beyond the back edge of the protective toe cap.  
6.5 Release the impactor.  
6.5.1 A set of three half pair specimens which shall include both left and right footwear of each product category, are prepared from new manufactured footwear randomly selected from stock inventory.  
6.5.2 The specimens shall be prepared by completely removing the toe portion of the footwear. This is done by cutting across the width of the footwear 25.4 mm (1 in) below the back edge of the protective toe cap as shown in Fig. 2.  
6.5.3 Specimen Mounting:  
6.5.3.1 The specimen is positioned on the bed plate of the test apparatus so that the highest point of the protective toe cap is perpendicular to the direction of force.  
6.5.3.2 The specimen is fixed by means of a screw as shown in Fig. 4.  
6.5.3.3 This adjustment ensures the specimen parallel to the bed plate and prevents movement.  
6.5.4 Chucking screw shall be tightened using a torque less than 28 N·m (20 in-lb).  
6.5.5 Procedure:  
6.5.5.1 Insert a wax form, as described in Annex A1, into the specimen. The impression of the footwear shall remain in the footwear during testing.  
6.5.5.2 The wax form shall completely fill the protective toe cap cavity and extend toward the margins of the test area approximately 76.2 mm (3 in) beyond the back edge of the protective toe cap.  
6.5.5.3 When a test block is used to secure the wax form in place, and also to fill the cavity between the back edge of the wax form and the spacer.  
6.5.5.4 Position the impactor on the apparatus and carefully measure the height from the wax form with the respective tool.  
6.5.5.5 Measure the distance from the lowest point of the impression made in the wax form to the bottom surface of the form as shown in Fig. 7 and report the results to the nearest 0.1 in (2.54 mm) for all three test specimens without exceeding a force of 10,000 lbf (44,400 N) by the back edge of the protective toe cap.  
6.5.5.6 Release the impactor.  
6.5.5.7 Repeat the impact, the apparatus, for each test specimen and measure the height of the wax form.  
6.5.5.8 Release the impactor.  
6.5.5.9 Measure the distance from the lowest point of the impression made in the wax form to the bottom surface of the form as shown in Fig. 7 and report the results to the nearest 0.1 in (2.54 mm) for all three test specimens without exceeding a force of 10,000 lbf (44,400 N) by the back edge of the protective toe cap.
8. Conductive Protective Footwear

8.1 Summary of Method:

8.1.1 The footseo is placed on a base electrode plate and the second electrode is embedded in a layer of metal spheres which fill the inside of the footseo.

8.1.2 Electrical resistance is measured after applying the specified voltage for a specified time.

8.2 Apparatus:

8.2.1 The apparatus as shown in Fig. 8 provided that it be as follows:

8.2.1.1 50 V regulated dc power supply with a current rating of 5 mA or greater.

8.3.1.2 10,000 Ω resistor with accuracy ±0.1 % rated at 1 W and 300 V or greater.

8.2.1.3 9 to 12 mA ammeter with accuracy of ±1 % in one or more ranges.

8.2.1.4 Voltmeter of 0 to 100 V with maximum accuracy of ±1 % in not more than stages with a nominal current rating of 10 mA or greater.

8.2.1.5 A stainless steel electrode plate 225.6 by 305.2 mm (9 by 12 in.) that is accommodates the complete outline and tread of the footseo. The round electrode consists of 3 mm (0.117 in.) solid metal spheres, such as BB shot, which is placed inside the footseo to be tested so that the entire bottom
8.2.5 The electrical circuit consists of meters in series with the resistor, capacitor, electrometer, and the specimen. The voltmeter is connected to the two electrodes to measure the voltage across the specimen.

8.2.3.1 Resistance is calculated using ohm law:

\[ R = \frac{V}{I} \]

where:

- \( R \) = resistance calculated in ohms
- \( V \) = voltage across the test sample in V, and
- \( I \) = the current through the test sample in A.

8.3 Sampling:

8.3.1 Based on lot size, the minimum number of specimens can be taken from the manufactured footwear randomly selected from each lot inventory.
FIG. 7 Point of Impact and After-Test Tin nie Location

FIG. 8 Example of a Test Circuit

8.3.1.1 Men’s footwear specimens are selected from the 90th percentile width.

8.3.1.2 Women’s footwear specimens are selected from the 90th percentile width.

8.3.2 Let the determination for specimens as follows:

- Man’s
  - 32 to 36 mm
  - 37 to 40 mm
  - 41 to 44 mm

- Woman’s
  - 25 to 28 mm
  - 29 to 32 mm
  - 33 to 36 mm

8.4 Specimen Mounting—Place the specimen shoe on the test plate base of the apparatus so that outside edge of heel is completely in contact with the test plate base electrode.

8.5 Procedure:

8.5.1 Place the test plate base electrode on the specimen shoe.

8.5.2 Mount the second electrode so that it is positioned in the metal plate.
5. Electric Shock Resistant Footwear

5.1 Summary of Method

5.1.1 The footwear is placed on an outer metal mesh platform electrode, a second electrode is embedded in a layer of small metallic spheres pressing the insole of the footwear.

5.1.2 Voltage is applied to the footwear on the outer platform for a specified time.

5.1.3 AC resistance is determined by measuring current flow through the footwear.

5.2 Apparatus

Warning—Electrical current must be used when operating this test equipment. Human contact with any part of the circuit could be fatal. Only qualified operators trained in high voltage testing should use this apparatus. The equipment should preferably be operated outdoors in a cabinet with interlock provision on the door.

5.2.1 The apparatus shown in Fig. 9 is used to perform the test.

5.2.2 A 0.5 kV (500 V) transformer having a resistance ratio with an impedance value that does not exceed 250,000 ohms.

5.2.3 The outer electrode platform consists of a fine screen metal mesh that is applied directly onto the test using metallic panels. Each test must be sufficient to support the weight of the footwear with the insert electrode.
9.5.2.1 Raise voltage at a rate of 1 V/min to 14 V (peak mean square value) at 60 Hz and maintain this voltage for 1 min.

9.5.2.2 Measure voltage using a voltmeter in conjunction with a calibrated instrument potential transformer connected directly across the high voltage circuit.

9.5.2.3 Measure the current with an AC ammeter or an equivalent non-inductive shunt and a voltmeter, connected in series with the specimen.

9.6 Test Report—Report the testing current.

10. Static Discharge Testing

10.1 Summary of Method

10.1.1 Static discharge testing is used under the first of a human test subject.

10.1.2 Resistance is measured by applying a specific voltage after a prescribed period of time.

10.2 Apparatus

10.2.1 The apparatus, as shown in Fig. 10, includes the following:

10.2.1.1 A DC power supply at a fixed 50 V output and a fixed current limited by 5 mA for shock protection of human test subjects.

10.2.1.2 Reference resistor greater than 1 megohm. Voltmeters with a maximum internal resistance of 10 megohms or greater and which contain three or more significant digits.

10.2.1.3 A stainless steel ground plane of sufficient size to accommodate the outside and heel of a specimen pair of footwear.

10.2.2 The electrical circuit connects the power supply in series with the specimen, electrodes, human test subject, and test specimen. The voltmeter is connected across the reference resistor to measure the voltage drop. The voltage applied across the human test subject and specimen footwear is less than 50 V.

10.2.3 Resistance is calculated using the following equation:

\[ R = \frac{50 V - V_a}{R_p} \]

where:

- \( R \) = resistance in ohms,
- \( V_a \) = voltage drop across the reference resistor \( R_e \), and
- \( R_p \) = the combined parallel resistance of resistor \( R_e \) and the internal resistance of voltmeter \( R_V \).

10.3 Sampling

10.3.1 Each sample is submitted from a new non-individual footwear specimen without fixed shoes inventory.

10.3.2 Women's footwear specimens are selected from sizes 7.5D, medium width.

10.3.3 Men's footwear specimens are selected from sizes 7B, medium width.

10.3.4 Let size determination for specimens as follows:

- Let size 7.5D or smaller
- Let size 8
- Let size 9
- Let size 10
- Let size 11
- Let size 12
- Let size 13

10.4 Static Discharge Measurement

10.4.1 The current and voltage measurements must be made under the first of a human test subject.

10.4.2 The test procedure:

10.4.2.1 Measure the current and voltage after applying the specified voltage.
10.2.1 If a subjected to amber test, make sure contact is made with a conducting rod or clip that produces good body contact.

10.3.1 A threaded hole is made in the block having a diameter of 0.85 mm (0.05 in). See Fig. 11.

10.3.2 A threaded hole is made with a steel pin having a length of 32.7 mm (1.28 in) and a diameter of 1.0 mm (0.04 in). The steel pin shall have a Rockwell hardness of C50-G. See Fig. 12.

10.3.3 The pin shall be inserted, and the block shall be placed in the fixture for testing.

10.3.4 The specimen shall be inserted in the fixture for testing.

10.3.5 The specimen shall be inserted in the fixture for testing.

10.3.6 The specimen shall be inserted in the fixture for testing.

11.1 Puncture Resistant Footwear

11.1.1 A puncture resistance device, a separate component outside of footwear, is mounted on a movable block.

11.1.2 A test apparatus having a specific geometry is positioned on a stationary platform.

11.1.3 The puncture resistance device is visually examined to determine if puncture has occurred.

12.1 Apparatus

12.1.1 A test apparatus having a movable platform that permits movement of the apparatus either laterally or longitudinally is used to secure the specimen for testing.

12.1.2 The movable device shall have a means to secure the specimen to prevent movement either horizontally or vertically.

12.2 The penetration having a height of 1.0 mm (0.04 in) is configured with an opening in the block having a diameter of 12.7 mm (0.50 in). See Fig. 11.

12.3 The penetrator is a steel pin having a length of 32.7 mm (1.28 in) and a diameter of 1.0 mm (0.04 in). The steel pin shall have a Rockwell hardness of C50-G. See Fig. 12.

12.4 The penetrator is a steel pin having a length of 32.7 mm (1.28 in) and a diameter of 1.0 mm (0.04 in). The steel pin shall have a Rockwell hardness of C50-G. See Fig. 12.

12.5 The penetrator is a steel pin having a length of 32.7 mm (1.28 in) and a diameter of 1.0 mm (0.04 in). The steel pin shall have a Rockwell hardness of C50-G. See Fig. 12.

12.6 The penetrator is a steel pin having a length of 32.7 mm (1.28 in) and a diameter of 1.0 mm (0.04 in). The steel pin shall have a Rockwell hardness of C50-G. See Fig. 12.

FIG. 11 Test Apparatus
11.5.1 Perform three puncture tests on each puncture resistance device by placing the steel pin on contact with the puncture resistance device and creating a steady force. The rate of insertion of the steel pin is 16 mm (0.630 in.) per minute.

11.5.2 After each test, reposition the device a distance of 25 mm (1 in.) from previous test and a minimum of 25.4 mm (1 in.) from outer edge of device.

11.6 Test Report—Record the resistance force required for puncture at onset.

11.7 Test Conclusion:

11.7.1 Measure the resistance of puncture resistance devices using CAN/CSA Z219.1.

11.7.2 Plot resistance device as shown in Fig. 13.

12. Corrosion Resistance

12.1 Measure the corrosive resistance of the puncture resistance device in accordance with Practice B 117 using a 3.9 cu in. solution for 24 h.

13. Chain Saw Cut Radiant Footwear

13.1 Measure chain saw cut radiant footwear using Test Method F 1495.

14. Dielectric Insulation

14.1 Measure dielectric insulation using Test Method F 1103.

15. Precision and Bias

15.1 In case of any dispute arising from differences in reported test results, when using these test methods for acceptance testing of commercial shipments, the purchaser and the supplier should perform comparative tests to determine if there is a statistical bias between their laboratories. Comparative statistical analysis is recommended for the investigation of bias.

15.2 The results of these tests shall be analyzed using a total of test specimens from the same lot of product to be evaluated. These test specimens should be randomly selected at equal intervals from each laboratory for testing. If a bias is found, either the cause must be determined and corrected, or the purchaser and the supplier must agree to accept final test results in light of the known bias.

16. Keywords

16.1 chain saws; penetration test; convective tissue; dielectric; electric shock resistance (ESR); foot protection; impact resistance; mechanical protection; protective footwear; puncture resistance; safety footwear; electrical hazard; static dissipative (SDD)
ANNEX

(Mandatory Information)

A1. PREPARATION OF WAX FORMS—METASTABILE DIRECT TESTING

A1.1 Apparatus

A1.1.1 The following equipment is needed to build wax forms to be used for metastable impact testing:

A1.1.1.1 Lab station equipped with a mini-mixer with a forced ventilation system.

A1.1.1.2 Weigh scale.

A1.1.1.3 Mixer having a variable speed motor and a single agitator cage agitator.

A1.1.1.4 Kettle for mixing liquid wax.

A1.1.1.5 Mold(s).

A1.1.1.6 Refrigerator.

A1.1.1.7 Reusable molds that are used to prepare wax forms for subsequent impact testing.
A1.3 Procedure

A1.3.1 Combine the paraffin wax, and the beeswax into a melting kettle.

A1.3.2 Place hot into the crucible, and heat to a temperature of 180°C (356°F) so that both ingredients are a liquid.

A1.3.3 Remove from heat, stir in the resinum, and stir at a low speed as the wax cools to a temperature of 60°C (140°F) and wax crystals start to form.

A1.3.4 Pour into six separate molds.

A1.3.5 Place a 220.8 mm (9 in.) length of crosslinked polyethylene tape on the top (flat surface) of the mold. Gently press the tape into the form.

Note A1—Resinum is a liquid that remains was form when the operation.

A1.3.6 Pour resin in refrigurate until solid.

A1.3.7 Remove wax form and store in room having a temperature between 16°C (60°F) to 20°C (68°F). Wax forms must be stored in this atmosphere for a minimum of 12 h prior to testing.
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This standard is copyrighted by ASTM International. All rights reserved. No version of this standard may be created or modified by any means without the written permission of ASTM International. Details of the standard may be obtained from ASTM International, 100 Barr Harbor Drive, West Conshohocken, PA 19428-2959. Visit the ASTM website at www.astm.org.

Copyright © ASTM International. All rights reserved.
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Chairman Goodlatte, Chairman Coble, Ranking Member Nadler, Members of the Subcommittee, thank you for the opportunity to respond for the record to questions sent to me from Representatives Collins and Jeffries after the March 14 hearing. I appreciate the thoughtfulness of these questions and the chance to expand on my thoughts regarding this important topic.

To update my biography from the time of the hearing, I have recently been appointed as Assistant Dean for Law, Business, and Technology Initiatives at the University of Washington School of Law, while still maintaining my appointed as tenured Professor of Law. In this new capacity, I oversee all of our intellectual property, technology, business, and entrepreneurship law programs and centers. I also serve as Chair of the university-wide Intellectual Property Management Advisory Committee, that reports directly to the President of UW. I continue to submit testimony on my own behalf, however, and my statements here are my own and do not necessarily represent the views of any of the organizations I am or have been affiliated with.

I provide responses to the two questions I received from Subcommittee members below.

Question 1 (Representative Doug Collins)

“In providing that Congress has the power (and I believe responsibility) of “securing” the exclusive Rights of Authors and Inventors, the Constitution doesn’t make any distinction between small copyright owners like Ms. Schneider and large copyright owners. But there can be little argument that the latter have greater resources to protect their investments in creating new works and greater leverage in negotiating with large intermediaries (like Google) who make available and generate substantial profits from content that is infringing.

If this Committee concludes that small copyright owners are disproportionately harmed by infringements of their works, would you agree we should take steps to ensure that their exclusive rights are “secured” as the Founders intended? If yes, what steps do you think we should take? If no, why do you feel that Section 512 should only provide a
remedy for those with enormous resources to monitor the use of their works online all over the globe?”

Response

This question quite rightly focuses on an important equity interest to make sure that all copyright owners be able to effectively enforce their rights, regardless of financial circumstances or negotiating leverage. I will respond by first making some observations on the importance of “securing” rights, and then directly answering the questions posed.

The Intellectual Property Clause of the Constitution gives Congress the power to “promote the Progress of Science and useful Arts, by securing for limited Times to Authors and Inventors the exclusive Right to their respective Writings and Discoveries.”¹ Why “secure”? Because there were state copyright statutes and most likely state common law rights of first publication for authors at the time of drafting and ratification of the Constitution. But these state rights and their accompanying remedies could be uncertain. They also suffered from being enforceable only within the particular state. Authors seeking to protect their works, such as Noah Webster, had to spend significant time and money obtaining and enforcing rights state-by-state, as well as the extra risk of different outcomes in different states. Thus, the IP Clause authorized Congress to “secure” whatever state authors’ rights existed by providing an additional uniform, nationwide set of requirements, rights, and remedies for authors, for limited times.

Given this background, it seems clear that the federal copyright system should provide an equally effectual means for all copyright owning citizens to enforce their federally “secured” rights. Representative Collins’ question focuses on the plight of acclaimed composer-performer Maria Schneider as a proxy for many individual creators and copyright holders who appear to be having a difficult time enforcing their copyrights in the same way that larger, deep-pocketed copyright owners can. Given the technological landscape, it is not clear that the current copyright system has adequately “secured” copyrights even these large interests, much less for copyright owners of more modest means such as Ms. Schneider. In the modern digital world then, Ms. Schneider is like Noah Webster in the pre-ratification period: spending far too much time and money away from socially-beneficial work just to protect legitimate rights to their works.

To answer Representative Collins’ first specific question, yes, I agree that if the Committee concludes that small copyright owners are disproportionately harmed in the current environment of Section 512, then steps should be taken to ensure their rights are indeed secured. My only caution is that such steps should not undermine the ability of other copyright owners to enforce their rights. Further, any steps should not unduly restrict a reasonable fair use defense.

Because I agree with Representative Collins’ first specific question, then I will use the remainder of this response to answer his second specific question. I propose three steps, two of which are proposals I submitted in my original testimony. First, the “notice

and stay-down” I described there would go a long way to helping small owners like Ms. Schneider secure their rights. Large owners may be able to afford full-time staff who can keep up with the “whac-a-mole” game so well described by various witnesses at the hearing: tracking and submitting notices on relentlessly reposted copies of their works. Smaller creator copyright owners simply cannot do this, without taking away from their socially valuable work. As I said earlier, this is not about potentially transformative fair use versions of works. Rather, it is about clear re-postings of untransformed copies of the entire work simply to make “free” versions available to the public (at the expense of the rights owner). This is particularly pernicious where the posters or the platforms hosting the files are monetizing these “free” versions such as through ads accompanying the pirated content. At the same time, “notice and stay-down” conforms to my caution above, in that it does not disfavor larger owners just to help smaller ones. It also helps large owners. But just as the proportionate burden on small owners is higher in the digital piracy world, the proportionate benefit to them of “notice and stay-down” is higher as well. It also should not impact reasonable fair use defenses as it targets only works that have already received a take-down notice.

Second, the “red flag” amendments I proposed would require online service providers (OSPs) to in effect help smaller creator owners like Ms. Schneider by being more aware of potential infringement on their sites and not institutionalize a “blind eye” approach to piracy. Strengthening the weaker version of willful blindness that courts are currently using (the OSP must have direct knowledge of the infringement) would not only require OSPs to help in the fight against piracy—in exchange for the valuable safe harbor they receive under the law—but it could also begin changing the culture of copyright contempt as pirates realize that the OSPs are no longer complicit with them in the “nudge, wink” manner that some OSPs currently signal. Like the prior proposal, this helps larger copyright holders as well. But the effect is proportionately larger for smaller creator-owners like Ms. Schneider who are particularly hurt by the copyright contempt culture because pirates and complicit OSPs know these smaller players are even less able to pursue their rights in take-down notices and other mechanisms. The proposal need not negatively impact reasonable fair use either, in that the willful blindness standard could be tailored to re-posted files and/or copies of the entire work in line with the first proposal above.

Third, which I did not address in my original testimony, is that the Committee encourage the Copyright Office to continue exploring the latter’s copyright “small claims court” initiative. In the abstract, a small claims court that could streamline the process:

---

2 As an additional benefit, my proposal helps startups too because under “notice and stay-down” they can allocate less staff time to dealing with take-down notices. Why? Because they will have a greatly reduced volume of such notices—to wit, this should eliminate the follow-on notices to take down replications of previously taken down content. For example, rather than having five notices—one for the initial posting and four for four re-postings—the startup would have only one notice for the initial posting.

3 Where the poster believes they had the right to post the work, they can file a counter-notice. Where that happens, the parties can resolve whether the posting was authorized or a fair use, either through private discussion or in court. My proposal cuts out the volume of re-postings and follow-on take-down notices that unnecessarily clog the system while the initial take-down is being resolved.

http://www.copyright.gov/docs/smallclaims/
and reduce the costs of copyright enforcement would be a boon to creator-owners like Ms. Schneider. As an attorney and law professor I know well how expensive intellectual property litigation has become. On the patent side, it is sometimes referred to as the “sport of kings.” While it may not be quite as bad on the copyright side, it can still be out of reach for individuals and small copyright owners of middle class or moderate means. But rights are not secured for all owners when only the deep-pocketed can enforce them through litigation where necessary. At the same time, there are some concerns. A streamlined system can mean that important procedural protections are lost for both plaintiffs and defendants. It is often easy to be contemptuous of “technical” motions in court proceedings that seem to delay and distract, yet many of these are grounded in the fundamental “notice and a chance to be heard” principle of our civil procedure. That principle cannot be violated in the name of “streamlining.” Similarly, the lower cost of a small claims court could tempt bad actors into abusing it. This could hurt all legitimate players in the copyright system. Reasonable fair use should also be as much of a defense here as in regular copyright litigation. Notwithstanding these concerns, the copyright small claims initiative holds much promise to level the playing field for small creator-owners.

In sum, creator-owners like Ms. Schneider have become the modern online equivalent of Noah Webster, forced to traverse a big space in a Sisyphean effort to protect their socially valuable creations. Without being able to obtain their fair share of the value of these works, they may not be able to go on producing and distributing new ones. The result is that both have had to spend so much time protecting existing works that it impacted their ability to create and distribute new works. But there should be a big difference between Mr. Webster and Ms. Schneider: the IP Clause and Congress’s subsequent legislation were supposed to fix this problem by “securing” the exclusive rights of authors. Congress has repeatedly risen to the challenge and promise of new technologies and media in the past to amend copyright law so that it does in fact secure such rights. It can do so again and I am confident this Committee will find ways to re-secure Ms. Schneider’s and other creator-owners’ exclusive rights.

Question 2 (Representative Jeffries)

“In oral testimony before the House Judiciary Subcommittee on Courts, Intellectual Property and the Internet, Professor Bridy stated that courts have found “red flag knowledge” means “knowledge of facts or circumstances from which infringing activity is apparent and that the knowledge in question can’t just be generalized knowledge, it has to be red flag knowledge of specific instances of infringement on a service provider’s system.” At study of the case law, particularly in the Second and Ninth Circuits, yielded the same findings.

Professor O’Conner [sic] disagreed with the court’s findings, stating that he believes

---

5 Oral Testimony, House Judiciary Committee Hearing on Section 512 of Title 17, Prof. Annemarie Bridy (March 13, 2014).
Congress did not intend to narrow red flag knowledge in the way the courts have. A review of the legislative history via the House and Senate Committee Reports seem to affirm Professor O’Connor’s [sic] assessment. The House Committee Report for the Digital Millennium Copyright Act states: “if service provider becomes aware of a ‘red flag’ from which infringing activity is apparent, it will lose the limitation of liability if it takes no action.”[14] The report continues “[i]f . . . and Internet site is obviously pirate, then seeing it may be all that is needed for the service provider to encounter a “red flag.”[9] Similarly, the Senate Committee Report on Section 512 says similarly that the question of red flag knowledge is simply “whether infringing activity would have been apparent to a reasonable person operating under the same or similar circumstances.”[9]

Both the House and Senate Committee Reports seem to indicate that “red flag knowledge” requires a broader awareness of pirated as compared to actual knowledge which is distinguished in both Reports as requiring “awareness of facts or circumstances from which infringing activity is apparent.”[11] In other words, it seems Congress intended the “actual knowledge” and the “red flag knowledge” standards to be two separate tests which is why they are located in separate provisions of the statute.

Question to Professors Bridy and O’Connor [sic]: Is it reasonable to have an “actual knowledge” prong and a “red flag knowledge” prong designed to represent two distinct statutory pathways that have been interpreted by courts in a manner that closely mirrors each other?

Response

In short, no, it is not reasonable for courts to essentially conflate these two different prongs into the same judicial test. A plain textual reading of the provision itself also reveals the clear distinction between them:

(c) Information Residing on Systems or Networks At Direction of Users.—

(1) In general.— A service provider shall not be liable for monetary relief, or, except as provided in subsection (j), for injunctive or other equitable relief, for infringement of copyright by reason of the storage at the direction of a user of material that resides on a system or network controlled or operated by or for the service provider, if the service provider—

(A) [omitted]

(j) does not have actual knowledge that the material or an activity

---

7 Oral Testimony, House Judiciary Committee Hearing on Section 512 of Title 17, Prof. Sean M. O’Connor (March 13, 2014).
9 Id.
10 S. REP. NO. 105-109, at 20.
using the material on the system or network is infringing;

(ii) in the absence of such actual knowledge, is not aware of facts or circumstances from which infringing activity is apparent, or

(iii) upon obtaining such knowledge or awareness, acts expeditiously to remove, or disable access to, the material.\(^\text{12}\)

The red flag provision is not only a separate provision, as Representative JEFFRIES points out, but it is a separate provision set against the actual knowledge provision within the same subsection (A). Further, the red flag provision (subsection (ii) in the statute) is prefaced by the phrase “in the absence of such actual knowledge,” which makes abundantly clear that the red flag “facts and circumstances” must be something different from “actual knowledge.”

The only potential flaw in the statutory text is the choice of disjunction rather than conjunction. Thus, if the disjunct form is taken too literally, then so long as any of the three conditions applies the service provider seems to be eligible for the safe harbor. This could mean that if actual knowledge is not present, then the fact finder need look no further to see if the other conditions are also met. But the substance of the provision does not support this. Rather, the substance indicates these are all conditions that must be met. Thus, it may be that Congress should amend Section 512(c)(1)(A) by changing “or” to “and” (and thus from disjunct to conjunct) at the end of subsection (ii). However, the text of Subsection (iii) might also be reworded to clarify what seems to be its intended condition: if actual knowledge or red flag awareness are obtained, then service provider has acted expeditiously to remove or disable the material. Rewritten into statutory type text, rather than as a propositional logic statement, it could read: “in the event that service provider has obtained such knowledge or awareness, it acts expeditiously to remove, or disable access to, the material.” Section 512(c)(1)(A) would then read as follows (with edits shown in underline and strikethrough):

(c) Information Residing on Systems or Networks At Direction of Users.—

(1) In general.—A service provider shall not be liable for monetary relief, or, except as provided in subsection (ij), for injunctive or other equitable relief, for infringement of copyright by reason of the storage at the direction of a user of material that resides on a system or network controlled or operated by or for the service provider, if the service provider—

(A)

(i) does not have actual knowledge that the material or an activity using the material on the system or network is infringing;

(ii) in the absence of such actual knowledge, is not aware of facts or

circumstances from which infringing activity is apparent, and

(iii) upon the event that service provider obtaining such knowledge or awareness, it acts expeditiously to remove, or disable access to, the material;

This then would clearly reinforce Congressional intent that all three of these conditions must be met for a service provider to be eligible for the safe harbor.

Stepping back, this question quite appropriately focuses on whether Section 512 is being correctly interpreted by the courts, presumably as part of the larger question of whether Congress should consider amending the Section at all. It may thus be true that there is no need for modification of Congress’ position on this particular matter, as the way in which Representative Jeffries describes the legislative intent is indeed consonant with my views on Congressional intent behind the red flag knowledge provision. However, the question remains whether Congress needs to act to correct what appears to be misinterpretation of Section 512 (or at least Congress’ intent in passing it) by the courts. It may be that Congress could wait to see if a test case on this reaches the Supreme Court. But this could take many years. Thus, it might be better for Congress to amend the Section to clarify its intent on the red flag provision without waiting for such a case.
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Question Offered by Representative Doug Collins

In providing that Congress has the power (and I believe responsibility) of “securing” the exclusive Rights of Authors and Inventors, the Constitution doesn’t make any distinction between small copyright owners like Ms. Schneider and large copyright owners. But there can be little argument that the latter have greater resources to protect their investments in creating new works and greater leverage in negotiating with large intermediaries (like Google) who make available and generate substantial profits from content that is infringing.

If this Committee concludes small copyright owners are disproportionately harmed by infringements of their works, would you agree we should take steps to ensure that their exclusive rights are “secured” as the Founders intended? If yes, what steps do you think we should take? If no, why do you feel that Section 512 should only provide a remedy for those with enormous resources to monitor the use of their works online all over the globe?
Response to Question Offered by Representative Doug Collins

Copyright enforcement in the digital networked environment is an enormously resource-intensive proposition for both copyright owners and online service providers (OSPs). As a matter of policy, it is critical to fairly allocate the costs of online enforcement between rights owners and OSPs. Congress, in enacting Section 512, fairly allocated enforcement costs to allow both copyright owners and OSPs of all shapes and sizes to grow their businesses and, simultaneously, the Internet itself. As Ms. Schneider’s testimony at the hearing in March made clear, the Internet has been a boon to independent musicians who want to release music on their own and reach their fans directly, without the intermediation of recording labels. Small and independent musicians can now forego contracts with labels and enjoy greater control over their creative process and a greater share of revenue from the sale of their works. They can also retain ownership of their copyrights—a substantial benefit that brings with it responsibility for enforcement.

Enforcing copyrights online is a significant challenge for copyright owners of all sizes, particularly small copyright owners. It is also a significant challenge for OSPs of all sizes, particularly small OSPs. The question, from a policy perspective, is whether it would further the underlying purposes of the DMCA to require OSPs of all sizes to shoulder a heavier share of the enforcement burden than they do now for the benefit of small copyright owners who lack the resources of the major labels. I believe it would not, and I believe there are other avenues worth exploring for helping small copyright owners to more easily and efficiently navigate the notice and takedown process.

One source of help for small copyright owners proposed at the hearing was an amendment of section 512 to prescribe a “notice and staydown” condition for the section 512 safe harbor. “Notice and staydown” is a clever turn of phrase. Differing by just four letters from “notice and takedown,” which is already required under the DMCA, it creates the seductive but false impression that requiring OSPs to keep their systems perpetually free of previously noticed material would represent only a modest additional burden. In reality, a “notice and staydown” requirement would radically alter the existing contours of the safe harbors by repealing section 512(m) and effectively imposing a 24-7-365 monitoring obligation on all OSPs, no matter their...
size or available resources. Remaking the DMCA in such a way would allow copyright owners to completely externalize—and would require OSPs to completely internalize—the enforcement costs that go along with the generous bundle of rights that Congress secures to copyright owners large and small through Title 17’s statutory monopoly.\(^1\)

With respect to the plight of small copyright owners, it is a fact across the board in our legal system that those with fewer resources are positioned less well to vindicate their rights than those with more resources. To acknowledge that fact is not to embrace it; it is only to recognize that small copyright owners are not uniquely disadvantaged when compared with other small players in our legal system, including small OSPs. Although wildly successful online platforms like Google and Facebook loom large in our cultural consciousness, the vast majority of OSPs are neither as large nor as wealthy as the big players. Even if one accepts the argument that major OSPs are in a good financial position to subsidize enforcement for small copyright owners, small- and medium-sized OSPs are not similarly situated. If Congress acts to allocate a larger share of enforcement costs to all OSPs regardless of their size and resources, we will likely see fewer new entrants in the Internet startup space, and existing small platforms may disappear. That outcome would undermine the DMCA’s express goal of facilitating the continued growth of innovative online services.

A better solution to the problem of differential access to enforcement resources, and one less likely to result in unintended consequences for the online ecosystem, would be to increase access for small players to enforcement tools that are currently available only to big players. Automation has changed the landscape of the DMCA notice and takedown process over the course of the last fifteen years. Small copyright owners and small OSPs have both been left behind when it comes to increasing the efficiency and reducing the cost of the notice and takedown process. That is a real problem, but it is one that the emerging market for online anti-piracy services may help to solve.\(^2\) Competition in the market for high-quality, automated monitoring tools is increasing, which should bring prices down and create options for small copyright owners who are currently navigating the notice and takedown process by hand. The

---

\(^1\) In addition to granting a wide range of rights, the Copyright Act secures the rights of the copyright owner through “a potent arsenal of remedies.” Sony Corp. v. Universal City Studios, Inc., 464 U.S. 417, 433-34 (1984).

\(^2\) See Ramon Lebron and Julian Thomas, *The Business of Anti-Piracy: New Zones of Enterprise in the Copyright Wars*, 6 INT’L J. COMMUNICATION 606, 615 (2012) (“Recent years have seen a proliferation in commercial takedown operations, to the extent that there are now specialist companies catering to different niches.”).
quality of automated tools is of course critical, particularly to the extent that they involve Internet bots, because the goal of automating the process is to improve it and not simply to multiply notices. As the market for monitoring tools develops, user-generated content (UGC) platforms can be encouraged in the near term to create fillable online forms that enable small copyright owners to electronically submit DMCA-compliant notices. Many of the larger UGC platforms already have such forms, as I mentioned in my testimony, and I don’t think they are expensive or technically difficult to develop and implement.

To further the end of increasing access to better tools, small copyright owners should investigate the feasibility of aggregating their resources to affordably contract for reputable third-party monitoring services that are now marketed only to enterprise clients. There is strength, and there are lower transaction costs, in numbers. Small copyright owners can increase their clout and resources by making common cause with one another and seeking a collective solution to their individual problems. Participation in the Copyright Alert System by the American Association of Independent Music (A2IM) and the Independent Film and Television Alliance (IFTA) might serve as a model for how smaller copyright owners can band together to get a place at the table with the big players when it comes to non-legislative, business-driven approaches to online enforcement. Inquiry by policy makers into the state of the market for third-party monitoring tools may produce useful insights and may encourage providers to find profitable ways to deliver services to segments of the market that are currently underserved.

Personal stories like Ms. Schneider’s are compelling. Her frustration is understandable. We need to be careful, however, not to make copyright policy that robs Peter to pay Paul; we don’t want to help small copyright owners by hurting small OSPs. A “notice and staydown” regime would impose on OSPs a wholesale monitoring obligation that is antithetical to the current structure of the DMCA and that would be crippling as a practical matter for most OSPs. In lieu of legislating in response to compelling anecdotes, we should seek a more rigorous and systematic understanding of how the notice and takedown system is currently working—and not working—for copyright owners and OSPs of all sizes. Grasping the nature and scope of the

---

3 See id. (noting that many commercial operators have been accused of sending indiscriminate takedown “spam,” which negatively affects many legitimate users and users). It compromises the goal of effective and efficient enforcement when OSPs receive a large volume of notices that do not comply with the requirements outlined in section 512(c)(3)(A).

4 MarkMonitor is an example: https://www.markmonitor.com/download/docs/MarkMonitor_AntiPiracy.pdf.
problem empirically is the best next step to identifying workable solutions. Researchers at the American Assembly at Columbia University and the University of California at Berkeley are currently studying how the notice and takedown process is impacting operations and expenses for a range of actors in the online ecosystem, including large and small OSPs. Changes to policy in this complicated and continuously evolving area should be broadly informed and evidence-based. We are only now engaging in the important process of getting the information and evidence that we lack.

---

Question Offered by Representative Hakeem Jeffries

In oral testimony before the House Judiciary Subcommittee on Courts, Intellectual Property and the Internet, Professor Bridy stated that courts have found "red flag knowledge" means "knowledge of facts or circumstances from which infringing activity is apparent and that the knowledge in question can't just be generalized knowledge, it has to be red flag knowledge of specific instances of infringement on a service provider's system."6 A study of the case law, particularly in the Second and Ninth Circuits, yielded the same findings.7

Professor O'Connor disagreed with the courts' findings, stating that he believes Congress did not intend to narrow red flag knowledge in the way that the courts have.8 A review of the legislative history via the House and Senate Committee Reports seem to affirm Professor O'Connor's assessment. The House Committee Report for the Digital Millennium Copyright Act states: "if the service provider becomes aware of a 'red flag' from which infringing activity is apparent, it will lose the limitation of liability if it takes no action."9 The report continues: "[i]f... an Internet site is obviously pirate, then seeing it may be all that is needed for the service provider to encounter a "red flag."10 Similarly, the Senate Committee Report on Section 512 says similarly that the question of red flag knowledge is simply "whether infringing activity would have been apparent to a reasonable person operating under the same or similar circumstances."11

Both the House and Senate Committee Reports seem to indicate that "red flag knowledge" requires a broader awareness of pirated as compared to actual knowledge which is distinguished in both Reports as requiring "awareness of facts or circumstances from which infringing activity is apparent."12 In other words, it seems that Congress

6 Oral Testimony, House Judiciary Committee Hearing on Section 512 of Title 17, Prof. Annemarie Bridy (March 13, 2014).
7 See Viacom Int'l Inc. v. YouTube Inc., 676 F.3d 19, 30-31 (2d Cir. 2012).
8 Oral Testimony, House Judiciary Committee Hearing on Section 512 of Title 17, Prof. Sean M. O'Connor (March 13, 2014).
10 Id.
11 S. REP. NO. 105-109, at 20.
intended the “actual knowledge” and the “red flag knowledge” standards to be two separate tests which is why they are located in separate provisions of the statute.

Question to Professors Bridy and O’Conner: Is it reasonable to have an "actual knowledge" prong and a "red flag knowledge" prong designed to represent two distinct statutory pathways that have been interpreted by courts in a manner that closely mirrors each other?
Response to Question Offered by Representative Hakeem Jeffries

I respectfully disagree with the question’s premise that the legislative history of the DMCA affirms Professor O’Connor’s assessment that courts have interpreted the scope of “red flag” knowledge too narrowly. Both of the legislative reports cited in the question make clear that Congress intended for Title II to provide certainty to service providers concerning their legal exposure for infringements. A broad and indeterminate scope for “red flag” knowledge, such as that advocated by Professor O’Connor, is inconsistent with the stated policy goal of having clear ground rules for service providers to follow in order to be eligible for the safe harbors.

The bounded definition of “red flag” knowledge that has been adopted in the Second and the Ninth Circuits is fully consistent not only with the legislative history but also with the language and structure of section 512. The courts that have considered this issue agree, without qualification or misgiving, that potentially disqualifying “red flag” knowledge is the awareness of facts or circumstances from which specific instances of infringement would be apparent to a reasonable person. A close reading of the cases reveals that courts have not, in fact, interpreted the actual knowledge and “red flag” knowledge standards “in a manner that closely mirrors each other.” Rather, they have carefully distinguished actual knowledge from “red flag” knowledge based on well-established principles concerning the mental states of accused actors. In keeping with the language of the statute, they have developed two separate tests—one subjective (actual knowledge) and the other objective (“red flag” knowledge)—each of which has reference to specific instances of infringement.

Unlike actual knowledge, which is measured by a subjective standard, “red flag” knowledge is measured by an objective standard. When trying to determine if an OSP had actual knowledge of specific infringing material, the court must inquire into what the OSP subjectively

1 See H.R. REP. 105-551, at 49-50 (1998) (“[Title II] provides greater certainty to service providers concerning their legal exposure for infringements that may occur in the course of their activities.”); S. REP. 105-190, at 2 (1998) (“Title II will provide certainty for copyright owners and Internet service providers with respect to copyright infringement liability online.”).

2 See Viacom Int’l Inc. v. YouTube, Inc., 676 F.3d 19, 32 (2d Cir. 2012); UMG Recordings, Inc. v. Shelter Capital Partners LLC, 718 F.3d 1006, 1022 (9th Cir. 2013).

3 Question Offered by Representative Hakeem Jeffries.

4 See id. at 32 (“The red flag provision, because it incorporates an objective standard, is not swallowed up by the actual knowledge provision under our construction of the § 512(c) safe harbor. Both provisions do independent work, and both apply only to specific instances of infringement.”).

5 See id. at 31.
When trying to determine if an OSP that lacked actual knowledge of specific infringing material instead had "red flag" knowledge of that material, the court must engage in a different inquiry: it must ask whether the existence of the material in question would have been apparent to a reasonable person given the attendant facts and circumstances, regardless of what the OSP subjectively knew. The Senate Report, which defines "red flag" knowledge in objective terms—"whether infringing activity would have been apparent to a reasonable person operating under the same or similar circumstances"—jibes perfectly with this reading of the statute. As the Second Circuit helpfully explained in *Viacom v. YouTube*, the difference between "red flag" knowledge and actual knowledge isn't between generalized knowledge and specific knowledge, as Professor O'Connor would have it; the difference is between subjective knowledge and objective knowledge of specific instances of infringement.

The case law on contributory copyright infringement going back to the Supreme Court's seminal decision in *Sony v. Universal* teaches that courts must not cavalierly impute knowledge of third-party infringements to those who distribute products or operate services that have both infringing and substantial noninfringing uses. The Court in *Sony* recognized that such casual imputation of knowledge would have a chilling effect on innovation. The DMCA safe harbors were crafted in the spirit of *Sony* to protect good faith OSPs whose services, given their capabilities, would inevitably be used by ignorant or bad actors to infringe copyrights. Congress did not condition safe harbor for OSPs on their monitoring their services or making legal judgments on the fly about whether specific content is infringing or not. It is no accident that

---

6 S. REP. 105-190, at 20 (as quoted in the Congresswoman's question).
7 See *Viacom*, 675 F.3d at 31.
8 See Sony Corp. v. Universal City Studios, Inc., 464 U.S. 417, 459 (1984) (declining to impose secondary liability on the theory that "[defendants] have sold equipment with constructive knowledge of the fact that their customers may use that equipment to make unauthorized copies of copyrighted material").
9 See 17 U.S.C. § 512(m) (providing that "nothing in this section shall be construed to condition the applicability of subsections (a) through (d) on the service provider monitoring its service or affirmatively seeking facts indicating infringing activity, except to the extent consistent with a standard technical measure complying with the provisions of [*512(h)*]"). The "standard technical measure" in section 512(h) are defined as measures that copyright owners employ for the protection of their works and that OSPs can accommodate without having to incur substantial costs or burdens. See 17 U.S.C. § 512(i).
10 See S. REP. 105-190, at 49 ("The common-sense result of this 'red flag' test is that [OSPs] would not be required to make discriminating judgments about potential copyright infringement."). The wisdom of this choice was made clear in *Viacom v. YouTube*, when Viacom was forced to amend its complaint twice to remove from its list of clips in suit hundreds of clips that its own employees had uploaded. See "Notice of Dismissal of Specified Chips With Prejudice" (Case No. 1:07-CV-4021034-LJS, Feb 26, 2010) (referring to the hundreds of video clips that Viacom had initially identified as "infringing" but which were subsequently withdrawn from the list of works in
the notice requirements in section 512(c)(3)(A) require the sender to specifically identify both the infringed work and the location where the work can be located, among other requirements. OSPs are not required or expected under the DMCA to guess about what material is infringing or where to find it. It is also no accident that notices that fail to “comply substantially” with section 512(c)(3)(A) are ineffective under the statute to trigger the OSP’s obligation to remove or disable access to content. The statute plainly states that defective notices “shall not be considered . . . in determining whether a service provider has actual knowledge or is aware of facts or circumstances from which infringing activity is apparent.”[1] If defective notices concerning specific alleged infringements are insufficient to establish “red flag” knowledge, then Congress surely cannot have intended for “red flag” knowledge to mean free-floating, generalized knowledge of infringement. It can only have intended the more circumscribed scope that the courts have given it.

Congress knew when it enacted the DMCA that the substantive law of secondary liability was still evolving in the domain of digital copyrights. “Rather than embarking upon a wholesale clarification of these doctrines, the Committee decided to leave current law in its evolving state and, instead, to create a series of ‘safe harbors,’ for certain common activities of service providers.”[2] With the case law and the technology both still relatively undeveloped, Congress made a conscious decision to let the courts work out the intricacies of contributory and vicarious liability, which they have subsequently done without disagreement, largely in cases involving assertion of the DMCA safe harbors. The purpose of the safe harbors was to create certainty for copyright owners and OSPs. The interpretation of “red flag” knowledge on which the courts have agreed both advances the goal of creating certainty and gives coherence to the language and structure of section 512 as a whole. A broader interpretation would do neither, which is why the courts have uniformly declined to adopt one.

By eMail and Regular Mail

April 30, 2014

Congressman Bob Goodlatte
Chairman
Committee on the Judiciary
Subcommittee on Courts, Intellectual Property and the Internet
United States House of Representatives
2138 Rayburn House Office Building
Washington, DC 20515-6216

Re: March 13, 2014 Hearing on “Section 512 of Title 17”

Dear Chairman Goodlatte:

Please accept this letter in response to your April 15, 2014, letter containing Congressman Doug Collins’ question for the record relating to the above-referenced hearing. We appreciate Congressman Collins’ question, which asks in relevant part:

If this Committee concludes small copyright owners are disproportionately harmed by infringements of their works, would you agree we should take steps to ensure that their exclusive rights are ‘secured’ as the Founders intended? If yes, what steps do you think we should take? If no, why do you feel that Section 512 should only provide a remedy for those with enormous resources to monitor the use of their works online all over the globe?

Elsevier recognizes that the challenges faced by small copyright owners and individual artists under the current DMCA 512 regime can be daunting and does not believe that improvements to the current regime should solely benefit large copyright holders like Elsevier. Nor does Elsevier believe that reforms should be reserved for only small owners and individual creators. The system needs to be improved for all rights holders and all other stakeholders in the Internet ecosystem.

In most instances, as Congressman Collins points out, large copyright owners have more resources than small and individual owners to investigate copyright infringements and to take actions to protect their investments and works (though of course large copyright owners usually have much larger portfolios of works to cover, as well as their own internal and external creators to protect). The current DMCA system, however, does not work effectively for both large and small copyright owners alike, whether they are corporate owners or individual musicians, artists, authors or other creators. This is particularly true with respect to the problem of serial re-uploading of copyrighted works (the “whac-a-mole” problem).
Congressman Bob Goodlatte
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Elsevier's principal recommendations to remedy this situation, reflected in both my written and oral statements to the Subcommittee, are: (i) appropriately tailored voluntary "standard technical measures" (e.g., filtering mechanisms), established through a multi-stakeholder standard setting process, to help prevent the re-uploading and sharing of infringements and (ii) clearer and better enforced repeat infringer policies. Commercially reasonable and effective filtering mechanisms will benefit all copyright owners, regardless of size or resources, as well as other good faith participants in the system.

They will reduce the need for constant repetitive notices for the same works and reduce the overall volume and the burdens posed by takedown requests for senders and responders. Transparent repeat infringer policies, if meaningfully implemented, will help deter and prevent the subset of ill-intentioned users who are often responsible for a large portion of the serial re-uploading of infringements that plague certain sites — whether the infringed works are Elsevier books or Ms. Schneider's songs.

With respect to filtering, when a copyright owner like Ms. Schneider or Elsevier sends a valid takedown notice to a site hosting infringing material, a standard filtering process could ensure that future attempts to upload or share the same (or sufficiently identical) material would be prevented. In addition, copyright owners, like Ms. Schneider or Elsevier, could voluntarily contribute "reference" copies of their works to sites for the same purpose, a practice that both Ms. Schneider and I each recommended in our testimony. In my testimony, I mentioned www.scribd.com as an example of a site that utilizes both of these approaches for tailored filtering of user uploads that infringe publishers' works. Another example is www.dropbox.com, which is a rapidly growing and well-known "cloud storage" site that prevents the sharing of works for which it has previously received valid takedown notices.

My statement also mentions that once "standard technical measures" are agreed upon in a multi-stakeholder process, Congress might have to address certain sites that refuse to voluntarily adopt them despite the fact that they need the measures the most — e.g., sites that technically comply with takedown requirements, but are structured to attract unauthorized uploading, re-uploading and public sharing of files that infringe copyrighted works. The suggestions for dealing with this recalcitrant subset of sites that exploit the takedown system would benefit all rights holders, large and small: the sites could lose safe harbor protection for refusing to adopt appropriate measures being implemented by peer sites and services, or courts could exercise their discretion under DMCA 512(c) to order limited injunctive relief requiring such sites to prevent the re-upload of specific works in suits even where the 512(c) safe harbor against monetary damages may apply.

Similarly, Elsevier and the Association of American Publishers' recommendations for addressing "Non-Compliant" sites that perhaps reside in "safe havens" for infringement and refuse to substantially comply with takedown notices or other statutory or judicial requirements, would benefit large and small copyright owners alike. Where a US court with jurisdiction over a "Non-Compliant" site finds that it does not qualify for protection under any DMCA safe harbor and that the site is liable for copyright infringement, the court should have authority to enter orders requiring US based third parties that provide services to the site — including advertising placement services, payment processors, search engines, server hosts, and domain name registrars — to suspend those services.
Beyond the repetitive infringement problem, Elsevier is sympathetic to Ms. Schneider’s frustrations as an individual creator navigating the requirements and intricacies of site-specific takedown processes, the burdens of which do not affect large copyright owners with established vendor-supported takedown practices in the same way. So too the concern raised by Ms. Schneider about being identified by name in a negative manner for sending valid takedown notices, which is another practice that impacts individual creators in a different way than it does corporate copyright holders. We believe these concerns can and should be addressed in the ongoing USPTO multi-stakeholder “roundtables” covering current DMCA processes and practices.

Elsevier also agrees that large copyright owners generally have more resources to negotiate with large “intermediaries,” although we would note that such negotiations to date have been slow, arduous and mostly unsuccessful even for larger copyright owners. For that reason, Elsevier urges a “government-guided” multi-stakeholder process to establish the range of measures that can be deployed to address online infringement. Without further government encouragement, voluntary measures by intermediaries, including in the area of technical measures like filtering, will not come to fruition in a timely manner.

In sum, we believe there should be a fair and level playing field for all rights holders and stakeholders, regardless of size or resources. We also believe that the detailed recommendations by Elsevier, the Association of American Publishers on behalf of the publishing industry as a whole, and other groups within the wider copyright industries, are a good start for furthering best practices, collaboration on standard technical measures, and other reforms that can benefit all interested parties.

Respectfully submitted,

[Signature]

Paul F. Duda
Global Litigation Counsel
Elsevier Inc.
Response of Katherine Oyama, Sr. Copyright Policy Counsel, Google Inc.
House Judiciary Subcommittee on Courts, Intellectual Property and the Internet
Hearing on "Section 512 of Title 17," March 13, 2014

Question For the Record from Representative Doug Collins for Katherine Oyama

1. In providing that Congress has the power (and I believe responsibility) of "securing" the exclusive Rights of Authors and Inventors, the Constitution doesn't make any distinction between small copyright owners like Ms. Schneider and large copyright owners. But there can be little argument that the latter have greater resources to protect their investments in creating new works and greater leverage in negotiating with large intermediaries (like Google) who make available and generate substantial profits from content that is infringing.

If this Committee concludes small copyright owners are disproportionately harmed by infringement of their works, would you agree we should take steps to ensure that their exclusive rights are "secured" as the Founders intended? If yes, what steps do you think we should take? If no, why do you feel that Section 512 should only provide a remedy for those with enormous resources to monitor the use of their works online all over the globe?

In creating the DMCA, Congress struck a careful balance and created the U.S. legal foundation for the Internet we know today. As many have noted, the DMCA made it possible to launch and operate online platforms like eBay, Amazon, YouTube, Facebook, and Twitter, which in turn have unleashed new sources of creativity, economic development, and jobs. At the same time, the courts have made it clear that the DMCA safe havens provide no shelter for illegitimate sites seeking to shift their responsibilities.

We agree that small and medium size entities — independent creators and service providers alike — face some challenges submitting and processing takedown notices to ensure effectiveness, accuracy, and efficiency. However, Section 512's notice-and-takedown process has vastly improved the ability of small copyright owners to police their works online. Prior to the DMCA, the only mechanism available to copyright owners, large and small, was an infringement suit in federal court. The DMCA created a system that enabled copyright owners to obtain expeditious takedowns without the need for the expense of copyright registrations and federal court litigation. This is not to say there is not more that can be done to continue improving the notice-and-takedown process for everyone under our current system — Google's own processes continue to
improve and evolve in response to the needs of both large and small copyright owners. But re-opening the DMCA would risk injecting legal uncertainty into a well-established framework on which every Internet company — including thriving online platforms used by creators to make, distribute, and monetize online content — relies.

At Google, we have made extensive efforts to make it easy for anyone, including small and independent creators, to submit takedown notices. For example, Google maintains a public web form in many languages where anyone may submit DMCA takedown notices 24 hours a day by answering a simple set of interactive questions. This is supplemented by “trusted submitter” programs to accommodate the needs of rightsholders and enforcement vendors who use automated means to submit large numbers of notices to our products. And, of course, Google has never charged copyright owners to submit a DMCA takedown notice. These efforts to make the process easy to use for all copyright owners allowed thousands of different submitters to send Google’s DMCA notices in 2013 from nearly every country on the globe, in 70 different languages.

Over the past three years, we have also seen the emergence of a robust, competitive market aimed at providing enforcement services to copyright owners. Today, firms like Markely, MarkMonitor, and Dephax offer their detection services to copyright owners and their industry associations. There has made it cheaper and easier for copyright owners large and small to send notices to service providers. Furthermore, as copyright owners and enforcement vendors continue to deploy new technologies to identify uses of their works online, we expect the cost per notice to continue to drop, which may make it easier for independent creators to rely on the expertise of this growing vendor base in managing their takedown strategy.

In addition, Google is actively participating in the Department of Commerce’s Internet Policy Task Force multistakeholder forum on improving the operation of the DMCA notice-and-takedown system. In these ongoing conversations with copyright owners, entertainment companies, representatives of the more than 66,000 service providers who are registered DMCA copyright agents, and users, we are eager to share best practices in the hopes that some of our own processes and conclusions in the Copyright section of our Transparency Report can contribute to more accurate and efficient notice-and-takedown systems across the web.

Lastly, we are deeply committed to ensuring that our products provide meaningful tools to creators of all kinds — from large major record labels and independent creators. For example, YouTube’s community includes not only a billion individual users, but also more than one million partner channels that earn money from their YouTube videos. YouTube has developed a series of programs to help content partners thrive, including partnerships with every major record label and with hundreds of collecting societies, independent labels, and music publishers, to license recorded music on the site. As a result of partnerships like these, YouTube generates hundreds of millions of dollars each year for copyright owners of all kinds, large and small. From musicians to athletes, teachers to comedians, thousands of creators are now earning six-figure incomes from their YouTube channels.

We make available free online resources, such as our Creator’s Playbook, to help YouTube creators of all sorts develop their audience and monetize their work. We have also opened new collaborative spaces in Los
Angels, London, and Tokyo (and an updated space in New York forthcoming) where YouTube partners can shoot and edit their content. In 2013, YouTube Spaces welcomed 21,000 people around the world who attended 196 workshops and participated in nearly 1,500 collaborations. Overall, 2,500 videos were created, generating more than 250 million views and more than 20 million hours of watch time (or the equivalent of more than 2,200 years). We are encouraged that these facilities not only help creators develop expertise, but also provide a physical place for collaboration and creativity.

Thank you for your attention to the important matters of copyright, creativity, and innovation on the Internet, and we look forward to continuing our conversations with you and your staff.
Response to Questions for the Record from Maria Schneider, Grammy Award Winning Composer/Conductor/Producer, Member of the Board of Governors, New York Chapter of the Recording Academy

Hearing on:
“Section 512 of Title 17”

Thursday, March 13, 2014

Response to Question by Representative Doug Collins

Congressman Collins,

I agree with you that Congress needs to be proactive in protecting the rights of small copyright owners as the Founders intended. Small copyright owners do not have the resources to protect themselves from online infringement. In the music industry, many of us independent artists take on tremendous financial risks to pay for our records in an impossible-to-navigate environment full of rampant theft. And one little known fact is that many artists, even those on record labels, are paying for their own records these days. Bigger record companies are definitely better equipped to play whack-a-mole all day, and surely have more leverage against Google and others. But still, it’s a tremendous waste of financial and human resources. That’s hardly a DMCA success story. Independent musicians are now a significant industry with a very weak collective voice amongst all the big players, and the collective frustration and anger is rapidly growing.

As I testified on March 13th, I believe there are simple, common sense changes Congress can make to Section 512 that will provide independent musicians, like me, better protection. And it just so happens that what will help us will also help the bigger players—these are win-win solutions.

My three solutions were: a) take down means stay down  b) require companies like Google to educate users who are uploading  c) create the equivalent of a “do not call” list where copyright owners can select a “do not post” option for their creative work.

**Take down means stay down.** The vast majority of my time in dealing with the DMCA is spent with the “repeat offenders.” This would go away for everyone with this simple change in the law. The reality is that if we had a “take down means stay down” policy, it would be much more efficient for everyone, even Google, except for the people looking to unlawfully profit from others’ copyrighted works. No one’s legal rights are compromised with “stay-down.” No legitimate business is compromised.

**Educating Users before Posting**  Congress already passed the Higher Educational Opportunity Act of 2008 (HEOA), putting an affirmative obligation on universities to educate their students about the importance of copyright. It has been a successful piece of legislation. The important concepts embodied in the HEOA should be extended beyond universities to simply require companies like Google to have its users acknowledge certain points before uploading, and to require companies like Google to educate its users. Of course, companies who rely on illegal uploads for profit resist such measures (measures which have been successfully embraced by universities under the HEOA) because they know that if they require some education before uploading, it will
clearly decrease the number of illegal uploads, which will decrease their profits. However, copyright is important enough to be a Constitutional right. It is common sense to require companies who are profiting handsomely from illegally posted content to educate their users about copyright rights before users can upload. An Internet industry that has systematically de-educated a generation about copyright can now be required to re-educate them, just as universities are required by law to do.

“Do Not Post” List. We all recall the invasion of our privacy and personal rights before the “do not call” list became the law of the land. We take it for granted now. Independent musicians should have the same option to protect their rights. Google’s representative suggested at the hearing that to empower musicians in this way would somehow impact “fair use” rights of their users. But this is simply not true. Where there is an exact copy of one of my music recordings posted verbatim on YouTube for immediate worldwide distribution, there is no possible fair use justification. Period.

Musicians are not greedy. We only want what is fair. And we are more than willing to think creatively. But absent an agreed-upon construct that protects creators’ constitutional rights, it is not a burden to require users to seek my permission to use the Internet to publish to the entire world a verbatim copy of my music.

Letting a company operate under the safe harbor is hollow, if that company is handed every loophole to keep publishing infringing work on a world wide, unrestricted basis. And the DMCA indeed feels very hollow from a musician’s perspective. Any company given safe harbor should have to adhere to these steps that would actually protect creators’ rights.

Our laws should not support business models that rely on infringement in order to remain economically viable. With existence of channels for proper permission, and the possibility of rights-holders to choose how their work is used, I believe we’d have an environment where more business can happen, legitimate business in an environment that is sustainable for all parties. Internet companies, users and creators. The current environment is not sustainable. Business is indeed booming, but not for the vast majority of those that create and pay for the making of the music. For us, the losses are catastrophic.

My common sense solutions will stop the hemorrhaging and will not compromise anyone’s legal rights.
Response to Follow-Up Questions for the Record from
Paul Sieniinski, General Counsel, Automattic Inc.

We serve millions of users through our publishing platform WordPress.com, and many of them are small artists, authors, photographers and creators. We place a high value on their creative work; in fact the original work of small, independent creators is the lifeblood of the 48 million websites that we host on our service.

In our experience, the remedies provided under 512 and the process for availing oneself of them, are flexible and accessible enough to serve the needs of copyright holders large and small. The DMCA notice form is standardized, by statute, so that anyone who owns a copyright can send a standard form letter to any website to identify infringing content and request removal under the DMCA. So long as the letter includes the statutory requirements, the website will honor it. Moreover, many websites (including those hosted by Automattic) have created a standard form DMCA complaint form (ours can be found here: http://automattic.com/dmca-notices). We make this form easy to find and easier to complete. If a copyright holder completes all required fields on this form and the claim of infringement is valid, we will honor the notice.

In addition to the remedies provided by statute, large copyright holders may develop their own internal systems to scan for content and send out bulk notices to infringing sites (we have seen our share of these bulk notices). At the same time, there are numerous outsourced, third party copyright enforcement services that handle the task of searching for copyrighted content identified by a creator, and sending compliant, automated notices for its removal. We have seen many smaller creators take advantage of these services to enforce their copyrights on the web.

A remedy that’s not contemplated by 512 - for good reason - is the concept of “takedown/stay-down”, which some have recently advocated. This concept holds that once a copyright holder provides notice of an infringing file to a internet service provider (like Automattic), the service provider must remove that file... and also implement technical measures to prevent all future uploads of that same file.

While this remedy would certainly prevent the upload of some copyrighted files, it would also have a devastating chilling effect on free speech, by preventing many many uploads of the file that would be permitted by copyright law; such as uses of a file that fall under the doctrine of fair use. This is to say nothing of the technological challenges such a requirement would impose on web service providers, especially smaller providers.

By the same token, no distinction is made under the DMCA between large recipients of takedown notices (like Google) and small recipients (like Automattic). We both must expeditiously comply with the valid takedown notices, and devote appropriate resources to design a process for receiving, reviewing and processing the DMCA notices we receive in order to fulfill our obligations under the statute. The obligations are the same for large and small companies, regardless of the resources we have available to process our notices.

The work of smaller creators is the lifeblood of WordPress.com. Operating our DMCA process in a fair, efficient and transparent way is a time consuming and resource intensive task that we take very seriously. This is especially true when one layers in the additional work we choose to take on to protect our users from invalid and abusive DMCA notices which are made all too easy by the current statutory regime.

Paul Sieniinski
General Counsel
Automattic Inc | WordPress.com
e-mail: pe@automattic.com
skype: pesieniinski
twitter: @pesienniinski
BEFORE THE HOUSE COMMITTEE ON THE JUDICIARY
SUBCOMMITTEE ON COURTS, INTELLECTUAL PROPERTY AND THE
INTERNET

HEARING ON SECTION 512 OF THE DIGITAL MILLENNIUM COPYRIGHT
ACT

STATEMENT OF THE LIBRARY COPYRIGHT ALLIANCE

The Library Copyright Alliance (LCA) consists of three major library
associations—the American Library Association, the Association of College and
Research Libraries, and the Association of Research Libraries—that collectively
represent over 100,000 libraries in the United States employing over 350,000 librarians
and other personnel. In this statement, LCA explains the importance to libraries of the
safe harbors provided by Section 512 of the Digital Millennium Copyright Act (DMCA).

1. Internet Access

As the subcommittee reviews the DMCA’s Section 512(a) safe harbor for “mere
conduits,” it must bear in mind that not only large commercial entities such as Verizon
and AT&T act as service providers within the meaning of Section 512(k)(1)(A). Libraries
play this role as well. In the United States, we don’t have Internet cafes that provide users
with the hardware necessary for Internet access. While Starbucks has Wi-Fi, it doesn’t
supply laptops. And although increasingly more Americans at all income levels own
smart phones, it is difficult (if not impossible) to fill out an online job application, or
apply for healthcare, on a smart phone. Libraries are the only source for free Internet connectivity and Internet-ready computer terminals for most Americans.

Public libraries provide the public with access to over 240,000 Internet-ready computer terminals. In 2010, there were 367 million user-sessions on these computers. There were 234 computer uses per 1,000 visits to public libraries. Public libraries in rural areas had the highest ratio of Internet accessible computers: 6.1 computers per 5,000 people.

A 2013 survey by the Pew Internet and American Life Project found that 66% of those who used the Internet at a library in the past 12 months did research for school or work; 47% say they got health information; 41% say they visited government websites or got information about government services; 36% say they looked for jobs or applied for jobs online; 16% say they paid bills or did online banking and 16% say they took an online class or completed an online certification program.

A study performed by the Information School of the University of Washington for the Institute of Museum and Library Services demonstrated the importance of the Internet access provided by public libraries to people below near or below the poverty line. The study found that in 2009, over 77 million people accessed the Internet from public libraries in the United States. Forty-four percent of people below the poverty line used

---

library computers for Internet access and other services. Among young adults below the poverty line, the level of usage increased to 61%. ⁴

A 2012 study on the economic benefit of Texas public libraries found that Internet access via library computer terminals saved users over $300 million in 2011. ⁵ The Wi-Fi provided by the Texas libraries saved users over another $20 million. 62% of the Texas library directors said that the Internet access was “extremely beneficial” to users, while a further 20% indicated that it was “quite beneficial.” 56% of the directors said that Internet access was the single most important resource provided by their libraries. The users’ online activities included: performing homework for classes from grade school to college; taking continuing education courses, training and testing for job certifications and licenses; looking, and applying for, jobs; applying for unemployment benefits and social assistance; applying for disaster aid as well as finding family during and after natural disasters; working short-term, paid online jobs; developing and operating businesses by placing and receiving orders; researching price comparisons; market new products; using online banking; and filing taxes. Numerous library directors indicated that some users were running small businesses entirely via Internet at their library.

The Texas directors noted that even users with home Internet access use the library Internet access because of its greater bandwidth and faster service. Additionally, not all users have the option of Internet access at their residence. “Ranchers and others in rural area in particular have difficulty obtaining reliable and reasonably priced Internet at their residences.” Further, numerous directors reported that users with laptops accessed

⁴ Id. at 5-8.
their libraries’ wireless service after normal hours, they cited examples of users parking near the library when the library was closed to access an Internet connection.

Lack of connection is more than a rural issue. A study of the public libraries in New York City found that 2.9 million residents don’t have broadband access at home. Thus, between 2002 and 2011, the libraries have increased their total number of public access computers by 89%. Between 2007 and 2011, the number of computer session logged at public computers in the city’s libraries grew by 62%, from 5.8 million sessions in 2007 to over 9.3 million sessions in 2011.

Community college libraries also provide Internet access to underserved populations. Nearly 31% of students at two-year colleges do not own desktop computers or full size laptops, and thus often rely upon their college libraries for Internet access and other information technology needs.

The Section 512(a) safe harbor for “mere conduits” has enabled libraries to provide Internet access without the specter of liability for onerous copyright damages because of infringing user activity. Any alteration of the DMCA’s framework, either directly by amendment of 17 U.S.C. § 512(a) or indirectly by imposition of new obligations on Internet access providers, could have an adverse effect on the ability of libraries of all types to deliver a critical service to underserved and other user communities.

---

8 At many colleges and universities, the libraries participate in the administration of campus-wide Internet access services. Under the Higher Education Opportunity Act, educational institutions have significantly more obligations to address copyright...
II. Information Location Tools

Libraries also rely on the Section 512(d) safe harbor for information location tools. Librarians prepare directories that provide users with hyperlinks to websites the librarians conclude in their professional judgment to contain useful information. Section 512(d) shelters a library from liability if the website linked to, unbeknownst to the library, contains infringing material.

One amendment would make this safe harbor even more useful to libraries. Currently, this safe harbor appears to be available only if the library, in compliance with Section 512(c)(2), identifies on its website an agent to receive notifications of claimed infringement, and provides the Copyright Office with the agent’s contact information. While the identification of the agent on the library’s website makes sense, the requirement of providing the Copyright Office with the agent’s contact information is a completely unnecessary bureaucratic burden. The Copyright Office’s directory of agents serves no purpose. If the rights holder wants to notify the library’s agent about infringing activity, the agent’s contact information can be found directly on the library’s website. There would be no reason for the rights holder to consult the Copyright Office’s directory of agents. This requirement’s only accomplishment is making it more difficult for website operators to qualify for the Section 512(c) and (d) safe harbors. Accordingly, it should be repealed.

III. First Amendment Concerns

Although the DMCA safe harbors have been extremely helpful to libraries in fulfilling their mission of providing their users with access to information, in some cases
rights holders have abused the notice-and-takedown framework to target critical speech or restrict the fair use right. We understand that other entities will provide the Subcommittee with a more detailed discussion of these abuses and possible solutions. We share these concerns about these abuses.

Moreover, some rights holders provide libraries with incomplete takedown notices, and then do not respond to requests for additional information. At that point, the library must make the difficult decision of whether the notice “fails to substantially comply” with the provisions of section 512(c)(3)(A) so that the library would remain within the safe harbor without taking further action. In other words, some rights holders are not doing their part within the safe harbor framework, and this imposes additional burdens on libraries.

Additionally, the safe harbors can incentivize service providers to “over-comply” with the law. A service provider can retain its safe harbor only if it has adopted and implemented a policy for the termination of the accounts of repeat infringers. Section 512(i)(1)(A). To ensure that they comply with this repeat infringer requirement, some companies that provide Internet access to libraries that serve thousands of users have threatened to terminate service to the library because one user allegedly engaged in infringing activity. In essence, these companies have adopted a “one strike and you’re out” policy: a result we believe Congress did not intend.

At the same time, we believe that the DMCA safe harbors overall have had a very positive impact on free speech by enabling the emergence of the Internet as “a unique and wholly new medium of worldwide human communication.” Reno v. American Civil

---

9 See, e.g., http://www.chillingeffects.org/dmca512/.
In that decision, Justice Stevens observed that “it is no exaggeration to conclude that the content on the Internet is as diverse as human thought.” \textit{Id.} at 852. From the user’s perspective, the Web is comparable “to both a vast library including millions of readily available and indexed publications and a sprawling mall offering goods and services.” \textit{Id.} at 853. From the publishers’ point of view, the Web “constitutes a vast platform from which to address and hear from a worldwide audience of millions of readers, viewers, researchers, and buyers. Any person or organization with a computer connected to the Internet can ‘publish’ information.” \textit{Id.}

The DMCA safe harbors have encouraged commercial enterprises and nonprofit institutions such as libraries and universities to invest in the infrastructure and platforms that facilitates this “worldwide human communication” by placing reasonable limits on their liability for the infringing acts of their users.

March 2014
March 10, 2014

Rep. Howard Coble, Chairman
Rep. Jerry Nadler, Ranking Member
United States House of Representatives
Judiciary Subcommittee on Courts, Intellectual Property and the Internet
2138 Rayburn House Office Building
Washington, DC 20515

Dear Chairman Coble and Representative Nadler:

The Directors Guild of America (DGA) respectfully submits this statement in connection with the March 13 Subcommittee hearing on Section 512 of Title 17. DGA represents over 15,000 directors and members of the directing team who create the feature films, television programs, commercials, documentaries, news and other motion pictures that are this country's greatest cultural export. DGA's mission is to protect the creative and economic rights of its members. Congress has long recognized that small businesses are the economic engines of America. Similarly, smaller and independent directors are important economic engines of the motion picture business. These entrepreneurs are involved with all aspects of their film, from the writing to the financing, from the directing to the marketing, and they take great risks to share their creative visions with billions of people around the world on screens both large and small. They serve as the incubators of the motion picture business, opening doors to the motion picture business for new talent and craftspeople of all kinds. In short, they help make our industry the strong economic and creative force it is today. And yet, because these artists are small and economically limited, their voices are often forgotten in public policy debates.

When Directors who are copyright owners are confronted with the online theft of their work, the burden falls on them to enforce their rights. These creators cannot afford to ignore online theft. To get even a small film made, independent film makers must obtain advance financing that is available only if funders believe they can recoup their investment. Financiers
reasonably consider online theft a significant threat to their recoupment, and independent rights holders must show they are ready and willing to protect their work.

To enforce their copyrights in the face of online theft, directors who produce their films must utilize the “notice and takedown” procedures in Section 512 of Title 17. Unfortunately, by virtue of their independent status, our members consistently find the “notice and takedown” procedure to be cumbersome, costly, and particularly for rights holders with limited resources, largely unworkable and ineffective.

We believe there is a social and economic benefit to protecting the interests of these talented independent directors by improving the procedures set forth in Section 512. DGA submits this testimony on behalf of these individuals, our members, whose vision and creativity we seek to enhance and maintain, and whose economic viability must be protected from the social and economic harm of digital theft. We believe their situation in today’s public policy debate on Section 512 of Title 17 is a unique one.

1. The DMCA Notice and Takedown System is Inadequate for Small Rights Holders

The Digital Millennium Copyright Act (DMCA) was enacted over 15 years ago. Section 512 of Title 17, as created by that Act, provides service providers, as defined in the statute, with a limited safe harbor from liability for copyright infringement if their activities satisfy specific conditions, including adherence to a codified notice and takedown procedure. These rules apply to various types of service providers. Initially, the statute clearly protected traditional internet services providers (ISPs), such as large telecommunications companies that provide the “on ramps” to the Internet or transmit and cache Internet data. It also protected search engines and some service providers engaged in data storage for their users. Over time, the types of service providers protected by the safe harbor have expanded. Courts have now interpreted Section 512 to encompass companies that are solely in the business of aggregating, distributing, and performing copyrighted works on and through their systems.1

The breadth of Internet businesses now protected by the Section 512 safe harbor, combined with the onerous requirements and impractical realities of the “notice and takedown” process, make it extremely difficult, if not impossible, for directors who are copyright holders to protect their creative works online. The safe harbor now covers so many online entities that tracing where a motion picture is being illegally streamed or offered is a herculean task. Even discovering the theft or illegal distribution of a work requires enormous resources in terms of

1 Viacom International Inc. v. YouTube, Inc. provides but one example. Despite the fact that YouTube operates primarily as a commercial video streaming service rather than a storage service, the District Court in that case found that YouTube qualifies as a service provider under Section 512(c).
staff, technological know-how, and finances. While large copyright holders often employ large anti-piracy staffs, purchase equipment, and contract with outside vendors to monitor online infringement, most independent rights holders do not have the time, knowledge, and resources to match these efforts. The end result is that small and independent copyright holders, like the directors we represent, generally do not discover the theft of their work until long after it has been widely distributed throughout the Internet. By that time, the harm is already done.

The challenges for independent directors and rights holders become even more daunting after discovery of an online theft. While some large studios and producers have made at least limited progress in utilizing the “notice and takedown” mechanism, small rights holders simply lack the resources and financial ability to navigate the complex system required to identify, notify, and pursue service providers that are exploiting their copyrighted works.

To utilize the DMCA notice and takedown mechanism, a rights holder must first prepare notices in exact accordance with the complicated legal requirements of Section 512. Sending these notices to a designated agent of the service provider requires a level of legal expertise that larger rights holders may possess but which smaller creators do not have at their disposal.

The experience of DGA director member Rick Pamplin is instructive. Rick is the sole creator and copyright owner of the feature film Mike Winslow Live. In 2013, he discovered, along with his distributor Nemours Marketing, Inc., that his film was being offered for free on YouTube. At the same time, the film was legally for sale on DVD and via several Video-on-Demand platforms. Sales through both of those legal outlets generated revenue for the Pamplin Film Company.

Rick soon learned that there had been over two million incurred losses of a little revenue. Rick and his distributor commenced the DMCA notice and takedown process. However, with each different notice sent, they received replies seeking more information. Perhaps if they had the legal resources their request would have followed the DMCA requirements to the letter, but like most small businesses, they did not—what they did have was their determination to stop the unauthorized postings of Rick’s film. To quote Rick: “The bottom line is my film is very popular so YouTube is making money, but the filmmakers, investors, and the distributor are not.”

Unfortunately, Rick’s situation is not unique, and even a successful “notice and takedown” is only a partial victory. This is because Section 512 imposes no obligation on the service provider to prevent further infringements of the same copyrighted work. That was the experience of DGA Director Member Penelope Spheres, who owns the copyright to her independent documentaries The Decline of Western Civilization.

Penelope’s classic project was shot in the early 1980s and late 1990s, and over the years her documentaries have gained a cult status. In recent years, she has found her work all over the
Internet, streaming on sites like YouTube and with pirated copies on sites like eBay. Witnessing the proliferation of illegal copies of her work, Penelope decided to create a very small, self-funded, in-house operation to monitor their use. She began identifying so many infringing copies of her work that her assistant would often send out multiple cease and desist notices in a single day. Some sites would respond and immediately remove infringing content, but other sites, often larger and well-established sites with the resources to delay, were slow to comply and respond. Some sites even used threats to keep her from pursuing them. Penelope’s conclusion, though she has maintained her in-house effort, is that for an independent rights holder, trying to employ the notice and takedown procedure to stop infringement “is like putting out a forest fire with your bare feet.” And even though they have been notified of the fire raging on their services, the Internet businesses profiting from that fire have no obligation to put it out.

II. The DMCA Notice and Takedown System in Today’s High-Speed Digital Environment

When the DMCA was enacted in 1998, today’s digital world of downloading and streaming full-length audiovisual content over the Internet was envisioned by very few. Understandably, the notice and takedown procedures and statutory protections put in place at that time are neither reflective of the high-speed digital environment of today nor responsive to the needs and interests of today’s rights holders.

Service providers today also have far greater technological capabilities, including the ability to identify works through techniques such as fingerprinting or watermarking. Those technologies should be utilized not simply to take down copyrighted motion pictures upon receipt of a Section 512 notice, but to ensure that once illegal motion pictures are identified, they are kept down. It is essential that such protection be offered to all rights holders equally, and that service providers be given an incentive to provide effective protections and tools to independent directors who are copyright holders. We hope an updated Section 512 will do just that.

III. Conclusion

The Directors Guild of America thanks the House Judiciary Committee for commencing this and other hearings in its ongoing review of U.S. Copyright Law. We appreciate the opportunity to add the voice and interests of the independent director and rights holder to this review.

We believe strongly that there are economic and cultural policy reasons to protect small and independent rights holders from digital theft. We are well aware that with the digital age comes a sea change of issues that impact the motion picture business. Our members have already shown themselves to be more than up for that challenge. And as the various stakeholders continue working together to engage and solve new challenges, the DGA and its members should
be at the table to share their concerns and experience as the economic engine underlying the
motion picture industry. We believe this Committee, as this hearing underscores, has begun that
effort and we welcome the role it will play. We look forward to working with you.

Sincerely,

Kathy Garney
Associate Executive Director, Government and International Affairs
Directors Guild of America
7920 Sunset Boulevard
Los Angeles, CA 90046

cc: Members, House Judiciary Subcommittee on
Courts, Intellectual Property and the Internet
Statement for the Record of
Cary Sherman
Chairman and CEO, Recording Industry Association of America
on "Section 512 of Title 17"
March 13, 2014

Chairman Coble, Ranking Member Nadler, Chairman Goodlatte, Ranking Member Conyers, and members of the Subcommittee, my name is Cary Sherman and I serve as the Chairman and CEO of the Recording Industry Association of America. The RIAA is the trade organization that supports and promotes the creative and financial vitality of the major music companies. Its members are the music labels that comprise the most vibrant record industry in the world. I greatly appreciate the opportunity to submit this written statement for the hearing record about the DMCA notice and takedown system.

To address whether the DMCA is working effectively in the current Internet environment, it is necessary to first understand the state of online piracy today. Let me provide a very brief overview:

There used to be a time, when the DMCA was first passed, when infringing copies of our music were mostly limited to specific online sites — File Transfer Protocol (FTP) sites, Internet Relay Chat (IRC) forums, etc. This was the heyday of AOL, CompuServe, and Netscape — before Napster and the peer-to-peer (P2P) revolution, before locker services, before Google was a household word. In internet terms, it was the Stone Age.

That time is long gone. First came Napster, which provided instant access to music on the home computers of everyone on that P2P network. This made the takedown provisions of the DMCA largely obsolete just a year after enactment of the legislation, because the content was no longer hosted on commercial hosting services, as the legislation anticipated, but on the personal computers of end-users. And even though the original Napster was ultimately shut down by the courts as an illegal service, it spawned a huge number of copycat services, many of which persist to this day.

The second major development was the emergence of locker services focused on storing illegal content, so that an unlimited number of users anywhere in the world could download it at will. Megaupload is a prime example of such a service; that company actually paid uploaders if the content they put on Megaupload’s servers was so popular that it was downloaded frequently. Megaupload made enormous profits from this scam until it was indicted by the U.S. Department of Justice for massive copyright infringement. But many such locker sites still exist.

The bottom line is that, instead of static sites with relative handfuls of infringements in 1998, there are now billions of infringing copies of our music on sites and servers and individuals’ computers spread all around the world. In China, Ukraine, Holland, Sweden, Peru, and Canada, to name just a few. They are anywhere and everywhere.
And it doesn’t matter where the illegal copies happen to be stored, because a new generation of pirate sites and services has emerged to provide links directly to these illegal copies. Pirate link sites like mp3skull provide instantaneous access to innumerable copies of recordings for download. Other pirate sites instantaneously upload the sound recordings to multiple sites, check the links to see if they are still live, and regenerate new links to the same content if the links are taken down. Still others make illegal copies of the audio contained in a video stream, and illegally distribute the audio.1 And of course, there are mobile app versions of these types of piratical activity as well.2

These pirates do this not as a public service, but because they make money from it.3 They sell advertising on their sites, and rake in huge profits from their illicit activity.4 Unlike legitimate companies, these sites have no interest in actually removing infringing files or links; their incentive is exactly the opposite—to ensure that users can access as much illegal content as possible, so that advertising revenues can continue to flow.

Thus, the pirate sites ensure that their files or links are never actually taken down, or that the link taken down is just one of multiple links to the same content, or that the link taken down is promptly and automatically repopulated on the site with a slightly different universal resource locator (URL). The Pirate Bay website, for example, simply ignores takedown notices (U.S. courts do not have jurisdiction to enforce the DMCA on sites located outside of our country—and the overwhelming majority are not located in the U.S.): mp3skull, we believe, immediately repopulates, with modest changes in the address, all of its links that are contained within our takedown notices.

The important takeaway is that these sites are not responsible entities who, when given notice of infringement, actually try to do something about it. These pirate sites have an economic interest in ensuring that access to pirate copies remains uninterrupted, and they use technology to make that happen, regardless of how many takedown notices they get.

---

1 For example, we have sent over 300 notices for the sound recording Iroar by Katy Perry to both Google and Mp3skull.com, and yet that sound recording is still available on mp3skull.com, and still found easily via Google.  
2 For example, we have sent over 2,000,000 notices to Google re: infringements on the site mp3skull.com and noticed several apps that claim or suggest some association with mp3skull.com. Nonetheless, when checked on March 10, 2014, there were at least 10 apps available on play.google.com that appeared to claim or suggest some connection to mp3skull.com.  
3 See e.g., Digital Citizens Alliance, “Good Money Gone Bad: Digital Thieves and the Hijacking of the Online Ad Business: A Report on the Profitability of Ad-Supported Content Theft”, February 19, 2014, available at https://media.gigaom.com/2014/02/25/4526489/fda-09d665e3b572a4b3f8d2eb72f5465209976a895f833f7d1b2479d5a4f076e37038771e8a095717a61e7.pdf. The web sites MediaInk examined accounted for an estimated $227 million in annual ad revenue, which is a huge figure, but nowhere close to the harm done to the creative economy and creative workers. The 30 largest sites studied that are supported only by ads average $4.4 million annually, with the largest BitTorrent portal sites topping $6 million. Even small sites can make more than $100,000 a year from advertising.)  
4 Id.
The underlying assumption of the DMCA takedown process—that responsible entities will do the right thing and remove infringing files and do not control nor profit from the infringing activity—is simply not accurate with respect to these pirate sites.

There are thousands of these sites, each offering thousands, if not millions, of illegal copies of our music. We harbor no illusion that these sites will stop their infringing activity just because we send them a takedown notice. So we must instead look to those service providers who do represent the responsible parties envisioned by the DMCA and who provide visibility and viability to these bad online actors—namely, search engines.

Users who want to find pirate sites, or specific music they want to download, may go directly to a pirate site if they know the web address, but many simply use traditional search engines to do so, like Google, Bing, and Yahoo. These search engines comprehensively index sites like mp3skull, conveniently listing every copy of every music file in response to search requests.

Indeed, depending upon the source, Google is the source of anywhere from 30% to nearly 60% of the traffic to mp3skull.\(^5\)

Because search has become such a significant factor in leading users to online piracy, and making money from doing so, we began a program of sending notices to Google in 2012, asking for the takedown of links to infringing music files. Since then, we and our sister organization in the U.K., BPI, have together sent Google notices requesting the takedown of 100 million URLs. And, to its credit, Google has taken down virtually every link we have identified, usually within hours. But Google places a numerical limit on the number of search queries we can make to find the infringing content and, as a result, we can only take down a tiny fraction of the number of infringing files on each pirate site, let alone on the Internet generally. A recent Hill flyer by Google claims that they “receive notices for far less than 1% of everything hosted and indexed by Google.” Well, that’s largely because their search query limitations provide us with a bucket to address an ever-replenishing ocean of infringement. Only Google can see a whole site it indexes. Only Google has the tool to allow us to see the whole site as well, and to easily transmit notices to them for a quick takedown of infringing files to prevent damage. But Google places limitations on the tools we can use and limits us to delivering notices for a relatively minor number of infringing files on a site compared with the total number of potential infringing files. It then states that since the number of notices it receives is small related to the total number of files, there isn’t much of a problem. You can imagine the frustration. Google has no duty under the DMCA to monitor sites for infringing files. We have that responsibility. But they don’t allow us the tools to bear that duty, either.

Moreover, each specific URL containing or linking to a copy of an infringing recording has to be separately identified for takedown. That’s because all service providers take the position that

---

\(^5\) See http://www.similarweb.com/website/mp3skull.com, last checked March 10, 2014, indicating that 54.89% of total mp3skull.com traffic in the last 3 months came from search, and of that 89.33% came from Google (indicating 58% came from Google). See also http://www.alexa.com/siteinfo/mp3skull.com, last checked March 10, 2014. Per Alexa, Google search properties accounted for at least 30% of the traffic to mp3skull.com (google.com ~ 16.7%, google.co.in ~ 9.3%, google.com.pk ~ 2.8%, google.com.ee ~ 1% and google.com.bd ~ 1%).
they only need to take down the specific URL or copy identified, rather than all copies of the same unlicensed recording even though it may be exactly the same recording at an altered location on the same site.

Finally, regardless of what Google takes down today, its search engine will spider the same pirate sites tomorrow and index anew all the illegal content on the pirate sites. All those links to infringing music files that were automatically repopulated by each pirate site after today’s takedown will be re-indexed and appear in search results tomorrow. Every day we have to send new notices to take down the very same links to illegal content we took down the day before. It’s like “Groundhog Day” for takedowns.

And it’s worth remembering that these are the problems we have, as an organization with some resources. The DMCA has oddly—and unintentionally—become an industry unto itself, requiring us (and many other companies and organizations) to employ entire teams of people solely dedicated to engaging in notice and takedown. Imagine the difficulty—the impossibility—for individual creators as one-person operations to track down and respond to the millions of repopulating infringements. The basis of copyright, as established in the Constitution, is to incentivize creators. The notice and takedown provisions of the DMCA were intended to further this cause in the digital world by providing a practical alternative to protracted and expensive litigation, establishing a fair and expedited system for copyright owners to protect their works online without improperly disrupting the operations of responsible service providers or unfairly implicating users of those services. Instead, the ineffectiveness (and gaming) of the system today hinders—and, in the case of individuals, supplants—the productivity of creators—the exact opposite of what the law intended.5

Is it any wonder that the process envisioned by the DMCA is not working? When you think about it, how could it? Sites with a vested interest in keeping infringing files up, not taking them down, have developed work-arounds to notice and takedown to maintain an abundant inventory of popular songs available and in some cases, incentivize uploaders to further exploit creators. These sites and services further claim DMCA protection while not complying with its conditions. Then search engines compound the problem by continually indexing and highlighting these pirate sites in searches for music acquisition. Other intermediaries exacerbate this issue by providing services to such sites to help them profit from their illegal activities, and in some cases, providing road blocks to their identification. And as we noted, the problem has moved to mobile, with thousands of apps published that are dedicated to infringing activity. It imposes huge resource burdens on everyone without making much of a dent in the problem.

So what should be done?

---

First, we understand that we need to do our part. That's why the major record companies we represent have partnered with Google Play and dozens of other technology companies to offer fans millions of digital songs in almost every conceivable model. In fact, the legitimate digital marketplace has become so vibrant and competitive that we felt the need to develop a one-stop website — whyismusicmatters.com — to help consumers understand and navigate the full range of legal service options. In fact, in the U.S. today, there are hundreds of sites and digital services available for fans to listen and/or download the music they love.

We also seek and take action directly against these pirate sites and services when we can. Self-help is a good policy when it is available. But these bad actors reside mostly outside the jurisdiction of U.S. courts, placing them safely out of our — or even the government's — reach. And that is why we look to our responsible online partners to engage in addressing this problem. But to paraphrase Benjamin Franklin, we should never confuse motion with action. Saying you're taking action or doing the least bit necessary to show motion is not the same as taking effective steps and having meaningful results to show for it.

We remain champions of voluntary initiatives and agree with the Department of Commerce's recommendation that relevant parties should develop and implement voluntary best practices to address the problems with the notice and takedown system. Voluntary initiatives are more flexible, and less threatening, than legislation, and are therefore more achievable. In fact, to date, we have implemented successful initiatives with payment processors, ISPs, and advertising intermediaries. The logical next partner is search engines.

There can be no doubt that search engines play a considerable role in leading users to illicit services and can play a key role in addressing infringing activity online. We hope they will join with the growing list of intermediary partners who have sat down with stakeholders and worked collaboratively to find solutions to the problems outlined above.

We have some thoughts on voluntary steps that can be taken that will make a real difference, that we hope will be discussed by the Members of this Committee and by the Department of Commerce in its roundtables:

1. **Let us monitor effectively.** Provide tools to allow us to search in a manner commensurate with the size of the problem, and then allow the number of takedown notices we submit to reflect ALL the infringing files on a site, rather than a tiny fraction of them;

2. **Help end "whack-a-mole."** Ensure that when links to content are taken down, the same content on the same site is not continuously re-indexed when repopulated by the pirate site, rendering the takedown process useless;

3. **Push down pirate sites in search results.** Demote pirate sites in search rankings, using objective criteria such as the number of legitimate takedown notices submitted about the site;

---

7 We believe we use better than "good faith" efforts to identify infringing activity. While no system is bullet proof, we perform significant due diligence and take great care to avoid sending "false positive" OPCA notices.
4. **Help the consumer know what’s legitimate.** Promote authorized sites and services to consumers in search rankings, through a "badge" or some other consumer-friendly information;

5. **Stop “finishing the sentence” to lead to a pirate site.** Modify the “autocomplete” function so it does not lead users to sites or apps based on the number of legitimate takedown notices submitted about the site;

6. **Don’t give pirate sites a continuous “do-over.”** Develop a common sense approach to implementing a repeat infringer policy.

We look forward to constructive and productive dialogue to remedy the DMCA’s shortcomings.

Thank you for the opportunity to submit these comments.
Introduction

On behalf of its members, the Association of American Publishers ("AAP") appreciates this opportunity to place its views in the hearing record of the House Judiciary Subcommittee on Courts, Intellectual Property, and the Internet ("IP Subcommittee") regarding the current ineffectiveness\(^2\) of the "notice-and-takedown system" which, in conjunction with a carefully-crafted set of liability "safe harbors," was established in Section 512 of the Digital Millennium Copyright Act ("DMCA") more than fifteen years ago in Congress's initial creative and hopeful attempt to address the problem of online copyright infringement by incentivizing a collaborative response from copyright owners and Internet service providers ("ISPs").

In particular, AAP submits this post-hearing statement to support and elaborate upon the oral and written testimony presented at the IP Subcommittee's March 13 hearing by Paul Doda, Global Litigation Counsel for Elsevier Inc., regarding the specific nature of the problems that

\(^1\) The Association of American Publishers (AAP) represents over 400 publishers, ranging from major commercial book and journal publishers to small non-profit, university, and scholarly presses.

\(^2\) AAP intends to confine this statement to the issue discussed at the IP Subcommittee’s Section 512 hearing. Please note, however, that AAP has provided detailed suggestions for how to improve the efficiency and effectiveness of the daily operation of the notice-and-takedown process within the current terms of Section 512 as part of an ongoing inquiry by the Department of Commerce in follow up to its release of its Green Paper in 2013. See Department of Commerce, Request for Comment on Green Paper, Copyright Policy, Creativity, and Innovation in the Internet Economy, 78 Fed. Reg. 61,337 (Oct. 3, 2013) [http://www.gpo.gov/fdsys/pkg/FR-2013-09-03/pdf/2013-23419.pdf (Comments of the Association of American Publishers, submitted Nov. 13, 2013)].
have made the integrated system of the notice-and-takedown process and eligibility for “safe harbor” protection against copyright infringement liability incapable of achieving its intended purpose, and some concrete suggestions for how to improve the workings of that system in a continually-evolving online environment.

In noting our specific concerns and our recommendations for addressing them, AAP recognizes that voluntary “best practices” and agreements among the key stakeholders in the online ecosystem are likely to be the most practical, effective and achievable ways to improve the daily operation of the notice-and-takedown system insofar as such measures can adapt to the rapid pace of technological and entrepreneurial change on the Internet more adroitly than can federal legislative, judicial and regulatory processes. However, this submission will also touch upon Section 512-related enforcement problems which, based upon current legal, market and technological realities, will likely require federal government intervention to make these crucial elements of the overall U.S. copyright enforcement system truly effective in the modern online environment.

Current Ineffectiveness of Notice-and-Takedown

As was noted by several members of the IP Subcommittee and each of the hearing witnesses, successful partnerships between copyright owners and technology platforms have led today’s consumers to expect and often achieve instant online access to high-quality, copyrighted content anytime and anywhere.

All types of publishers represented within AAP’s membership — across the trade, academic, and scientific, professional and technical sectors — are investing and innovating to meet this demand through the production, distribution and making available of eBooks, online journals, audio-books, integrated digital learning solutions, and other new forms of works, along with new business models that take advantage of the ubiquity of the Internet to serve local, national and global markets.

But with increasing digital adoptions and adaptations by publishers, online piracy of their works likewise continues apace, and the costly and frustrating notice-and-takedown experiences of Elsevier, as detailed by Mr. Doda in his hearing testimony, have become all too common among AAP member publishers of all types, whether large or small, for-profit or non-profit,

---


4 Section 512 of Title 17: Hearing Before the Subcomm. on Courts, Intellectual Property, and the Internet of the H. Comm. on the Judiciary, 113th Cong. (2014) (Testimony of Paul F. Doda providing a number of illustrative examples of this “whack-a-mole” problem at 2-4).
established or start-up. Despite sending millions of takedown notices annually\(^6\) to remove infringing copies, or links to such copies, of their published works, AAP member publishers find themselves competing against a plethora of different sites on the Internet that persist in offering or enabling individuals to find and download illegitimate copies of virtually any popular copyrighted work they want at any time because, as the IP Subcommittee heard at the hearing, the notice-and-takedown process has become an efficient but highly ineffective "whack-a-mole"\(^6\) game.

One challenge copyright owners face is that many kinds of websites and services that were never anticipated during the original legislative negotiation and crafting of the key elements of Section 512 now enjoy the DMCA’s “safe harbor” protections from infringement liability, despite having significantly different postures toward the uploading of infringing copies of copyrighted works to their systems than was evident with the original “service providers” for whom these protections were intended and designed. Although these new websites and services fall within the broad terms of Section 512’s second and far broader definition of “service provider,”\(^7\) they have developed lucrative new business models that are structured with features and operational behavior that attract unauthorized user uploads of copyrighted works\(^8\) in order to

---


\(^7\) The “whack-a-mole” problem describes the situation where links to infringements of copyrighted works are taken down subject to a valid takedown request only to reappear, sometimes through the exact same URL, shortly thereafter, requiring an endless cycle of takedown requests to provide even the slightest amount of protection for creative works.

\(^8\) While AAP commands Google for simplifying the notice sending process on its sites, creating a “trusted submitter” program for handling high volumes of automated notices from frequent submitters, and for processing notices in an average of less than 6 hours, the fact that in 2013 Google received “takedown notices for more items every week than it received in all of 2010” indicates that while sending and processing notices may have become more efficient with respect to the delisting of links by Google, the current implementation of the notice-and-takedown process is not an effective tool to reduce copyright infringement online.

\(^8\) See 17 U.S.C. § 512(k)(1)(B) (broadly defining “service provider” as “a provider of online services or network access, or the operator of facilities therefor”). This definition also “includes an entity described in subparagraph (A) which is a reference to service providers that engage in “transitory digital network communications.” See Capitol Records, LLC v. Vimeo, LLC, No. 09 Civ. 10101(RA), slip op. at 12 (S.D.N.Y. Sept. 30, 2013) (explaining that “[t]his definition is clearly meant to cover more than mere electronic storage holders.” Rather, it is “intended to encompass a broad set of Internet entities.” Indeed, one court commented that the DMCA defines “service provider... so broadly that it [had] trouble imagining the existence of an online service that would not fall under the definitions.”) (internal citations omitted, emphasis in the original).

\(^8\) Features and operational behavior that attract unauthorized user uploads can include: providing users access to automated tools to monitor whether the content the user uploaded has been removed or disabled; without verifying permission to distribute the uploaded content, providing technologies that proliferate publicly-accessible links to content across multiple link sites; and providing payments or rewards for uploading content or links to content that is popular (likely commercially produced copyrighted material). To be clear, these are illustrative examples of the types of features and behaviors that AAP member publishers often encounter with regard to sites that persistently infringe their copyrights. However, AAP and its members recognize that there are legitimate contexts in which these features and behaviors can be found as well, such as YouTube, which helps users maintain their original content and OneLoad, which allows users to upload anything copyrighted third-party content to "easily deploy and track videos across top social networking and custom sites in a single shot." OneLoad, http://www.oneload.com/about/what_is (last visited Mar. 28, 2014).
drive traffic to their sites and profit from selling advertising, subscriptions, and service enhancements such as increased downloading speeds. Unfortunately, they are able to qualify for safe harbor protection and flourish to the detriment of rights holders by merely paying lip service to the other side of the DMCA’s Section 512 equation, which is the protection of the rights of copyright owners. They may “expeditiously” takedown an infringing work in response to a notice from the copyright owner, while nominally implementing a “repeat infringer” policy, in order to maintain their eligibility for “safe harbor” protection against liability for such infringements; however, they do little else to prevent the same infringement, let alone others, from recurring on their sites or systems.

Under the current operation of the notice-and-takedown system, infringements thus remain too widespread, too frequent, and too persistent for any copyright owner, large or small, to locate all or even a substantial portion of such occurrences and achieve their effective removal without recurrence.

Recommendations for Effective Implementation of Section 512 Notice-and-Takedown

Develop and Implement Voluntary Standard Technical Measures

AAP agrees with the bipartisan view expressed by IP Subcommittee members Reps. Judy Chu (D-CA) and Tom Marino (R-PA) that, with respect to notice-and-takedown, “[d]oing the bare minimum is not how the law was intended to function” and “[t]akedown should mean ‘staydown.’”10 While a notice-and-takedown regime will continue to be useful, particularly for legitimate service providers with business models that are not structured or connected with behavior that attracts unauthorized uploads of copyrighted works, it cannot succeed in isolation to address the widespread infringement problem that the copyright community faces, especially if it requires repetitive notices from copyright owners and provides little incentive for service providers to prevent the re-uploading of the same infringing works that they have previously removed pursuant to prior notices from the same copyright owners.11 In order to effectively address the massive and persistent infringement occurring online, service providers need to work with copyright holders to develop and accommodate the implementation of commercially reasonable and effective “standard technical measures” that do not impede the legitimate functionality of the service provider and can, at a minimum, be deployed to prevent the recurrent uploading of infringing copies of works that have been removed by the service provider pursuant to prior notices from the copyright owner.

11See supra note 4.
Of course, it is often loudly proclaimed that the DMCA was never intended to impose any obligation on service providers to help copyright owners fight online piracy of copyrighted works. Usually this assertion is based on two observations about the conditions of eligibility for safe harbor protection under Section 512: first, that taking action to remove or block access to infringing copies of copyrighted works on their sites or systems, in response to a notice from a copyright owner, is an entirely voluntary decision on the part of service providers, which they make depending upon whether they wish to be eligible for safe harbor protection from potential liability in connection with the posting of such copies; and, second, that Section 512(m) makes clear that nothing in Section 512 conditions safe harbor eligibility on a service provider “monitoring” its site, system or service for infringing materials or activities, or “affirmatively seeking facts indicating” the presence of such materials or activities. But the actual provisions of Section 512 and their legislative history evince a different intent of Congress.

While it is true that removing or blocking access to infringing materials or activity in response to a notice from a copyright owner is a voluntary decision made by the service provider in order to be eligible for safe harbor protection, the other conditions of eligibility for safe harbor protection are unquestionably mandatory. These include the requirement that a service provider “has adopted and reasonably implemented” a policy for termination (“in appropriate circumstances”) of subscribers and account holders of the service provider’s system or network who are “repeat infringers,” 12 and the requirement that a service provider “accommodates and does not interfere with standard technical measures” that are defined in the statute and used by copyright owners to identify or protect copyrighted works. 13

The definition of “standard technical measures” qualified only those measures that “(A) have been developed pursuant to a broad consensus of copyright owners and service providers in an open, fair, voluntary, multi-industry standards process; (B) are available to any person on reasonable and nondiscriminatory terms; and (C) do not impose substantial costs on service providers or substantial burdens on their systems or networks.” 14 Unfortunately, while a report of the House Judiciary Committee confirmed in its analysis of this provision that Congress “expected that all of the affected parties will expeditiously commence voluntary, inter-industry discussions to agree upon and implement the best technological solutions available to these goals” of protecting copyrighted works, 15 the prescribed process for bringing them into existence never occurred.

13 17 U.S.C. §512(g)(1)(B)(i)(II). A third mandatory condition of eligibility, designating an agent to receive notifications of claimed infringements from copyright owners and providing publicly accessible contact information for such agent, applies only to the safe harbor under Section 512(c) for infringement of copyright based on a service provider’s storage of information of material on its system or network at the direction of a user of such system or network. See 17 U.S.C. §512(c)(2).
Still, the intent of Congress that the Section 512 safe harbors from infringement liability would apply to a service provider “only if” it “accommodates and does not interfere with” such “standard technical measures” is clearly stated in that section. Moreover, despite the common insistence that Section 512(n) absolutely rejects the proposition that the applicability of the safe harbors is conditioned on a service provider “monitoring its service or affirmatively seeking facts indicating infringing activity,” such references usually fail to note the complete phrasing of that provision, which ends with the words “except to the extent consistent with a standard technical measure complying with the provisions of subsection (i).” In this context, the requirement for accommodation, rather than merely non-interference, is evidence that Congress intended service providers to be obligated to work with copyright owners to combat online piracy of copyrighted works.

Although the “standard technical measures” required to activate that obligation do not yet exist, legitimate content sites, such as YouTube and Scribd, have voluntarily developed and implemented technical measures to prevent the appearance (and reappearance) of infringing content on their sites. These voluntarily-implemented technical measures not only offer an effective tool to decrease the prevalence of infringement on their sites, but also improve the efficiency and effectiveness of the notice-and-takedown process by ending the “whack-a-mole” game, and in turn, substantially eliminate the need for rights holders to send repeated notices for repeated processing by the service provider. Moreover, the technical measures adopted by these legitimate sites, which vary in size and content,16 clearly establish that such measures can be tailored and implemented in ways that are both economically and technically feasible as part of a diverse array of not only sustainable, but growing, business models.17

16Scribd.com primarily hosts literary content, whereas, YouTube primarily hosts audio and visual copyrighted content.
17YouTube’s implementation of Content ID illustrates that commercially reasonable upload filtering can complement the growth of legitimate content-driven websites. YouTube started experimenting with its Content ID system in 2007 and now uses the system to scan over 400 hours of video every day. Over this same time period, YouTube has experienced exponential growth in its popularity as illustrated by the increase from receiving/processing an average of six hours of video uploads per minute in 2007 to 24 hours per minute in 2010, 72 hours per minute in 2012, and over 100 hours per minute today. Compare, YouTube Uploads Hit 72 Hours A Minute: How Can That Ever Be Pre-Screened For ‘Objectionable’ Material? TECHDIRT (May 22, 2012) https://www.techdirt.com/articles/20120521/12065919033/youtube-uploads-hit-72-hours-minute-how-can-that-ever-be-pre-screened-objectionable-material.shtml (noting that “some governments are calling for Google and others to pre-screen user-generated material, but how do they think anyone can do that when every second there’s one or more hours of new material flooding in?” The challenge is particularly acute for video, which does not lend itself to automatic screening. Unlike text, say”). How Google Fights Piracy, GOOGLE 9-10 (Sept. 2013) https://docs.google.com/View/ProD/Fk595Qy5QyFq5YySzmN/eUy/ey1 (detailing Content ID as a win-win solution for YouTube and rights holders); Statistics – YouTube, http://www.youtube.com/youtube/press/statistics.html (last visited Mar. 28, 2014) (giving updated statistics on how much video content is filtered by Content ID each day). Scribd.com, which implemented its upload filter in 2009 (See FAQs, How Does Scribd Help Protect the Rights of Authors?, SCRIBD (Oct. 26, 2009) http://support.scribd.com/article/35557/how-does-scribd-help-protect-the-rights-of-authors?), has also grown its business, launching one of the first and most comprehensive Ebook subscription services in late 2013, partnering with a number of AAP member publishers. See Press Release, The New Scribd, SCRIBD (Oct. 1, 2013) http://blog.scribd.com/2013/09/01/the-new-scribd/.
With technologies that provide reasonable measures to prevent the reappearance of infringing content growing increasingly effective and affordable, there is no reason not to work toward development of the standard technical measures that Congress factored into its crafting of the DMCA fifteen years ago.

Increasingly, rights holders and certain service providers have realized that the most effective way to protect copyrighted works, meet consumer demands, and facilitate the growth of legitimate user-generated content sites is through a partnership between copyright holders and service providers. Specifically, this partnership involves cataloging hash identifiers for infringing files as well as investment in creating metadata and fingerprint files for each copyrighted work to include in databases that service providers can automatically compare against potential uploads to their sites. When an exact match to the fingerprint of a copyrighted work is identified, the service provider and the rights holder can implement a pre-negotiated response, i.e., allow the upload and monetize the content or block the upload. As Google has said, its Content ID technology (which implements the partnership just described) is “not just an anti-piracy solution, but also a new business model for copyright owners and YouTube alike…[that] is good for users as well.” When service providers accommodate this new mode of online copyright protection, everybody wins.

Currently, however, there are few incentives for service providers to voluntarily implement such measures, despite the fact that Section 512(i) of the DMCA makes clear that Congress fully expected that the content and service provider industries would develop and adopt “standard technical measures” by which copyright owners would be permitted to identify and protect copyrighted works with the cooperation of service providers. AAP believes that the IP

---


11 As noted above, 17 U.S.C. §512(i) entitled “Conditions for Eligibility,” makes clear that to be eligible for any DMCA safe harbor, a service provider must “accommodate[] and [] not interfere with ‘standard technical measures[,]’ which are “used by copyright holders to identify or protect copyrighted works and…have been developed pursuant to a broad consensus of copyright owners and service providers in an open, fair, voluntary, multi-industry standards process.” Furthermore, Section 512(n) was originally included in the DMCA to protect the privacy of Internet users, and it expressly limits its “no duty to monitor” provision by referencing the standard technical measures Congress intended ISPs and content companies to develop through the multi-industry process described in 512(i). Despite this clear limitation to Section 512(n) and Congress’ intention in enacting 512(i), work to develop and implement such standard technical measures has not materialized. In fact, as Professor O’Connor’s testimony argues, web companies today are disincentivized from taking steps they would otherwise voluntarily take to ensure that copyright infringements do not appear on their website. See Section 512 of Title 17: Hearing Before the Subcomm. on Courts, Intellectual Property, and the Internet of the H. Comm. on the Judiciary, 113th Cong. (2014) (Testimony of Professor Sean M. O’Connor at 2-3). This situation has been exacerbated by
Subcommittee and Congress should encourage and provide incentives for all stakeholders to engage in a public discussion about practical and effective upload filtering tools. A multi-industry body representing the various stakeholders involved in online copyright protection should be brought together under the guidance and supervision of the National Institute of Standards and Technologies ("NIST") (or another government agency with the requisite technological expertise) to identify or devise a wide range of generic technical measures that service providers could voluntarily implement to reduce infringement without materially impeding the legitimate functionality of their sites. 21

While there have been private agreements and white papers developed in the past few years on this topic, AAP is encouraged to see that a broader and more positive public discussion of automated filtering to screen out unauthorized uploads of copyrighted works that match content previously removed in response to a valid takedown notice is now starting to happen. For example, although several years old and limited to audio and visual content, the Principles for User Generated Content Services ("UGC Principles") that were developed by content and service providers in 2007 demonstrate the feasibility of reaching mutually acceptable solutions for content and service providers in the online environment. The UGC Principles demonstrate a shared commitment to: (1) eliminating infringing content; (2) encouraging dissemination of "wholly original and authorized user-generated" content; (3) protecting user privacy; and (4) accommodating fair uses of copyrighted content. 21 Additionally, the Fair Use Principles for User Generated Video Content ("Fair Use Principles"), endorsed by the Electronic Frontier Foundation and other public interest organizations, 22 help to identify a threshold for applying automated upload filtering to clear instances of infringement.

To be clear, AAP rejects the notion that any automated system can effectively use analysis or that rights holders have an obligation under the DMCA or Section 107 of the

21 In response to the Internet Policy Task Force's Green Paper inquiry, AAP has recommended the "creation of a multi-industry body [to be] led by the National Institute of Standards and Technology (NIST) to devise a wide range of generic technical measures that ISPs can implement to reduce infringement without materially impeding the legitimate functionality of the sites. Different types of technical measures can be developed for different types of ISPs. High volume ISPs that upload and download all types of content would obviously need a different type of technical measure than a small ISP that posts modest numbers of links to content stored at other locations. The goal of the multi-industry process would be for NIST to provide ISPs with a menu of potential technical measures they can adopt depending on their size and functionality." See Department of Commerce, Request for Comment on Green Paper, Copyright Policy, Creativity, and Innovation in the Internet Economy, 78 Fed. Reg. 61,337 (Oct. 3, 2013) http://www.gpo.gov/fdsys/pkg/FR-2013-10-03/pdf/2013-24369.pdf (Comments of the Association of American Publishers, submitted (Nov. 13, 2013)).
23 The following groups have endorsed these Principles: Electronic Frontier Foundation; Center for Social Media, School of Communications, American University; Program on Information Justice and Intellectual Property, Washington College of Law, American University; Public Knowledge; Berkman Center for Internet and Society at Harvard Law School; and ACLU of Northern California.
Copyright Act to conduct such an analysis before sending a takedown notice. However, publishers believe that Section 2(a), i.e., the “Three Strikes Before Blocking” test, articulated in the Fair Use Principles, is a useful starting place for discussing how to apply automated filtering to all types of copyrighted content upon upload in a reasonable manner that provides technological safeguards against blocking fair uses.

Although these existing principles each contain useful guidelines for reasonable automated upload filtering, AAP’s recommendation to create a range of appropriate standard technical measures for different types of content and service providers requires a neutral third-party with technical expertise, such as NIST, to ensure that commercially reasonable and effective technical measures are created in a manner that accommodates the needs of various stakeholders (i.e., a reasonable and effective technical measure for a high volume ISP that facilitates uploads and downloads of all types of content may differ from a reasonable and effective filter for a small ISP that posts modest numbers of links to content stored at other locations).

Develop and Implement Repeat Infringer Policy Best Practices

In addition to the current lack of incentives to voluntarily implement efficient upload filtering systems to decrease the prevalence of identified infringements on content hosting sites, the general failure of service providers to adequately or consistently adopt and implement an effective “repeat infringer” policy has also contributed significantly to the persistence and reappearance of copyright infringements.

The DMCA, in section 512(i)(1)(A), conditions an ISP’s receipt of safe harbor protection on the adoption and reasonable implementation of a “repeat infringer” policy that provides for the “termination” of an ISP’s subscribers or account holders in “appropriate circumstances.” Congress, however, did not define reasonable implementation or “appropriate circumstances,” which has enabled ISPs to adopt varying policies without providing transparency to document the regular and reasonable implementation of such policies. Transparency is critical in evaluating the efficacy of such policies. A recent case, *Disney v. Hotfile*, illustrates just how important the reasonable implementation of a “repeat infringer” policy can be to successfully rooting out a substantial portion of the copyright infringements available online.

---

24 See *Fair Use Principles for User Generated Video Content*, [http://www.copyright.columbia.edu/fair-use-principles-user-generated-video-content](http://www.copyright.columbia.edu/fair-use-principles-user-generated-video-content) (last visited Mar. 28, 2014) (suggesting that, for filtering purposes, only matching copies where “nearly the entirety (e.g., 90% or more) of the challenged content is comprised of a single copyrighted work should be presented or removed.” AAP member publishers agree with the goal of carefully ensuring that reasonable technical measures only prevent or remove clear infringements.
Specifically, in the Hotfile case, there was no dispute as to the fact that “24,790 [Hotfile] users had accumulated more than three [DMCA] notices [identifying copyrighted works that such users had uploaded without rights holder permission], half of those had more than ten notices; half again had 25 notices; 1,217 had 100 notices; and 61 had more than 300 notices.” Furthermore, the court found that, “while those who were the subject of more than three infringement notices made up less than one percent of all of Hotfile’s users, they were responsible for posting 39 million files... representing 44 percent of all files ever uploaded to Hotfile” and “those same files were downloaded nearly 1.5 billion times, representing roughly half of all downloads ever from Hotfile.”

These facts show that a reasonable “repeat infringer” policy that revokes user access after accumulating multiple DMCA notices is a focused measure to address “a discreet [sic] group of problematic users” that contribute a disproportionate share of online infringements. AAP therefore urges that Congress’s original intent should be effectuated, so that “those who repeatedly or flagrantly abuse their access to the Internet through disrespect for the intellectual property rights of others should know that there is a realistic threat of losing that access.” Clear, transparent, and effective “repeat infringer” policies are in the best interest of legitimate service providers, consumers and rights holders. AAP believes that these stakeholders can, with the encouragement of Congress, work together to develop best practices for implementing effective “repeat infringer” policies, which would, at a minimum, include:

- a baseline for what actions characterize a user as a repeat infringer;
- criteria for appropriately tracking repeated infringing activity, including parameters for user identification tools on sites that allow users to upload and distribute content; and
- protocols for notifying copyright owners about repeat infringer activity.

Also, as these policies affect users, the best practices should require each service provider to make its specific “repeat infringer” policy publicly available in simple terms on its site. 

---

27 Id. at 20-21.
28 Id. at 20.
29 Id. at 20.
31 The service provider would need to be able to establish a connection between an infringement notice, the infringing file, and the uploader of the infringing file and also to prevent terminated users from continuing to infringe with new accounts.
Promote Legitimate Content through Search Engines

As noted in AAP’s statement submitted after the IP Subcommittee’s hearing on “The Role of Voluntary Agreements in the U.S. Intellectual Property System,” our members believe that “search engines are the main gateway through which a consumer, willingly or unwillingly, is directed to the sources of infringing content online. However, search engines have yet to commit to meaningful discussions with content creators on how to better refine search protocols to avoid serving up infringing links or sites to consumers.”

To be sure, Google “believe[s]“ that its efforts to incorporate the “number of valid copyright removal notices [it] receive[s] for any given site as a signal in [its] ranking algorithm” should “help users find legitimate, quality sources of content more easily” given that “sites with high numbers of removal notices may appear lower in search results.” However, as Rep. Chu’s search for 12 Years a Slave and Frozen during the Section 512 hearing illustrated, links to sites offering infringing content and receiving substantial numbers of takedown notices still appear in the top of Google’s search results. The Recording Industry Association of America has similarly found that sites making available infringing music downloads, which have received millions of takedown notices, are still showing up in the top 5 search results on Google despite its current methodologies for adjusting its algorithm. Moreover, Google Search’s autocomplete feature often helps users find infringing material by suggesting, after the user types the title of a commercial copyrighted work, the addition of search terms such as “free,” despite the fact that the user did not include that term in their search query.

---


33 How Google Fights Piracy, GOOGLE, 14, 18 (Sept. 2013) https://docs.google.com/file/d/0Bv0zE84MnTNXVp0VgYn4mJUEtZUFed9/edit?pli=1

34 See Section 512 of Title 17: Hearing Before the Subcomm. on Courts, Intellectual Property, and the Internet of the H. Comm. on the Judiciary, 113th Cong. (2014) (Statement of Rep. Judy Chu (D-CA) conducting a live search for Twelve Years a Slave and Frozen using Google Search during the hearing and noting that, in both cases, Google Search displayed sites offering to let her watch the content “online free” in the top three search results.)


36 See Section 512 of Title 17: Hearing Before the Subcomm. on Courts, Intellectual Property, and the Internet of the H. Comm. on the Judiciary, 113th Cong. (2014) (Statement of Rep. Judy Chu (D-CA) conducting a live search for Frozen using Google Search during the hearing and clarifying for the record that although she did not include the term “free” in her query, Google autocomplete suggested the term and Google Search displayed a site offering to let her “watch Frozen online free” as the top search result.)
The Computer & Communications Industry Association (CCIA) represents large, medium-sized, and small companies in the high technology products and services sectors, including computer hardware and software, electronic commerce, telecommunications and Internet products and services. CCIA companies collectively generate more than $250 billion in annual revenues, most of whom benefit directly or indirectly from the benefits of liability certainty regarding third party content online. CCIA requests that this statement be included in the record of this hearing.

1. Introduction

In 1998, Congress recognized that Internet investment would not occur if service providers faced copyright infringement liability for third-party content that they handled “in the ordinary course of their operations.” See S. Rep. 105-190, at 8 (1998). The Digital Millennium Copyright Act addressed this problem through a delicate compromise whereby lawful services which respond expeditiously to allegations of infringement receive the benefit of liability limitations. This compromise at the heart of the DMCA imposes upon service providers the costs of responding to millions of complaints in exchange for safe harbors from liability, while guaranteeing rights-holders a rapid response to claims in exchange for the responsibility to affirmatively report infringement.

II. Significance of the DMCA

The Section 512 safe harbor provides online intermediaries a measure of certainty in the

\footnote{17 U.S.C. \textsection 512.}
face of extraordinary liability risks. Although DMCA compliance can be expensive for private
sector Internet services, it is widely regarded as the cost of market entry for an Internet-based
service that handles third-party content: a regulatory obligation undertaken by responsible
corporate citizens.

By guaranteeing that service providers who respond expeditiously to infringement
complaints will benefit from liability limitations, safe harbor protections enable the Internet
industry to provide great economic benefits to the economy without the risk of being exposed to
penalties based on misconduct by third parties using their service.

A large number of U.S. and even foreign sites invest considerable resources in DMCA
compliance. Today, this successful framework regulates how numerous online services,
including search engines, broadband providers, caching services, and webhosts address third
party infringement: A pillar of modern Internet policy, the DMCA is so crucial to Internet
and telecommunications sectors that it has been incorporated as a binding bilateral obligation in
nearly a dozen U.S. Free Trade and Trade Promotion Agreements. Recognizing that liability
risks “weaken private sector confidence” and impede market entry, numerous countries around
the world have followed the U.S. lead in providing liability limitations to online
services.2 According to Copyright Office records, over 60,000 online services have complied
with the formalities necessary to receive protection under the DMCA.3 An even larger number
of individuals and businesses rely upon those DMCA-protected service providers to
communicate, find goods, services, and information, and compete in the global marketplace at
lower costs. The industries that rely upon these protections contribute enormously to economic
growth, representing an online economy with a GDP larger than the entire nation of Canada.
Since the millennium, they have accounted for 10% of growth in highly developed nations,4 and
estimates suggest the Internet contribution to the economy will reach $4.2 trillion across all G-20

2 See OFCID, The Role of Internet Intermediaries in Advancing Public Policy Objectives, at 15 (2011) available at
http://dx.doi.org/10.1787/9789264115644-en. Continued U.S. dominance in the Internet sector may result in part
from the fact that these protections are often inadequately secured in foreign countries, causing greater liability risks.
See Martin H. Flitke & Yvind T. Jespersen, “Online Intermediaries: Assessing the Economic Impact of the EU’s
Copenhagen%20economics-Online%20Intermediaries-2012.pdf

3 See U.S. Copyright Office, Directory of Online Service Provider Designated Agents, at
http://www.copyright.gov/onlineop/1st喜歡Agents.html.

4 Matthieu Pélissier de Rausu et al., Internet matters: The Net’s sweeping impact on growth, jobs, and prosperity (McKinsey Global Institute, May 2011). at 1, available at
economies by 2016. In 2011 alone, search technology provided an estimated $780 billion in value worldwide. These platforms are not just commercial actors themselves, but platforms and enablers of third-party commerce, and thus bring powerful technology and cost savings to small enterprises who could not necessarily afford it. Internet-enabled trade can also increase export opportunities by removing cost barriers.

Just as DMCA-compliant platforms have revolutionized commerce, they have also transformed modern discourse and political activity. Online platforms such as YouTube have radically altered civic participation, disintermediating historical gatekeepers, and giving voice to those who otherwise could not reach a global audience. This is clearly evident in politics: although it is difficult today to envision national elections without online campaign videos, this development has occurred almost entirely within the last 10 years.

III. How, When, and Why the DMCA Works

Online services do not receive the DMCA’s safe harbor protections for free. In order to qualify, a service provider must:

- adopt and implement a policy to terminate access to repeat infringers, 17 U.S.C. § 512(i).
- accommodate “standard technical measures,” should a consensus standard be in use, 17 U.S.C. § 512(i)(B);
- designate on its service, on its website, and to the Copyright Office, contact information of an agent to receive notifications of claimed infringement, 17 U.S.C. § 512(c)(2); and
- most importantly, develop a compliance program that “expeditiously” facilitates the takedown of allegedly infringing content upon actionable notice by rights-holders or their authorized representatives.

The DMCA enforcement process begins when rights-holders notify Internet services of allegedly infringing content online. The process begins with the rights-holder because only rights-holders can reliably be certain of what the rights-holder owns, or has licensed. One

---

established principle of the DMCA, however, is that it is not required (or economically feasible) for a site or service to preemptively monitor or filter data that crosses a given network. 17 U.S.C. § 512(m)(1). Nevertheless, many online services exceed their legal obligations in protecting the content and brands of others, investing millions in additional voluntary efforts, going above and beyond the DMCA.

Unfortunately, the protections of the DMCA are not so extensive as to protect lawful services from being litigated into bankruptcy. In *UMG Recordings, Inc. v. Shelter Capital Partners LLC*, 718 F.3d 1006 (9th Cir. 2013), the “promising start-up” Veoh and its investors were ultimately exonerated, but not before the plaintiffs’ extended litigation bankrupted the DMCA-compliant online video site.\(^5\) Viacom has arguably subjected YouTube to a similar strategy, the difference being that Veoh lacked the resources to survive years of marathon litigation. *See Viacom Int’l Inc. v. YouTube, Inc.*, No. 13-1720 (2d Cir. 2013) (pending).

If liability risks for DMCA-compliant services increase, this will have the effect of discouraging DMCA compliance, since companies will see no value in expensive compliance that yields no benefit. This unhappy result would injure both service providers and rights-holders, and it is thus best to consider “the DMCA’s safe harbor for ISPs to be a floor, not a ceiling, of protection.”\(^6\) Were the DMCA allowed to become nothing more than an invitation to interminable litigation, the online services depending upon it will have merely exchanged ruinous liability for ruinous legal fees.

**IV. DMCA Abuse Results From Inadequate Deterrence.**

One shortcoming of the DMCA is that its injunctive-like remedy, combined with a lack of due process, encourages abuse by individuals and entities interested in suppressing content. The absence of due process in the DMCA was not a mistake, however; it was designed into the statute to ensure rights-holders could gain expedient relief without judicially-related delay or cost. As the Center for Democracy & Technology noted in a 2010 white paper, the incentives of the DMCA system are such that

“Content hosts have a strong incentive to comply promptly with any facially

---

\(^5\) **Thor Van Vinkeln, Veoh Files for Bankruptcy After Fending Off Infringement Charges**, Wired, Feb. 12, 2010, at http://www.wired.com/business/2010/02/veoh-files-for-bankruptcy-after-fending-off-infringement-charges/ (“History will add online video site Veoh to the long list of promising start-ups driven into bankruptcy by copyright lawsuits — despite the fact that unlike the others, it actually prevailed in court.”).

\(^6\) **CellStar Corp., Inc. v. LingoNet, Inc.**, 373 F.3d 544, 553 (4th Cir. 2004).
proper takedown notice they receive, because doing otherwise could jeopardize
their crucial safe harbor protection. Even when a takedown notice targets non-
infringing content, therefore, it is highly likely to result in the removal of that
content — and hence the undue muzzling of legitimate speech.\footnote{Center for
Democracy & Technology, Campaign Takedown Traps: How Meritless Copyright
Claims Threaten Online Political Speech (Sept. 2010), at 3, \textit{available at}
http://www.cdt.org/files/pdf/copyright_takedowns.pdf.}

The substantial costs of forfeiting the safe harbor enables self-identified rights-holders to
exploit the statute’s incentive structure to effectively censor non-infringing content.

Because intermediaries bear large and measurable costs for failing to retain the safe
harbor, but less quantifiable costs (in the form of potentially irate users and social losses to free
expression and competition) from wrongful takedowns, many services naturally default to
removing content without question — as Congress intended. Although most rights-holders make
good faith use of the DMCA, there are numerous well-documented cases of misuse of the
DMCA’s extraordinary remedy of disappearing content.\footnote{See, e.g., http://www.project-disco.org/intellectual-property/2014-this-post-is-no-longer-available-due-to-
why-dmca-abuse-occurs-part-i/} Preventing such abuses would be an
appropriate subject of further inquiry.
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House Subcommittee on the Courts, Intellectual Property and the Internet
2138 Rayburn Office Building
Washington, DC 20515

March 13, 2014

Dear Chairman Goodlatte, subcommittee Chairmen Coble and Marino and members of the committee:

We are pleased to submit the following testimony for the record in this hearing on Section 512 of Title 17.

Future of Music Coalition (FMC) is a national nonprofit education, research and advocacy organization for musicians. Our work over the past thirteen years centers on the ability for musicians and composers to reach potential audiences and be compensated for their work. As artist advocates, musicians, composers, label owners and technologists, we understand the delicate balance Congress struck with this portion of the Digital Millennium Copyright Act. Musicians and other creators directly benefit from the many innovations made possible by the safe harbors outlined in Section 512. The statute has also created some frustrations for smaller artists and rightsholders who may not have the resources to keep up with the scale and scope of potential infringements under the notice-and-takedown provisions enumerated in this part of the Act. We do feel, however, that the balance struck by Congress between innovation and expression and the protections afforded to authors and rightsholders was necessary and astute. We likewise believe that the courts, in their interpretation of this statute, have by and large made the right calls with regard to Congress’ intent.

Our testimony will focus on the independent community, which includes individual performing artists, composers, labels and publishers. We will also address the importance of safe harbors to startup technology companies, who are often the ones to develop the next powerful platforms for creative expression and commerce.
I. Online services and the DMCA
Future of Music Coalition is familiar with a range of stakeholder perspectives on the notice-and-takedown and safe harbor provisions of section 512. As is not uncommon for our organization, we find ourselves occupying a middle-ground position. On one hand, we see clearly the benefits of safe harbors that allow Internet companies to deliver useful online services to millions of people, including musicians and other creators. On the other, we understand the frustration expressed by many rightsholders—including individual artists and independent labels and publishers—that the scale and scope of potential infringement can be an impediment to exercising their rights under law.

Major rightsholders and large-scale Internet companies have an obvious stake in how the provisions within Section 512 are applied, but their experiences aren’t the only ones to be considered. The independent creator community and technology startups—whose interests often converge but are not always perfectly aligned—are also crucial contributors. Innovation benefits artists and smaller rightsholders who otherwise would have limited means to compete alongside the bigger companies. Tech startups are often the source of these innovations, which could be stymied without safe harbors that limit liability contingent upon certain statutory obligations. Of course, independent artists and rightsholders must be able to protect their copyrights and exploit them in the way that makes the most sense for their business models, which are as varied as the works they create and administer. As we see it, the intent of the statute is to encourage innovation while offering copyright owners a means to protect their interests. This is an incredibly valuable dynamic, and one that should be preserved even as new efficiencies and practices within the existing notice-and-takedown system are explored.

Some would assert that the system is “broken,” but the data used to make such a case can also be used to illustrate Section 512’s functionality in practice. Google’s most recent Transparency Report from September 2013 claims 21.5 million takedown requests, the majority of which are fulfilled. This can be taken as evidence of one company’s

---

compliance in the face of an immense number of notices. On the other hand, it is illustrative of the scale of potential infringement. For its part, trade industry groups like the RIAA point to such numbers as evidence that the underlying premise of the DMCA is flawed. “We are using a bucket to deal with an ocean of illegal downloading,” says RIAA Executive Vice President, Anti-Piracy Brad Buckles.\(^2\) RIAA often points to the fact that, while their organization and its major label members utilize automated systems to sniff out potential instances of infringement and send notices to the appropriate service providers, smaller operators—such as independent labels—may not have the necessary resources at their disposal to take a similar tack.

Putting aside for a moment the authenticity of the RIAA’s concern for independent sector, the underlying point is valid. Many independent labels or artists may feel that they are better served directing their limited resources towards promoting and marketing their music rather than looking for instances of infringement and firing off takedown notices. The law makes no distinction between large and small rightsholders; neither does it distinguish between superstars and developing artists. This is as it should be. However, it is important that the systems that assist copyright owners and creators in protecting their rights not disadvantage actors operating at a smaller scale. This argument can be extended to the startup community who may not be able to bring a new breakthrough to the marketplace if they are liable for the alleged infringements of their users, or if they must retain specialized legal counsel that might act as a disincentive to innovation and investment. We are not currently in a position to describe how to improve conditions for smaller operators, but we do believe strongly that any solutions should include the perspectives of parties whose businesses operate at a more modest scope.

Creative entrepreneurs and innovators aren’t mutually exclusive: some of the most exciting music and media is being created and disseminated by rightsholders with an abiding interest in and understanding of technology; many technologists are music fans as

II. Automated systems and content identification technologies

Uniform technology standards, interoperable rights ownership databases and novel systems to identify music and other content can help alleviate some of the tensions experienced by parties subject to Section 512. YouTube’s Content ID, for example, is an efficient and broadly utilized system that affords flexibility to rightsholders with regard to whether a potentially infringing use is blocked, monetized or harnessed for demographic and other useful data. Content ID, however, is proprietary, and only applies to the YouTube ecosystem. Still, it represents a powerful tool for those in a position to benefit from its ability to recognize content, whether for the purposes of remuneration or refusal of use. It is important to note, however, that some uses are resistant to automated interpretation. For example, judges employ a flexible and sometimes idiosyncratic test to determine the “fairness” of an infringing use; there is not yet a machine on the planet earth that can reliably make such calls. It may be that expanded systems for content identification will serve as a useful tool for rightsholders and services, but it is unlikely that these technologies will solve every stakeholder concern with regard to Section 512. Other parts of statute—as well as court rulings—do and must play a part in informing the purpose and scope of Section 512.

III. Pitfalls of overbroad approaches

One clear takeaway from recent legislative attempts to address infringement is that an “obligation to monitor” is not in the interests of innovation and expression—creative or otherwise. The Stop Online Piracy Act (SOPA), for example, had the stated goal of expanding the ability of the United States to respond to large-scale, commercial infringement of American intellectual property abroad. This is a worthwhile objective, and certainly something within the authority of Congress to address, even in the wake of public protests against SOPA. A clear concern with that bill, however, was that the initial draft appeared to include language that may have compelled Internet service providers to
police their networks for potential infringement committed by their users. Given the
difficulty courts sometimes have in issuing rulings based on evidence presented under
highly specific circumstances, it seems unwise to leave decisions about what is and isn’t
an infringement up to technology companies who may lack the requisite expertise to
make such calls. It is hardly a matter of consensus that the DMCA’s safe harbors and
notice-and-takedown requirements require amendment. Even if they did, such an update
must be narrowly focused and not a part of legislation with so many moving pieces that
even the best-trained lawyers have difficulty comprehending how these provisions square
with a bill’s stated goal. A better approach would be for stakeholders to work together to
minimize the instances of an infringing link being reposted, or coming up with
collaborative ways to utilize data to discourage repeat infringement.

Given the complexities of addressing the needs of a broad array of
stakeholders, FMC acknowledges that the DMCA does a fair job of establishing a
balance between the interests of the technology and rightsholder communities. We also
feel that the courts have, thus far, made the correct determinations with regard to their
interpretation of section 512, which is to say that Congress established safe harbors for
the very reasons brought to light in the many cases upholding them. There are, of course,
some riddles within the subsections of this part of the Act, including the infamous 512(c).
We have no unique insight as to whether the contemporary construal of these provisions
is aligned with the intent of Congress at the time of the statute’s drafting. We will say,
however, that any effort to assemble stakeholders in dialog around these issues may go
some way towards mitigating tension and distrust among the various parties, and perhaps
illuminate a way forward on shared concerns. We look forward to ongoing stakeholder
dialog around these and other matters, such as the upcoming DMCA forum hosted by the

IV. Conclusion
It has been said that Congress is not always best arbiter of technology issues, and that
top-down mandates in the form of federal statute can place caps on innovation and hinder
the growth of new markets. However, in the case of Section 512, Title 17, it appears that
lawmakers got it right. Without the safe harbors established for Internet service providers, there is a strong likelihood that today’s engines of creativity and commerce simply would not exist. It is also important to view these provisions through a broader lens than just the marketplace; speech and civic participation are also beneficiaries of Section 512’s allowances and restrictions. What is currently being debated is the scrupulousness of the statute as corresponds to the needs and desires of various stakeholders with sometimes competing agendas. While it is true that the law sets the parameters for all players in a marketplace, it also establishes the space for breakthroughs to occur. On balance, the Section 512 achieves its aims in limiting liability for those who would create platforms for expression and commerce in the networked realm while affording rightsholders with a means to address infringement. No system is perfect, and it is well within Congress’ right to reexamine the effectiveness of frameworks enacted two decades ago. But legislators should also be commended for having the foresight to devise a statute that has served numerous productive ends since the time of its drafting—were that we could say that for every bill passed in Congress. As the subcommittee considers how (or whether) to optimize existing copyright law to reflect contemporary realities, it would do well to consider what Congress got right with the enactment of Section 512 of Title 17.

Casey Rae
Interim Executive Director
Future of Music Coalition