AMENDMENT TO H.R. 3320
OFFERED BY MS. JACKSON LEE OF TEXAS

Page 3, line 2, insert “including the national risk management center at the Cybersecurity and Infrastructure Security Agency,” after “city”.

Add at the end the following:

SEC. 3. REPORT ON THREATS POSED BY FOREIGN STATE-OWNED ENTITIES TO DHS INFORMATION TECHNOLOGY AND COMMUNICATIONS SYSTEMS.

Not later than 180 days after the date of the enactment of this Act, the Under Secretary for Management of the Department of Homeland Security, in coordination with the national risk management center of the Cybersecurity and Infrastructure Security Agency of the Department, shall submit to the Committee on Homeland Security of the House of Representatives and the Committee on Homeland Security and Governmental Affairs of the Senate a report on cybersecurity threats posed by terrorist actors and foreign state-owned entities to the information technology and communications systems of Department of
Homeland Security, including information relating to the following:

(1) The use of foreign state-owned entities’ information and communications technology by the Department of Homeland Security, listed by component.

(2) The threats, in consultation with the Department’s Office of Intelligence and Analysis, of foreign state-owned entities’ information and communications technology equipment that could impact the Department.