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The Subcommittee on Oversight will hold a hearing titled Bolstering the Government’s 

Cybersecurity: Assessing the Risk of Kaspersky Lab Products to the Federal Government on 

Wednesday, October 25, 2017, at 10:00 a.m. in Room 2318 of the Rayburn House Office 

Building.  

 

Hearing Purpose: 

 

The purpose of this hearing is to examine the concerns raised regarding the risks 

associated with utilizing Kaspersky Lab products on federal government information technology 

systems (“IT systems”) and the federal government’s response to the concerns.  Witnesses will 

discuss the government’s cybersecurity posture, potential cybersecurity risks Kaspersky Lab’s 

products pose to agency IT systems, and ways to improve agency practices related to design, 

acquisition, development, modernization, use and performance of federal IT resources. 

Witness List: 

 

 Ms. Donna Dodson, Associate Director and Chief Cybersecurity Advisor, Information 

Technology Laboratory; and Chief Cybersecurity Advisor, National Institute of Standards 

and Technology 

 Mr. David Shive, Chief Information Officer, U.S. General Services Administration 

 Mr. James Norton, President, Play-Action Strategies LLC; and Adjunct Professor, Johns 

Hopkins University 

 Mr. Sean Kanuck, Director of Future Conflict and Cyber Security, International Institute 

for Strategic Studies 

 

Staff Contact:  

 

For questions related to the hearing, please contact Drew Colliatie or Tom Connally of 

the Majority Staff at 202-225-6371.  


