
JAMIL N. JAFFER 
 

PROFESSIONAL EXPERIENCE 
 
Paladin Capital  Group          Washington, DC 
Venture Partner, 2023 – current 
Member, Strategic Advisory Board, 2023 – current 

• Serve as a member of the investment team, identifying, leading, and advising on venture capital investments across 
all of its themes and theses, including investments in the cybersecurity market and other dual-use national security 
technologies. 

• Serve on corporate boards and as an advisor to Paladin portfolio companies assisting them with a range of matters 
including business strategy, sales, marketing, partnerships, hiring, and strategic acquisitions. 

• Serve on Paladin’s Strategic Advisory Board providing guidance and advice to the firm on the current global security 
environment and assisting the firm in identifying new investment themes and theses.  

 
George Mason University School of Law       Arlington, VA 
Founder & Executive Director, National Security Institute, 2016 – current 
Assistant Professor of Law and Director, National Security Law & Policy Program, 2019 – current 
Adjunct Professor of Law and Director, Homeland & National Security Law Program, 2011 – 2019 

• Founder of GMU’s National Security Institute, a bipartisan think tank and academic center focused on cyber, 
intelligence, and national security matters; recruit and lead a full-time staff of six with an annual budget of over 
$1.5M and a board of advisors including a former CIA director, a former NSA Director, a former Attorney General, 
and a former Secretary of Homeland Security, among others; teach a summer class on interbranch conflicts in 
national security law with U.S. Supreme Court Justice Neil M. Gorsuch. 

• Direct GMU’s national security law & policy program; create and lead the nation’s first-ever LLM in cyber, 
intelligence, and national security law; advise the National Security Law Journal; teach classes on national security, 
counterterrorism, intelligence, surveillance, and cybersecurity law; and conduct research and writing on a wide range 
of topics including national security, foreign policy, counterterrorism, sanctions, and cybersecurity. 

 
Trigraph Caveat Capital, LLC (f/k/a Falcon Eclipse Capital, LLC)    McLean, VA 
Managing Director, 2022 – current 

• Founded a private investment firm to make venture capital investments in startup companies and strategic 
investments in later stage companies. 

 
Beacon Global Strategies         Washington, DC 
Advisor, 2016 – current 

• Serve as a strategic advisor to firm clients on a diverse set of topics ranging from cybersecurity, national security 
technology development, encryption, privacy telecommunications, federal procurement policy, and technology 
policy. 

 
IronNet Cybersecurity, Inc.         McLean, VA 
Member, Advisory Board, 2022 – 2023 
Senior Vice President for Strategy, Partnerships and Corporate Development, 2019 – 2021 
Vice President for Strategy, Partnerships and Corporate Development, 2019 
Vice President for Strategy and Partnerships, 2017 – 2019 
Vice President for Strategy and Business Development, 2015 – 2017  

• Led all strategic and technology partnerships, including business case and joint go-to-market strategy and planning 
for this venture-based technology products startup that recently listed on the New York Stock Exchange (IRNT); 
IronNet focused on behavioral network traffic analytics and collective defense and was founded by Gen. (ret.) Keith 
B. Alexander, the former Director of the National Security Agency and Founding Commander of U.S. Cyber 
Command. 

• Served on the L2 leadership team and reported directly to the co-CEO; worked with sales team to generate a 
partnership deal pipeline with key Fortune 1000 cybersecurity partners and others worth over $100M, and grew 
partnership deal pipeline 300% year-over year, exceeding CY21 targets by 200%; generated over $1.5M in net new 
revenue, marketing funds and expense offsets from partners. 
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• Identified and evaluated potential acquisition targets in lead up to and following the IPO across a range of 
cybersecurity verticals including network detection and response, operational technology analytics, threat 
intelligence, endpoint detection and response, and managed security services, as well as enabling technologies for 
the company’s core product lines; created a pipeline of deals worth over $300M. 

• Engaged in strategic planning, including work on the company’s pre-IPO S-4 filing with the SEC, and led thought 
leadership for the company, including developing core corporate messaging and representing the company publicly 
alongside the co-CEO through a broad range of media appearances, speeches, and written work published in various 
newspapers, trade publications, and policy and technology journals. 

 
United States Supreme Court – Justice Neil M. Gorsuch     Washington, DC 
Law Clerk, 2017 
 
United States Senate – Committee on Foreign Relations     Washington, DC 
Chief Counsel and Senior Advisor, 2015 
Republican Chief Counsel and Senior Advisor, 2013 – 2014 

• Served as the chief lawyer and senior advisor to the Chairman of the Senate Foreign Relations Committee; provided 
legal and policy advice on the full range of national security, intelligence, and foreign policy matters overseen by the 
Committee. 

• Served as the lead architect of the Iran Nuclear Agreement Review Act and two pieces of legislation imposing 
sanctions on Russia related to its invasion of Ukraine; led the drafting and negotiation of multiple authorizations 
for the use of military force and legislation arming the Syrian rebels, among other things. 

• Served on the five-person leadership team for the 23-person majority committee staff. 
• Held an Active Top Secret/SCI security clearance. 

 
George Washington University – Elliott School of International Affairs   Washington, DC 
Adjunct Professor, 2013 – 2015 

• Taught a seminar on the fundamentals of the intelligence to a class of 15 graduate students. 
 
U.S. House of Representatives – Permanent Select Committee on Intelligence  Washington, DC 
Senior Counsel, 2011 – 2013 

• Served as the lead architect of the Cyber Intelligence Sharing and Protection Act (CISPA) and helped build a 
coalition of nearly every major industry group to pass CISPA by a substantial bipartisan margin. 

• Worked on a range of key committee initiatives for Chairman Mike Rogers including cybersecurity, 
counterterrorism, and highly classified intelligence programs, including key covert action and sensitive collection 
programs; conducted oversight of intelligence agencies including the NSA, NRO, and NGA. 

• Held an Active Top Secret/SCI security clearance. 
 
National Intelligence University        Bolling AFB 
Adjunct Professor, 2012 

• Taught a seminar on intelligence and national security law to a class of 20 graduate students. 
 

Kellogg, Huber, Hansen, Todd, Evans & Figel, PLLC      Washington, DC 
Associate, 2004 – 2005, 2009 – 2011 
 
The White House          Washington, DC 
Associate Counsel to the President, 2008 – 2009 

• Handled Defense Department, State Department, and Intelligence Community matters. 
• Served as one of the White House Counsel’s primary representatives at National Security Council Deputies 

Committee meetings on a wide range of national security, intelligence, and foreign affairs matters. 
• Held an Active Top Secret/SCI security clearance. 
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United States Department of Justice – National Security Division    Washington, DC 
Counsel to the Assistant Attorney General, 2007 – 2008 
Senior Counsel for National Security Law & Policy, 2007 

• Served as one of the primary brief writers on In re: Directives, a highly sensitive counterterrorism surveillance case 
that was the first-ever two-party litigated matter in the Foreign Intelligence Surveillance Court and the second-ever 
case in the Foreign Intelligence Surveillance Court of Review in its 30-year history; assisted with management of 
the 15-lawyer team handling the successful litigation; awarded the Assistant Attorney General for National Security’s 
Award for Special Initiative. 

• Led the National Security Division’s team of lawyers working on the Comprehensive National Cybersecurity 
Initiative (CNCI), including the drafting of NSPD-54/HSPD-23, and related classified matters; awarded the 
Director of National Intelligence’s Legal Award – Team of the Year – Cyber Legal. 

• Led an interagency effort that resolved critical terrorist watchlisting issues during a heightened threat period; led a 
successful multi-year interagency effort to revise existing policies on the use FISA information in terrorism and 
intelligence cases; served on the team of lawyers that helped modernize FISA for counterterrorism surveillance; and 
helped manage the Department’s response to a report on the FBI’s use of national security letters in 
counterterrorism investigations. 

• Held an Active Top Secret/SCI security clearance. 
 
United States Court of Appeals for the Tenth Circuit – Judge Neil M. Gorsuch  Denver, CO 
Law Clerk, 2006 – 2007 
 
United States Department of Justice – Office of Legal Policy     Washington, DC 
Counsel, 2005 – 2006 

• Served on the team of lawyers that assisted with the confirmation of Supreme Court Chief Justice John G. Roberts, 
Jr. and Justice Samuel A. Alito, Jr.; assisted with vetting, rapid response, and hearing preparation for the Supreme 
Court nominees. 

• Assisted with the vetting and preparation of federal judges at the appellate and trial levels; led interagency efforts to 
examine the Government’s regulation of dual-use chemicals and the retention of data by Internet Service Providers 
and drafted legislation on both topics; worked on national security matters, including efforts to improve information 
sharing. 

• Held an Active Top Secret security clearance. 
 

United States Court of Appeals for the Fifth Circuit – Judge Edith H. Jones   Houston, TX 
Law Clerk, 2003 – 2004 
 
United States House of Representatives – Office of Congressman Bob Goodlatte  Washington, DC 
Policy Aide, 1999 – 2000 

• Handled defense, foreign affairs, trade, healthcare, and science matters during the 106th Congress. 
• Held an Active Top Secret security clearance. 

 
ADDITIONAL POSITIONS 

 
Commonwealth of Virginia Governor’s Artificial Intelligence Task Force   Richmond, VA 
Member, 2024 – current 
 
Steg.AI            Irvine, CA 
Observer, Board of Directors, 2024 – current 
 
RangeForce           Arlington, VA 
Member, Board of Directors, 2023 – current 
 
U.S. Strategic Metals (f/k/a Missouri Cobalt)       Fredericktown, MO 
Member, Advisory Board, 2022 – current  
 
Constella Intelligence (f/k/a 4iQ)        Los Altos, CA 
Member, Advisory Board, 2017 – current 
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National Cryptologic Foundation        Glen Burnie, MD 
Member, Board of Directors, 2025 – current 
 
Duco            San Francisco, CA 
Advisor, 2017 – current 
 
Tozny            Portland, OR 
Member, Board of Directors, 2022 – 2024 
 
Speech First           Washington, DC 
Member, Board of Directors, 2017 – current 
 
Reagan Institute Strategy Group        Washington, DC 
Executive Committee Member, 2019 – current 
 
Foundation for the Defense of Democracies       Washington, DC 
Advisory Board Member, Center on Cyber and Tech Innovation, 2019 – current 
Advisory Board Member, Cyber Economic-Enabled Warfare Project, 2017 – 2019 
 
Stanford University          Palo Alto, CA 
Affiliate, Center for International Security and Cooperation, 2015 – current 
 
International Republican Institute        Washington, DC 
Member, Business Leadership Council, 2021 – current 
 
International Institute for Justice and the Rule of Law      Valletta, Malta 
Member, Advisory Board, 2020 – current 
 
Cyber Safety Review Board, Department of Homeland Security    Washington, DC 
Member, 2024 – 2025 
 
Amber            San Francisco, CA 
Advisor, 2018 - 2020 
 
Cyberspace Solarium Commission        Washington, DC 
Outside Advisor, 2019 
 
Hoover Institution          Palo Alto, CA 
Visiting Fellow, 2016 – 2019 
 
Center for a New American Security        Washington, DC 
Member, Task Force on Artificial Intelligence and National Security, 2018 – 2023   
Member, Digital Freedom Forum, 2019 – 2022 
 
Global Cyber Alliance          Washington, DC 
Strategic Advisory Committee Member, 2017 – 2022 
 
Greater Washington Board of Trade        Washington, DC 
Board of Directors Member, 2019 – 2022        
Member, Connected DMV Smart Region Movement, 2019 – 2021 
Co-Chair, Connected DMV Cyber, Data Management, and Privacy Solution Group, 2019 – 2021 
 
Concordia Summit          Washington, DC 
Advisor, 2016 – 2019 
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Center for Intelligence Policy         Washington, DC 
Member, Board of Directors, 2016 – current 
 
The Federalist Society for Law & Public Policy Studies     Washington, DC 
Executive Committee, International Law & National Security Practice Group, 2009 – current 
 
District of Columbia Bar         Washington, DC 
Member, 2005 – current 
 
State Bar of California          Sacramento, CA 
Member, 2003 – current 
 
Academy of Judaic, Christian, and Islamic Studies      Los Angeles, CA 
Fellow, 1998 – current 
 

EDUCATION 
 
United States Naval War College 
M.A., National Security and Strategic Studies, with distinction, 2006 
 
University of Chicago Law School        
J.D., with honors, 2003 

• University of Chicago Law Review, Staff 
• Chicago Journal of International Law, Managing Editor 
• Harvard Journal of Law and Public Policy, National Symposium Editor 
• Thomas R. Mulroy Prize for Appellate Advocacy (2002) 
• Bell, Boyd & Lloyd Prize for Appellate Brief Writing (2001) 

 
United States Air Force Air Command and Staff College 
Graduate, 2000 
 
University of California, Los Angeles        
B.A., Political Science and Economics, cum laude, Phi Beta Kappa, 1998 

 
PUBLICATIONS 

 
Congressional Testimony, Cyberspace Under Threat in the Era of Rising Authoritarianism and Global Competition, Senate Foreign 
Relations Committee: Subcommittee on East Asia, The Pacific, and International Cybersecurity Policy (Sept. 24, 2024) 
 
Congressional Testimony, How the CCP Uses the Law to Silence Critics and Enforce its Rule, House Select Committee on Strategic 
Competition between the United States and the Chinese Communist Party (Sept. 19, 2024) 
 
Agency Testimony, The Role of Artificial Intelligence in Counterterrorism and Related National Security Programs and the Privacy and Civil 
Liberties Issues Associated with these Uses of Artificial Intelligence, Privacy and Liberties Oversight Board (July 11, 2024) 
 
Policy Paper, Artificial Instinct:  AI vs. Human Decisionmaking in a Simulated Taiwan Crisis (with Jessica L. Jones), National 
Security Institute (May 2024) 
 
Congressional Testimony, National Security Challenges: Outpacing China in Emerging Technology,  Senate Committee on Banking, 
Housing, and Urban Affairs (Jan. 18, 2024) 
 
Op-Ed, We Cannot Err in Protecting Americans in a New Age of Terror (with Gen. (ret.) Keith B. Alexander), The Messenger 
(Dec. 11, 2023)  
 
Op-Ed, We Can’t Return to a Pre-9/11 Mindset on Foreign Surveillance (with former U.S. Attorney General Michael B. Mukasey), 
Wall Street Journal (Nov. 23, 2023) 
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Congressional Testimony, Safeguarding the Federal Software Supply Chain, House Committee on Oversight – Subcommittee on 
Cybersecurity, Information Technology, and Government Innovation (Nov. 29, 2023) 
 
Op-Ed, As the U.S. Sprints Ahead on AI, Values Can’t Be Left Behind (with former National Cyber Director Chris Inglis and 
Prof. Mary Aiken), Barron’s (Oct. 26, 2023) 
 
Congressional Testimony, Israel and Ukraine Against Terror, Commission on Security and Cooperation in Europe (Oct. 19, 
2023) 
 
Op-Ed, The U.S.-India Relationship Has Its Challenges – But Must Endure, The Messenger (Sept. 8, 2023) 
 
Policy Paper, Generative AI: National Security Opportunities and Risks, Forum for American Leadership (Aug. 18, 2023) 
 
Policy Paper, Addressing the National Security Threat of Chinese Technological Innovation, National Security Institute (July 2023) 
 
Congressional Testimony, Examining China's Coercive Economic Tactics, House Committee on Rules (May 10, 2023) 
 
Op-Ed, National Security Should Determine Where to Put the New FBI Headquarters, The Hill (Apr. 5, 2023) 
 
Op-Ed, America Must Uphold Our Promise to Afghan Allies (with DJ Rosenthal), The Hill (Mar. 13, 2023) 
 
Op-Ed, Waking Up to the Threat of the Chinese Communist Party: A Call to Action from Congress, The Hill (Feb. 28, 2023) 
 
Op-Ed, Slow Ratcheting Up of Ukraine Aid Lays Out Welcome Mat to China in Taiwan (with John Poulson), Newsweek (Feb. 3, 
2023) 
 
Blog Post, Talking Points:  U.S. Military Downing of Fourth Airborne Object Over North America, National Security Institute (Feb. 
12, 2023) 
 
Blog Post, Talking Points:  U.S. Sends 31 Abrams Tanks to Ukraine, National Security Institute (Jan. 27, 2023) 
 
Policy Paper, The Role of the American Technology Sector in Safeguarding U.S. Economic and National Security, National Security 
Institute (Dec. 2022)  
 
Op-Ed, An Open, Unfiltered Internet Could be the Key to Toppling Autocrats (with Ram Fish and Brian Gran), The Hill (Dec. 8, 
2022) 
 
Blog Post, Talking Points:  DOD Report on the Military and Security Developments Involving the PRC, National Security Institute 
(Nov. 30, 2022) 
 
Blog Post, Talking Points:  Russian Missiles Strike Poland, National Security Institute (Nov. 14, 2022) 
 
Blog Post, Talking Points:  Election Security and Foreign Interference, National Security Institute (Nov. 8, 2022) 
 
Blog Post, Talking Points:  Iranian Protests and What the U.S. Can Do, National Security Institute (Nov. 1, 2022) 
 
Blog Post, Talking Points:  The Biden Admin Needs to Get Tougher on Russia, National Security Institute (Oct. 24, 2022) 
 
Op-Ed, The Crypto Correction Shows the Market Working (with John Poulson), Barron’s (Sept. 23, 2022) 
 
Blog Post, Talking Points:  Protecting the Zaporizhzhia Nuclear Power Station in Ukraine, National Security Institute (Sept. 2, 2022) 
 
Blog Post, Talking Points:  Russia’s Deployment of Hypersonic Missiles to its Baltic Region, National Security Institute (Aug. 19, 2022) 
 
Blog Post, Talking Points:  Tornado Cash Sanctions, National Security Institute (Aug. 18, 2022) 
 
Blog Post, Talking Points:  China’s Threats Towards Taiwan, National Security Institute (Aug. 9, 2022) 
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Op-Ed, The Semiconductor Bill Will Give the U.S. an Edge Against China (with Bill Evanina), Barron’s (July 28, 2022) 
 
Blog Post, Talking Points:  The Detention of Brittney Griner, National Security Institute (July 12, 2022) 
 
Blog Post, Promoting Competition While Ensuring Continued U.S. Tech Leadership and Innovation, National Security Institute (June 
23, 2022) 
 
Op-Ed, Kneecapping U.S. Tech Companies Is a Recipe for Economic Disaster (with former National Counterintelligence and Security 
Center Director Bill Evanina), The Hill (June 17, 2022) 
 
Policy Paper, Does the United States Need a National Technology Policy?, Forum for American Leadership (May 23, 2022) 
 
Blog Post, Talking Points:  Sinking of the Russian Black Sea Fleet’s Moskva, National Security Institute (Apr. 15, 2022) 
 
Op-Ed, Enough is Enough: It’s Time for ‘Plan B’ to Counter Putin (with Gen. (ret.) Keith B. Alexander) (Mar. 16, 2022) 
 
Blog Post, The American Innovation and Choice Online Act is a Mistake (with Klon Kitchen) (Jan. 19, 2022) 
 
Statement, Remembering January 6th, 2021, National Security Institute (Jan. 6, 2022) 
 
Congressional Testimony, Closing Guantanamo: Ending 20 Years of Injustice, Senate Judiciary Committee (Dec. 7, 2021) 
 
Op-Ed, Collective Defense is Key to Halting the Cyber Pandemic (with Gen. (ret.) Keith B. Alexander), Barron’s (Nov. 9, 2021) 
 
Op-Ed, We Need to Protect American Innovation in the Competition with China (with Prof. Joshua D. Wright), Newsweek (Oct. 11, 
2021) 
 
Blog Post, On 9/11, a Memory from our Founder, Jamil N. Jaffer, TheSCIF.org (Sept. 11, 2021) 
 
Blog Post, NSI Remembers: The Legacy of 9/11, TheSCIF.org (Sept. 9, 2021) 
 
Op-Ed, We Need a Better Defense — and Tougher Offense — to Combat Russia's Hacks (with Gen. (ret.) Keith B. Alexander), The 
Hill (July 14, 2021) 
 
Op-Ed, To Counter China, Allied Nations Must Cooperate on Technology Innovation, The Hill (June 1, 2021) 
 
Op-Ed, Pipeline Attack was a Warning: Stop Cyber Threats, or Suffer a Disaster (with Gen. (ret.) Keith B. Alexander), The Hill 
(May 18, 2021) 
 
Op-Ed, America Is Stuck Reacting to Cyberattacks. We Can Break the Cycle (with Gen. (ret.) Keith B. Alexander), Barron’s (May 
12, 2021) 
 
Article, COVID-19 and the Cyber Challenge (with Gen. (ret.) Keith B. Alexander), Cyber Defense Review (Spring 2021) 
 
Op-Ed, Keeping the Home Court Advantage: Securing America's Cyberspace (with Gen. (ret.) Keith B. Alexander), Newsweek (Apr. 
9, 2021) 
 
Book Chapter, U.S.-India Relations on Cybersecurity:  An Important Moment for Strategic Action on Collective Cyber Defense in 
ENHANCING U.S.-INDIA STRATEGIC COOPERATION (Manchester Univ. Press 2020) (April 2021) 
 
Book Chapter, Crafting a New Compact in the Public Interest: Protecting the National Security in an Era of Leaks (with former NSA 
Director Gen. (ret.) Keith B. Alexander) in NATIONAL SECURITY, LEAKS, AND FREEDOM OF THE PRESS:  THE 
PENTAGON PAPERS FIFTY YEARS ON (Lee C. Bollinger & Geoffrey R. Stone, eds.) (Oxford Univ. Press 2021). 
 
Blog Post, Welcome to The SCIF, TheSCIF.org (Mar. 1, 2021) 
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Blog Post, Cyber in the US Financial Sector: A Critical Need for Collaboration, IronNet Blog (Feb. 25, 2021) 
 
Blog Post, The Case for Collective Defense in the U.S. Energy Sector, IronNet Blog (Feb. 25, 2021) 
 
Op-Ed, Negotiating Against Ourselves on Iran (with Congressman Mike Waltz), Newsweek (Feb. 24, 2021) 
 
Op-Ed, Russia’s Hack Was Bad, But If We Don’t Act Fast It Will Get Much Worse (with Gen. (ret.) Keith B. Alexander), The 
Hill (Feb. 17, 2021) 
 
Policy Paper, National Security Policy (with Adm. James Stavridis, USN (Ret.), Former Supreme Allied Commander, NATO 
and Frances Townsend, Former White House Counterterrorism and Homeland Security Advisor, et. al.), American Edge 
Project (Feb. 2021) 
 
Statement, A Capitol Attacked, National Security Institute (Jan. 7, 2021) 
 
Op-Ed, Navigating the Security Maze in a New Era of Cyberthreats (with Gen. (ret.) Keith B. Alexander), Dark Reading (Dec. 9, 
2020) 
 
Op-Ed, Americans Must Put Aside Bitter Divisions to Defend against Foreign Threats (with Gen. (ret.) Keith B. Alexander), The Hill 
(Nov. 1, 2020) 
 
Blog Post, A Call for Unity in Cybersecurity, IronNet Blog (Oct. 2, 2020) 
 
Op-Ed, The Best (Cyber) Defense Is a Good (Cyber) Offense, Newsweek (Sept. 14, 2020) 
 
Op-Ed, We Still Have Time to Act Against US Election Vulnerability (with Gen. (ret.) Keith B. Alexander), The Hill (Sept. 13, 
2020) 
 
Statement, What September 11th, 2001 Teaches Us About Today (with Gen. (ret.) Keith B. Alexander), National Security Institute, 
(Sept. 11, 2020) 
 
Op-Ed, Who Wants Iran to Have More Weapons? (with former U.S. Attorney General Michael B. Mukasey), Barron’s (Sept. 8, 
2020) 
 
Op-Ed, China is Waging Economic War on America. The Pandemic is an Opportunity to Turn the Fight Around (with Gen. (ret). Keith 
B. Alexander), Barron’s (Aug. 4, 2020) 
 
Congressional Testimony, U.S. Cybersecurity Preparedness and H.R. 7331, the National Cyber Director Act, House Committee on 
Oversight and Government Reform (July 15, 2020) 
 
Congressional Testimony, Cybercriminals and Fraudsters: How Bad Actors Are Exploiting the Financial System During the COVID-
19 Pandemic, House Committee on Financial Services – Subcommittee on National Security, International Development and 
Monetary Policy (June 16, 2020) 
 
Op-Ed, We Have a Lot of Work to do as a Nation — and it Starts with Uniting, The Hill (June 11, 2020) 
 
Statement, A House Divided, National Security Institute (June 5, 2020) 
 
Statement, An Open Letter to Congress on Foreign Intelligence Surveillance Act Reform (with former U.S. Attorney General Michael 
B. Mukasey, et. al.), The Daily Signal (June 2, 2020) 
 
Article, Modern Privacy Advocacy:  An Approach at War with Privacy Itself?, 47 Pepp. L. Rev. 995 (2020) 
 
Op-Ed, While the World Battles the Coronavirus, Our Adversaries are Planning Their Next Attack (with Gen. (ret.) Keith B. 
Alexander), The Hill (Apr. 7, 2020) 
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Op-Ed, Global Conflict in the 'Age of Coronavirus': No Shortage of Deadly Threats (with Gen. (ret.) Keith B. Alexander), The Hill 
(Mar. 22, 2020) 
 
Op-Ed, The Other Crisis: U.S. Companies Still Need Help Against Cyberattacks, (with Gen. (ret.) Keith B. Alexander), Barron’s 
(Mar. 16, 2020). 
 
Op-Ed, On Clerking and Risk-Taking, Scalia Spotlights, Antonin Scalia Law School, George Mason University (Feb. 27, 2020). 
 
Op-Ed, Trump’s Action Deterred Iran — Now We Must Do So in Cyberspace (with Gen. (ret.) Keith B. Alexander), The Hill (Jan. 
15, 2020) 
 
Op-Ed, U.S. Companies Should Brace for Iranian Cyberattacks, Security Experts Warn (with Gen. (ret.) Keith B. Alexander), 
Barron’s (Jan. 6, 2020) 
 
Op-Ed, UN’s Cybercrime ‘Law’ Helps Dictators and Criminals, Not Their Victims (with Gen. (ret.) Keith B. Alexander), The Hill 
(Nov. 26, 2019) 
 
Policy Paper, Reauthorizing the USA Freedom Act Authorities:  Keeping Our Nation Safe in a Hostile Terrorist Threat Environment, 
National Security Institute (Nov. 12, 2019) 
 
Congressional Testimony, Reauthorizing the USA FREEDOM Act of 2015, Senate Committee on the Judiciary (Nov. 6, 2019) 
 
Policy Paper, The U.S. Role in Afghanistan and Syria: (Re)establishing and Maintaining a Strong Backstop Against Terrorist Threats (with 
Matthew R. A. Heiman), National Security Institute (Oct. 30, 2019) 
 
Op-Ed, Only a Serious Response Will Reverse Iran’s Growing Aggression (with Gen. (ret.) Keith B. Alexander), The Hill (Oct. 3, 
2019) 
 
Op-Ed, What NotPetya Tells Us About the New Era of Cyber Warfare Two Years Later, Homeland Security Today (July 16, 2019) 
 
Op-Ed, Back to Basics in Cyber Amid Recent Warnings, The Cipher Brief (June 27, 2019) 
 
Op-Ed, Iran’s Coming Response: Increased Terrorism and Cyberattacks (with Gen. (ret.) Keith B. Alexander), The Hill (May 15, 
2019) 
 
Op-Ed, Defending the Nation in Cyberspace — A Call to Action (with Gen. (ret.) Keith B. Alexander), The Hill (Apr. 24, 2019) 

 
Article, Elements of Its Own Demise, Key Flaws in the Obama Administration’s Domestic Approach to the Iran Nuclear Agreement, 51 
CASE. W. J. INT’L L. 77 (2019) 
 
Op-Ed, What Does Cyberwar Look Like? We're About to Find Out, But from an Unlikely Source, (with Dave Weinstein), The Hill 
(Feb. 20, 2019) 
 
Op-Ed, DoD and the Cloud: Moving Out of Bureaucracy to Focus on National Security (with Gen. (ret.) Keith B. Alexander), Real 
Clear Defense (Nov. 14, 2018)  
 
Article, Ensuring US Dominance in Cyberspace in a World of Significant Peer and Near-Pear Competition (with Gen. (ret.) Keith B. 
Alexander), 19 GEO. J. INT’L AFF. 19, 51 (2018) 
 
Op-Ed, A Transatlantic Alliance is Crucial in an Era of Cyber Warfare (with Gen. (ret.) Keith Alexander), Financial Times (Sept. 
4, 2018) 
 
White Paper, Modern Privacy Advocacy: An Approach at War with Privacy Itself? (with Prof. Justin Hurwitz), Regulatory 
Transparency Project, The Federalist Society (June 12, 2018)  
 
Op-Ed, Correcting the Record on ‘Federalist’ House Intelligence Committee Article (with Prof. Darren M. Dick), The Daily Caller (May 
30, 2018)  
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Op-Ed, To Promote Nonproliferation, Kill the Iran Deal Now, Wall Street Journal (Apr. 29, 2018)  
 
Backgrounder, A Short Primer on Security Clearances (with Matthew R.A. Heiman), National Security Institute (Feb. 23, 2018) 
 
Policy Paper, Reauthorization of the FISA Amendments Act: Preserving a Critical National Security Tool While Protecting the Privacy and 
Civil Liberties of Americans (with Prof. Darren M. Dick), National Security Institute (Jan. 9, 2018) 
 
Op-Ed, Forgetting Lessons of 9/11, Rebuilding FISA ‘Wall’ Would Be a Mistake, The Daily Signal (Nov. 30, 2017)  
 
Op-Ed, What Congress Must Do to Prevent Another 9/11 (with former National Counterterrorism Center Director Matthew G. 
Olsen), The Hill (Nov. 3, 2017)  
 
Op-Ed, Getting to No With Iran: How President Trump Can Forge a Nuclear Deal That Actually Works, U.S. News & World Report 
(Sept. 12, 2017)  
 
Op-Ed, Finally, U.S. Appears Ready to Battle China’s Rampant IP Theft, The Hill (Aug. 22, 2017)  
 
Op-Ed, Invisible Hands and Iron Fists: Challenges in Regulating the Innovation Economy (with Megan Stifel), Lawfare (Aug. 17, 2017) 
 
Article, Clear Thinking About Protecting the Nation in the Cyber Domain (with Gen. (ret.) Keith B. Alexander, et al.), 2 CYBER 
DEF. REV. 29 (Spring 2017) 
 
White Paper, Regulators in Cyberia (with Stewart Baker, et al.), Regulatory Transparency Project, The Federalist Society (July 
24, 2017) 
 
Congressional Testimony, Nomination of Judge Neil M. Gorsuch to be an Associate Justice of the U.S. Supreme Court, Senate 
Committee on the Judiciary (Mar. 23, 2017) 
 
Op-Ed, Cybersecurity in the Next Administration, Diplomatic Courier (Jan. 25, 2017) 
 
Op-Ed, Architecting the Nation for Cyber Defense, Federal Times (with Gen. (ret.) Keith B. Alexander) (Jan. 10, 2017)  
 
Op-Ed, Donald Trump Should Commit More Troops to Defeating the Islamic State Group (with Matthew R.A. Heiman), U.S. News 
& World Report (Dec. 6, 2016)  
 
Op-Ed, Setting the Record Straight on Congress’s Review of the Obama-Iran Nuclear Deal, National Review (Nov. 17, 2016) 
 
Op-Ed, How President-Elect Donald Trump Can Get Early Points on the Russian Front (with Daniel J. Rosenthal), U.S. News & 
World Report (Nov. 15, 2016) 
 
Congressional Testimony, Foreign Cyber Threats:  Small Business, Big Target, U.S. House Small Business Committee (July 6, 
2016) 
 
Article, Carrots and Sticks in Cyberspace: Addressing Key Issues in the Cybersecurity Information Sharing Act, 67 S. C. L. Rev. 585 (2016) 
 
Op-Ed, Here’s How to Confront the Terrorist Threat (It’s Not How We Are Doing It), Washington Post (with former Attorney 
General Michael B. Mukasey) (June 23, 2016) 
 
Op-Ed, A Bipartisan Call for Serious Consideration of Potential Solutions to the Encryption Challenge (with Daniel J. Rosenthal), 
Lawfare (June 14, 2016) 
 
Op-Ed, Diluting SIV Visa Program Could Condemn Loyal Military Translators to Death (with Andrew Borene), U.S. News & 
World Report (June 2, 2016)  
 
Essay, Decrypting Our Security: A Bipartisan Call for a Rational Solution to the Encryption Challenge (with Daniel J. Rosenthal), 24 
CATH. U. J. OF LAW & TECH. 273 (2016) 
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Op-Ed, Congress Must Work to Balance Privacy and Security, U.S. News & World Report (May 5, 2016)  
 
Op-Ed, Why Apple’s Stand Against the FBI Hurts Its Own Customers (with Daniel J. Rosenthal), New York Times (Apr. 9, 2016) 
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