
Documents for the Record – 04.30.25 

1. A letter from Graphiant to Committee on Energy and Commerce leadership.  
2. A March 24, 2025, statement entitled, “China Unveils Game-Changing 

Weapon That Could Decide Future Wars.” 
3. An April 30, 2025, letter from Members of Congress to FCC Chairman 

Brendan Carr.  
 



 
The Honorable Richard Hudson 
Chairman 
Subcommittee on Communications and 
Technology 
House Committee on Energy and Commerce 
2112 Rayburn House Office Building 
Washington, D.C. 20515 

The Honorable Brett Guthrie 
Chairman 
House Committee on Energy and Commerce 
2161 Rayburn House Office Building 
Washington, D.C. 20515 

The Honorable Doris Matsui 
Ranking Member 
Subcommittee on Communications and 
Technology 
House Committee on Energy and Commerce 
2206  Rayburn House Office Building 
Washington, D.C. 20515 

The Honorable Frank Pallone, Jr. 
Ranking Member 
House Committee on Energy and Commerce 
2107 Rayburn House Office Building 
Washington, D.C. 20515 

 

Dear Chairman Hudson and Ranking Member Matsui,  

Thank you for holding today’s hearing, Global Networks at Risk: Securing the Future of 
Telecommunications Infrastructure. Below, find my statement for the record.  

Sincerely,  

Ali Shaikh 
Chief Product Officer  
Graphiant  
-------------------------------- 

The Problem 

In 2025, the United States continues to face the two-fold problem of cyber security risks: threats to 
our national security and threats to our business landscape. Data is the lifeblood of innovation as 
well as the means to attack the nation. Inappropriate use of applications with sensitive data can be 
exploited, foreign adversaries can get into our critical infrastructure and take advantage of unclosed 
weaknesses, and we will have no means of enforcing compliance and audit if we do not upgrade 
our critical infrastructure.  

A Solution 

These are solvable problems; US companies have a range of solutions to meet the needs of our 
government and our citizens. It is of the highest importance that we advocate for the accelerated 
deployment of key capabilities that give us the abilities to ensure compliance and audit for our 



regulators and oversight bodies, protect our national interests from threats, and deliver a better 
infrastructure for individuals and businesses to have better trust. 

The best analogy to describe what we should expect as an outcome is that like we use services like 
Google Maps and Apple Maps that in real-time allow us to see where we are on the planet, and even 
allow us to see our loved ones travel safely, we should expect real-time ability to see what is 
happening to our data. We should expect from our infrastructure to tell us where is our data, where 
it's going and did it safely go from point A to point B without breaking any laws or being stolen.  

Key Capabilities  

1. Real-Time Oversight: Provide continuous monitoring of network traffic, allowing teams to detect 
and respond to threats promptly. 

 

2. Advanced Profiling: Utilize sophisticated techniques, identify and categorize data flows, 
ensuring that sensitive information is handled appropriately. 

3. Data Sovereignty: Ensure that data remains within approved geographic boundaries is crucial 
for compliance with data sovereignty laws. 

About Graphiant 

Graphiant is a US company that focuses on providing Data Assurance.  These are services designed 
to provide comprehensive visibility, control, and compliance. Graphiant offers visibility into network 
traffic, enabling real-time monitoring and management. Graphiant employs advanced profiling 
methods and real-time telemetry to ensure that data is secure, efficient, and compliant.  

Conclusion 

Graphiant offers comprehensive solutions for modern networking challenges to deliver Data 
Assurance. By providing real-time visibility, advanced profiling, and compliance management, 
Graphiant empowers the United States to mitigate risks, enhance performance, and maintain 
control over their networks. These critical capabilities are essential for dealing with dynamic 
threats, increasing data complexity, and meeting regulatory requirements to fix our national 
security crisis. 

 



China Unveils Game-Changing Weapon That Could Decide Future Wars 

Published Mar 24, 2025 at 11:31 AM EDT Updated Mar 24, 2025 at 9:10 PM EDT 

https://www.newsweek.com/china-unveils-game-changing-weapon-that-could-decide-
future-wars-2049477  

 

China has developed a device capable of cutting reinforced undersea cables thousands of 
feet below the ocean's surface. 

The innovation comes amid concerns that Chinese vessels are targeting subsea 
infrastructure—threatening not only civilian but also military communications during a 
crisis. 

Newsweek reached out to the Chinese embassy in Washington, D.C. with an emailed 
request for comment. 

Why It Matters 

Since early 2024, Chinese ships have been implicated in several cases of suspected cable 
sabotage, including in the Baltic Sea and around Taiwan, the self-ruled island claimed by 
China. The vessels were discovered to be in the area when the damage occurred, with 
investigators citing evidence such as anchor dragging as a likely cause. 

Meanwhile, China has seen a rise in patent filings for tools designed to cheaply and 
efficiently sever submarine cables—vital infrastructure that carries more than 95 percent 
of global communications. 

What To Know 

The new invention was designed by the China Ship Scientific Research Center and its 
partner, the state-owned Laboratory of Deep-Sea Manned Vehicles, the South China 
Morning Post reported Saturday. 

It can reportedly slice cables at depths of up to 4,000 meters (13,123 feet)—twice as deep 
as the deepest underwater cables currently in use. 

The tool was first made public last month in the Chinese-language journal Mechanical 
Engineer. 

The report marks the first time this capability has been unveiled by any country, despite its 
stated purpose of enabling civilian salvage and mining operations on the ocean floor. 

https://www.newsweek.com/china-unveils-game-changing-weapon-that-could-decide-future-wars-2049477
https://www.newsweek.com/china-unveils-game-changing-weapon-that-could-decide-future-wars-2049477
https://www.newsweek.com/taiwan-seizes-china-owned-ship-undersea-cable-sabotage-2036517
https://www.newsweek.com/china-conflict-undersea-cables-cutting-internet-data-subsea-marine-baltic-taiwan-2012396


Developed specifically for deployment on submersible vehicles such as 
the Fendouzhe and Haidou-1, the device's titanium alloy covering and specialized seals 
can withstand the intense pressures of that depth for long periods, Interesting 
Engineering cited the authors as saying. 

A grinding wheel covered in diamond edges, spinning at a rapid 1,600 revolutions per 
minute, gives the device the ability to make short work of the protective steel layer 
encasing a cable. 

he device has put China watchers on alert over its potential for more aggressive use, as 
well as the Chinese government's legal ability to compel cooperation from private 
companies—raising fears about the disruption of U.S. military communications across the 
network of Pacific bases including Guam, SCMP wrote. 

What's Been Said 

Bonnie Glaser, the managing director of the U.S. Indo-Pacific Program's German 
Marshall Fund, wrote on X, formerly Twitter: "Beijing insists it isn't responsible for cutting 
undersea cables. So why did it just unveil a powerful deep-sea cable cutter that can sever 
lines at depths of up to 4,000 meters?" 

Theresa Fallon, founder and director of the Centre for Russia Europe Asia Studies in 
Brussels, wrote on X: "Beijing's underwater deep-sea, cable-cutting device makes 
explanations of 'it was just an accident' far harder to swallow." 

Chinese embassy spokesperson Liu Pengyu told Newsweek: "We oppose unfounded 
attacks and smears against China. This tool, developed by China independently, is used in 
marine scientific research. The U.S. and some European countries also have similar 
technology. China attaches great importance to protecting undersea infrastructure and has 
been and will continue to work with the international community to protect undersea 
cables." 

What's Next? 

Investigations into suspected Chinese cable sabotage are ongoing, including a recent 
incident involving a Chinese-crewed vessel sailing under a Togo flag of convenience. 

The ship was detained by Taiwanese authorities in February near where a cable linking 
Taiwan's main island with outlying Penghu County had been damaged. 

Update 3/25/25, 1:10 p.m. ET: This article has been updated with a comment from the 
Chinese embassy. 
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