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1. Your Name: 

Joshua Corman 

2. Your Title: 

Director, Cyber Statecraft Initiative (& Founder) 

3. The Entity(ies) You are Representing: 

Atlantic Council (& I am The Cavalry dot org) 

4. Are you testifying on behalf of the Federal, or a State or local 

government entity? 

 

Yes 

 

No 

X 

5. Please list any Federal grants or contracts, or contracts or payments originating with a 

foreign government, that you or the entity(ies) you represent have received on or after 

January 1, 2013.  Only grants, contracts, or payments related to the subject matter of 

the hearing must be listed. 

 

N/A 

 

 

 

 

6. Please attach your curriculum vitae to your completed disclosure form.  
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INSTRUCTIONS FOR COMPLETING THE TRUTH-IN-TESTIMONY DISCLOSURE FORM 
 

In General. The attached form is intended to assist witnesses appearing before the Committee on 

Energy and Commerce in complying with Rule XI, clause 2(g)(5) of the Rules of the House of 

Representatives, which provides: 
 

(B) In the case of a witness appearing in a nongovernmental capacity, a written 

statement of proposed testimony shall include a curriculum vitae and a disclosure 

of any Federal grants or contracts, or contracts or payments originating with a 

foreign government, received during the current calendar year or either of the two 

previous calendar years by the witness or by an entity represented by the witness 

and related to the subject matter of the hearing.  (C) The disclosure referred to in 

subdivision (B) shall include (i) the amount and source of each Federal grant (or 

subgrant thereof) or contract (or subcontract thereof) related to the subject matter 

of the hearing; and (ii) the amount and country of origin of any payment or 

contract related to the subject matter of the hearing originating with a foreign 

government.  (D) Such statements, with appropriate redactions to protect the 

privacy or security of the witness, shall be made publicly available in electronic 

form not later than one day after the witness appears. 
 

Please complete the form in accordance with these directions. 
 

1. Name, Title, Entity(ies) (Items 1-3 on the form).  Please provide the name and title of the 

witness and the entity(ies) on whose behalf the witness is testifying. 
 

2. Governmental Entity (Item 4).  Please check the box indicating whether or not the witness 

is testifying on behalf of a government entity, such as a Federal department or agency, or a 

State or local department, agency, or jurisdiction.  Trade or professional associations of 

public officials are not considered to be governmental organizations. 
 

Grants and Contracts (Item 5).  Please list any Federal grants or contracts, or contracts or 

payments originating with a foreign government, that you or the entity(ies) you represent 

have received on or after January 1, 2013.  For each Federal grant (or subgrant thereof) or 

contract (or subcontract thereof) related to the subject matter of the hearing, please include 

the amount and source of each.  For each payment or contract originating with a foreign 

government related to the subject matter of the hearing, please include the amount and 

country of origin of each.  Only grants, contracts, or payments related to the subject matter 

of the hearing must be listed.   
 

3. Curriculum Vitae (Item 6).  Please attach your CV to your completed disclosure form. 
 

4. Submission.  Please sign and date the form in the appropriate place.  Please submit this 

form with your written testimony.  Please note that under the Committee’s rules, copies of 

a written statement of your proposed testimony must be submitted before the 

commencement of the hearing.  To the greatest extent practicable, please also provide a 



copy in electronic format according to the Electronic Format Guidelines that accompany 

these instructions. 
 



Joshua D Corman 
     

      JC 
 

Objective 

I endeavor to be a driving force to advance the maturity and evolution of IT Security – in areas affecting public safety, human 
life, and the human condition. Through research, critical thinking, writing, education, and advocacy, I seek to create and boost 

signal, while disarming and reducing noise. I seek to leverage my existing personal brand, and advance its effect – for mutual 
benefit to the industry, my employer, and my mission. I am seeking a relationship with an organization that has needs and 
goals aligned with (and supportive of) my own. 

Snapshot 

A passionate, purposeful, principled, protector and provider. An aggressive thought leader and strategic, critical thinker with a 
deliberate balance of deep technical expertise, business acumen, and charismatic communication skills. A security Cassandra 

with proven instinct & vision on the 3-5+ year time horizon followed by passion to connect it back to current day challenges 
and choices. A staunch CISO advocate known for candor, intellectually honesty, accessible messages, and being a grounded 

“provocateur of the best kind”. 

Disciplines: CTO Experience, Public Policy Work, Professional Writing, Keynote & TEDx Speaker, Television, Film, & 
Mainstream Media Experience, Corporate & Technology Strategy, Business Development, Analyst Relations, Product & 
Portfolio Management, Market Analysis, Computer Human Interactions/Usability, Software Development Lifecycle 

(including DevOps). 

Employment Timeline 

Atlantic Council 2016 – Present 

Director, Cyber Statecraft Initiative, Brent Scowcroft Center for International Security 

 Role: Director for Cyber Statecraft and Cyber Safety in Non-Partisan, International, Policy Think Tank 

 Responsibilities include: Setting research agenda, International government & policy engagement, Writing Strategy & 

Analysis, Convening, Thought Leadership, Public speaking, TV/Media 

 Building the world’s first think tank initiative focused on Cyber Safety – where bits & bytes meet flesh & blood 

Sonatype, Inc 2014 – 2016 

Chief Technology Officer 

 Role: CTO, Technology Strategy, Corp/BizDev, and Public Policy, Supply Chain Intelligence Research/Reform 

 Responsibilities include: Strategic/Corporate Roadmap, Public Policy Lead, Build/Buy/Partner, Technical Go-To-

Market, Industry/Technical Working Groups, Thought Leadership, TV/Media, Community Development 

 Created/drove market for Software Supply Chain hygiene across regulatory, insurance, DevOps, and Legislative & 

Executive branches 

Akamai Technologies 2011 – 2014 

Director, Security Intelligence 

 Role: Developed 1st Security Intelligence practice for Akamai & drove strategic Build/Buy/Partner for new Security 

Business Unit. 

http://youtu.be/rZ6xoAtdF3o
http://www.imdb.com/title/tt2177843/
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 Responsibilities include: Design/Implementation of global intelligence practice (SIGINT, HUMINT, OSINT), thought 

leadership, government liaison, public speaking & media, management of intelligence team & security advocates, 
acting CTO for formation of Security Business Unit, Technical lead for M&A, industry/trade participation 

The 451 Group 2009 – 2011 

Research Director, Enterprise Security 

 Role: Managing Director and Lead Analyst of the Enterprise Security Practice 

 Responsibilities include: Research agenda, high volume written analysis, thought leadership, strategic consulting, 
public speaking and media, management of four analysts, business planning, industry participation 

IBM (ISS (vCIS Technologies)) 2001 – 2009 (twice acquired) 

    IBM 2006 – 2009 

    Principal Security Strategist (within Global Technology Services) – Promoted Spring 2007 

        -ISS (Internet Security Systems) 2002 – 2006 acquisition 

        Host Protection Architect – Promoted 2004  // Technical Product Manager, Desktop Protection Lines  

            --vCIS Technologies 2001 – 2002 acquisition 

            Product Manager + 

Cabletron Systems, Inc. (later Aprisma spin-out) 1996 – 2001 

Manager, Quality Assurance 

Education 

University of New Hampshire Class of 1998 

Bachelor of Arts in Philosophy [Summa Cum Laude, Phi Beta Kappa] 

Franklin Pierce College 2000 - 2001 

MBA Program – not completed 

Other Leadership 

Co-Founder, Rugged Software (dot org)  2010 - Present 

A non-profit organization focused on driving more defensible, resilient, safer digital infrastructure and software development. 
Co-Author Rugged Software Manifesto (Hippocratic Oath for SW Developers) & Rugged Handbook & Implementation Guides 

Co-Founder, I am The Cavalry (dot org) 2013 - Present 

A non-profit, educational organization focused on public safety & human life in connected technologies and the Internet of 
Everything. Author of the 5 Star Cyber Safety Framework, the Cavalry Position of Disclosure, and a growing list 
frameworks/guidance/analysis. 

Adjunct Professor, Carnegie Mellon University (Heinz College) 2013 - Present  

CISO Certificate Program on Modernizing/Managing Operational Threat  

http://www.ruggedsoftware.org/
https://www.ruggedsoftware.org/documents/
https://www.iamthecavalry.org/domains/automotive/5star/
https://www.iamthecavalry.org/about/disclosure/
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Task Force Member, HHS Cybersecurity Task Force 2016 

Representing “I am The Cavalry” (dot org) and the security research community in service to the HHS Task Force put into law 

by the Cybersecurity Act of 2015 
 

Advisors Board Member, ASAC, ISC2 501(c)(6) 2014 - Present 

Input into the current state and future trends of Application Security & the ISC2 CSSLP Certification 
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