
AMENDMENT TO THE AMENDMENT IN THE 

NATURE OF A SUBSTITUTE TO H.R. 4421 

OFFERED BY Ml. llllll 

Page 4, after line 18, insert the following: 

(c) CYBERSECURITY RESILIENCY OF HEALTH CARE 1

DELIVERY SYSTEMS.—Section 2802(b) of the Public 2

Health Service Act (42 U.S.C. 300hh–1(b)), as amended, 3

is further amended by adding at the end the following: 4

‘‘(12) CYBERSECURITY RESILIENCY OF HEALTH 5

CARE DELIVERY SYSTEMS.—Strengthening the abil-6

ity of States, local communities, Tribal communities, 7

and territorial entities to protect against, mitigate, 8

or otherwise address the impact of cybersecurity 9

risks or cybersecurity attacks that affect public 10

health through mechanisms (including awards of 11

grants or cooperative agreements under section 12

319C–2) that encourage hospitals and other facili-13

ties involved in the delivery of health care items and 14

services to use recognized security practices meeting 15

or exceeding the approaches promulgated under sec-16

tion 405(d) of the Cybersecurity Act of 2015.’’. 17

◊ 
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  Page 4, after line 18, insert the following:
 
  (c) Cybersecurity resiliency of health care delivery systems Section 2802(b) of the Public Health Service Act (42 U.S.C. 300hh–1(b)), as amended, is further amended by adding at the end the following: 
  
  (12) Cybersecurity resiliency of health care delivery systems Strengthening the ability of States, local communities, Tribal communities, and territorial entities to protect against, mitigate, or otherwise address the impact of cybersecurity risks or cybersecurity attacks that affect public health through mechanisms (including awards of grants or cooperative agreements under section 319C–2) that encourage hospitals and other facilities involved in the delivery of health care items and services to use recognized security practices meeting or exceeding the approaches promulgated under section 405(d) of the Cybersecurity Act of 2015. .
 

