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Representative Anna G. Eshoo (CA-18) 

House Committee on Energy and Commerce 

“Facebook: Transparency and Use of Consumer Data” 

2123 Rayburn House Office Building 

April 11, 2018 

On April 6, 2018 I asked the 21,141 subscribers of my newsletter to submit one question they 

would ask Facebook CEO Mark Zuckerberg if given the opportunity. I received the following 

510 responses, which have been curated into seven categories:  

 

1. Policies Facebook will adopt in response to the Cambridge Analytica controversy 

2. Privacy of consumers’ data 

3. Specific questions about the Cambridge Analytica controversy (when did Facebook 

know, why did they wait to alert consumers, etc.) 

4. Government policies in response 

5. Facebook’s role in the election/Russian ads on Facebook/fake news spreading on 

Facebook/ etc. 

6. Broader questions about Facebook’s business model—i.e. that the business model is 

selling consumers’ data 

7. Miscellaneous 

 

 

Policies that Facebook will adopt in response to Cambridge Analytica controversy 

 (97 Questions) 

 

1. What reparations will Facebook give the American people for allowing this breach of our 

democracy on your platform, and what is the timeline to complete them? 

2. My family wants to know why Facebook’s policies on unacceptable speech weren’t 

adhered to. Slander and lies ARE NOT free speech. 

3. You said you would get a notice to users affected by Cambridge Analytica. That notice has 

yet to arrive, and you should have known it was expected before this hearing. Please 

explain what measures you will take to prevent such high-profile failures in the future. 

4. What specifically will be done to inform users of how data about them will be used? 

5. What would restorative justice look like for all those harmed and impacted? 

6. What actions have you taken with those responsible for allowing third party access to 

user’s information? 

7. Can you guarantee that a similar or comparable breach will not happen again? Explain 

why. 

8. What specific policies and strategies do you intend to protect the privacy of Facebook 

users and give them control over what gets shared and with whom? 

9. What will Facebook do THIS time to insure that this doesn't happen again? (Similar issues 

in 2010.) 

10. How do you plan to change your company's policy on transparency and WHEN will we 

see those changes 
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11. What are Facebook's guidelines on valuing users and customers, and how are they 

implemented? 

12. Are you willing to state specific policies FB will implement to prevent a similar travesty? 

13. What is Facebook doing to protect my data now? And how is Facebook planning on 

making amends? 

14. What can Facebook do to prevent and deter the malicious third parties from using and 

selling the data they accessed and can now provide this data to other third parties? 

15. How will Facebook give users control of personal data's use? 

16. Will Facebook offer its members a blanket opt-out of the sharing of all personal 

information? 

17. What is his plan to prevent such data breaches in the future to keep users safe? 

18. What preventative measures are being implemented so that this does not happen again? 

19. WHAT IS YOUR PLAN TO STOP RESALE AND THEFT OF DATA FROM 

FACEBOOK MEMBERS CONTACT LISTS? 

20. To make a better Facebook user experience, why not give *users* access to and control 

over that exp? 

21. Now that you know the high cost of your carelessness, what steps are you taking to 

remedy.  

22. What commitments will Facebook make to allow the public full transparency and 

oversight of the political activities taking place on the Facebook platform? 

23. What steps are you taking to retrieve and delete the information that has already been 

scraped? 

24. Can we be sure it won’t happen again? 

25. What steps have you taken to assure that this kind of data stealing does not happen in the 

future? 

26. What other vulnerabilities is Facebook addressing? 

27. Does he plan to notify all the affected consumers and let them know EXACTLY the data 

breached? 

28. What will you do to prevent this from happening again? 

29. What steps are you going to take to earn our trust? 

30. What changes will be taken to insure transparency in advertising sources? 

31. Americans do not yet fully understand the high cost of free. What are you willing to do at 

Facebook 

32. Despite its best intentions, Facebook has continued to make decisions about privacy that 

help Facebook itself at the expense of users, from features like Beacon to the latest 

scandal about oversharing data with third-party apps. It seems like each time a problem is 

fixed, a new one appears. Whatever process is in place, it doesn't seem to be working. So 

my question is, what fundamental changes is Facebook making to prevent these sort of 

user-hostile decisions from being made in the future? 

33. What controls do you plan to put in place to protect privacy and prevent misuse of data? 

34. Are rumors true that FB’s considering charging users to ensure protection of privacy? 

35. What specific steps are you taking to ensure that all Facebook users' data is secure and 

protected? 

36. What will Facebook do to prevent this security breach from happening again? 

37. How will you make amends for illegally distributing private information of my 

constituents? 
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38. Can hacking be totally prevented in the future? 

39. What concrete steps can you show the American public that you will put social 

responsibility above $ 

40. What do you plan to do in the future to prevent a repeat and guard our privacy? 

41. Users want the ability to limit the data about them that is collected. Can you commit to 

that? 

42. Moving forward what will be done to prevent future slips and any steps to recoup? 

43. Please tell us what you have done, rather than are going to do to address these problems. 

44. What steps can and will you take to insure our privacy in the future? 

45. How will you keep my information safe going forward? What will you do to fix illegally 

obtained info? 

46. Given your business model, how can you guarantee that this will not happen again? 

47. Why did you not foresee this and prevent it? 

48. What is Facebook doing to make sure this doesn't happen again? 

49. Walk us through concrete steps of how such abuse will be stopped in the future. 

50. Will the Facebook board of directors be holding any extra meetings over the next few 

months to deal with this new set of challenges? 

51. After these issues are resolved would you take it upon yourself to ensure that companies 

advertising on Facebook are not predators exploiting the public for unnecessary monetary 

gain? 

52. What security will be applied to your software to avoid a reoccurrence? 

53. Precisely, what will Facebook do to allow users to control what companies/apps have 

access to data? 

54. How will you ensure that user's data is protected from now on so that this sort of 

egregious activity will not recur and have safeguards in place by (date to be set by your 

committee)? 

55. What kind of policies will you put in place to protect the people using Facebook? How 

will you test? 

56. How will you ensure users are aware, consenting, and involved in changes that impact 

their privacy? 

57. What steps is Facebook taking to make sure our data is not shared without our 

permission? Why should we believe you? 

58. What will he do to make sure this doesn’t happen again? 

59. Will you be reporting your progress to the public on a regular basis? 

60. How are you going to change your business model to protect customer data, give 

customers control over it, not give third parties access to it without explicit permission, 

and remove the incentive to seek maximum monetization of customer data. 

61. Are you solving this privacy issue at the ethical level or just the one technical level that 

caused the current problem? 

62. What safeguards is he putting in place so this doesn't happen again? 

63. Will you, Mr. FB CEO, provide a published Telephone # & Account Assistance 

Resource for All Users? 

64. When did he go back on his promise to keep Facebook users' data private? 

65. Does Facebook have adequate policies in place to ensure both privacy and security? 

66. What steps has Facebook taken to correct the mistakes that have compromised the 

personal information of millions of Americans & other? 
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67. What steps are you taking to ensure the privacy of our data? 

68. What changes will be put in place to insure this does not happen again? 

69. Is Facebook going to fix this access problem immediately and completely and ensure that 

it never happens again? 

70. Will you fund fact checking on Facebook, and actively counter lies published as news? 

71. Is it possible as a fan of Facebook to have a location directly on our news feed fact 

checker on items posted to our page? This would help Facebook and users.  

What do you think should be done to Cambridge Analytica for causing this problem? 

72. Are you willing to commit, today, to educating your users so they are both aware of the 

data you and other companies harvest, and are better able to be critical consumers of 

information online? 

73. How can you assure us that this won't happen again? 

74. What do you have in place to prevent this again, negate its damage now, and punish ALL 

perpetrators? 

75. What definitive actions will you take to protect the individual's right to keep data private? 

76. Will you provide users the guaranteed option to 1) download a copy of ALL data you 

have acquired on them and 2) allow and guarantee EVERY past and present user can 

have ALL their data deleted from ALL servers and ALL archives? 

77. How can you keep this from happening again? 

78. What will you do to ensure that people's data already released will not be used 

improperly in the future? What changes will you implement to keep people's data safe 

moving forward? How will you keep bots from setting up phony accounts? How will 

Facebook combat the spread of fake news? 

79. What are you planning to do for the people whose personal data was stolen? 

80. To regain public trust, could FB allow individuals to opt-out of ALL ad targeting? 

81. What measures were taken to prevent malicious third parties to gain access to the info 

leaked? 

82. Can you imagine centrally sourcing and tracking/tracing all usage of Facebook data by 

third parties? 

83. If he's required to break off some of his company, what components would he spin off? 

84. What are you doing to restore public faith and keep Facebook as safe as possible? 

85. What steps are you taking to ensure that this does not happen again? 

86. I would ask Mr. Zuckerberg what guarantee can he give his users that Facebook will treat 

our personal information and data the way he would like his to be treated. 

87. What will Mark and Facebook do in the future to protect Facebook users' privacy? 

88. How can you change your business model to protect the personal information of your 

Facebook members while maintaining your marketing sales? 

89. FB failed to protect its users’ private data. How will FB make it up to its users? 

90. What will Facebook do now to assure that our data will not be misused? 

91. How will you ensure equal access and free speech as a gatekeeper to the new public 

forum? 

92. What, specifically, are you doing to fix this problem? 

93. As a matter of policy, does Facebook have allegiance to any nation? 

94. Why can't FB comply with European privacy standards here in US? 

95. What are his plans for avoid this in the future? 
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96. Will you make the security level you apparently personally enjoy available to customers 

if requested? 

97. Since Facebook profited from monetizing users whose privacy and right of privacy has 

been irrevocably compromised, shouldn't Facebook now compensate those users? 

 

Privacy of consumers’ data (103 Questions) 

98. Is there any way to stop Facebook algorithms from collecting users' data? 

99. Why should I believe that Facebooks's problems with privacy will be resolved this time 

when they were clearly not adequately resolved when Facebook first had privacy issues 

exposed several years ago? 

100. Has Facebook ever sold any user data under a data licensing program? If yes to who? 

101. I'm not a Facebook user. When will Facebook & it's entities stop adding unauthorized 

cookies to my browsers? 

102. The information button Facebook announced (with source, wiki site, and related 

articles) is a step in the right direction. Will they offer fact checking services and ratings: 

notification if an item has been artificially promoted via troll farm and do they have 

further protections in development such as watermarks or tags too identify video and 

audio that has been manipulated? 

103. Will you hold Facebook USA to the same privacy standards as Facebook Europe? 

104. What policies will you put in place, and how will you be transparent about data privacy 

and security, about assuring users that they have full control over all their information? 

105. You created a world-wide platform and your social media platform with 2 billion users 

changed the world. What is Facebook doing to make a positive impact to society? 

 

2. In light of what happened, the misuse of user data, and your platform dependence on 

the user data as a revenue source, how will Facebook lead the way on data security and 

privacy? What are your thoughts on how we (in government) should respond to prevent 

the misuse of user data? 

 

3. Apple uses a process it calls "differential privacy" to anonymize user data that it 

aggregates. What is Facebook's process? How can your process provide security and 

privacy protection for all 2 billion users? 

106. Why not have the end user decide if they want to have their info kept within Facebook?  

107. How many people on FB had their information compromised by all apps not just 

Cambridge Analytica? 

108. Why does FB fill your page with ads from sites you visited instead of using info from 

your friends? 

109. 1) What right does Facebook have to freely gather all this private metadata and actual 

communications of people using its service without notifying how they may be impacted 

negatively by the company’s activities? 

2) Should Facebook be regulated by the Federal Government to insure that these abuses 
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do not occur again? 

3) Should Facebook be required to disclose all third parties who may be accessing a 

user's information without the user giving specific permission to such third parties? 

4) Many finance companies are required to obtain annual permission from customers 

before releasing their information to subsidiaries or other affiliated entities. Why should 

Facebook not have similar requirements? 

5) Why should the Government now allow Facebook to claim they will fix these abuses 

of our privacy without the Government being able to monitor and regulate their activities 

to assure compliance? 

110. How long are third parties legally allowed to retain the user data that they got from 

Facebook (e.g. 1 yr, 5 yrs, forever)? 

111. - Will you pledge to require all advertisers to disclose in detail their funding sources 

through methods including, but not limited to, notices attached to every single 

advertisement that appears on your site, which viewers can easily access by clicking a 

single link? 

- You recently stated that Facebook will support Sen. Klobuchar's Honest Ads Act. What 

other recommendations does Facebook have to improve regulation of political and other 

content on its sites? How will you go beyond the letter of the law of the Honest Ads Act? 

- Do you pledge that Facebook will work aggressively, proactively, and sincerely to 

ensure that your platform will be a positive contributor to the democratic process from 

now on, rather than an obstacle to fair and free elections as it was in 2016? 

- Will Facebook continue to use sophisticated methods to limit its federal taxes, or do you 

intend to take a more civic-minded approach to your business? 

112. Should the US recognize a web user's right to personal data privacy such as the EU has? 

113. Can Facebook offer a fully private ad-free annual membership plan like an unlisted 

phone number? 

114. Mr. Zuckerberg,  

Facebook is already operating in European countries with much stricter privacy laws. 

What is stopping you from applying your already existing stricter European software to 

your American customers? We understand that if you sell less personal data you will 

make less income. At what point do you demand decency over dollars? 

115. How will you protect user’s privacy? 

116. What do you think Facebook's responsibility is to protect data & privacy of your users? 

117. When can you implement plagiarism-detection software to ID & intercept propaganda 

118. Haven't you monetized people's need to be connected with family and friends? You say 

it's free but the cost Facebook users pay is to lose their personal information about 

themselves and their relationships with others to people who just want them to fear more 

and spend more. Isn't Facebook just a form of data mining? 

119. Why should we trust you again with our important information, our friend’s contacts 

and our family secrets? 

Information that could be used against us, and was used against our Democratic elections 

process. Information that could be sold on the black market steal our identities. 

120. What is his plan to prevent such data breaches in the future to keep users safe? 

121. Can we get the names of ALL individuals and organizations that Facebook has shared 

users’ private data with and when was it shared? 
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122. Ask him why he and his company reneged on his promise to the BBC back in 2009 that 

the person who owns the data is the one who put it there. 

123. Why doesn't Facebook make the default setting MAXIMUM PRIVACY? 

124. How much would the service cost for consumers to maintain their privacy? Would 

Facebook still be as popular? 

125. You’ve already broken your past privacy promise. How can we trust you to protect our 

privacy now? 

126. How do you plan to protect individuals’ privacy and data from use by others without 

specific written? 

127. When are you going to seriously protect user data and stop exploiting it? 

128. Why isn't "Opt Out' the default for everything? Why not only as for 'Opt In' when 

someone accesses a feature that might need it? 

129. Why are you willing to risk our democracy by selling your customers privacy merely to 

make money? 

130. Is it possible to 100% protect user data? 

131. What steps to limit access to users' data had Facebook considered but implemented prior 

to these breaches? For what reasons, apart from technical limitations, were they not 

implemented? 

132. What distribution and publishing rights does Facebook have to user's info and uploaded 

files? 

133. Why were they seeking patient records from hospitals? What is off limits for them? For 

Congress? For Citizens? 

134. Describe in detail how you are now protecting the privacy of your subscribers. 

135. How do users benefit in anyway at all in having 3rd party people be privy to their 

private info? 

136. When new privacy settings are added, why are they opt -in instead of opt -out? 

137. Why can't companies like Facebook take initiative in protecting users instead of waiting 

to be regulated by the government? 

138. What measures will Facebook web designers do to ensure personal information be the 

property of users themselves to change and modify as those individuals see fit? 

139. How can FB increase the transparency and authentication of account owners to avoid AI 

BOTS? 

140. How can we find out if our personal data was scraped? 

141. Hi. Thank you for soliciting our questions. As a Facebook customer I’d like to know if 

the customers will know they were breached and how we can be assured that our personal 

data is not being used currently or in the future for malicious purposes. What algorithm 

sent each end users data to Cambridge Analytica? Linda Miola Furrier Palo Alto, CA 

142. Since interconnected personal information is continually being collected freely on 

Facebook's social network, what do you feel is Facebook's obligation to its community to 

provide transparency around what is being collected, and how and when this information 

is shared, and secondly, what are your thoughts around providing all Facebook users with 

the ability to request on-demand reports that detail what personal information is shared 

with who and when? 

143. When the environment on the internet is so hostile, and your business model is built 

specifically to harvest user data, how can you, over the long run, actually protect any data 
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at all? Isn't the only real answer to turn control over every user's data completely back to 

them? 

144. Mr. Zuckerberg, has Facebook considered "dual factor" encryption, such as used by 

DOD and our national labs, to secure its digital reserves? Paul Grant 

145. How can you make it crystal clear what information is being shared with whom, and 

make it an Opt-In choice? 

146. Is Facebook responsible for content, or is it a neutral platform like a telephone service 

provider? 

147. Why does Facebook put up so much resistance to having one single page for privacy 

settings? 

148. You've been repeatedly apologizing for Facebook's violations of its users' privacy since 

the company's founding-including signing a consent decree with the FTC in 2011. Why 

have you been consistently unable to correct or account for your inability to foresee the 

consequences of your decisions? 

149. What assurances can you give the public that their data will not be accessed by 

unauthorized (by them) third parties? 

150. Please discuss why FB did not comply with the 2011 consent decree requirements? 

151. How may I help you protect our data and identity information? 

152. How does Facebook plan to implement protections to user data in its application, and 

how will these changes be communicated to account users in a user-friendly way? 

153. Is there a way Facebook can allow users to share their data with individuals but prevent 

automated data harvesting robots from getting the data? 

154. Who legally owns the data that is posted on Facebook? The individual posting it or 

Facebook? 

155. Mr. Zuckerberg, in "joining people together" did Facebook, in your opinion, adequately 

protect users from advertisers? How is it that Facebook believed it had the right to sell 

user information without informing them, or obtaining user consent? 

156. Why won't you commit to extending to US citizens the privacy protections extended to 

EU citizens? 

157. Why does Facebook need to harvest my personal information? Isn't your advertising 

enough? 

158. The EU says consumers own their information, do you believe consumers own their 

data about their likes and preferences? 

159. I thought that information collected by FB or an App, would be general, telling 

something like guys preferred black ties with polka dots so manufacturers could make 

them and sell them like hot cakes. When did it switch so that the data collectors knew 

who in particular liked the poker dot ties? And why? 

160. Will you allow your users to remove data they consider private? When? 

161. If Facebook aware of other third-party information mishandlings that they have not 

disclosed? 

162. User privacy and advertising ease are sometimes in tension. Will you commit to 

consistently privilege user privacy over advertising ease, and exactly how? 

163. Facebook requires users to provide email and cellphone numbers. The latter are used for 

two-factor authentication. FB has monetized security information. Is this a good idea? 

164. How can I control my personal data on Facebook? 
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165. Will your company make privacy easier for the consumer to understand and use so they 

do not have to be concerned about their personal information? 

166. Shouldn't Facebook make users decisions on privacy decisions OPT-IN, not OPT-OUT 

167. Why isn’t my privacy a top priority? 

168. If Facebook continues to be free, what am I giving up for this service? 

169. Why is it we have to pay for protection to keep our site safe? 

170. Do you think data and privacy issues imply that government oversight of tech 

companies is needed? 

171. What gives you the right to use personal information for profit and not feel responsible 

for knowing how it will be used? 

172. Should FB allow users to opt out of sharing any privacy data with ANY 3rd party users? 

173. When will Facebook notify users that their profiles were misappropriated? 

174. Is Facebook willing to allow subscribers to opt out of ads and not have to pay for that? 

175. Will you commit to not selling your customers data, and safeguarding their data? 

176. What guarantee do I have that friends-only data is not used outside that context? 

177. How will you ensure user data privacy in future? 

178. How big (pervasive) do you think Facebook should be, by what measure(s)? 

179. Who were the parties involved and what data was accessed? 

180. What software or hardware systems did Facebook have to prevent hacking into 

accounts? 

181. Did not Facebook Users Give Permission To Share Their Data? 

182. How do you use the information given you by those who sign up for FACEBOOK?  

183. If you sincerely & primarily intended to connect friends & families, why allow the 

monetarization of the data to a vast array of unaccountable groups w/out promptly 

blocking for months after outside pressure to take action? 

184. If you did not use any FB apps, how much was your data exposed? 

185. What other 3rd parties is this information being sold to? How will FB prevent this for 

ALL elections and referendums in the future? 

186. When can you provide a detailed list of everyone who has my data, data being any info 

with my name linked? When can you purge all my data and provide proof of the purge? 

187. TV ads use content as target. Does FB connect people or make people TARGETS using 

their PII/SPI? As a parent and with my knowledge of technologies, I have raised the issue 

of privacy in local public schools for a long time but to no avail. I had to live with 

frustrations trying to raise my kids by providing an environment that allowed them to 

learn and grow and to make mistakes but not be defined by them or made targets. But 

those who made money of my children's innocence donated a fraction of it back to 

schools that effectively made them turn a blind eye and deaf ears to privacy concerns. 

The Terms of Service of Facebook and other "free" services were written to make them 

inculpable and they "knew" that no one would read it or understand it. The Terms of 

Service of Facebook and other such "free" services should be made similar to the lengthy 

fine-print contracts of no annual-service "free" credit cards that protects consumers. We 

must also be consistent in our message as leaders. If we have learned anything about the 

recklessness of data privacy in social networks, should leaders be encouraging 

constituents to sign-up to Facebook, Twitter, or Google+ to contact them? The icons of 

FB, Twitter, and Google+ were there on your Contact page with no warnings to users that 

doing so could potentially compromise their privacy. I find such inconsistent messaging 
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playing directly into the hands of services reaping the benefits of PII and SPI 

inadvertently provided by people using them. Between the phone and me, I am the smart 

one. Do we want to create a world where devices define who we are and trap us into 

stereotypes? Do we want to create a world where people can define and redefine 

themselves without having to also update profiles on devices around them? 

188. Mr. Zuckerberg, what's your plan in fighting abuse of user data? 

189. Is account info safe, such as private information: name, contact info if set as private 

190. What are you doing to PREVENT unauthorized access to users¿ personal data like the 

Cambridge Analytica breach during the 2016 Presidential election campaign? 

191. What will Facebook do to protect users? 

192. I think that the basic question is: 

"What is the potential impact of having this data stolen? 

The answer should include implications on their (those affected) personal, financial and 

social their effects." 

2nd question is:  

"What safeguards will be implemented to prevent data breeches in the future." 

3rd supplemental question is: "What methods of assuring privacy will be implemented in 

their processes" 

193. Can he ensure only anonymous data is shared? 

194. Does FB really delete personal info when users request so? Are FB aware others 

accessing their data? If so, what they do? If not, why not? 

195. To protect user privacy, is user data anonymized before being shared outside Facebook? 

196. How are users to trust whatever FB puts into place, isn't it too little too late? 

197. Will you promise that people who quit FB will have all their data deleted? 

198. Is there any reason we should trust Facebook with our privacy data? What safeguards 

are in place to? 

199. Why would Facebook think it was OK for a user's friend to be able to give away that 

user's personal data to unknown 3rd parties? 

200. Can anyone buy access? Do you have any criteria? 

201. Does Facebook have any constraints /guards in place to protect users’ personal data or 

have they always been selling it? If we have an account, should we assume that dell our 

privacy has been breached? 

202. Is money more important than privacy? 

 

Specific questions about the Cambridge Analytica scandal (when did Facebook know, why 

did they wait to alert consumers, etc.) (29 Questions) 

203. When did you really know that Cambridge Analytica misused data? 

204. When did FBook 1st allow 3rd party access and did you receive any remuneration for 

it? 

205. How is it that you didn't anticipate this? 

206. Did you know, and how do we know this won’t occur again? 

207. How will we know on a quarterly basis if any corruption occurred? 

208. When did you learn that FB could be manipulated for 'psy-ops' purposes, and what did 

you then do? 
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209. Please ask why FB’s Consent Decree didn’t deter the Cambridge breach. ??U! 

210. Why did it take so long to notify users? 

211. Describe their vetting system that allowed the researcher to gain access to so much of 

Facebook. 

212. When you learned that Cambridge Analytica's research project was actually for targeted 

psychographic political campaign work, did you contact the CEO immediately? 

213. Did Cambridge Analytical breach the terms of their agreement with Facebook and if so 

what action is being taken.  

214. What did you know? And when did you know? 

215. Why did you allow them to get/buy these files? 

216. Were Facebook people working with Cambridge Analytica and the Trump Campaign to 

set up targeted messaging?  

2) What is their accountability? They need to change their business model of making 

money off of the user’s data.  

3) What are the safeguards they are instituting? -we need oversight to ensure this does 

not happen again.  

217. Facebook was aware of the issue for two years. It was brought to light by someone other 

than Facebook. Why didn't Facebook let their users know of the breech? 

218. How did this security breach happen, was it just to get dollars? 

219. Why did Facebook decide not to let its users know while knowing it in 2016 or maybe 

even earlier? 

220. Did you release the original data to the researcher with personal names and if so why? 

221. Why was a written "We deleted the data" enough from those who took it illegally? 

222. What other organizations have accessed Facebook users' account information? 

223. Why did it take so long for you to acknowledge the problem and now what are you 

going to do to fix?? 

224. When did you know and exactly what did you do? 

225. Who has been damaged because of your company’s practices? 

226. Why does Facebook take so long (years) to notify folks that their data has been stolen 

and misused? 

227. Was Mr. Zuckerberg's data included in the data sold to the malicious third parties? 

228. What went wrong and what can Facebook do to assure its customers have privacy? 

229. Did your relationship with your investor Yuri Milner influence your release of 

information to Cambridge Analytica and in selling hits to Russian hackers??? Rubles 

huh? 

230. Will he guarantee that we will know as soon as he knows in the future? 

 Government policies in response (25 Questions) 

231. Why shouldn't government regulate your industry? 

232. FACEBOOK SHOULD BE SUBJECT TO THE SAME REQUIREMENTS AS 

BROADCAST MEDIA IS WHEN ACCEPTING ADVERTISING 

233. Sen Mark Warner is supporting his bi partisan bill, Honest Ads Bill and had approached 

Zuckerberg several times about bill. Until now, Zuckerberg would not sign on to bill. Is 
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he really ready to do so now and what will he do to follow up? Thanks so much for 

"grilling" him! (Fran Codispoti) 

234. Why should Congress allow you to remain the Chairman and CEO of Facebook after 

you knowingly allowed your users private information to be scraped by Bad Actors and 

then after seeing it put to evil use did nothing! 

235. How can Congress work with Tech firms to ensure safeguards to media accuracy and 

citizens’ privacy? 

236. How do you think tech companies should be held accountable through policy and 

federal regulation? 

237. Does Mr. Zuckerberg support EU GDPR (General Data Protection Regulation), and 

should the US adopt the GDPR, would doing so negatively affect FB? 

238. Should the US adopt the EU's General Data Protection Regulation (GDPR)? If not, why 

not? 

239. Is Facebook willing to have some government regulation? 

240. What measures ensure data breaches like this won't happen again? Can we (govt) help? 

241. What additional curbs should the government place on social media to prevent political 

hacking?  

242. Social media is media. Will you agree to be regulated like normal media companies are? 

243. What can our Intelligence Agencies due to better inform Facebook of likely risks and 

collaborate together to minimize foreign interference in our national discourse? 

244. Isn't time to institute a DSGVO in the US? 

245. Will Facebook agree to sufficient government oversight to insure upgraded security 

measures are implemented? 

246. What public interest FCC regulation (existing or new as appropriate for your co) would 

you propose? 

247. Question is for the Congress - Why don't we have data privacy laws similar to EU? 

248. Why shouldn't the United States pass personal privacy laws at least as stringent as those 

in Europe governing companies, including social media? 

249. Why should the Federal Government continue to allow Facebook to operate without 

placing significant restrictions to prevent future data misuse and breaches? What new 

actions will Facebook implement? 

250. What penalty should Facebook pay if it is used to unfairly influence voters in the 2018 

election? 

251. Hi Anna -- This is a massive betrayal of every Facebook user and of democracy. 

Criminal negligence? 

252. How could FB not follow up after FTC had fined them and raised concerns 

253. "Mr Zuckerberg, what do you think the US government should do to prevent abuses like 

this from happening again to any current, or future media system?" (Because I personally 

believe Facebook was, and continues to be, exploited by bad actors. Facebook SHOULD 

absolutely do more going forward, but we can't say they HAD to do more in the past). 

And I bet they know better than anyone what could be done. Hope this helps :-) 

254. What penalty is appropriate to ensure Facebook will not hide a hack again? 

255. What level of restitution is appropriate for a data breach? 
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Facebook’s role in the election/Russian ads on Facebook/fake news spreading on Facebook/ 

etc. (83 Questions) 

 

256. Why did you ever let the Alt-Right and Neo-Nazis organize on Facebook; why do they 

still get to? 

257. How did Donald Trump asking me to vote for him in Presidential campaign break into 

my FB news feed? 

258. How can you ensure that no enemies of our state--be it countries, individuals, or 

organizations--are paying for or otherwise proliferating political memes, ads or false 

news? 

259. What is your plan to prevent another Election 2016 disaster for the 2018 midterms? 

260. Will Facebook commit to follow the same political advertising standards print 

publications and broadcast networks are held to? 

261. What mistakes has Facebook made in handling user data & distributing false news? 

262. Rather than be a force for the democratic good, Facebook is in the terrible position of 

supporting the rise of facism and hatred in the US. Would Facebook be willing to start a 

grant program, like the one it developed for community builders, to help educate ALL 

American consumers about critical thinking when evaluating news, and online civility? 

263. Will Facebook cooperate with the FEC to investigate allegations of collusion with 

political campaigns? 

264. Did any political organization obtain personal data from Facebook prior to 2016. 

265. Ask him how it feels to be complicit in the wrongful election of Trump!!! 

266. In hindsight, in order to avoid influencing future elections, what would you have 

Facebook do differently? 

267. Would you support impeaching Trump to atone for fake news placement and 

propaganda on Facebook? 

268. Why weren't you more thoughtful about how Facebook could be leveraged by bad 

actors on the platform? 

269. Why did you collude with Russians in order to elect a madman? Ask it just like that or 

no vote from me. 

270. Why did FB continue to take Russian $ even though its involvement was clear months 

before the election. 

271. What does Facebook plan to do to rectify the damage it has done to the 2017 

Presidential election? 

272. Get out of influencing politics, both candidates and issues. 

273. Do you feel you have a moral responsibility to run a platform that protects our 

democracy? 

274. CA bill AB 2188 would make social Media Political Ads disclose their true funders. 

Why not just do It. 

275. How will you stop the divisive communications from Russia and/or other groups who 

strive to further their own agendas while dividing the American people? 

276. What specifically is FB doing to stop the spread of fake news on social media? 

277. Here is another article on the two college kids who CAN figure out how to identify 

Russian bots. Please ask Zuckerberg why FB, with ALL their resources and smart people, 

can't or won't - do an even better job. Bots of ALL kinds should be clearly identified by a 
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big red box around the post, OR better, bot accounts should be deleted entirely as soon as 

they are identified.  

https://www.mercurynews.com/2017/11/07/as-fake-news-flies-after-the-texas-shooting-

uc-berkeley-students-identify-twitter-bots-fueling-the-problem/ 

278. What went wrong that enabled these bad actors to manipulate Facebook to influence the 

American electorate? What specific policies and protections can we put in place to make 

sure that this never happens again? Doe can that be enforced without getting government 

into your (and others) technical processes? If you were a govt administrator responsible 

to insure that Russian and other foreign bad actors couldn't access Americans private 

information and manipulate Americans as they did with Facebook in 2018, what would 

you do? 

279. What do you plan to do to address the spread of fake news and propaganda which your 

platform facilitates? Why were you so dismissive about the usage of FB to disseminate 

lies and hatred when concerns were raised by your employees before the presidential 

election? 

280. Is your plan to stay politically globally neutral or is it to favor a position by featuring 

one and obscuring another? 

281. Does Facebook have a responsibility to promote democracy? If so, how can you 

implement this? 

282. The most primitive "big data" analysis tool would have discovered the foreign 

influence. Why was it not used? 

283. Why is Andrew Bosworth still working at Facebook after encouraging both the Russian 

influence ad campaign, and, the Cambridge Analytica breach with his disturbing growth 

memo? Why did you then say that he has a divergent viewpoint last month and 

acknowledge its authenticity and seriousness, while exposing your failed obligation to 

enforce ethics with your executives as CEO and Chairman of the Board? Mr. Bosworth 

wouldn't be employed elsewhere making such statements...I want to know how you feel 

you can be effective as Facebooks CEO and chairman now? 

284. Were there earlier incidents of malicious third parties in prior elections, and if so, why 

were they undisclosed? 

285. When was Facebook first aware that user data may have been compromised for political 

purposes? 

286. How you will block fake and doctored videos from your users' uploads? 

287. What bad actors have my profile and personal profile photo? I want a list so I can 

defend myself. 

288. How will you verify users in the future to make sure that those communicating on 

Facebook are real? 

289. To what extent do you feel responsible for the corruption of reality the right wing is 

suffering? 

290. What fraction of Facebook's income comes from the sale of people's data, from the 

dissemination of questionable information and from the sale of advertisements to external 

political organizations such as Russia? Would it hurt Facebook so much as to eliminate 

these sources of income? 

291. Could Facebook construct and maintain social network graphs of cyber propaganda sites 

on Facebook? 

https://www.mercurynews.com/2017/11/07/as-fake-news-flies-after-the-texas-shooting-uc-berkeley-students-identify-twitter-bots-fueling-the-problem/
https://www.mercurynews.com/2017/11/07/as-fake-news-flies-after-the-texas-shooting-uc-berkeley-students-identify-twitter-bots-fueling-the-problem/
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292. How could your company accept money on political posts and not think it was against 

our Constitution. 

293. How will you prevent Facebook from thwarting our elections? 

294. How, short of regulation, can Facebook prevent bad actors from undermining trust in 

democracy? 

295. Where is the due diligence in marketing/sales when accepting foreign accounts, i.e. 

Russia??? 

296. How is your company going to actively combat Russian interference in our democratic 

process? 

297. What type of FB person were the 3rd parties looking for? For what reason? What did 

they do with the information? 

298. What is Facebook currently doing to prevent malicious actors from gaining access to 

users’ data? 

299. What steps have you taken since the 2016 election to protect against these breaches in 

the future? 

300. In addition to what Facebook has already done since the 2016 Russian meddling in our 

election (which is a bipartisan issue), what else is Facebook doing to ensure this kind of 

attack does not happen again? 

301. What concrete steps are being taken to insure that there will not be foreign influence in 

our democratic process? 

302. In your opinion did FB content targeting and compromised personal data result in DT¿s 

electoral win? 

303. How will the company specifically monitor fake news and bots and protect user 

security? 

304. Does Facebook have a duty to prevent the use of its platform from undermining 

elections? Is transparency the right antidote? 

305. Why did Facebook sell all of our private information? Was it to further Trump's 

campaign? 

306. How will you prevent Russians and anybody from weaponizing Facebook for improper 

uses? 

307. So we heard, a couple of months ago, how your staff carefully explained to the Trump 

team how to use your system to get personal data on your subscribers and how to use it. 

Now you think we forgot how you handed them the store and that this was all some 

mistake or negligence? It wasn't a mistake. It was deliberate collusion. 

308. Did you allow the same access to President Obama's election team? 

309. How has your position changed on the role Facebook is playing in our democracy? 

310. How can you recognize third parties that are malicious, if they are not well know? 

311. How does he plan to balance advertising/data revenues v protecting privacy and 

combatting fake news 

312. Are they doing enough right now to protect Midterm elections? 

313. FB now understands the nefarious activity of the 2016 election, but bad actors are 

always one step ahead. What are you doing to stay in front of any such activity and 

finding out before it's too late? 

314. How can you, on one hand, tell advertisers that your platform is an effective use of 

marketing dollars, while on the other, try to tell the American people that illegally-run 

election ads placed by foreign nationals wouldn't have made a difference? 
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315. How do you plan to protect your platform from future exploit by foreign entities? 

316. How to control untruths via Facebook 

317. What is FB doing to trace how the hacked info is being used for purposes other than 

political targeting? 

318. How would you verify not only the legitimacy of a post and also prevent the spreading 

of hatred? 

319. What specific actions is Facebook taking to prevent false news stories and malicious 

meddling in the 2018 election? 

320. Using AI or conventional methods, what steps will you take to detect/eliminate trolling 

and misinformation from foreign/domestic entities? 

321. Cambridge Analytics reportedly used Facebook data to target Brexit voters in 2016. 

Why didn’t this manipulated outcome (done without Facebook users’ permission) get 

your attention before Trump did the same thing in the U.S. election? How can you 

guarantee that this will not happen again in 2018? 

322. Explain, without excuses, the wide variance between your statements and real events 

with Russian uses of FB. 

323. In your estimation, how can we, as a country, protect ourselves from misinformation 

that undermines our democracy and tears our society apart? What do you see as social 

media's role in ensuring that it serves all of our best interests and is not a tool for those 

who might want to do us harm or sow the seeds of discontent? 

324. Will you pledge to be transparent about foreign powers trying to use Facebook to 

subvert elections? 

325. What specific actions will you take to prevent foreign interference in US elections? 

326. Mr. Zuckerberg, did Facebook provide user data to the Obama campaign in 2012? 

327. How can we stop invisible Individually-targeted propaganda machines that seek to alter 

election results? 

328. Mr.Zuckerberg: Can you tailor Facebook's business model so it will not become an 

existential threat to American Democracy? 

329. What are you doing about Russian meddling? Have you investigated whether the 

Russian ads affected voter turnout in 2016? If not, why not? Did you collect the 

appropriate data to do so? Do you now collect the appropriate data? Are you setting up 

randomized experiments so that you can conduct such tests in future election cycles? 

(Note that this can be done even if you don't know which ads are Russian, or "fake 

news," or otherwise created to manipulate.) 

330. How come when Zuckerberg helped the Obama campaign in 2012 to harvest Facebook 

data, the Democrats never complained? 

331. How can you stop users from posting "fake news"? 

332. What responsibility do you think a company like Facebook has in the proliferation of 

fake news? 

333. Should Facebook individual users expect that their political expressions or 'profile' will 

not be shared internally or externally (beyond their 'friends' settings) -- as the "default" 

setup, meaning, not available to Advertisers unless explicitly authorized? 

334. Were there no early warnings of the Russian trolls? 

335. What is Facebook doing to fight fake news? 

336. What about the 2012 election when people were applauding Obama for data mining? 
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337. How do you plan to protect the public from the insurgence of fake news on your 

platform, which continues to threaten our democracy, particularly as it relates to the 2018 

midterms? 

338. What cab Facebook do to block Russian interference in our elections? 

339. Please list all of the companies that are paying to disseminate false information on your 

platform? 

340. Please ask him if he believes meddling in US election process is here to stay and 

something we need to realize is real. 

341. Why is Facebook being less than totally open to investigation of misuse? 

Broader questions about Facebook’s business model—i.e. that the business model is selling 

consumers’ data (47 Questions) 

342. Have any other third parties abused personal data to this extent, through Facebook, in 

the past? 

343. Why doesn’t he admit that making money has been and is his major goal and drives his 

business? 

344. Facebook's business model is based on monetizing user's information. Why should we 

trust you? 

345. Given that your business model is based on selling personal data, how and why would 

you protect user data? 

346. Will Facebook, at minimum, implement (not just make available) European Union's 

GDPR’s rules everywhere with only a few exceptions? 

347. Why doesn’t FB require all users to pass a ¿robot¿ check? Eliminate bots. 

348. Describe how your business philosophy distinguishes the harm to individuals from the 

harm to society 

349. When will Facebook switch to OPT-IN instead of OPT-OUT? 

350. Why collect all this personal data from users such as real birthdays, real names, etc. if 

you weren't planning to monetize it in this fashion, sell it to others whether or not users 

wanted to share it? If that wasn't the plan from the beginning, why demand real personal 

information from users, no fake names, etc.?  

 

A note: It's clear to me that using all that data was the whole point, no matter what 

Facebook claims. I think social media is disastrous for personal privacy and consider 

Facebook to always have been the worst offender. I will have nothing to do with it. I 

prophesied that this would happen years ago and no one I knew believed me. And now 

here we are. Of course it was foolish to put all that information online for strangers to see 

and take. The twitterverse has taken over reality. Go get 'em Anna! 

351. I was getting ads from NRA after I deleted them from my news feed. Is profit more 

important than our precious children and citizen's lives and privacy? 

352. Does he plan to change his business model of selling his customer data if so how? 

353. How did they allow advertisers to market to people's bigotries? 

354. How do you intend to keep FaceBook profitable if you are no longer selling access to 

data about your members to businesses interested in that data? 

355. (1) From FB's perspective, what are the principles underlying the balancing act of 

protecting data privacy vs. sharing data to advance company's priorities in growth and to 

advance pro-social initiatives? 



Page 19 of 25 

 

(2) What metrics does FB use to measure its effectiveness in safeguarding user data? 

How does FB benchmark itself in comparison to other tech companies? What standard / 

target measures does FB hold itself up to? 

356. Was this all part of the strategy to accumulate monetary wealth by selling users’ 

personal information to anyone willing to pay regardless of their intentions? 

357. What other companies and applications have had access to user's data over the last 10 

years? 

358. How does Facebook earn revenue? Is it selling user data? 

359. Is it accurate to say that a Facebook user is really the product and that Facebook cannot 

exist without monetizing the data of its users? 

360. Which third parties have accessed Facebook, which data was obtained, and how did 

they obtain access? 

361. How revenue much per FB user would be lost by not sharing user data? How much 

market cap? 

362. Was the Facebook business model, originally conceived to offer up user data to sell to 

advertisers? 

363. How many other organizations like Cambridge Analytical have paid Facebook for our 

profile info? 

364. To what extent would restrictions on access to users' data reduce Facebook's 

profitability? 

365. Would he be willing to give up his business model in the interest of protecting 

individual privacy? 

366. Would you consider offering users a paid subscription to your service rather than 

ransoming data? 

367. My question is, When FB says they allowed 3rd parties to access data, does that mean 

they sold our private user data? FB needs to be transparent and limited to the data they 

can release. The User needs regulated privacy. Why are they dealing with malicious 3rd 

parties? 

368. Once again privacy of FB users has been treated without high regard. This is not first 

instance. Why should we believe anything you will say about changing attitude, 

adherence and respect? Note: in the past FB has made system changes and done such 

things as putting default two less privacy settings as an example. I believe there have 

been other instances of privacy not being taken seriously. It is now a pattern. This CEO 

has a flippant attitude towards respect for others as customers. 

369. You were informed by employees in 2010-2011 that Facebook was not auditing what 

was being done with it. 

370. What is Facebook's responsibility to its customers and users? 

371. Did you oversee the terms and conditions associated with the "Facebook Messenger" 

phone application? If so, were you aware that Facebook essentially stole the information 

of people without these individuals not signing the terms and agreements? 

372. How does fake news go viral and how does Facebook decide what people see or don’t 

see? 

373. What specific steps are you taking to protect Facebook accounts from disinformation 

and propaganda? 

374. Was Facebook paid by affiliates or other companies in exchange for user data? 

375. How does keeping users' information private benefit Facebook? 
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376. Why should the public trust Facebook going forward? 

377. How can we be confident that FB will protect users data with business model focused 

on advertisers? 

378. What can you do (and what is being done) to assure true identities of users? 

379. What does Facebook sell and to whom? 

380. Have your original intentions, priorities and goals changed, and if so, why. And how? 

381. What percent of your revenue is from sharing user data with third parties? 

382. Is Facebook collecting data on citizens for the purpose of monitoring people to increase 

profits? 

383. Why should Facebook users need to pay you for full data privacy? 

384. Isn't Facebook's Board complicit after years of transgressions and apologies by 

management? 

385. If individual Facebook employees were using Facebook's internal data & surveillance 

tools to commit crimes or violate the law, would Facebook have any way of knowing this 

was occurring? 

386. Did Facebook ever consider that selling personal information would be used for 

political targeting? 

387. Does FB consider users as stakeholders or as ones to deceive? 

388. FBs revenue model relies on selling personal info. Could a paid model satisfy your 

investors? And bring in enough revenue for FB to survive? 

Miscellaneous (121 Questions) 

389. Why is Facebook deleting accounts of Palestinians at the request of the Israeli govt? 

This is unfair political censorship and a double standard! 

390. Why didn't you listen to women when they were reporting doxxers and swatters before 

Trump-Pence? 

391. How many lobbyists and lawyers does Facebook have? How much did it spend on 

lobbying last year? 

392. My question may sound wacky, and it is really more of a suggestion, but I would like to 

ask him how Facebook can grow a 'conscience' going forward? 

393. Fact: If I stole a pizza, I'd be in jail. Why shouldn't you and other facebook execs be in 

jail? (that happened to a person in Palo Alto) 

394. Recent press reports indicate that messages you have sent to others at Facebook have 

been "recalled," or deleted, from their inboxes. It’s widely known that your company is 

under investigation once again by the Federal Trade Commission. Can you explain to the 

committee why you are deleting your messages—which many might call evidence—in 

the middle of a federal investigation? 

395. Do you consider yourself a "true" American patriot? If "yes": How do you reconcile that 

with your company's behavior? 

396. Do you consider the people who use FB commodities or customers? 

397. Rather than be a force for the democratic good, Facebook is in the terrible position of 

supporting the rise of fascism and hatred in the US. Would Facebook be willing to start a 

grant program, like the one it developed for community builders, to help educate ALL 

American consumers about critical thinking when evaluating news, and online civility? 

398. Facebook turned its back on all it users, for money? You should be protecting us. 
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399. How do you look at yourself in the mirror? 

400. How could U? Does the nation, its values & its people who made U so obscenely rich 

mean nothing to U. 

401. Why didn't you do anything to stop this for 2 years? You knew and did nothing! 

402. How do you take responsibility for the result of the national election of 2016 after all 

your users' info on Facebook had been used to manipulate the election?  

 

2) How will you prevent the same thing from happening again?  

 

3) Please explain why you and other exec's of Facebook had had the liberty to delete (or 

unsend) your own messages and yet you hadn't allowed any other people on Facebook to 

do the same? What other liberties do you or other execs have in terms of privacy and 

security while all the other people don't or didn't (considering you'll fix those unfair 

issues)? 

 

4) Please tell us what you are going to do specifically to gain back our trust because right 

now many people don't trust you or your company. 

Thank you. 

403. How do I unsubscribe from Facebook? 

Bernie 

404. Before you had children yourself, did you care about how your greed would affect our 

children? 

405. The Facebook application is presumably going to evolve, so what have you taken away 

from this episode with respect to being a socially responsible innovator? 

406. I want to know if I was one who had her data stolen. If so I want reparation. 

407. Sean Parker, Facebook's founding president, said last November that it is designed to be 

addictive, that it is intentionally "exploiting a vulnerability in human psychology". If 

Facebook is addictive by design, does that mean using it can be potentially self-

destructive, like using any addictive product? Who should pay the costs of managing and 

treating addictions intentionally created by Facebook? 

408. What has Facebook done to identify and assist users that exhibit compulsive or 

addictive behavior on your site? 

409. How much are you going to pay everyone who had their data stolen? Sorry will just not 

cut it. 

410. How will Facebook address the "affiliates" problem? (See Bloomberg Businessweek, 

April 2, 2018. p56 

411. A fundamental bias on your part appears to be that users bear some responsibility for 

their own protection from bad actors. Yet it seems clear that a sizable percentage of your 

user population lacks the cognitive abilities, skills and training necessary for successful 

self-protection online. How do you propose that these users should proceed? 

412. Social responsibility to our children -- increasing signs of mental distress from SM? 

413. How do you confirm who is paying you for information? 

414. What steps are you taking to verify what clients tell you? 

415. Why was it OK when President Obama's team downloaded user earlier. No problem 

until it is public. 

416. When will he be stepping down? 
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417. Will we continue believing that one man can fix this? A convenient narrative that allows 

us to duck 

418. Mr. Zuckerberg, what bad thing will really happen because of this data breach? 

419. Good luck. He will make the senate/congress look buffoonish. He has already done in 

Menlo Park 

420. Mr Zuckerberg, what protections do use for your personal information? Should your 

user expect less? 

421. After tragic consequences from bullying on FB emerged, how is it possible that FB 

failed to look for other forms of manipulation based on feeding human prejudices? 

422. Do you understand how offensive Facebook’s actions have been to users? 

423. Give him an example if you can, of how a family could be affected by the way he 

operates without it. 

424. Why is it not morally and ethically repugnant to you to sell the personal data of your 

customer? 

425. How can a user who is locked out of their email and change phone number close their 

account?  

426. Hi, Anna - Sylvia's daughter Diana here. I think the only thing I can think to ask is 

"Why?" 

427. Can hacks be reduced if servers encoded time, location and IP addresses on each 

message? 

428. Why is it so difficult for a user to cancel Facebook? 

429. How do you explain this to your mother? 

430. What will you do with to prevent people from selling false goods on Facebook? I was a 

victim of that. 

431. My techy husband and I are both flabbergasted at his arrogance and his "I'm above the 

fray" attitude. Perhaps this can be turned into an appropriate question. Thank you for all 

you do for us. 

432. Why is it so difficult to delete Facebook pages? 

433. How's it feel to go from cyber hero to cyber fool in a cyber instant? 

434. Have you considered amongst your options, stepping down and maybe taking a job at 

Squaw or Heavenly? 

435. Tim Cook, CEO (Apple, Inc.) stated that "privacy is a human right." Do you agree Mr. 

Zuckerberg? 

436. Was all of Mr. Zuckerberg's data accessed? If not why not? Is his data treated 

differently than a normal users? 

437. Is your company looking into the next possible threats, beyond data hacking? 

438. When are you and Sheryl going to step down and let people with actual ethics run 

Facebook? 

439. How am I to trust your FB Company in the future? 

440. Does all Technology companies spy on Americans? 

441. When your executives claim connecting people at any cost is good, how do you hold 

them accountable? 

442. What is the Facebook's internal Mission Statement and how do Corporate Officers 

measure your progress? 

443. How many privacy analysts does Facebook employ? 
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444. Given this critical breach of public trust, does the current leadership of Facebook need 

to be replaced? 

445. Did you profit from your mistake? 

446. What does Facebook plan to do to leverage its platform to facilitate a desirable future 

for all? 

447. What are the fines, penalties for Facebook's violating its 2011 deal to better protect its 

users? Stop pussy-footing around these tech giants. Thank you for this opportunity. 

Florence 

448. This country supports free enterprise, but not monopolies. What prevents FAANG from 

becoming a Mon? 

449. I'm now getting Facebook communiques from real estate agents for my house which 

isn't in the market. a) Is there a 'privacy' button which can filter out unwanted spam? And 

b) suggestion: have source-identifier attribute to messages. 

450. In his opinion, should we be worried about the practices of other social media? 

451. There is no justification for putting profit before privacy. 

452. How do users know if their data has been compromised? Can you ensure faster response 

time if this happens in the future? 

453. Why can you delete your Facebook data permanently but users cannot? 

454. Facebook made promises in 2010-11 to protect users. It did not. Now? 

455. Why would you put your personal wealth ahead of the interests of the citizens and 

future of the U.S? 

456. As a social MEDIA company, why do they not comply with media advertising rules? 

457. Why are people unable to delete their accounts? 

458. FB users have few alternatives if they leave; is this as an opportunity to serve or to 

exploit? 

459. Given what has happened, setting aside what you say FB will do in the future, why 

should the American public trust you? 

460. When will Facebook provide its users the capability to completely erase their content 

and history? 

461. Was his own, his family's, other Execs at FB, etc. personal data also provided/accessed? 

462. When will you start paying for the personal data you are stealing?? 

463. How can we retain the benefits of a free press when technology now allows anyone to 

have a press with tremendous dissemination of information / disinformation? 

464. How is Facebook's problem of information "scraping" different from information 

gleaned from a person's credit card, banking, and other activity that occurs 

electronically???? 

465. Zuckerberg should be penalized for lack of sight of his company and have a heavy fine 

to teach 

466. We are heading down the wrong road. Stop Trump, stop wasting time with honest 

people. 

467. In your opinion, what constitutes harm? 

468. Only a comment. Thank goodness I deleted my account several years ago. 

469. Who are your paying customers and what are they paying for? 

470. Do you think you will be able to solve the problems? If so, how? 

471. Have you ever turned down advertisers or third parties data was being sold to due to 

ethics concerns? 
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472. Why did you wait till Facebook stock was effected to take action on the data breach? 

473. How much is people’s private info worth to you? 

474. Why did Facebook collect and share text messages and phone call data from user 

phones? 

475. The most pressing question of our time is what is the truth and what is a fact, how will 

you ensure your platform is a vessel for truth? 

476. Why did he not fix this problem when he knew about it years ago? 

477. Why aren't you getting out of selling personal info? & doing subscriptions instead? 

478. Will he support my safety by defunding sanctuary cities and cooperate with ICE 

479. Your site helped elect Pres Trump! Are you going to help get him impeached? 

480. In our "Buyer/User Beware" world we live in how does and why should you company 

protect the personal 

481. What are dos & don’ts you recommend people use on social media? Can they pay for 

their privacy? 

482. Why did you not fire or suspend your VP who wrote/comments about life or death at the 

time, what were your comments to him back then when he did this? For only now u are 

opposed when u have been exposed? 

483. Is there any privacy on the internet at all? Please explain. 

484. Has FB grown too big to control? Should it be considered a utility and broken into 

smaller companies? 

485. How can Facebook safeguards be trusted, given irreparable damage already done and 

cover-up 

486. Please explain why you feel it acceptable to track individuals who have never signed up 

for Facebook 

487. Today I opened my iPhone, a screen loaded touting NEW Camera, the full screen of my 

phone looked like an iPhone camera, click here to accept, it wasn't apple it was 

Facebook. Yet another example of how easy it is to be led into relinquishing control of 

my personal information with absolutely no context of the magnitude that a simple click 

accomplishes. Apparently when I previously used the phone I was reviewing friend posts 

in Facebook, I don't share, I post frugally within my close friend circles yet I am 

constantly exposed to traps not Facebook alone but given the current situation I would 

think Facebook would be more thoughtful in launching new features without some sort of 

disclaimer... no place on the 'camera' update did it say Facebook. 

488. How would you feel, Mark, if you knew your information was in the hands of a 

malicious third party? 

489. No question but recommend that this company be regulated like the media company that 

it is. 

490. Why should you not be in prison? 

491. Could Facebook be a social network where we are the customer not the product? 

492. Why should we trust you? 

493. For Anna: This certainly IS critically important! Why only 4 minutes/person? 

494. Why shouldn’t the same principle of truly informed consent (as in research) apply to fb? 

495. Russia, a historical US Ally must be able to assert our joint national security interests 

yet you disallow freedom of speech when it does not support Hillary Clinton whose 

husband former Pres Bill Clinton was Impeached nearly removed shy 1-2 votes in the US 

Senate for abuse of power and lying to FBI and Congress etc. 
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496. Please just let him know how transparently selfish & delusional he has shown himself to 

be. My privacy is MINE, not Facebook's to sell! How dare he ignore that?. 

497. I am praying for you. 

Laurel Smith, Saratoga,CA 

498. Comment to April 2, 2018 ACLU.org blog "Eight Questions Members of Congress 

Should Ask Mark Zuckerberg,": "Remember, Facebook users are the product, not the 

client." Facebook's business model is the processing and selling of member data, justified 

as a benefit to both users of the program and users of the data. Question: is it possible to 

envision a purely member centric model for Facebook and what would that look like 

compared to what it is now? 

499. What do you consider the biggest danger to your real users and what are you doing to 

protect them. 

500. Two family members work for you and believed in your goodness. How will you 

answer to them? 

501. Please ask Mr. Zuckerberg if the rumors for many years are true concerning the CIA 

having complete access to our Facebook accounts. Thank you, Mark Schwenne 

502. Did he vote for Trump? 

503. How often do u change your tee shirt and do you plan to wear appropriate dress before 

the committee? 

504. Does Facebook have to concentrate all their employees in Menlo Park? Spread the joy! 

505. Does your board want you to resign? Not addressing security is armature behavior ? 

506. Please forward to the Congresswoman my suggestion --for her to formulate into a 

question-- to seek from Mr. Zuckerberg and Facebook the commitment --including 

periodic progress reports of this commitment-- to use the Facebook platform to cultivate 

users to become immunized of the credulity of artificial news. It is more important call 

out Facebook to step up to the plate to help our democratic process and culture to 

countervail the bad actors who try to weaken or disrupt it, than it is to let Mr. Zuckerberg 

and friends retreat to the obfuscation of their technology. 

507. Do you see the danger of this trend continuing with home assistance devices? 

508. Thanks for employing so many people, what are your expansion plans 

509. How can we stop invisible Individually-targeted propaganda machines that seek to alter 

election results? 

510. The Menlo Park Police Department are getting calls from Facebook customers who are 

frustrated that they can't get through to Facebook to answer their questions, delete their 

account.  Could you Mr. Z tell me about your customer interface and how your Facebook 

users can get their answers answered directly...not digitally? 

 

 

 

 

 

 

 


