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2020-03-01 - Defense Threat Reduction Agency - $141,944.00 - Scenarios on the Future Threat Environment
2019-09-30 - Department of State - $395,000.00 - Strengthening International Engagement on Security in 
Cyberspace

*This list represents CSIS center-wide information. Please note Suzanne Spaulding was not directly involved 
with either of these projects. 

2020-01-31 - Japan External Trade Organization (JETRO) - $25,000.00 - 5G Supply Chain Risk Management
2021-03-01 - Japan External Trade Organization (JETRO) - $25,000.00 - 5G National Strategy
2020-11-30 - Cyber Security Agency of Singapore - $12,500.00 - Inside Cyber Diplomacy
2021-01-08 - Ministry of Foreign Affairs Estonia - $35,559.30 - Roundtable Series: Exploring a Menu of Consequences for Malicious Cyber Actions
2021-03-19 - Department of Foreign Affairs and Trade, Australia - $33,333.33 - Roundtable Series: Exploring a Menu of Consequences for Malicious Cyber Actions
2018-10-01 - Ministry of Economy, Trade, and Industry - $40,000.00 - 5G supply chain security

*This list represents CSIS center-wide information. Please note Suzanne Spaulding was not directly involved with any of these projects. 

✔

✔

Homeland Security

Transportation Cybersecurity: Protecting Planes, Trains, and Pipelines from Cyber Threats10/26/2021




