
AMENDMENT TO H.R. 1833 

OFFERED BY MR. TORRES OF NEW YORK 

Add at the end of section 2 the following: 

(c) GAO REVIEW.—Not later than two years after 1

the date of the enactment of this Act, the Comptroller 2

General of the United States shall review implementation 3

of the requirements of subsections (e)(1)(I) and (p) of sec-4

tion 2209 of the Homeland Security Act of 2002 (6 U.S.C. 5

659), as amended by subsection (a), and submit to the 6

Committee on Homeland Security in the House of Rep-7

resentatives and the Committee on Homeland Security 8

and Government Affairs of the Senate a report containing 9

findings and recommendations relating to such implemen-10

tation. Such report shall include information on the fol-11

lowing: 12

(1) Any interagency coordination challenges to 13

the ability of the Director of the Cybersecurity and 14

Infrastructure Agency of the Department of Home-15

land Security to lead Federal efforts to identify and 16

mitigate cybersecurity threats to industrial control 17

systems pursuant to subsection (p)(1) of such sec-18

tion. 19
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(2) The degree to which the Agency has ade-1

quate capacity, expertise, and resources to carry out 2

threat hunting and incident response capabilities to 3

mitigate cybersecurity threats to industrial control 4

systems pursuant to subsection (p)(2) of such sec-5

tion, as well as additional resources that would be 6

needed to close any operational gaps in such capa-7

bilities. 8

(3) The extent to which industrial control sys-9

tem stakeholders sought cybersecurity technical as-10

sistance from the Agency pursuant to subsection 11

(p)(3) of such section, and the utility and effective-12

ness of such technical assistance. 13

(4) The degree to which the Agency works with 14

security researchers and other industrial control sys-15

tems stakeholders, pursuant to subsection (p)(4) of 16

such section, to provide vulnerability information to 17

the industrial control systems community. 18

◊ 
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  Add at the end of section 2 the following: 
  
  (c) GAO review Not later than two years after the date of the enactment of this Act, the Comptroller General of the United States shall review implementation of the requirements of subsections (e)(1)(I) and (p) of section 2209 of the Homeland Security Act of 2002 (6 U.S.C. 659), as amended by subsection (a), and submit to the Committee on Homeland Security in the House of Representatives and the Committee on Homeland Security and Government Affairs of the Senate a report containing findings and recommendations relating to such implementation. Such report shall include information on the following: 
  (1) Any interagency coordination challenges to the ability of the Director of the Cybersecurity and Infrastructure Agency of the Department of Homeland Security to lead Federal efforts to identify and mitigate cybersecurity threats to industrial control systems pursuant to subsection (p)(1) of such section. 
  (2) The degree to which the Agency has adequate capacity, expertise, and resources to carry out threat hunting and incident response capabilities to mitigate cybersecurity threats to industrial control systems pursuant to subsection (p)(2) of such section, as well as additional resources that would be needed to close any operational gaps in such capabilities. 
  (3) The extent to which industrial control system stakeholders sought cybersecurity technical assistance from the Agency pursuant to subsection (p)(3) of such section, and the utility and effectiveness of such technical assistance. 
  (4) The degree to which the Agency works with security researchers and other industrial control systems stakeholders, pursuant to subsection (p)(4) of such section, to provide vulnerability information to the industrial control systems community. 
 

