
AMENDMENT TO THE AMENDMENT IN THE 

NATURE OF A SUBSTITUTE TO H.R. 5459

OFFERED BY MR. THOMPSON OF MISSISSIPPI

Page 1, line 9, insert the following (and make nec-

essary conforming changes):

(i) in paragraph (10), by inserting be-1

fore the semicolon at the end the following: 2

‘‘, including, in coordination with the na-3

tional cybersecurity and communications 4

integration center under section 227, ac-5

cessing timely technical assistance, risk 6

management support, and incident re-7

sponse capabilities with respect to cyber 8

threat indicators, defensive measures, 9

cybersecurity risks, and incidents (as such 10

terms are defined in such section), which 11

may include attribution, mitigation, and 12

remediation, and the provision of informa-13

tion and recommendations on security and 14

resilience, including implications of 15

cybersecurity risks to equipment and tech-16

nology related to the electoral process’’. 17

◊
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  Page 1, line 9, insert the following (and make necessary conforming changes): 
  
  (i) in paragraph (10), by inserting before the semicolon at the end the following:  , including, in coordination with the national cybersecurity and communications integration center under section 227, accessing timely technical assistance, risk management support, and incident response capabilities with respect to cyber threat indicators, defensive measures, cybersecurity risks, and incidents (as such terms are defined in such section), which may include attribution, mitigation, and remediation, and the provision of information and recommendations on security and resilience, including implications of cybersecurity risks to equipment and technology related to the electoral process. 
 

