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Key Items 

• Chief Information Officer at the Defense Intelligence Agency  (over 20 years at DIA) 

o Served on Interagency Policy Committee (IPC) that drafted Executive Order 13587 

(Structural Reforms to Improve the Security of Classified Networks and the 

Responsible Sharing and Safeguarding of Classified Information) 

• Senior Director for Cybersecurity Policy, National Security Council Staff 

• Federal Chief Information Security Officer, Office of Management and Budget 

Grant Schneider is a recognized leader in the cybersecurity sector with extensive experience driving 

organizational change, improving program maturity while reducing costs, developing policy and 

governance structures, and driving enterprise-wide technology modernization initiatives. Having 

served as the U.S. federal chief information security officer (CISO) based out of the White House 

and, on the White House National Security Council (NSC) staff as a special assistant to the President 

and senior director for cybersecurity policy, and as the Defense Intelligence Agency chief 

information officer (CIO), Grant is uniquely positioned to assist clients in navigating the strategic, 

operational, and risk management needs of large-scale global technology environments. 

As the most senior cybersecurity executive in the U.S. government, Grant enhanced the overall 

defensive cybersecurity posture of federal and critical infrastructure systems, leveraged the expertise 

of the U.S. intelligence community to identify and mitigate threats to federal cybersecurity, and led 

effective and efficient responses to federal incidents. He oversaw the most comprehensive review of 

the federal government's cybersecurity enterprise, implementing a cybersecurity risk assessment 

process across 100+ agencies. Grant worked with Congress to spearhead legislative initiatives, 

including the SECURE Technology Act, which established the Federal Acquisition Security Council 

(FASC) to allow for a federal whole-of-government risk management approach to recommending the 



removal or exclusion of companies or products that pose too great a risk to the federal enterprise. He 

also served as the first chairperson of the interagency FASC, establishing criteria, processes, and 

procedures that will be used to evaluate the risk of products and services to the federal government. 

Concurrent with serving as the federal CISO, Grant facilitated interagency and industry discussions 

to enhance the cybersecurity posture of the nation as the National Security Council's senior director 

for cybersecurity policy. During his tenure, he led White House efforts to develop and successfully 

gain cabinet and presidential approval for the first National Cyber Strategy in more than 15 years, 

and acted as the principal White House liaison for multiple public-private partnerships focused on 

securing our national critical infrastructure, including the National Telecommunications Security 

Council; the Enduring Security Framework; the Energy and Government Coordinating Council; and 

the Communications and Government Coordinating Council.  

Prior to being appointed as the federal CISO, Grant served as the first deputy federal CISO, 

supporting the creation of the new office within OMB and the establishment of the federal CISO 

Council. His experience also includes developing identity management policies that implement 

multifactor authentication capabilities to enhance information sharing and security, resulting in 

a 90% increase in federal agency adoption over a four-month period. He previously served as 

the Defense Intelligence Agency's (DIA) chief information officer for seven years providing 

global information technology services to over 250K customers. 

 

Experience 

Government Experience 

• Office of Management and Budget 

o Federal Chief Information Security Officer 
o Deputy Federal Chief Information Security Officer 
o Federal Cybersecurity Advisor 

• National Security Council 

o Senior Director for Cybersecurity Policy 
o Director of Government Cybersecurity 

• Senior Advisor to the Director, Office of Personnel Management 

• Defense Intelligence Agency 

o Chief Information Officer 
o Chief, IT Operations Group 
o Chief, IT Resource Management Group 
o Supervisory Program Manager, Administration of Operations Staff 
o Program Manager, Network Enterprise Initiative 
o Project Officer, Telecom and Network Support Branch, Office for Systems and 

Services 
o Financial Officer, Office for Systems and Services 
o Project Manager, Joint Worldwide Intelligence Communication System (JWICS) 


