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(1)

CYBER ATTACKS: AN UNPRECEDENTED 
THREAT TO U.S. NATIONAL SECURITY 

THURSDAY, MARCH 21, 2013

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON EUROPE, EURASIA, AND EMERGING THREATS,

COMMITTEE ON FOREIGN AFFAIRS,
Washington, DC. 

The subcommittee met, pursuant to notice, at 9 o’clock a.m., in 
room 2172 Rayburn House Office Building, Hon. Dana Rohrabacher 
(chairman of the subcommittee) presiding. 

Mr. ROHRABACHER. There it is. It is called to order and the mic 
is on. And let me just note that when you are speaking through a 
microphone, you are utilizing the energy that is produced some way 
by someone at some cost. So I call this meeting to order. And to-
day’s topic is Cyber Attacks: An Unprecedented Threat to National 
Security. 

After the ranking member and I each take 5 minutes to make 
opening remarks, each member present will have 1 minute to make 
their opening remarks, alternating between the majority and mi-
nority. And without objection, all members may have 5 days to sub-
mit statements, questions, and extraneous material for the record, 
and hearing no objections, so ordered. 

There have been several congressional hearings on cyber war-
fare, but most have concentrated on the technology involved and 
how we can devise defenses to block hackers from breaking into our 
Government and business computers. The greatest danger to our 
nation, the greatest dangers, however, are not really about tech-
nology. It is about international relations, foreign governments that 
employ cyber warriors to attack other countries, or which allow 
hackers to attack other countries in their behalf. 

And what is it we are we talking about? We are talking about 
something that should be considered as a hostile government action 
against another act. It is as if the government was supporting ter-
rorism if they support the same type of aggression, cyber aggres-
sion. These acts, which put our country in severe jeopardy, must 
be met with the same national security and diplomatic measures 
that we use to meet other external threats. 

The type of targets hackers assault are often placed in two cat-
egories. Strategic targets are those which would be attacked by 
military means in a war. For example, transportation systems, 
power grids, defense industries, communications, and government 
centers. And China, Iran, North Korea, and Russia have all used 
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cyber attacks aimed at strategic infrastructure targets. Targets 
that would be attacked in another way if there was a war. 

In January, Iran conducted probing attacks on U.S. banks. Such 
potential damaging and brazen attacks on the United States should 
provoke a much more aggressive and powerful response than we 
are currently exercising. We should deter, not just to try to block, 
but we should deter cyber attacks and perhaps counterattack. More 
insidious, however, is the ongoing attacks on our economy by the 
Chinese, among others. This second form of attack is in the form 
of commercial warfare. The scale upon which it is being conducted 
is beyond anything we have experienced and far exceeds traditional 
espionage. 

The Mandiant report which came out last month identified a unit 
of the Chinese People’s Liberation Army that has been conducting 
commercial warfare since 2006. A military unit hacking business 
and industry targets, and then we have a situation where these 
targets play a central role in the economy of one nation and has 
a lot to do with the balance of power between the nations. So you 
have a Chinese People’s Liberation Army involved in an attack that 
has a lot to do with the power between our countries, and is a 
cyber attack. 

The commander of U.S. Cyber Command, Keith Alexander, esti-
mated last year that computer hacking from overseas costs the 
American economy $250 billion a year. He called it the greatest 
transfer of wealth in history. The Mandiant study found that the 
targets ‘‘match industries that China has identified as strategic for 
their growth, including four of the seven strategic emerging indus-
tries that China has identified as part of its 12th 5-year plan.’’

The Chinese firms that compete in these industries are domi-
nated by state-owned enterprise which ties Communist Party offi-
cials and their families to this crime against the United States and 
others throughout the world. It is a matrix that not only serves to 
grow the wealth and power of China but also the personal fortunes 
of its leaders. Yet, even this is only the tip of the iceberg. The 
transfer of wealth by the theft of technology and other information 
vital to the development of industry is then used to gain a competi-
tive advantage in world trade, which brings even more wealth to 
China. 

Over the last 10 years, that is 2003 to 2012, the United States 
trade deficit in goods with China totaled over $2.4 trillion. Entire 
industries have been moved across the Pacific to create what we 
see as the rise of China. Well, we cannot just rely on technology 
to defend against these type of attacks. We must use diplomacy to 
deter them by telling Beijing and others in clear terms that we will 
not allow their hacking to continue without retaliation. We should 
sanction states that support hacking just as we sanction states that 
support terrorism or engage in other hostile actions. This war will 
not just be waged in cyberspace, but across every front and using 
every lever of American power to defeat an aggressor and to take 
the profit out of attacking our businesses, our defenses, and yes, 
our country. 

[The prepared statement of Mr. Rohrabacher follows:]
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Mr. ROHRABACHER. With that I would turn to Mr. Keating for his 
opening remarks. 

Mr. KEATING. Well, thank you, Mr. Chairman, and thank you for 
holding today’s hearing. 

During the highly publicized Benghazi hearing earlier this year, 
Secretary Clinton warned this committee that cyber threats would 
be at the top of our agenda in the coming months and she certainly 
was correct in that prediction. With the number of cyber threats es-
calating worldwide, the need for comprehensive security analysis, 
assessment, and actions has never been greater. 

Although cyber attacks and instances of cyber espionage are re-
ceiving a great degree of media attention and are undoubtedly in-
creasing and really evolving at a highly rapid rate, cyber threats 
are not a new phenomenon. The GAO designated Federal informa-
tion security as a high-risk area in 1997, and in 2003 expanded 
this area to include protecting our nation’s critical infrastructure. 

Ten years later, just this February, it was President Obama that 
signed an executive order to facilitate information sharing about 
emerging threats and solicit new, voluntary cybersecurity stand-
ards for the nation’s power grid, financial sector, and other key in-
stitutions, yet the price of cybersecurity is certainly not cheap. Gov-
ernment agencies would need to boost cybersecurity spending more 
than seven times to block 95 percent of hacker attacks according 
to Bloomberg Government study. 

This translates into an annual average spending of $190.3 mil-
lion per agency, up from the current $26 million, according to the 
study, based on interviews with officials of 48 Federal, State, and 
municipal agencies. The current combined financial impact on pub-
lic and private sector cyber attacks is unknown but estimates are 
in the billions. 

As we add up the dollars and weigh the risks, we must not forget 
that the greatest attack of all will be on the confidence of the 
American people if even one large-scale cyber attack scenario were 
to materialize. As a former district attorney, I believe that our 
country’s efforts toward deterence and response to a known cyber 
attack do matter, even if we are not always sure who the aggressor 
is, their motive is, or where they might be. While the issuance of 
the executive order is a welcome development, it will take respon-
sible, legislative action to fully address cyber threats and 
vulnerabilities to critical infrastructure, and time is of the essence. 

Further, the Internet is an open, international domain, and cyber 
crimes clearly go beyond traditional law enforcement models. For 
this reason, national policies are incomplete without firm inter-
national cybersecurity standards and norms between like-minded 
allies. 

The U.S. recently played an incredibly constructive role during 
the World Conference on International Telecommunications, and 
beat back proposals by Russia, China, Saudi Arabia, and others 
that sought to explicitly extend International Telecommunications 
Regulations jurisdiction over the Internet. Unfortunately, the U.S. 
also does not participate in many of the concrete initiatives put 
forth by the International Telecommunications Union, the ITU, and 
other international organizations. However, these efforts further 
the connectivity and the interoperability of the world’s tele-
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communication networks which, in turn, enhance America’s de-
fense and intelligence communication capabilities. 

Also just this week, NATO Secretary General Rasmussen was in 
Estonia. As most of us here know, Estonia has experienced dev-
astating cyber attacks directed from Russia at its Parliament, min-
istries, banking systems, newspapers, and broadcasters, in 2007. 
This week’s NATO meeting alluded to these attacks. It highlighted 
the importance of moving on to an interoperability paradigm be-
tween like-minded allies. It is interesting with Estonia as well, I 
was informed this week that they are going to have the model that 
the EU is adopting. And even in Estonia it is interesting to note 
as well, they are teaching cybersecurity in the first grade. 

I am thankful for the participation of our witnesses here today, 
and look forward to hearing their thoughts on our current cyber 
state of affairs as well as ongoing cyber espionage efforts and at-
tacks stemming from China, Russia, Iran, and others. And before 
I close, I would like to note that this hearing is taking place at a 
time when the effects of across-the-board spending cuts are just be-
ginning to be realized. And I look forward to hearing from you, Mr. 
Painter, about how the sequester and the perpetual uncertainty 
around budgeting impacts might affect our nation’s cybersecurity 
efforts. With that I go back to my chairman and yield back time, 
all 5 seconds. 

Mr. ROHRABACHER. Thank you very much. You were noting what 
was going on in Estonia, and yesterday, several banks and broad-
cast outlets in South Korea were attacked, and apparently the as-
sumption was that the cyber attacks were from North Korea. How-
ever, the news this morning is that South Korea is claiming that 
these attacks were located, the attacker was located in China. And 
the story is still developing, but it raises questions as to whether 
China and North Korea are cooperating in cyber warfare against 
people that they think are their enemies. 

But with that Mr. Duncan has an opening statement, I under-
stand. 

Mr. DUNCAN OF SOUTH CAROLINA. Thank you, Mr. Chairman. I 
think that the hearing today is very, very timely, especially in light 
of the director of National Intelligence on 12 March, James Clap-
per, said this, ‘‘We judge that there is a remote chance of a major 
cyber attack against U.S. critical infrastructure systems during the 
next 2 years that will result in a long-term, wide-scale disruption 
of services such as regional power outage.’’

So I appreciate you having this hearing. As a member of the 
House Committee on Homeland Security, we are taking cyber 
threats very, very seriously. I know Chairman McCaul is very in-
terested in the cyber threats of this country in his role as chairman 
of the House Homeland Security Committee. So I appreciate the 
committee hearing, and I look forward to the testimony of the wit-
nesses. Thank you, I yield back. 

Mr. ROHRABACHER. Thank you very much. And if the micro-
phones go off and the lights go off, we will know someone is watch-
ing. We are under attack. All right, Mr. Stockman, I understand, 
has an opening statement as well. 

Mr. STOCKMAN. Yes, I was just going to comment that this morn-
ing—you stole my thunder a little bit. I was going to discuss the 
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South Koreans. In fact, the IP address was that of China, and now 
there is some discussion over that. But I think it is a critical time 
that you do this hearing and I appreciate it. But also I know our 
Chinese friends are probably watching. I don’t think that we 
should engage in this warfare, but if it is started I am sure that 
the chairman would lead us through a victorious end, because this 
is really alarming to many of us in this country. Thank you. 

Mr. ROHRABACHER. Thank you very much. Our first panel is a 
single witness. Christopher Painter is Coordinator for Cyber Issues 
at the U.S. Department of State. Mr. Painter has served in the 
White House as senior director for Cybersecurity Policy in National 
Security Staff, and this is on the National Security Council, is that 
correct? Okay. During his 2 years in the White House, Mr. Painter 
conducted the President’s Cyber Policy Review, and subsequently 
served as acting cybersecurity coordinator. 

Mr. Painter began his Federal career as Assistant U.S. Attorney 
in Los Angeles where he led some of the most high profile and sig-
nificant cyber crime prosecutions that took place in our country, 
then moved onto Computer Crime and Intellectual Property Section 
of the U.S. Department of Justice and served there for a short time 
as deputy assistant director of the FBI Cyber Division. He has 
worked with dozens of foreign governments on these issues, and he 
is a graduate of Stanford Law School and Cornell University. 

Mr. Painter, you may proceed. 

STATEMENT OF MR. CHRISTOPHER PAINTER, COORDINATOR, 
OFFICE OF THE COORDINATOR FOR CYBER ISSUES, U.S. DE-
PARTMENT OF STATE 

Mr. PAINTER. Chairman Rohrabacher and Ranking Member 
Keating and members of the subcommittee, thank you for the op-
portunity to testify on the State Department’s role in countering 
cyber threats. I commend the subcommittee for focusing on this for-
eign policy imperative, and for your support promoting diplomacy 
as a tool for improving our nation’s cybersecurity, and by extension, 
our national security and economic interests. 

The State Department plays a leading role in diplomatic efforts 
to stabilize cyberspace and to advance the vision of an open, inter-
operable, secure and reliable Internet articulated in the President’s 
2011 International Strategy for Cyberspace. We currently face sev-
eral kinds of threats in cyberspace. First, there are the operational 
threats, which you just described, to our cyber networks that can 
potentially harm both our security and our economic interests, like 
the recent Distributed Denial of Service attacks against our finan-
cial sector. 

The State Department has worked closely in that instance with 
our Department of Homeland Security and other agencies to help 
share technical data that can then help mitigate the threat, and 
the sharing has been with both our international partners in coun-
tries and with industry. This kind of information sharing not only 
helps counter the immediate threat, but promotes a practice of 
international cooperation that will help prevent future attacks. It 
creates a norm of cooperation, if you will. 

Another kind of threat that has been making the news lately is 
obviously the large-scale wholesale theft, cyber theft of intellectual 
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property and trade secrets from the private sector. The State De-
partment has consistently raised our concerns about these cyber in-
trusions with senior Chinese officials, and we will continue to do 
so. I welcome recent Chinese official statements that suggest a will-
ingness to engage in a more sustained dialogue and discussion on 
this important issue. 

It is critical that we continue to emphasize cyber issues in all of 
our international engagements to promote global cooperation, to en-
sure that states take threats seriously, to build consensus on norms 
of responsible conduct in cyberspace that enhance international 
cybersecurity, and to address the kinds of malicious activity that 
have recently received such extensive media coverage. Cyber policy 
issues are on the agenda in every major international forum, and 
in those forums some states seem to view the dynamism and inno-
vation of the Internet as a threat to the stability of their regimes. 
They reject the successful multi-stakeholder model of Internet gov-
ernance that includes a role for states, for civil society, and for in-
dustry in favor of top-down intergovernmental control that enables 
both state control and regulation of content. 

The U.S. strongly promotes an alternative vision. We believe that 
a cyberspace that rewards innovation, empowers individuals, devel-
ops communities, safeguards human rights, and enhances personal 
privacy will build better governments and strengthen national and 
international security. We promote this vision by working not only 
with our closest partners and allies, but also with states that are 
emerging as global leaders in this area, and with developing na-
tions looking for ways to play a role in the cyber world and even 
with states with whom we do not always see eye-to-eye. The U.S. 
engages on cyber issues with a multitude of states bilaterally, re-
gional groups such as the European Union, and NATO. 

In the last year alone we, my office, has launched dedicated 
cyber, whole of government, meaning not just my office but all the 
different agencies in our Government and the counterpart govern-
ments, senior policy dialogues with India, Brazil, South Africa, 
South Korea, Japan, and Germany in order to share perspectives 
and build a consensus view of the future of cyberspace. We con-
tinue to seek deeper engagement with countries like Russia and 
China who clearly have a different world view and with whom we 
have challenges but we need to find ways to develop a stronger re-
lationship. 

The State Department will continue to focus on both the kinds 
of operational threats that you have identified here today, and on 
the long-term policy efforts that will help mitigate them in the long 
run. In his confirmation hearing, Secretary Kerry, then Senator 
Kerry, cited the importance of ‘‘cyber diplomacy and cyber negotia-
tions,’’ stressing the need to affirm ‘‘ ‘rules of the road’ that help us 
be able to cope with challenges in cyberspace.’’ State is doing just 
that. We are working with other nations on efforts that will not 
only contribute to greater security and stability in cyberspace, but 
will protect freedom of expression, ensure opportunities to inno-
vate, and promote economic growth around the world. 

Thank you, Mr. Chairman and Ranking Member Keating, and I 
look forward to your questions. 

[The prepared statement of Mr. Painter follows:]
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Mr. ROHRABACHER. Well, thank you very much. We also have 
Congressman Lowenthal who has joined us. Thank you very much 
for joining us this morning. Let us just figure out how serious peo-
ple are taking this. Have we gotten beyond the let-us-sit-down-and-
discuss-it phase with other countries, or do we have an action plan 
that if we discover cyber attacks going on that there will be some 
type of retaliation against the criminal element or the government 
itself that is engaged in this cyber crime? 

Mr. PAINTER. So we face a wide range of threats in cyberspace 
from nation states to transnationally organized criminal groups. 
And how we respond to those different threats depends on what 
the threat is. And one of the problems, of course, is that attribution 
is difficult in this area and you don’t know, often, exactly which 
group is doing what activity. However, speaking first from the 
cyber crime side, we are promoting around the world what is called 
the Budapest Convention on Cyber Crime so that every country 
will have strong laws in this area. They will have the capability to 
actually prosecute those laws, there will be better international co-
operation. We have something——

Mr. ROHRABACHER. How many people have been prosecuted in 
China for cyber crimes? 

Mr. PAINTER. I would have to get back to you about it, sir. I don’t 
know. 

[The information referred to follows:]

WRITTEN RESPONSE RECEIVED FROM MR. CHRISTOPHER PAINTER TO QUESTION 
ASKED DURING THE HEARING BY THE HONORABLE DANA ROHRABACHER 

The lack of reliable or transparent statistical information on prosecutions renders 
it impossible to say exactly how many persons in China have been prosecuted for 
activities that we would consider to be cybercrimes. When the U.S. discusses 
cybercrime, we speak in terms of specific conduct criminalized in U.S. criminal laws, 
such as Title 18 U.S.C. Section 1030, the Computer Fraud and Abuse Act. China, 
however, takes a very different approach and speaks in terms of ‘‘criminal and ter-
rorist activities that use information and communications technologies,’’ as reflected 
in the Code of Conduct for Information Security that they jointly authored with Rus-
sia. The Chinese government considers cybercrime to include online speech that it 
views as undermining ‘‘political, economic and social stability,’’ categories of expres-
sion that would in almost all instances be protected in the United States by our 
Constitution’s First Amendment, and that is protected by the right to freedom of 
expression in international human rights instruments. 

Addressing challenges in cyberspace, including combating cybercrime, is a priority 
for the United States, and we engage routinely with other nations to enhance inter-
national cooperation in these areas. Of note, the U.S.-China Cybercrime Working 
Group, led by the Department of Justice, is working to improve cooperation with 
China on cybercrime cases.

Mr. ROHRABACHER. Can you tell me any country in the world 
where we have had the prosecutions and what they have composed 
of? 

Mr. PAINTER. We have had many prosecutions in the United 
States. 

Mr. ROHRABACHER. No, no, not the United States, the other coun-
tries of the world. 

Mr. PAINTER. There have been prosecutions, and many of our 
close allies in Australia and England, in Germany and France, 
there have been prosecutions. 

Mr. ROHRABACHER. And what happens to someone in Australia 
or——
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Mr. PAINTER. It depends on their particular legal system. Of 
course, in the United States we have pretty substantial penalties 
based on financial harm for cyber crime. Other countries have simi-
lar regimes. And what is important about this Budapest Conven-
tion, this convention that is really the only existing instrument and 
the best instrument for cyber crime, is that it creates certain kinds 
of offenses that didn’t exist before. 

So you may remember years ago when there was the ‘‘I love you’’ 
virus, and they thought they found the perpetrator, and the coun-
try where they found him didn’t have any law that criminalized 
that issue. So the Budapest Convention allows countries to mod-
ernize their laws so there won’t be safe havens for this conduct and 
you can prosecute. 

Mr. ROHRABACHER. What would you suggest that we do, for ex-
ample, if we come to the conclusion that a cyber attack both in 
terms of a criminal cyber attack and also strategic cyber attacks 
are actually being blessed, if not perpetuated and actually involved 
in the government of that country? 

Mr. PAINTER. I think we have to look at all the tools that we 
have at our disposal as a national government. But from my per-
spective, obviously the tools that we employ are the diplomatic 
tools. And those tools, I think, are important to make clear to a 
government that conduct this is a concern. 

Mr. ROHRABACHER. And what are those tools, I mean diplomatic 
tools? 

Mr. PAINTER. Those diplomatic tools, I think, are two-fold. One 
is engaging directly with that government and saying to them that 
this conduct is something that we find unacceptable. 

Mr. ROHRABACHER. Well, I am sure that will upset them a lot. 
Mr. PAINTER. Well, but I think you have to look at their overall 

relationship. With a lot of these countries we have many different 
types of relationships—economic relationships, other relationships. 

Mr. ROHRABACHER. Have we done any of that? 
Mr. PAINTER. Yes. In fact, just recently the President has made 

clear in his call with the new——
Mr. ROHRABACHER. No, what actual sanctions have we put on 

any country? For example, it is clear that China has been deeply 
involved in this. Everybody knows it, supposedly. What have we 
done to say, okay, here is your deadline and this is exactly what 
is going to happen. You are no longer going to be able to purchase 
certain things from the United States, or be able to export to the 
United States, or whatever retaliation we would have. 

Mr. PAINTER. Sir, I would speak from my perspective and what 
we are doing diplomatically. I would say one thing though. I think 
with any of these threats we would have to be careful of looking 
at this in terms of retaliation, if it is a retaliation in terms of in-
kind retaliation. We want to make sure that we are addressing the 
problem and addressing it in the larger context of any country we 
are dealing with. But what I would say is if——

Mr. ROHRABACHER. We have to accuse the right people, right? 
Mr. PAINTER. Right. And I do think that if you look at the state-

ments just in the last couple of weeks, and let me go back a ways. 
We have engaged the Chinese in a strategic security dialogue on 
sensitive issues. We have only had two meetings of that group, last 
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year and the year before. We raised cyber at both of those meet-
ings. Secretary Clinton, last year, said that the theft of intellectual 
property and trade secrets was one of the greatest concerns of the 
United States, and we have had very frank discussions. And I can’t 
really get into our bilateral private discussions in this setting, but 
I would be happy to follow up later on. 

And then recently, of course, you have heard Tom Donilon, the 
National Security Advisor, talk about the great concern that this 
poses for us and say three things. One, we want China to under-
stand the scope and seriousness of this problem of this activity 
emanating from China. Two, that we want to make sure that it 
stops. That they actually take some action to investigate and stop 
this activity. And three, that we need a sustained dialogue with the 
Chinese. And we have some dialogue, but we don’t have a sus-
tained dialogue. And the President said that——

Mr. ROHRABACHER. Well, I am sure threatening to have a sus-
tained dialogue is really going to deter these fellows along with 
proclamations of great concern. All I know is that I just asked you 
a specific question about specific actions and all I got was a list of 
words that had been spoken. And I am sure that words coming out 
of the mouth of officials of the United States is terribly frightening 
to the Chinese. 

Let me turn to Mr. Keating now. 
Mr. KEATING. Thank you, Mr. Chairman. I mentioned in my 

opening remarks, in 2007 our NATO ally Estonia was subject to a 
series of cyber attacks directed at their Parliament, their min-
istries, their banking systems, newspapers, and broadcasters. 
NATO subsequently established the NATO Cooperative Cyber 
Defence Centre of Excellence in Estonia to enhance the capability, 
cooperation, and information sharing among NATO and its part-
ners in cyber defense. 

Now does the State Department have any evaluation of the effec-
tiveness of that initiative? And furthermore, some of our NATO al-
lies have looked to the U.S. to lead on cyber initiatives in NATO-
member countries. What sort of role has the U.S. had in this initia-
tive going forward, and what kind of role is it willing to play? What 
implications does this initiative have on information sharing be-
tween all of the NATO countries? 

Mr. PAINTER. So a couple of things. The NATO Centre of Excel-
lence in Estonia, the U.S. is supporting that effort and actually has 
personnel stationed there, and I think it is an important effort to 
look at some of the larger issues involving cyberspace. With respect 
to NATO, generally, as you know back in the Lisbon Summit, for 
the first time, and this was a proposal of the U.S., we made cyber 
a key part of NATO strategic concept. And first and foremost in 
that concept was making sure that NATO’s own networks were se-
cure, and that is something they have been working on in the last 
couple of years. They have also been promoting information sharing 
between members of NATO. 

Now NATO is not the only way we approach this. We deal obvi-
ously with the EU who just released an international—well, they 
released a strategy document for cyberspace. And it was remark-
able because three parts of the EU, the External Action Service, 
the DG Connect as it is called, and their home ministry got to-
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gether and collaborated on this strategy. And the strategy, the 
international part, is very similar to the U.S. strategy. It is very 
consistent with our strategy around the world, particularly in 
terms of promoting norms, and the existence and applicability of 
international law, existing international law, including the law of 
armed conflict to cyberspace. Those are critical things. 

So we are working with the EU. We are also working with key 
member states. We are working with the U.K. We are working with 
Germany. We are working closely with France. We are working 
closely with the Netherlands, and many others in that context. And 
we work through other forms, like the G8, for instance, and the 
OECD, and other forms like that. So there has been a lot of activity 
that we have been doing. There has also been our Defense Depart-
ment who works with our allies in making sure that they have bet-
ter defenses and building those defenses. 

And finally, our Homeland Security Department has been work-
ing with a number of countries and exchanging information with 
their computer emergency response teams. One thing, I think, that 
is a great development not just in Europe but around the world is 
that countries are developing national strategies for dealing with 
cyber. We have one here, and many other countries now have 
them, but in Latin America and other places those are being devel-
oped. 

The one other thing I would say just to reflect on the last ques-
tion before yours, I do think it is important that we are raising this 
issue at a very high level. I think it makes a difference when the 
President raises this level, when Tom Donilon raises this level. And 
we are also doing things to protect us at home, like what DHS is 
doing to share information with the private sector and help harden 
the targets, make sure our defenses are better. 

Mr. KEATING. Yes, I am on the Cybersecurity Subcommittee in 
Homeland Security as well. But how well are these other countries 
doing, working with the private sector side? Because governments 
can work all they want, but if we are not having a dynamic ap-
proach dealing with the private side as well we are not going to 
be successful in this. Are any of the other countries you are famil-
iar with, are they doing a better job getting that kind of coopera-
tion? 

Mr. PAINTER. I think we are all trying to make sure that is an 
effective partnership. I think it is extraordinarily important be-
cause the private sector not only owns most of the infrastructure 
but, frankly, government doesn’t have all the answers. We have to 
engage with the private sector and others to make sure we go for-
ward. 

When I started this office, a little less than about 2 years ago 
now, one of the first things I did was start meeting with various 
private sector groups. Because they may see opportunities or dan-
gers that perhaps we don’t see in government, and it is important 
to make sure that they communicate with us on that, and they 
often go to some of these international meetings. 

Mr. KEATING. Well, we are trying to balance here whether or not 
we go through regulations, and government is telling the private 
sector what they have to do. We are trying to balance off that to 
a more cooperative way to see if we could do—what are the ap-
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proaches in some of these countries? Do we have countries that you 
are aware of where they are just having their own regulations on 
the private side and——

Mr. PAINTER. I think there are countries that are more regu-
latory in nature, just by their nature. What we try to argue when 
we have our dialogues with other countries is that it is important 
for them to talk to the private sector. Some countries, frankly, don’t 
have a history or a culture of talking to the private sector the way 
we do here. I think we made great strides in that here. For in-
stance, even building our National Incident Response plan with the 
private sector from the ground up, something I don’t think we have 
ever done before, and that was just in the last couple of years. 

But one of the things we do is when we do, for instance, capacity 
building, one of the great efforts of our office not only to help build 
capacity, but to try to convince the developing world that our way 
of looking at cyberspace is the correct one and will help them, we 
bring private sector along with us. We try to tell those govern-
ments, dealing with the private sector is critical in actually secur-
ing your networks in securing cyberspace. 

And I think obviously the executive order is very important, it 
is just the down payment on what we need. We still need legisla-
tion, as you know, and we still need legislation that we have talked 
about last year and talking about this year, and we hope we get 
it, that allows that both voluntary but very important connection 
between the private sector and government. 

Mr. KEATING. I yield back, Mr. Chairman. 
Mr. ROHRABACHER. Mr. Marino? 
Mr. MARINO. Thank you, Chairman. Good morning, Mr. Painter. 

I am sure that you participate in classified meetings concerning in-
telligence that we accumulate and share with our allies, and you 
are between the devil and the deep blue sea here with what you 
can tell us and what you can’t tell us. So I am just going to assume 
that that is the case. But I am a member of the NATO Parliamen-
tary Assembly, and on a recent trip from a NATO meeting in Bel-
gium it did not appear to me that this subject of cyber warfare was 
a top priority. 

Can you give me a suggestion as to what the administration is 
doing to make this a top priority, and are our allies behind us or 
beside in this and will it have an impact on Russia and China? 

Mr. PAINTER. Okay. So first, just in terminology, rather than use 
cyber warfare I just say the cyber threat and how we deal with the 
cyber threat. And I would say that as I mentioned before the fact 
that cyber is now part of NATO’s operating concept when it never 
was before is a key consideration. And it is no small task for NATO 
to actually get its networks to the shape that—this is a 
foundational thing. If you have your networks, your own networks, 
NATO networks, and the member states’ networks secured, you 
can build on top of that. 

I just met with Ambassador Iklody, yesterday, from NATO, who 
is their cyber person, and they are doing a lot of activity in this 
area making sure that they are having better security of their net-
works, and they are sharing information between member states, 
and I think that is the most important part. 
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Mr. MARINO. I understand that. But do you really think we are 
going to—let us get down in the weeds here. If the NATO members 
get together and implement severe sanctions, do you really think 
China and Russia are going to listen to us? I was in China and 
Russia not too long ago and I brought up the issue with them. They 
didn’t like it. Actually, China acted like it wasn’t happening, and 
Russia simply said so what. 

So let me give you a scenario here. Assume we have an attack 
on Wall Street, the stock exchange, it crashes, and we know from 
where it came. Have you worked out any scenarios as to what will 
happen from that point forward on behalf of the United States and 
some of its allies? 

Mr. PAINTER. Yes, to the extent that we have actually, just re-
cently in the National Level Exercise that was conducted last year, 
for the first time that focused on cyber. So we were looking at very 
catastrophic events in the context of cyber in that exercise. And 
that both exercised how we were going to work together, but also 
we had some of our close allies participating in that exercise. 

And as with any other threat, and we lay this out in the inter-
national strategy, we use every tool at our disposal whether it be 
economic, diplomatic, I think we say informational, or even mili-
tary. Military is a last resort and only after we have exhausted 
other options in law enforcement of course too. But we have the full 
suite of tools and we have close allies with whom we are discussing 
this with all the time, and——

Mr. MARINO. I do not mean to be facetious about this, but do you 
think that this has been working to any extent at all? I do not see 
any actual repercussions being implemented or any scenarios that 
would cause the Chinese or the Russians to stop it or curtail it at 
least. 

Mr. PAINTER. Well, first of all, I would say that we have certainly 
raised the pressure about how serious this issue is for us recently, 
as you have seen from the President’s statement, from Tom 
Donilon’s statement, et cetera. Other countries, I think, are also 
looking at this issue and how they are going to deal with this issue. 
We have made tremendous progress even in the last 2 years in 
treating this issue as much more, not just a technical issue but an 
economic issue, a national security issue, and a foreign policy issue. 
Other governments are doing that too but they are at different 
stages, and we are dealing with them and talking with them. 
Again, I really can’t talk about our private conversations as you 
know. 

Mr. MARINO. I understand. I have less than 20 seconds now. And 
I am also involved on the Intellectual Property Subcommittee, and 
it is a big issue with me, and we are losing billions of dollars and 
tens of thousands, maybe hundreds of thousands of jobs. But I 
have, maybe a little tongue-in-cheek sarcasm remedy is since we 
owe China so much money for our debt, why don’t we deduct what 
they are stealing from us and take it away from the debt? I yield 
back. Thank you. 

Mr. ROHRABACHER. Well, then they might have grave concerns as 
well if we did something like that. 

Mr. Duncan, you may proceed. 
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Mr. DUNCAN OF SOUTH CAROLINA. Thank you, Mr. Chairman. 
First off, I will just say America needs to realize that this is a real 
threat. And we talk about cybersecurity a lot, and it is not just 
some hacker stealing iTunes downloads or small-scale intellectual 
property theft. This is on a grand scale. It is not only on grand 
scale with intellectual property with private corporations, but it is 
also the theft of military hardware plans such as some of our fight-
er aircraft. 

And so it is not just China. It is Iran. It is the Russians. It is 
a lot of different groups, organized crime and others that are 
pinging away at the United States trying to find a chink in our 
cyber armor. And I think it is important that we also realize that 
the electrical grid and a lot of the components that keep America 
operating are also in the sights of the cyber criminals and other en-
tities. So I am concerned about that. And the reason I brought Mr. 
Clapper’s comments up this morning is he also recognizes that this 
is an imminent threat and concern to the United States. 

And so I was reading about a Chinese operative, a scientist who 
was allowed to work with NASA and Langley through a contract, 
and was arrested by the FBI as he boarded an airplane carrying 
hard drives, flashdrives, and computers that most likely contained 
sensitive data that he downloaded. You can carry a tremendous 
amount of information on a thumb drive or a computer hard drive. 
But I think that pales in comparison to what can be downloaded 
through hacking. And something that is operating behind the 
scenes 24/7 without an actual person sitting there downloading into 
a thumb drive, it is going on by behind-the-scenes computers. 

And so at what point, in my opinion, does the administration 
consider that type theft, espionage, and damage to the U.S. com-
puter systems an act of war? 

Mr. PAINTER. So again, what an act of war means and what an 
act of war would trigger, I think, is, as I look at the threats, as 
DNI Clapper articulated the threats, we have two kinds of conduct. 
We have the fear of the threat of cyber warfare, which is attacks 
on infrastructure that could be crippling, which he said as of this 
point, is remote, but we have to be worried about it, and then we 
have what we see every day which is the large-scale, unacceptable 
theft of intellectual property, and that is a real concern. It is a real 
concern, for me it is a real concern. Throughout our Government 
we are taking actions to try to both prevent that theft by making 
sure we have better security. That is why the executive order is 
there. That is why we are asking for legislation. 

We are talking to countries that we believe are involved in this 
activity. We are talking to our allies about this. We are also consid-
ering other actions more generally. But I think it is not that that 
is cyber warfare, but that is, I think, something that is clearly 
damaging to the American economy. It is the life’s blood of these 
companies. It is taking away our future innovation. So we are tak-
ing it incredibly seriously, and I, certainly, even if I didn’t have 
this job, as a former prosecutor who prosecuted intellectual prop-
erty cases, I think this is a really important issue and it has gotten 
a lot of attention, as it should, recently. 

And so our part of this is trying to do a couple of things. In the 
short term, we are working to help mitigate these issues, working 
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with DHS, working with other interagency partners, and in our 
diplomatic efforts both bilaterally and multi-laterally with other 
governments. In the long term, we are trying to make clear that 
the norm in cyberspace, the norm we are trying to promote is that 
this kind of theft of intellectual property and trade secrets is sim-
ply unacceptable, and countries that are outside of that core will 
get marginalized much as we did with money laundering back in 
the ’70s. So this is something I think is both a short-term and long-
term effort and we are taking actions on both of those——

Mr. DUNCAN OF SOUTH CAROLINA. And I appreciate your willing-
ness to say that because it is not only damaging our economy and 
our abilities, it is taking our edge away militarily, our advantage. 
If they are stealing the plans of an F–35 and so we have to send 
F–35s against a comparable aircraft, that is taking some of that 
competitive advantage away that we have militarily to protect this 
country. And it is taking our economic advantage away with cyber 
crime that is taking intellectual property. 

And so at some point in time I would love for this administration 
to say no more. We are going to hold someone accountable. We are 
going to hold someone accountable for the theft. We are going to 
hold the host countries where the operatives are using the cyber 
attacks, whether it is China or Russia, we need to hold those host 
countries responsible to some degree for what is going on within 
their borders. I think we would do that to ourselves. I think the 
United States ought to be responsible for what is going on within 
our borders with regard to cyber crime, and I think we are. 

And so I think at some point in time we need to make sure that 
just a very clear line is drawn and a very clear understanding 
within the international community of what is acceptable and what 
is not acceptable with regard to cyber crimes, prosecution, and 
going forward. So Mr. Chairman, I am out of time, so with what 
I will yield back. 

Mr. ROHRABACHER. Yes. What is acceptable and not acceptable 
and what the consequences are, because they don’t care what is ac-
ceptable or not acceptable. They have to know what the con-
sequences are, and so far we——

Mr. DUNCAN OF SOUTH CAROLINA. You are saying it a little more 
eloquently than I did, and I appreciate it. 

Mr. ROHRABACHER. No, it has been clear the consequences are 
statements of great concern and statements of something that will 
be sustained. And we will give you a chance to answer that one 
after Mr. Stockman, who is one of our more timid members of the 
committee, also known as being a ferocious patriot, Mr. Stockman, 
you have 5 minutes. 

Mr. STOCKMAN. I just have a concern. My district encompasses 
everything from NASA to petrochemical plants. And we were tour-
ing some of the plants, and they were stating that they were get-
ting very little cooperation from the government on helping deter 
some of the cyber attacks. And they were mentioning that it could 
cripple our nation. Just by turning off a few valves it could blow 
up a plant. And this is something that is very serious. 

This reminds me of 9/11 when we knew about the Philippines. 
We picked up documents which showed that they wanted to use 
planes as weapons, yet we ignored all the signs. I feel like we are 
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ignoring all the signs. And I have on the ground, plant managers 
telling me their concerns and yet they don’t feel we are getting any 
help from the government. And I am asking you, is there any kind 
of game plan to help critical infrastructure? Have you identified it 
and said hey, we are going to talk to you guys? Because one plant 
alone in my district produces about 600,000 barrels a day. If that 
were to be taken off the market you would see a quick crisis occur. 
And if you took off several plants it would shut down the United 
States. 

Mr. PAINTER. So my DHS colleagues deal with this all the time 
and, in fact, there have been designations of critical infrastructures 
and ways set up to deal with those industries and talk to those in-
dustries about cyber, not just about all the other issues they face 
and all the other challenges, but about cyber in particular. And cer-
tainly it is our goal to make sure that those companies understand 
both the scope of the problem, which is often a problem. Many com-
panies don’t understand, really, what the threat they are facing is, 
and that has been a problem we have had for the last 10 years, 
but they understand that the government does care about this and 
wants to work with them. 

And there have been a lot of activities recently in terms of shar-
ing signature information, et cetera, with companies and with ISPs 
and with other providers to better protect that critical infrastruc-
ture. If you look at the executive order and the proposed legisla-
tion, that is targeted, again, at critical infrastructure. Narrowly de-
fined but critical, because if something happens to it, as you say, 
it could really bring us to our knees. And that is extraordinarily 
important. 

And I would say this also, other countries around the world are 
focusing on critical infrastructure too. Certainly the U.K. and Ger-
many or others are looking at this and say, what is it that we real-
ly need? What are the threats we are facing from cyberspace, what 
can they do to us, and how can we build better defenses? Part of 
it is building better defenses. Part of any strategy, any deterrence 
has to be building better defenses, and part of it, and my part of 
it has to be what we are going to do diplomatically. 

But that is only one part. This is a whole-of-government effort 
that includes DHS, it includes DoD, it includes the Commerce De-
partment and Justice and the FBI in the full range of our activi-
ties, but they have to work together. And it is important that we 
have the foreign policy element, but that is one of the many ele-
ments in our tool kit that has to be integrated. 

Mr. STOCKMAN. Can I just do a follow-up question there? Can 
you see from the plant manager’s concern if you step in his shoes, 
and this is recent, the frustration he has that he feels like he is 
in a vulnerable situation and he is going to be held accountable, 
but he is not getting any kind of feedback from the administration 
or, quite frankly, anybody in the governmental body? He is sound-
ing the alarms and then it is falling on deaf ears, so there is a 
great deal of frustration from his viewpoint. 

And I feel like maybe all of us in this committee and maybe in 
Congress are ignoring his concerns. It is a legitimate concern. As 
you know there is clips of things that were done remotely that were 
very devastating, and I will just ask that you somehow follow 
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through on your plan to work with the critical infrastructure of this 
nation. 

Mr. PAINTER. I would just say that that is something that has 
been a priority now for a few years in our Department of Homeland 
Security, and other parts of our Government have been working 
strongly to do that. Before I came to the State Department in 2009, 
the cyberspace policy review we wrote talks about this issue ex-
actly, raising awareness and addressing some of these concerns 
with the critical infrastructure. 

And if that plant manager is feeling that way that is certainly 
unfortunate, but we have to make sure that we are working with 
him, and I think we are. And the other thing I would say is that 
compared to even a few years ago the awareness level and the co-
ordination among government agencies and the priority of this 
issue is higher than it has ever been. 

Mr. STOCKMAN. Thank you. And I yield back the balance of my 
time, Mr. Chairman. 

Mr. ROHRABACHER. Thank you very much. I want to thank the 
witness. And let us just note that we have a huge number of tar-
gets in our country that can be attacked via this mechanism, the 
cyber attack. And we cannot defend. It would be impossible for us 
to defend all these targets. Thus, the only way that we can defend 
ourselves is if those who are committing crimes against us face se-
rious consequences and thus will refrain from those attacks. 

At this point, from your testimony—and let me just say you are 
a wonderful person and you take your job seriously. You are a 
former prosecutor, and I am sure that you put people in jail for 
committing crimes against other people and crimes against our so-
ciety, but we can’t put in jail the people who threaten us today and 
could do us great harm. 

And people have got to know overseas whether or not there is 
going to be a serious consequence, not just raising the words at a 
discussion between heads of state, but a serious consequence if 
they are found guilty here of being an accomplice to a major crime. 
A crime of shutting down maybe that oil refinery in order to give 
them leverage on some oil deals someplace else in the world that 
they are trying to make, or maybe even putting our air traffic con-
trol system out of whack for a day. There is too many targets to 
defend, and right now those people who could possibly commit 
these acts don’t know what those serious consequences are. And 
that lack of definition that we have of what you are going to face 
if you do this, I believe, could cause serious consequences to our 
people. To our people, rather than the people committing the crime. 

So as you move forward in your job we wish you well this year. 
This committee is here to work with you in trying to—because we 
are supposed to handle emerging threats, and if there ever was an 
emerging threat that is what we are talking about. But as a pros-
ecutor, as a tough guy that deals with criminals, let us make sure 
that we are just as tough dealing with these cyber threats to our 
well being. 

And Mr. Keating, do you have a 1-minute summary would you 
like to make? 

Mr. KEATING. Well, I think there is a lot of activity going. One 
of the things that we didn’t get into that is worth mentioning is, 
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as some countries move forward on these areas to try and do it 
under the guise of getting control over cyber threats, we have coun-
tries that are going to try and inhibit communication, social media, 
the kind of communication that is healthy in a democratic country. 
And so there is a balancing act to be made in that respect, and I 
think it is worth mentioning that that makes it difficult. 

But I would just say this. That I hope that this Congress can 
come forward with legislation this year. We will be reacting quickly 
if, indeed, one of our five top financial groups is hacked into for any 
extended period of time. It is conceivable they could go bankrupt. 
And if you compare that with what happened with the mortgage 
crisis, this would have far more devastating impact. 

And I do agree, just following up on what the chairman said, 
internationally with our allies, I think we should have more con-
crete sanctions and a ratcheting up once we have accountability. 
Because I think that will indeed help as a deterrence as well so 
people and countries will know what they are facing as a result. 
But I thank you for your testimony and your hard work in this 
area. 

Mr. ROHRABACHER. Let us give the witness the courtesy of giving 
him the last comment, but not more than 1 minute. 

Mr. PAINTER. Not long. 
Mr. ROHRABACHER. Not more than 1 minute. 
Mr. PAINTER. I appreciate that very, very much, Mr. Chairman. 

I would say that look, I am heartened that this has gotten so much 
priority and so much interest. Having spent time in this area now 
for over 20 years, the fact that over the last few years it has now 
become not just a technical issue but a real foreign policy priority, 
a real national priority, and a real international priority. It is a 
huge step, and that is something that we need to build on. 

I would also say that taking out of the context of any particular 
actor, even our international strategy, which by itself—we were the 
first country to put together an international strategy. We are the 
first country to create an office like mine, and many other countries 
have now have followed suit and that is important too. In inter-
national strategy we have a deterrent policy there. We say we will 
use all tools that we have. Diplomatic is one of them. It is just one 
of them. Diplomatic, economic, law enforcement, military, the full 
suite of tools in appropriate circumstances given the circumstances 
that are there. 

I think we are making a huge, it is a hugely complex issue. We 
are dealing with the Internet freedom issues. We are dealing with 
governance issues and keeping this a multi-stakeholder govern-
ments’ process. We are dealing with the international security 
issue, the applicability of international law, building confidence be-
tween countries so things don’t escalate out of control, so we can 
actually get some transparency to other governments, and we are 
working on cyber crime. So all these are important. It is a big lift 
over the next few years but something, I think, we are really pre-
pared to do. So thank you. 

Mr. ROHRABACHER. Well, thank you. Life wasn’t so complicated 
before, was it? Thank you very much. 

We have a second panel who will be joining us now. So we have 
a very distinguished panel for our second panel. And first, what we 
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will do is I will introduce all of you and then we will proceed with 
your statements and then we will go into questions after that. And 
if you gentlemen could make your statements around 5 minutes so 
that we have a little time for questions. There are votes coming up 
in the next hour at least, so we will have to adjourn at that point. 
So we will move forward as soon as we can. 

We will start with Mr. Richard Bejtlich is chief security officer 
at—pronounce that for me. 

Mr. LIBICKI. Mandiant. 
Mr. ROHRABACHER. Okay, I am blacking out on that pronuncia-

tion. He was previously director of Incident Response for General 
Electric. Prior to GE he operated the TaoSecurity LLC as an inde-
pendent consultant, where among other things he protected na-
tional security interests for Mantech Corporation’s Computer Fo-
rensic and Intrusive Analysis Division. He began his digital secu-
rity career as a military intelligence officer working for the Air 
Force Information Warfare Center and Air Intelligence Agency. He 
graduated from Harvard University, and the United States Air 
Force Academy. 

We have Michael Mazza, a research fellow at the American En-
terprise Institute, and program manager for AEI’s annual Execu-
tive Program on National Security Policy and Strategy. Michael 
Mazza has studied and lived in China and writes regularly on U.S. 
strategy in Asia and on Taiwanese defense strategies. He has a 
Masters degree in International Relations, Strategic Studies and 
International Economics from the Paul H. Nitze School of Ad-
vanced International Studies at Johns Hopkins University, and a 
B.A. from Cornell. The second Cornell man we have had today with 
us. 

Greg Autry is a senior economist for the Coalition for a Pros-
perous America. He is the co-author with Peter Navarro of the 
book, ‘‘Death by China,’’ and I might add it is a great book and a 
great movie. Considering how many times I was quoted in it that 
is what makes it even better. And Greg holds a B.A. in History 
from Cal Poly Pomona, and an M.B.A. from Merage School of Man-
agement at UC Irvine. 

And finally, Libicki. I am really bad at making these pronuncia-
tions. With a name like Rohrabacher you are going to have to—
anybody can mispronounce my name, and we will make a deal. A 
senior management scientist at Rand Corporation, he is the author 
of Rand’s study, ‘‘Cyber Deterrence and Cyber War.’’ Prior to join-
ing Rand he spent 12 years at the National Defense University, 3 
years on the Navy staff as program sponsor for industrial pre-
paredness, and 3 years as a policy analyst for the General Account-
ing Office’s Energy and Mineral Division. He has received a Ph.D. 
in Economics from the University of California at Berkeley. 

We will start with you. 

STATEMENT OF MR. RICHARD BEJTLICH, CHIEF SECURITY 
OFFICER AND SECURITY SERVICES ARCHITECT, MANDIANT 
CORPORATION 

Mr. BEJTLICH. Thank you, Mr. Chairman. Thank you, Ranking 
Member Keating, distinguished members of the committee. 
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My name is Richard Bejtlich and I am the chief security officer 
at Mandiant. Mandiant is a computer security company that has 
one mission and that is to detect and respond to advanced intrud-
ers. We have been doing that for 9 years. We are unique in that 
respect that we were founded on the idea that you can’t stop deter-
mined attackers, and there needs to be someplace for the private 
sector, or even in some cases, government agencies to call for help. 
And that is what we do. As I am sitting here today, we have teams 
out at somewhere between 12 and 15 customers, helping them re-
cover from intrusions. Our software is helping dozens of other com-
panies, hundreds of others, actually, at this point. And that is what 
we do as a company. 

So who is APT 1? Who is this group that we outed in our report? 
It is important to realize that APT 1—and APT stands for Ad-
vanced Persistent Threat. It is a term that was invented by an Air 
Force colonel in 2006 to tie back to Chinese threat actors. APT 1 
is one of two dozen groups that our company tracks. APT 1 is the 
most prolific of these groups in terms of the number of industries 
that are affected. We estimate there is about 20 that we have per-
sonally witnessed including 141 companies, 115 of which are in the 
United States. 

But there are other groups that we just did not decide to docu-
ment in our report. APT 1 is actually Unit 61398. This is a unit 
of the People’s Liberation Army. It is the second bureau of the 
third department. And the third department in the PLA General 
Staff does signals intelligence. So it makes sense. You take a sig-
nals intelligence unit and you turn them into a computer network 
operations unit. They operate primarily out of a headquarters out-
side of Shanghai that was built in 2007, 130,000 square feet. And 
there has been TV coverage recently where reporters from CNN 
tried to take some footage. They were chased by soldiers and the 
footage was temporarily confiscated. 

Why did we release this report? We released the report because 
we wanted to move the discussion about this topic forward. As you 
probably heard, there has been talk of Chinese hackers. You 
couldn’t tell if it was someone in his mother’s basement. You 
couldn’t tell if it was an organized crime group or such. We felt 
that we had been tracking this group for so long, for 7 years, and 
using a combination of technical indicators and non-technical indi-
cators we were able to trace it back, right to the doorstep of this 
building, and figure out that this was this military unit. 

We wanted to speak for victims. We help hundreds of companies 
and they are all frustrated. They want something to be done but 
they don’t want to come forward and say something about it. Very 
infrequently that happens. We have seen that now with the New 
York Times, Google, RSA, U.S. Chamber of Commerce. Outside of 
that no one talks about this. We also felt that the time was right. 
We felt that the time for watching the fireworks had passed, and 
our sense was that the government wanted to talk about this and 
we had the evidence to talk about it. 

And the report is completely based on our work, completely un-
classified, not corroborated with government information. It just 
shows you what a dedicated group of, in this case our company is 
former military, former law enforcement, former Intelligence Com-

VerDate 0ct 09 2002 10:33 Apr 23, 2013 Jkt 000000 PO 00000 Frm 00031 Fmt 6633 Sfmt 6601 F:\WORK\_EE&ET\032113\80123 HFA PsN: SHIRL



28

munity, and then just very motivated, highly skilled computer se-
curity people. This is what you can do if you devote yourself to this 
project. We also felt that if we provided the indicators of com-
promise, that data that talks about who these guys are, what they 
do to Western companies, and how they operate that people could 
defend themselves. And that has been fairly gratifying over the last 
several weeks since we released the report. 

People are finding these groups inside their companies and they 
are doing something about it. And it gives you an example of what 
could be done, I think, if the government were more forthcoming 
in sharing what the government knows about these actors. It is 
also important to realize, what are you supposed to do with this in-
formation? What I would say is, every company in the United 
States that cares about security needs to be able to take a report 
like ours, digest the information in it and look for intruders in your 
company. 

If you look at our report—and it is free. We are not charging for 
it. You download it from the Internet. If you look at this report and 
you can’t do that, you can’t figure out how to find intruders in your 
company, that is probably job one. You need to be able to do that. 
And secondly, you need to be able to see over time how this affects 
you. We find too many companies don’t treat this as a business 
process. They treat it as something that engineers and technicians 
need to deal with. You need to realize that dealing with intruders 
is a fact of life in the business world and it needs to be a contin-
uous business process that you deal with. I thank you for the op-
portunity to testify today, and I look forward to your questions. 

[The prepared statement of Mr. Bejtlich follows:]
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Mr. ROHRABACHER. Thank you very much. And let us just note 
that we do rely on the police to protect us, but also throughout our 
country we know that there are companies and individuals that 
seek private protection with security services, and they have 
guards at their gate and such as that. And so in this case with this 
particular threat, we of course need to all work together and it will 
encompass private sector investment as well as government action. 

Mr. Autry, you may proceed. 

STATEMENT OF MR. GREG AUTRY, SENIOR ECONOMIST, 
COALITION FOR A PROSPEROUS AMERICA 

Mr. AUTRY. Thank you, Chairman Rohrabacher, Mr. Keating, 
and members. I wanted to particularly thank Mr. Marino for your 
strong comments with the earlier panelist. 

Mandiant Corporation’s brilliant report has made obvious to ev-
eryone what we have known all along in that there is a giant suck-
ing sound in our economy and it is coming from China. The mili-
tary origin, the billions of dollars in damages, the infrastructure, 
and the focus on technology make it clear that this is a 21st cen-
tury act of war. This is not some petty crime happening by a bunch 
of Internet trolls in China. China controls the Internet better than 
any country on earth. I know that from strong personal experience. 
I guarantee you that if they can find my emails to dissidents they 
can certainly track down a giant organized cyber attack happening 
in their own territory. 

China does not view the U.S. as a valued trading partner and a 
model for progress. We have got to give up on this naive perception 
that China is doing everything they can to move forward to become 
the United States. They are not. They view us as a ideological ad-
versary who they see as weak and foolish and something that 
needs to be controlled. 

The Internet was developed by the United States Government at 
United States taxpayer expense. We in the United States and in 
the U.S. military have every right to expect special privileges in 
the Internet, and we need to make sure that it is not debased by 
either hoodlums or nations who do not appreciate the rule of law. 
It shouldn’t be used by tyrants to repress their citizens, and we 
shouldn’t allow those same tyrants to attack our corporations and 
our infrastructure. The Chinese Government can’t think of enough 
things to do with the money that they have been earning from the 
economic warfare that they have been executing against the United 
States. 

While we are frustrated over a 2-percent cut, the Chinese are 
launching moon missions, building maglev trains, launching the 
biggest military buildup that we have seen since the 1930s. Mean-
while, these cyber attacks against the United States are in the 
same financial class as the 9/11 attacks. They are costing clearly, 
billions, and I believe, hundreds of billions of dollars, and this 
translates to real effect on American individual workers, and this 
results in loss of life to Americans as well. 

And so I ask, why does China get a pass on this scurrilous be-
havior and every other form of scurrilous behavior that they en-
gage in from economic abuse to human rights? I believe that if Unit 
61398 were a segment of the Iranian Republican Guard located in 
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Tehran that that building would be a smoldering pile of rubble be-
fore I got a chance to testify, yet there seems to be something going 
on with China. 

And I think that the problem is, frankly, that a lot of American 
corporations are co-opted by the Chinese regime. They have such 
a huge interest in the production capabilities and the ability to ex-
ploit Chinese labor and the Chinese environment to lower their 
costs, and they are chasing the delusional promise of this giant 
market that they are someday actually going to be given access to 
that they don’t dare offend their Chinese host. 

They are like the abused partner in an abusive spousal relation-
ship. They are not going to call the cops on the Chinese, and they 
are really not going to do it when they know that the cops don’t 
show up and that the cops don’t have any guns, which is the situa-
tion that we are in now. 

This is not a technical challenge, it is a military one. No amount 
of locks or alarms could protect your home if there was no belief 
that the police would show up or that the prosecutors would do 
anything if you had burglars working in broad daylight against 
whatever security you had put in place. 

We need to do some serious actions. And I strongly recommend, 
first of all, that we have a tariff on Chinese technology that ac-
counts for our governmental cost in cybersecurity to defend against 
the Chinese, and for the damages that we estimate against our cor-
porations, until there are no further signs of this sort of activity. 
We should have a ban on the import of any Chinese networking 
hardware, and specifically I mean Huawei. We need to stop the re-
volving door at the State, Treasury, and Commerce Departments 
where officials from those Departments come directly from doing 
business with China or look forward to doing business with the 
Chinese as soon as they get out of government service. 

Finally, we need to stop educating our adversary. Our computer 
science departments and engineering departments are full of main-
land Chinese students, the majority of whom return to mainland 
China. Why are we educating these students of a country who are 
using that technology that we are handing them to oppose our in-
terests? Thank you. 

[The prepared statement of Mr. Autry follows:]
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Mr. ROHRABACHER. Thank you very much. 
Now we have 10 minutes before the vote is actually taking place. 

What we could do is we will have the testimony from Mr. Mazza. 
We will then recess. As soon as the votes are over we will come 
back and have a few questions for the panel, if that is all right. 
We apologize, but we don’t have the control over when the votes 
come. 

Mr. Mazza, you have 5 minutes, and then we will have 5 more 
minutes to get to the floor. 

Go right ahead. 

STATEMENT OF MR. MICHAEL MAZZA, RESEARCH FELLOW, 
AMERICAN ENTERPRISE INSTITUTE 

Mr. MAZZA. Chairman Rohrabacher, Ranking Member Keating, 
members of the subcommittee, thank you for the opportunity to tes-
tify before you today on China’s use of cyber capabilities. 

China, I argue, sees cyber capabilities as a tool of statecraft, and 
like any such tool, it can and should be put to use in the pursuit 
of national interests. What are those interests? In brief, the pri-
mary goal of the Chinese Communist Party, or CCP, is to stay in 
power. No longer securing its legitimacy on a foundation of Marxist 
ideology, the Party now relies on delivering economic prosperity 
and on its claim to a nationalist mantle to ensure its continued 
rule. 

And in my remarks here I am going to focus on the more tradi-
tional aspects of security implications rather than economics. Chi-
na’s continued rise is crucial if the CCP is to validate its claim that 
it and it alone can lead the country back to what it sees as its tra-
ditional and rightful place atop the Asian hierarchy. And to do so, 
Beijing must restore sovereignty over territory supposedly wrongly 
taken from it. Doing so would not only allow Beijing to complete 
what it sees as an historic mission, but to enhance its own security. 
Controlling islands in the East and South China Seas would grant 
China greater strategic depth, allow it to more easily safeguard or 
control sea lanes, and permit it to more easily access the Pacific 
and Indian Oceans. 

But of course, these waters are also home to U.S. treaty allies, 
long-standing security partners, and new friends. And it is in these 
littoral regions where tensions have been running high, where con-
flict is most likely to break out, and where U.S. and Chinese inter-
ests clash. Differing visions of what Asian and perhaps global order 
should like have led China and the United States into what is 
shaping up to be a long-term strategic competition. For China, 
cyber capabilities are tools to be used in waging this competition 
and in securing its interest in the Asia Pacific. And in particular, 
I hear that China uses cyber capabilities for three related but dif-
ferent purposes. 

First, Chinese hackers will engage in espionage activities in the 
pursuit of both strategic and tactical intelligence. Such activity is 
unwelcome but shouldn’t be unexpected. The United States and 
China are going to spy on each other. Second, the People’s Libera-
tion Army, or PLA, will use cyber warfare as part of its suite of 
anti-access/area denial capabilities, or A2/AD. The PLA has been 
developing systems aimed at keeping U.S. forces distant from Chi-

VerDate 0ct 09 2002 10:33 Apr 23, 2013 Jkt 000000 PO 00000 Frm 00050 Fmt 6633 Sfmt 6601 F:\WORK\_EE&ET\032113\80123 HFA PsN: SHIRL



47

nese shores, complicating in particular the U.S. Navy’s ability to 
operate freely in the Asia-Pacific Theater and thus making U.S. 
intervention in the Taiwan Strait or other conflict more difficult. In 
the event of a conflict, PLA cyber forces would likely aim to disrupt 
U.S. military command and communications networks, essentially 
trying to blind, deafen, and silence U.S. forces. 

Third, and in my opinion, most worrisome is China’s develop-
ment of what might be called strategic cyber weapons. Recent rev-
elations of Chinese cyber intrusions into U.S. critical infrastructure 
are especially troubling. That an attacker a half a world away 
could threaten our electrical grid or transportation security is of 
course a frightening thought, but in my opinion, even more con-
cerning is that China’s development of these capabilities is poten-
tially destabilizing. Because the weapons lack the ugliness of nu-
clear arms, Beijing may come to see them as more usable than nu-
clear weapons. And with such weapons likely to be seen as adding 
an intermediate step on the escalation ladder, Beijing may come to 
see armed conflict as less dangerous than it otherwise would have. 

Fortunately there are steps the United States can take to arrest 
China’s use of cyber capabilities and ensure American national se-
curity going forward. These steps fall into three broad categories—
legal, diplomatic, and military and that they all be suggestions that 
require further thought, certainly. In the legal realm there may be 
need for new legislation. My colleague Dan Blumenthal has re-
cently argued that Congress should adopt a cyber attack exception 
to the Foreign Sovereign Immunities Act to allow for civil suits 
against foreign governments acting illegally in the cyber realm. 
This is something that we have done in the realm of terrorism. 

Diplomatically, there are several paths to take. Ideally, of course, 
China will be willing to join in some broad based international ef-
fort to establish norms and rules of the road in the cyber realm, 
but as you have pointed out, China will need incentive to do so. 
The Obama administration has suggested that cyber threats will 
threaten the overall U.S.-China relationship, but it needs to start 
elucidating just what that means. What are the risks? Potential op-
tions include limiting access to the U.S. market for Chinese state-
owned enterprises or pursuing action at the WTO. 

In the military sphere the United States should be clear about 
how we will respond to the use of strategic weapons on American 
soil. The Department of Defense should explore whether it is pos-
sible to conduct cyber exercises that will effectively demonstrate 
U.S. capabilities, much as conventional exercises are used, for ex-
ample, to deter North Korea. If the United States limits itself to 
just playing defense in cyberspace, it is likely to find itself on the 
losing end in a competition with China. Playing offense, not just 
militarily but in the legal and diplomatic fields as well, will allow 
Washington to impose costs on Beijing when necessary and en-
hance national security. Thank you. 

[The prepared statement of Mr. Mazza follows:]
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Mr. ROHRABACHER. Thank you very much. 
Now we have 4 minutes to go down and vote. And Dr. Libicki, 

I am sorry that we are going to—or are you going to be able to hold 
off? It will be about a half an hour by the time we get back here. 

Mr. LIBICKI. Certainly. 
Mr. ROHRABACHER. Thank you very much. So what we will do is 

I will recess the hearing for 30 minutes, and so we should be back 
in a half an hour. And let us just note for the record as we recess 
that we are talking about here a—Mr. Keating, we have heard tes-
timony indicating that the cyber attack has been traced directly 
back to a unit of the Chinese army, and this is phenomenal that 
we can actually have evidence of an army of another country in-
volved in this type of criminal activity aimed at Americans and oth-
ers. 

We have also heard testimony about the United States, through 
our Chinese student graduate program have perhaps educated 
some of the people in that Chinese army unit, who then took the 
knowledge back that they gained in the United States, to attack us. 
And so we will have some questions for our panel along these lines 
when we come back, and Dr. Libicki will have his testimony. So 
this hearing is now in recess for 30 minutes. 

[Recess.] 
Mr. ROHRABACHER. Okay, this hearing is now called to order, and 

we had a 30-minute break. We will now proceed with the rest with 
the final witness, and then we will proceed to have some questions, 
and hopefully we will be adjourned in about a half an hour from 
now. 

Dr. Libicki? 

STATEMENT OF MARTIN C. LIBICKI, PH.D., SENIOR 
MANAGEMENT SCIENTIST, RAND CORPORATION 

Mr. LIBICKI. Good morning, Chairman Rohrabacher, Ranking 
Chairman Keating, and other——

Mr. ROHRABACHER. Someone has tampered with the electronics 
and you are not coming through on that phone, or maybe you just 
need to put it over here. 

Mr. LIBICKI. Good morning, Chairman Rohrabacher——
Mr. ROHRABACHER. There is a lesson to be learned in that. 
Mr. LIBICKI [continuing]. Ranking Member Keating, and other 

distinguished members of the subcommittee. Thank you for the op-
portunity to testify today on cyber attacks, an unprecedented 
threat to U.S. national security. 

On September 11th, 2001, terrorists attacked the United States. 
Three thousand people died and the physical damage was upwards 
of $200 billion. On September 12th, the country responded. The 
United States strengthened its homeland security. We went to war 
twice. Over the next dozen years the United States lost 6,000 in 
combat, 10,000 to 20,000 were seriously injured. Total additional 
expenditures exceeded $1 trillion. 

I point this out not to criticize the policies that followed but to 
indicate that even though an attack on the United States may be 
damaging the cycle of response and counterresponse may be far 
more consequential. Accordingly, even though a cyber 9/11 may be 
costly, it would be short-sighted to evaluate the threat in terms of 
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immediate damage without considering how the United States 
would manage such a crisis in order to yield an outcome that works 
best for the American people. 

We are right to be worried about a 9/11 in cyberspace, but we 
also ought to worry about what a 9/12 in cyberspace would look 
like. Indeed, one of the best reasons for working hard to avoid a 
9/11 in cyberspace is precisely to avoid having to deal with a 9/12 
in cyberspace. That noted, because a cyber 9/11 or what looks like 
a cyber 9/11 might happen, it is worthwhile to think about what 
we do the day after. 

The issue of how the United States should manage crisis and es-
calation in cyberspace is addressed in a recently published Rand 
document of the same name. I now want to take the opportunity 
to summarize some of the salient points in the document. The first 
point is to understand that the answer to the question, is this cyber 
attack an act of war?—is not a conclusion but a decision. Cyber 
wars are wars of choice. A country struck from cyberspace has the 
opportunity to ask, what would be the most cost effective way of 
minimizing such future suffering? Depending on circumstances it 
might be to go off to war. Alternatively, it might not be. 

The second is to take the time to think things through. Com-
puters may work in nanoseconds, but the target of any response is 
not the computer, in large part because even if a computer is taken 
out a substitute may be close at hand. The true target of response 
is those who command cyber warriors, that is, people. But people 
do not work in nanoseconds. Persuasion and dissuasion of people 
are work at roughly the same speed whether or not these people 
command cyber war or command another form of war. 

Third is to understand what is at stake before you react, which 
is to say, what you hope to gain by making the attackers cease 
their efforts. This goes for both responding to cyber attack and to 
responding to what may be deemed intolerable levels of cyber espi-
onage. Fourth is to not take possession of the crisis unnecessarily, 
or if you do take possession at least do so only on your own terms. 
That is, do not back yourself into a corner where you always have 
to respond whether doing so is wise or not. 

Fifth is to craft a narrative that facilitates taking the crisis 
where you want to take it. In some cases, the narrative has to 
allow the attacker to back down gracefully, which is to say cease 
what they are doing. Sixth is to figure out what are the norms of 
conduct in cyberspace, if any, work best for the United States. It 
may be encouraging that last week both the United States and 
China agreed to carry out high level talks on cyber norms, but 
there are a lot of questions to work through. Where, for instance, 
does one draw the many lines among cyber war, cyber crime, cyber 
espionage, and violations of international trade law? 

Seventh is to manage the cyber escalation wisely. This not only 
means remembering that the other side will likely react to what 
you do, but understanding what a crude tool tit-for-tat 
counterescalation is when it comes time to influencing the behavior 
of the other side. In sum, while I believe it is certainly a worth-
while effort to prevent the future 9/11 in cyberspace, similar levels 
of care and thought need to be given to how to manage a potential 
9/12 in cyberspace. If not, we may find as with the historical 9/11 
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that the consequences of the reaction and counterreaction are far 
more serious than the consequences of the original action itself. 
Thank you very much. 

[The prepared statement of Mr. Libicki follows:]
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Mr. ROHRABACHER. Thank you very much. 
Now we have heard some very thought-provoking testimony 

today, and the complications that you just outlined and the dif-
ferent levels that we have to consider and the timing of consider-
ation, as I said earlier that when we had our first witness from the 
administration, things are a lot more complicated now than they 
used to be basically in terms of providing security for our country, 
but also providing a methodology of dealing with criminal behavior 
on an international and global scale. 

We have heard today about especially when we were talking 
originally about the Chinese military itself is engaged in cyber es-
pionage and perhaps cyber attacks. Let us note that this is dif-
ferent than just having the Chinese army engaged in some act of 
aggression against an enemy or against an adversary of China. In 
this case the Chinese military is engaged in activity that has secu-
rity implications but also economic implications, mainly for the 
leadership of China which is an oppressive dictatorship, a cliquism. 
They may be utilizing this apparatus to enrich themselves as well 
as their clique. 

We also know that this what we are talking about is cyber at-
tacks, we are also talking about cyber oppression. That in China 
you have so many people who are engaged in cyber operations at 
the direction of their government, but those directions may not be 
an attack on the United States or on a competitor, but they also 
may be aimed at their own people in oppressing their ability to uti-
lize the Internet for a free type of communication. 

So we have all of these factors coming to play. Perhaps what ties 
them all together is the fact that the United States has been the 
enabler of all of this. Whether it is positive or negative we have en-
abled this. The Internet is an invention of the United States of 
America. It has been put in place basically by our technologists. 
And on top of that, we have trained and continue to train people 
to have expertise in this new arena of human behavior. 

So we have a relatively new arena, the cyber arena, and we have 
indiscriminately, whether or not the people that we are training 
are representing a positive force in the world or a negative force 
in the world, we have been training them at our universities and 
educating them at the highest level of graduate studies into these 
type of scientific endeavors that utilize the Internet. We have been 
training people to go home and use them. For example, when we 
talk about Chinese military unit, now are we suggesting that that 
Chinese unit is just a bunch of corporals and privates, or do they 
have Ph.D.s in that unit that you have tracked down? Are there 
Ph.D. students that perhaps were trained in American univer-
sities? 

Mr. BEJTLICH. Sir, we don’t have any specific information about 
that sort of activity. What I will say is that we have seen, and this 
is all through open source again, documents, submissions to con-
ferences by Ph.D.s who say their job is working for 61398. And 
when they submit these papers they didn’t realize that by saying 
61398 someone could later on tie them to that Chinese military 
unit. In other words, that was a code name that they never thought 
would be penetrated. So you can find documents on the Internet 
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talking about different ways to conduct computer security, different 
ways to write software where the authors will say, I am 61398. 

Now I don’t know of any case where you have tied that back to 
say well, where did this person study? Did they study at Cal Tech 
or something like that? I don’t know of anyone who has done that 
sort of analysis. But clearly you have very well trained people. This 
unit was very focused on hiring English speakers. That was the 
goal of this unit. You had to speak English. You had to know com-
puter security, computer science, and as a result they were able to 
take that expertise and target English-speaking companies. 

Mr. ROHRABACHER. I would suggest, and Mr. Autry, I would like 
your opinion because you are the one who first brought up this 
issue of actual educated individuals. If you provide a person with 
the education in this arena of high technology type understandings 
of physics, et cetera, we are actually arming those people to do 
good things or bad things. And yet we are not paying any attention 
as to whether or not those students who we are educating in these 
graduate level classes, especially the Chinese students, are going to 
go back to China and participate in oppressing their fellow Chinese 
or threatening the well being of other countries that are considered 
adversaries by the Chinese Government. And maybe you could ex-
pand upon that thought. 

Mr. AUTRY. Yes, thank you, Chairman Rohrabacher. As a lec-
turer and a Ph.D. student at the University of California Irvine, I 
have noticed the ever-increasing predominance of Chinese main-
land nationals in our classrooms. In the business school it is not 
unusual for the Ph.D. cohort to be fully 50 percent mainland Chi-
nese students. In the M.B.A. programs I often see a quarter of the 
classes mainland Chinese students. My understanding is that in 
computer science and engineering, classrooms with 40 percent 
mainland Chinese students is perhaps the norm. 

This should be of great concern to a nation who prides itself on 
its technological development to drive its economy and to make its 
defense second to none in the world. It is a great thing when we 
open up our schools to students from around the world who wish 
to embrace American values and learn from us and take them 
home and emulate what we have done, but I have to say of the 
Chinese cohort that I work with on a regular basis many of them 
are at best apolitical. They certainly are not here to embrace our 
ideological values, and many of them are openly hostile to Amer-
ican ideological values and see any criticism of the Chinese Govern-
ment to be inappropriate and something that they don’t want to 
see happening. 

I believe that limiting visas for students in computer science to 
countries that do not engage in cyber attacks against the United 
States is a very realistic option we should consider. Thank you. 

Mr. ROHRABACHER. I have been aware of this problem for awhile, 
and when I have spoken to presidents of major universities like 
Stanford University, for example, I just get the answer that well, 
that is for the government to worry about but not for us, not in 
academics. Security issues should be handled by the Federal Gov-
ernment not by academics. 

I would suggest that this is, what we are talking about today is 
the equivalent of equipping a hostile power, let us say, 50, 60, 70 
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years ago, but helping to equip a hostile power with the ability to 
build a nuclear weapon. I mean if you have students from Germany 
and you say, well, we can’t really make a decision about the nature 
of the regime that controls Germany, or Stalinist Russia, and then 
we equip graduate students with the knowledge of how to put to-
gether a nuclear weapon, that is an insane, suicidal, national suici-
dal policy, and would have been then and our people certainly rec-
ognize that. 

I guess it is hard today when China is presenting itself as our 
adversary wherever they can, allying themselves with the rotten 
regimes in the world and trying to make hostile territorial claims 
as well as of course their economic, what I consider to be economic 
aggression. But as we just heard that the cost of 9/11 was $200 bil-
lion. Is that what——

Mr. LIBICKI. Yes, correct, the cost of 9/11, roughly, in property 
damage. Somewhere between——

Mr. ROHRABACHER. So the cost of 9/11 is $200 billion, but we also 
heard earlier that your report suggested that there was about $250 
billion a year lost to cyber attacks of some kind or another. So 
what we have here is a huge issue of security that should consider 
even our major universities as to what kind of knowledge that they 
are permitting to be provided to people who might do us harm. And 
I would think and I would suggest that we are not now paying at-
tention to that. 

And again, every time you hear about we are going to bring peo-
ple in, foreign students, and it is all done in the name of taming 
a potential adversary. But if you are bringing these people in and 
they are only taking science classes or mathematics classes at the 
highest level, you are not taming them at all. You are just pro-
viding them with technical knowledge and technical know-how. 
Perhaps we should insist that we do have exchange students com-
ing in from every country including China, but they have to be so-
cial science majors, and they have to be aimed at understanding 
freedom of thought and intersocial interaction and perhaps even ec-
onomics instead of how to make bombs and how to destroy people 
through the cyber system. 

Let me see, some of the other questions that I had here for us 
today. So let me just say, I would like to make this statement for 
if the Chinese people are listening. I would like to say something 
directly to the Chinese people and the Chinese cyber intelligence 
personnel. Intelligence gathering among nations has been going on 
for thousands of years, and I understand that and everybody on 
this panel understands that. 

But what differs with what governments did in the past and 
what they are doing and what is being done now by the leaders of 
China and other countries, is they are using the nation’s intel-
ligence apparatus to enrich themselves. You have an elite in China 
using the intelligence system including the cyber potential to en-
rich themselves, yes, to to give their country leverage, but for the 
first time we see the enemy has a personal motive in committing 
this aggression and having the ability to do so. The elites’ use of 
China’s intelligence agency is like having a private corporate detec-
tive, and basically you can have a private detective working for you 
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if you have a company, but if you are using it for a personal reason 
you are cheating your company. 

The people of China are being cheated in that the apparatus that 
has been set up to protect them is being used to enrich the elite, 
and at the same time put China into a hostile relationship with the 
United States and other free countries of the world. And on top of 
that, the elite in China are using this not to protect China, not to 
make it more prosperous, but also to repress their own people. And 
do people that work for the Chinese Government, do they want to 
be a cog in a system that is designed to destroy the potential for 
freedom of all of their fellow Chinese? 

The elite in China, their vanity and their desire for more wealth 
and power has led China down a wrong path, and I would urge 
those people in China, which is the vast majority, the people of 
goodwill there, to push this elite that is running their country that 
is raping their country and putting us on a path to conflict, to push 
them out of power and to reach out to the United States with a 
hand of friendship as we would reach out and want to reach out 
to them. In the cyber field this is vitally important. 

And what I will do is give the witnesses each 1 minute more to 
comment and then we will probably close the hearing. We will start 
at this end because you had to wait for a long time to start, so go 
right ahead. 

Mr. LIBICKI. I think we need a better understanding of the im-
pact of Chinese economically motivated cyber espionage on the 
United States’ economy. We hear a lot of numbers being thrown 
around. We don’t really know how they are derived or how con-
sistent they are with how we know economics works. 

We are fairly confident that terabytes of data go from the United 
States and end up in China. We have very little visibility about 
what happens when they go to China and supposedly go to people 
who can make use of them. So I would suggest, in fact, that it is 
an important issue, because just to throw random numbers around 
here, if it is a trillion-dollar problem we treat it one way, if it is 
a billion-dollar problem we treat it another way. Our relationship 
with China is extremely complicated, has many facets, and it is 
useful for us to get our priorities correct, and that kind of informa-
tion will help do so. 

Mr. ROHRABACHER. Mr. Mazza? 
Mr. MAZZA. Thank you, Mr. Chairman. In my remarks today and 

others have cited this as well, that what is really needed is sort of 
a, I guess a whole-of-government approach you could call it, really 
using all of the arms of American power to achieve our ends. But 
I think it can’t be understated how important the U.S. military is 
in this effort. As we heard, the PLA is playing a very direct role 
both in the commercial espionage as well as the more traditional 
in military activities, and a military response is needed. We need 
to consider whether or not that needs to be purely cyber in the fu-
ture or not, and what options we will have in the event of conflict 
to put a stop to cyber activities emanating from China. 

Mr. ROHRABACHER. Mr. Autry? 
Mr. AUTRY. I concur that it would be great to know more about 

this, but I think that we know enough already in that there is hun-
dreds of billions of dollars in damage, which means thousands if 
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not millions of American jobs, and consequently, American lives 
lost in this issue. It is not our burden of responsibility to prove ex-
actly what the damages is, but it is our responsibility to stop this 
hostile and overt action by the Chinese military against the United 
States of America. 

Mr. ROHRABACHER. Mr. Bejtlich? 
Mr. BEJTLICH. One of the key elements of our report was the 

finding that this particular group was, on average, present inside 
Western companies for a year before anyone was able to find them. 
There are some cases that stretch up to 5 years. I would encourage, 
when Congress is considering legislation, to go beyond just the idea 
of continuous monitoring. That is a term that means essentially 
checking baselines, looking for configuration flaws, and instead go 
to a more operational model where you are looking for intruders on 
your network. 

You need to have teams of people equipped with the sort of pri-
vacy-friendly intelligence that is in the Mandiant report, using that 
information, looking for intruders on the network and then dealing 
with them once you find them. It is not enough to just be patching 
your flaws, to have good software. The intruders will find a way in. 
You have to be out there looking for them in order to succeed. 
Thank you. 

Mr. ROHRABACHER. And so let me finish it off with it is not 
enough to know that we are willing to go out and find those people 
who are hacking the system, whether it is an organized group out 
of China that represents a government aggression upon the other 
nations and other people or whether it is just individual hackers 
or criminals around the world who are engaged in trying to get into 
people’s bank accounts and take money or in some way to mess 
with the system. 

So it is all of these elements, but identifying them is not just, we 
have to also understand what we are going to do in response. And 
I will have to say that so far especially from our first witness who 
is not here to make a further comment although I would give him 
that opportunity now, but I am sure that he is doing his job but 
I don’t believe that the United States Government is doing its job 
in making sure that we are prepared to deal with a threat as ex-
pansive as this threat, which is going to get even worse and worse 
as we become more and more dependent on this cyber world for us 
to remain an effective society and a safe society. But at this point 
I have not heard what we will do once we find out all of that infor-
mation. 

Now we know there is a building and we know there is People’s 
Liberation Army people in the building and we know that that is 
the source of cyber attacks or cyber oppression coming out of that 
building, so what are we going to do about it? Well, I think it has 
got to be more than well, we are just going to—what was the word-
ing we had earlier about raising, basically raising the level of rhet-
oric. And I would suggest that raising the level of rhetoric does not 
mean anything to bullies and gangsters. And if you are dealing 
with bullies and gangsters there has got to be some form of retalia-
tion. And we have not had any examples of what we can actually 
do, except Mr. Autry, I think, explained something about we can 
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determine what the price tag is and maybe put a tariff on goods 
coming in from China or other countries. 

But remember what happened today. What happened today was 
we thought that South Korea, which has been attacked, their bank-
ing system and other parts of their economy have been attacked, 
today identified not North Korea but China as the aggressor in this 
situation. So you may have China hiding behind North Korea, 
which it has done in many cases, or various groups hiding and por-
traying themselves actually as these attacks are coming from some-
one else. 

Well, we need to know. It is getting more complicated. It is not 
going to get less complicated. But one thing is for sure, our Govern-
ment is not prepared to deal with this threat. We are unprepared. 
And when something happens, if it is of a huge magnitude or some-
one fiddles with the air traffic control system or the grid, as Steve 
Stockman mentioned, even the oil industry now they could hack 
into that and screw up our entire production of energy, of oil and 
gas. If something big like this happens and if it is a well thought 
out plan, if a small group of fanatics can organize an effort that 
caused $200 billion of damage on 9/11, one can imagine that a 
country run by a criminal element could do even more damage. 

So we are not prepared to meet this threat. We need to have 
more discussions like this. I want to make sure that all of you that 
we keep in touch, because we will have another hearing like this 
probably in about 6 months to 1 year to see if we have made any 
progress in that 6 months. And I will be asking you to tell me what 
you have seen if, there has been any progress made. 

With that said I would like to thank the witnesses and thank my 
staff. I appreciate that Mr. Keating, the ranking member, had an 
Appropriations hearing that he had to go to, but his participation 
earlier was much appreciated. So thank you all very much and this 
hearing is adjourned. 

[Whereupon, at 11:37 a.m, the subcommittee was adjourned.] 
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A P P E N D I X 

MATERIAL SUBMITTED FOR THE HEARING RECORD
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